
From: Atkins, Mark A <mark.a.atkins@wv.gov> 
Date: Thu, Jun 23, 2022 at 2:49 PM 
Subject: Data Transport Services - Emergency Approval 
To: Lore, Andrew C <andrew.c.lore@wv.gov>, Jessica L Hovanec 
<jessica.l.hovanec@wv.gov> 
Cc: Mark L Totten <mark.l.totten@wv.gov> 
 
 
Andrew, 
  
Your request for an emergency contract to procure Data Transport Services  to maintain 
continuity of services is approved. This emergency approval  is for the 12 month period 
requested (July 01, 2022 to Jun 30, 2023) or a not to exceed amount of $6,000,000.00. 
This approval is not an endorsement for any brand, model, manufacturer, or vendor.  
  
Please follow all emergency procedures outlined in the Purchasing Division 
Procedures Handbook and return all documentation to the Purchasing Division buyer for 
processing within 30 days of this approval. 
 
Sincerely, 
  

Mark A. Atkins, CPPB 

Buyer Supervisor, Statewide Contracts 
West Virginia Department of Administration 
Purchasing Division 
2019 Washington Street, East 
POB 50130 
Charleston, WV  25305-0130 
  
Phone: 304.558.2307 
Email: Mark.A.Atkins@wv.gov 
  
"Tell me and I will Forget, Show me and I may remember, Involve me and I will understand" 
Confidentiality Notice:  This e-mail communication and any attachments contain confidential, legally 
privileged, and/or non-public information and is for the sole use of the intended recipient(s).  If you are not an 
intended recipient, and have received this communication, you are hereby notified that you have received this 
communication in error and that any review, disclosure, dissemination, distribution, saving, copying or other use of 
the communication, any attachments, or their contents is strictly prohibited.  If you have received this communication 
in error, please: (1) notify the sender immediately by replying to this message and (2) immediately delete this 
communication, any attachments, and the reply to sender from your system without printing, forwarding, or saving 
any copies. 
 If you are the intended recipient, please secure the contents in accordance with all applicable state or federal 
requirements related to the privacy and confidentiality of information, including the HIPAA Privacy guidelines 
 






