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 Line Comm Ln Desc Qty Unit Issue Unit Price Ln Total Or Contract Amount

Comm Code Manufacturer Specification Model #

Extended Description :

1 Cost of System 1.00000 LS $198,140.000000 $198,140.00

71151106

Total Cost of New Backup Hardware System
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Attachment A 

 

Backup Hardware Software System:  West Virginia State Tax Division 
 
 
 

Hardware: 
 
Part No.   Description    QTY Price  Extension 
R730-BU   Dell R730 Backup Server   1 $11,730  $11,730.00 
DR4300-18TB  Dell DR4300 Target Appliance – 18TB 1 $22,900  $22,900.00 
DR4300-36TB  Dell DR4300 Target Appliance – 36TB 1 $41,900  $41,900.00 
DR4300-54TB  Dell DR4300 Target Appliance – 54TB 1 $62,000  $62,000.00 
   Total Hardware Charges:      $138,530.00 
 
 
Software: 
Part No.   Description    QTY Price  Extension 
NetVault50  Dell NetVault Backup – 50TB  1 $50,850  $50,850.00 
   Total Software Charges:      $50,850.00 
 
 
Training: 
Part No.   Description    QTY Price  Extension 
TR3D   3 Day On-site Training & Impl. Assistance 1 $8,760  $8,760.00 
   Total Training Charges:      $8,760.00 
 
 
Total Price:          $198,140.00 

 
 

 All-In Solution provides 1620 logical Terabytes of backup target space.  This allows source-side 
deduplication to minimize network traffic during backups. 

 Hardware Support:  3-Year Dell ProSupport Plus providing 24/7 phone support plus 4-hour on-site 
commitment with 2-hour on-site maintenance commitment for critical need 

 Software Support:  3-Year Dell 24/7 Support with immediate Service Request creation, and 2-hour call 
back commitment for critical need situations 

 The on-site three day Quickstart training will focus on verifying that the installation/configuration adheres 
to best practices.  In addition, time will be allocated to review performance (make recommendations as 
needed) and to provide knowledge transfer on installation/configuration and tuning best practices. 

 
 
 
 

 



Dell Data Protection | DR Series of 
backup and deduplication appliances 
support all the major backup software 
applications in use today and can 
lower your backup storage costs to as 
little as $.16/GB while reducing your 
total cost of ownership. The purpose-
built appliances achieve these results 
using patented Rapid technology as 
well as built-in, variable block-based 
deduplication and compression. The 
DR Series helps you:

•	 Reduce your backup storage footprint

•	 Speed up recovery

•	 Reduce or eliminate the need for 
physical tapes for backup

•	 Optimize network bandwidth by 
lowering the amount of data sent to 
disaster recovery sites

Simple, affordable solutions

The DR Series systems are extremely 
efficient, high-performance, disk-
based backup and recovery appliances 
available in both physical and virtual 
configurations. The DR Series 
appliances are simple to deploy and 
manage, and offer unsurpassed total 
cost of ownership (TCO) benefits. 

Innovative system software and an 
all-inclusive licensing model provide 
optimal functionality and help eliminate 
the hidden costs of future feature 
upgrades. The DR Series appliances 
have a simple installation process with 
intuitive remote setup and management 
capabilities. In addition, they are 
available in a range of usable capacity 
points, making them ideal for small 
enterprise, remote office environments 
and larger enterprise settings.

Harness the power of deduplication

Through the use of innovative Dell 
deduplication and compression 
technology, the DR Series systems can 
achieve data reduction levels up to 15:1. 
This reduction in data means that more 
backup data can be retained longer 
and within the same footprint.

As disk backup target repositories, 
the DR Series systems are specifically 
engineered to handle high-throughput 
streaming backup workloads, with 
all deduplication and compression 
operations being performed inline.  
This approach minimizes the impact  
on backup and recovery performance.

Dell Data Protection | 
DR Series backup and 
deduplication appliances

Benefits:

•	 Supports major backup 
applications for easy deployment.

•	 Lowers backup storage costs 
to as little as $.16/GB using 
deduplication and compression.

•	 Speeds data ingest by up to 
29TB/hr with built-in protocol 
accelerators.

•	 Decreases TCO with all-inclusive 
licensing that includes replication, 
encryption, protocol accelerators 
and all future feature releases.

•	 Enhances data protection with 
built-in software safeguards  
(early write verify and continuous 
data protection).

•	 Provides best-in-class hardware 
features (NVRAM, data integrity 
scans, RAID6 storage, hot spares).

•	 Contains built-in AES 256-bit 
encryption for data in motion  
or at rest.

•	 Allows backup to VTL libraries 
using iSCSI and NDMP protocols.

•	 Incorporates 13th generation 
of Dell PowerEdge servers 
(DR4300e, DR4300 and DR6300). 

•	 Offers in-place capacity 
expansion (DR4300e). 

•	 Delivers the highest density 
deduplication target appliances 
on the market today.

Backup more. Store less.  
Perform better.
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Achieve extensive scalability

The DR4300e, DR4300 and DR6300 
offer flexible and seamless capacity 
expansion using Dell PowerVault 
MD1400 expansion shelves. The 
DR4300e appliance starts at 4.5TB 
with in-place upgrade to 9.0TB and 
additional expansion to 27TB using 
one MD1400 expansion shelf. The 
DR4300 appliances start at 18TB and 
scale to as much as 108TB of usable 
capacity (after RAID6) using two 
MD1400 expansion shelves. With the 
latest release of the DR Operating 
System, Dell has added support for 8TB 
disk drives on the MD1400 expansion 
shelves, allowing the DR6300 to scale 
from 18TB up to 360TB of total usable 
capacity (after RAID6). This pay-as-
you-grow model allows you to expand 
capacity based on your business 
demands and helps alleviate challenges 
in the backup workflow.

Data backed up to DR Series appliances 
are handled as virtual shares or 
containers — eight for the DR2000v, 32 
for the DR4300e, 64 for the DR4300 
or 128 for the DR6300. DR appliance 
software automatically partitions 
existing capacity of the base unit and 
all expansion shelves, relieving the user 
of performing any storage provisioning.

Edge to core protection with 
virtual appliance

For cost-effective data protection for 
small, remote or branch offices, the 
DR2000v is an attractive choice since 
no additional hardware investments 
are necessary. This pure software 
solution1 delivers most of the same 
benefits of a physical DR appliance, 
including deduplication, compression, 
replication and encryption at rest.

The DR2000v is implemented at the 
remote site for local data protection 
and recovery. For disaster recovery 
purposes, the DR2000v replicates 
deduplicated data remotely to a peer 
DR physical or virtual appliance. The 
DR2000v is offered in 1, 2 or 4TB 
(with a maximum of eight containers) 
capacity points and may be ordered in 
packs of one or 10 licenses.

Virtual Tape Library support

If you need to send backed-up 
data to tape formats due to legacy 
application requirements or retention 
requirements, the Dell DR Series offers 
Virtual Tape Library (VTL) support 
using NDMP or iSCSI connectivity. A 
single DR Series appliance can support 
four VTL libraries or containers. Each 
container stores backed up data 
on virtual LTO-4 tape drives further 
subdivided into virtual cartridges.

VTL containers are set up for an 
appliance using a new container 
configuration wizard that lets you 
establish containers using NAS, NDMP 
or iSCSI connectivity.

Reap the rewards of  
business continuity

One of the primary benefits of backup-
to-disk appliances is the ability to 
recover data in the event of disaster. 
By saving storage space through 
deduplication and compression, greater 
amounts of data can be kept online 
longer, and businesses can meet their 
recovery time and recovery point 
objectives while also lowering capital 
and administrative costs.

Through the use of the DR Series 
replication functionality, the benefits of 
data deduplication can extend across 
the enterprise to provide a complete 
backup and disaster recovery solution 
for multi-site environments. By 
replicating only deduplicated data from 
one DR appliance to another, network 
bandwidth requirements are reduced 
and disaster recovery time is optimized.

Replication enables better disaster 
tolerance without the operational costs 
associated with transporting tapes off 
site, and it can be scheduled to occur 
during non-peak periods. During 
replication, ingest data is prioritized 
over replication data to help ensure 
optimal backup windows.

When you need additional security, the 
Dell DR Series supports Encryption at 
Rest using industry-standard 256-bit 
Advanced Encryption Standard (AES) 
and internal encryption keys generated 

by the appliance. The encryption can 
be performed inline (while data is being 
ingested) or post-process — after the 
data has been stored on disk.

Management simplicity

As part of the DR Series software, the 
graphical user interface, Global View, is 
part of the DR Series operating system 
and provides an overview of a network 
of DR physical and virtual appliances, 
including system stats, hardware and 
software alerts, storage capacity/savings 
and important system information such 
as system and software versions.

Global View allows administrators to 
monitor a network of up to 64 DR 
appliances from a single screen for 
a seamless view of status across the 
enterprise. The DR Series appliance 
software automatically monitors the 
health of the hardware and verifies the 
integrity of the system software. Critical 
hardware and software issues can be 
sent by email for immediate notification.

Flexibility to meet your needs

As purpose-built backup target 
appliances, the DR Series systems 
are specifically designed to perform 
the functions of deduplication and 
compression. Optimized for this 
purpose, they support a broad range 
of leading backup software solutions, 
such as Dell NetVault Backup and 
vRanger, as well as Veritas™ NetBackup® 
and Backup Exec®, CommVault® 
Simpana®, Microsoft® Data Protection 
Manager®, Veeam, EMC Networker, IBM 
TSM, Oracle RMAN, ArcServe, Hewlett 
Packard® Data Protector®, Bridgehead®, 
Amanda® and Atempo Time Navigator.2

Accelerate backup operations with 
Dell DR Rapid technology

A distinguishing feature of the DR Series 
is DR Rapid — a technology offered 
through a set of plug-ins that comes 
standard with every appliance. The 
plug-ins are engineered by Dell and 
can be installed on the client servers or 
media servers connected to a Dell DR 
Series appliance. They help optimize 
performance using source-based 
deduplication and support Veritas OST 

1 DR2000v license must be linked to physical DR appliance.
2 Please see online tech specs for additional software certifications.
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3 �All capacity values are calculated using Base 10 (i.e., 1TB = 1,000,000,000,000 bytes). Logical capacity based on overall deduplication ratio average of 15:1.
4 �Resource requirements: 4 virtual CPU cores, 8GB RAM, 200GB in addition to VM capacity.
5 �Expansion unit must be greater than or equal to size of base unit and requires installation of the required expansion shelf license.
6 �Expected performances when using RDA, Rapid NFS or Rapid CIFS, 10GbE and multiple backup or client server connections.
7 �Throughput achieved for DR2000v using 4 clients x 2 streams.

Feature DR4300e DR4300 DR6300 DR2000v

Form factor 2U 2U 2U n/a

Internal storage Redundant OS storage on 
dedicated disks (inside chassis) 
12 3.5” drives, Near Line SAS–
hardware RAID 6 configuration 
(11 drives + 1 hot spare)

Redundant OS storage on 
dedicated disks (inside chassis) 
12 3.5” drives, Near Line SAS–
hardware RAID 6 configuration 
(11 drives + 1 hot spare)

Redundant OS storage on 
dedicated disks (inside chassis) 
12 3.5” drives, Near Line SAS– 
hardware RAID 6 configuration 
(11 drives + 1 hot spare)

Uses storage disks resident in 
the server hosting the virtual 
appliance (VMware ESXi (5.0, 
5.1 or 5.5), Microsoft Hyper-V 
(2008R2, 2012, 2012R2)

Protocol support NFS, CIFS, Rapid NFS, Rapid 
CIFS, OST, RDA, NDMP, iSCSI

NFS, CIFS, Rapid NFS, Rapid CIFS, 
OST, RDA, NDMP and iSCSI

NFS, CIFS, Rapid NFS, Rapid CIFS, 
OST, RDA, NDMP and iSCSI

NFS, CIFS, Rapid NFS, Rapid 
CIFS, OST, RDA

Networking One Network Daughter Card 
option per node: 2 port 10GbE 
+ 2 port 1GbE (base T or SFP+ 
or SFP+ w/cables); 4 port 1GbE; 
4 port 10GbE (SFP+ or SFP+  
w/cables)

Plus one optional add-on NIC: 4 
port 1GbE; 2 port 10GbE; 2 port 
10GbE (base T or SFP+ or SFP+ 
w/cables)

One Network Daughter Card 
option per node: 2 port 10GbE 
+ 2 port 1GbE (base T or SFP+ 
or SFP+ w/cables); 4 port 1GbE; 
4 port 10GbE (SFP+ or SFP+  
w/cables)

Plus one optional add-on NIC: 4 
port 1GbE; 2 port 10GbE; 2 port 
10GbE (base T or SFP+ or SFP+ 
w/cables)

One Network Daughter Card 
option per node: 2 port 10GbE 
+ 2 port 1GbE (base T or SFP+ 
or SFP+ w/cables); 4 port 1GbE; 
4 port 10GbE (SFP+ or SFP+  
w/cables)

Plus one optional add-on NIC: 4 
port 1GbE; 2 port 10GbE; 2 port 
10GbE (base T or SFP+ or SFP+ 
w/cables)

2 x 1GbE ports

Systems 
management

iDRAC 8 Enterprise iDRAC 8 Enterprise iDRAC 8 Enterprise n/a

Physical 
dimensions

2U RAC-mountable chassis;  
H: 8.73 cm (3.44 in.) x W: 48.2 
cm (18.98 in.) x D: 75.58 cm 
(29.75 in.) 

2U RAC-mountable chassis;  
H: 8.73 cm (3.44 in.) x W: 48.2 
cm (18.98 in.) x D: 75.58 cm 
(29.75 in.)

2U RAC-mountable chassis;  
H: 8.73 cm (3.44 in.) x W: 48.2 
cm (18.98 in.) x D: 75.58 cm 
(29.75 in.)

n/a

Rack weight 36.5 kg, (80.47 lb.), maximum 
configuration

36.5 kg (80.47 lb.), maximum 
configuration

36.5 kg (80.47 lb), maximum 
configuration

n/a

Capacity points 4.5TB (67.5TB logical)3 
9.0TB (135TB logical)3

18TB (270TB logical)3 
36TB (540TB logical)3

18TB (270TB logical)3 
36TB (540TB logical)3 
54TB (810TB logical)3 
72TB (1.08PB logical)3

Available in 3 post-RAID 
configurations: 1TB, 2TB and 
4TB.4

Each DR4300 or DR4300e can 
support up to 32 DR2000v 
licenses. Each DR6300 can 
support up to 64 DR2000v 
licenses.

Expansion unit 
capacity5

One expansion shelf maximum:

9TB post RAID (135TB logical)3 
18TB post RAID (270TB logical)3

2 shelf maximum:

18TB post RAID (270TB logical)3 
36TB post RAID (540TB logical)3

4 shelf maximum:

18TB post RAID (270TB logical)3 
36TB post RAID (540TB logical)3 
54TB post RAID (810TB logical)3 
72TB post RAID (1.08PB logical)3

n/a

Wattage 750 W (redundant power supply) 1100 W (redundant power supply) 1100 W (redundant power supply) n/a

Voltage 100 VAC to 240 VAC, auto 
ranging, 50Hz to 60Hz, 10 A-5A

100 VAC to 240 VAC, auto 
ranging, 50Hz to 60Hz

100 VAC to 240 VAC, auto 
ranging, 50Hz to 60Hz

n/a

Heat dissipation 2891 BTU/hr (maximum) (750 
W PSU)

4100 BTU/hr maximum (1100 
W PSU) 

4100 BTU/hr maximum (1100 
W PSU)

n/a

Regulatory model E31S Series E31S Series E31S Series n/a

Maximum 
throughput

21TB/hr with Rapid protocols6 22TB/hr with Rapid protocols6 29TB/hr with Rapid protocols6  1.4TB/hr with RDA or OST7

Backup software 
certifications

Dell AppAssure 5.x (Archive 
Repository Support only), NetVault 
Backup, vRanger; CommVault 
Simpana; Veritas Backup Exec 
and NetBackup; ARCserve; 
EMC Networker; Microsoft Data 
Protection Manager; Veeam; 
IBM TSM; Oracle RMAN; HP Data 
Protector; Bridgehead; Amanda, 
Atempo Time Navigator

Dell AppAssure 5.x (Archive 
Repository Support only), NetVault 
Backup, vRanger; CommVault 
Simpana; Veritas Backup Exec 
and NetBackup; ARCserve; 
EMC Networker; Microsoft Data 
Protection Manager; Veeam; 
IBM TSM; Oracle RMAN; HP Data 
Protector; Bridgehead; Amanda, 
Atempo Time Navigator

Dell AppAssure 5.x (Archive 
Repository Support only), NetVault 
Backup, vRanger; CommVault 
Simpana; Veritas Backup Exec 
and NetBackup; ARCserve; 
EMC Networker; Microsoft Data 
Protection Manager; Veeam; 
IBM TSM; Oracle RMAN; HP Data 
Protector; Bridgehead; Amanda, 
Atempo Time Navigator

Dell AppAssure 5.x (Archive 
Repository Support only), NetVault 
Backup, vRanger; CommVault 
Simpana; Veritas Backup Exec 
and NetBackup; ARCserve; 
EMC Networker; Microsoft Data 
Protection Manager; Veeam; 
IBM TSM; Oracle RMAN; HP Data 
Protector; Bridgehead; Amanda, 
Atempo Time Navigator
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(RDA for OST), Dell NetVault Backup and 
vRanger (RDA for NVBU and vRanger), 
and backup applications using NFS or 
CIFS (Rapid NFS/Rapid CIFS).

The primary advantage of DR Rapid is 
it enables the client or media server 
to be the source of the deduplication 
process by performing chunking and 
hash computations before sending 
unique data blocks to the appliance, 
thus boosting overall performance.

DR Rapid with Veritas’ Open Storage 
Technology (RDA for OST) supports 
Veritas Backup Exec or NetBackup. 
RDA for Dell NetVault Backup enables 
deeper integration by providing the 
ability to catalog and log remote 
copies of data to optimize backup and 
replication management.

For those backup applications using 
the NFS or CIFS protocol, DR Rapid 
includes the industry’s first source-side 
deduplication for NFS and CIFS —  
Rapid NFS and Rapid CIFS. Similar to 
the other DR Rapid plug-ins, Rapid NFS 
and Rapid CIFS sit on either the client 
servers or media servers and can help 
boost to as much as 29TB/hour.8

Future-proof your data center

The DR Series appliances9 change the 
economics of disk-based protection 
by trimming storage costs, mitigating 
risk and reducing complexity in the 
infrastructure. By accelerating and 
streamlining the backup process, the 
Dell DR Series appliances help ensure 
information restores are delivered in a 
convenient and accurate manner — in 
time with business needs.

The deduplication and compression 
features within the DR Series are 
cornerstone technologies of Dell’s 
data protection vision. Future products 
within this architecture will continue 
to leverage the same deduplication/ 
compression capabilities.

Find the answers

Reduce IT complexity and costs and 
eliminate inefficiencies by making IT 
and business solutions work harder for 
you through Dell Services. The Dell 
Services team takes a holistic view of 
your needs and designs data protection 
solutions for your environment and 
business objectives while leveraging 
proven delivery methods, local talent 
and in-depth domain knowledge for 
the lowest TCO.10

Learn more at software.dell.com/
products/dr-series-disk-backup-
appliances.

Dell, PowerVault MD1400, DR4300 and 
DR6300 are trademarks of Dell, Inc.

About Dell Software

Dell Software helps customers unlock 
greater potential through the power 
of technology — delivering scalable, 
affordable and simple-to-use solutions 
that simplify IT and mitigate risk. 
This software, when combined with 
Dell hardware and services, drives 
unmatched efficiency and productivity 
to accelerate business results. 
www.‌dellsoftware.com.

Datasheet-DRSeries-US-GM-29140

Edge to Core protection —  
The DR2000v software-
based virtual appliance gives 
you the flexibility to easily 
protect data residing at local 
or branch locations

Scalability — Gain more  
than five petabytes of  
logical capacity (based on 
dedupe ratios of 15:1) with 
the DR6300

Pay-as-you-grow  
expansion — Support for 
up to one (DR4300e), two 
(DR4300) or four (DR6300) 
Dell PowerVault MD1400 
expansion shelves (available 
in 9TB, 18TB, 36TB, 54TB  
or 72TB usable capacities 
after RAID)

Ease deployment and 
enhance flexibility with 
support for legacy backup 
applications and Virtual  
Tape Libraries

New DR4300e allows in-box 
expansion from 4.5TB to 9TB

8 �Expected performance when using RDA, Rapid NFS or Rapid CIFS, 10GbE and  
multiple backup or client server connections.

9 �This product includes software developed by the OpenSSL Project for use in the  
OpenSSL Toolkit (www.openssl.org).

10 �Availability and terms of Dell Services vary by region. For more information, visit  
www.dell.com/servicedescriptions.

http://software.dell.com/products/dr-series-disk-backup-appliances
http://software.dell.com/products/dr-series-disk-backup-appliances
http://software.dell.com/products/dr-series-disk-backup-appliances
http://software.dell.com
http://www.openssl.org
http://www.openssl.org
http://www.dell.com/servicedescriptions


The success of your business depends 
on your ability to protect, access and 
leverage your mission-critical data on 
a daily basis — and restore it quickly 
in the event of an unexpected data 
loss. Yet many enterprises use data 
protection software that sacrifices 
functionality for simplicity, or scalability 
for versatility.

With Dell Data Protection | NetVault 
Backup, high-growth organizations can 
benefit from enterprise-class, cross-
platform data protection that's easy-
to-use right out of the box and scales 
easily to accommodate data growth.

The software enables you to protect a 
massive number of servers containing 
petabytes of data — from one web-
based console. It supports multiple 
operating system, applications, 
databases, processor architectures and 
storage devices. Such cross-platform 
versatility makes it easy for you to tailor 
NetVault Backup to match the ever-
changing — and growing — landscape 
of your IT infrastructure.

Features

Application protection—Ensure the 
availability of all of your business-
critical applications, including 
Oracle, SQL Server®, Exchange 
Server, SharePoint®, MySQL™, DB2®, 
PostgreSQL, Domino®, Informix, SAP®, 
Sybase® and Teradata®. No scripting 
is required to run “hot” backup and 
recovery jobs. 

NAS protection—Get advanced data 
protection for information stored on 
NAS devices, including those made by 
Dell, EMC, Hitachi, IBM, NetApp and 
Sun. Reduce traffic over the LAN and 
maximize performance by backing up 
over the Network Data Management 
Protocol (NDMP). NetVault Backup 
supports many different storage 
topologies and configurations. 

Enterprise-wide control—Use 
NetVault’s web-based user interface 
to configure, manage, and monitor 
your backup and recovery operations. 

Dell Data Protection | 
NetVault Backup
Enterprise-class data protection for highly diverse IT environments

Benefits:

•	 Fully automated installation 
manager simplifies deployment 
of hundreds of Windows clients

•	 Heterogeneous server support 
for unparalleled coverage in 
diverse IT environments

•	 Broad application support 

•	 Seamless integration with Dell 
DR Series appliances for source-
side deduplication and WAN-
optimized replication

•	 Comprehensive Network 
Attached Storage (NAS) 
protection

•	 Feature rich protection of virtual 
environments

•	 Bare-metal recovery to drastically 
reduce the time it takes to restore 
a failed server

•	 Extensive storage attachment 
options to allow for distributed 
backup targets and workload

•	 Fast file-system backup with high 
performance multi-streaming

NetVault Backup allows 
you to safeguard your 
data and applications in 
both physical and virtual 
environments from one 
intuitive console. 

Network attached
storage

Linux client SmartClient

Tape drive

Tape library

Tape drive

Workstation clientDR Series appliance

NAS

SAN

NetVault 
Backup
server

NetVault SmartDisk
disk-based backup & recovery

FC switch

Unix
SmartClient

Windows
SmartClient

LAN

Disk-based virtual
tape library (VTL)

Dell Data Protection | NetVault Backup offers enterprise level data protection with ease 
of use and flexibility
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Convenient wizards guide you through 
the common tasks, such as creating 
backup jobs, assigning policies, 
configuring storage devices, and 
generating reports.

Strong security—Meet regulatory 
requirements without sacrificing 
backup windows or deduplication 
performance with an encryption plug-
in for CAST-128, AES-256 or CAST-256 
algorithm support. Flexible job-level 
encryption lets you easily select which 
data to encrypt. 

Back up to disk and tape—NetVault 
Backup supports disk- and tape-
based backup to a wide range of 
storage targets, including disk-based 
devices, tape libraries, and third-party 
deduplication appliances. You’ll also 
have the power to move data from one 
storage target to another for disaster 
recovery purposes. 

High-performance multi-streaming—
Save time and ease management 
by backing up multiple workloads — 
network drives, local drives, mount 
points, etc. — simultaneously.

Simple, straightforward licensing—
NetVault Backup can be licensed by 
capacity or by component, giving you 
incredible flexibility. With component-
based licensing, you can pick and 
choose which modules you need. 
You can also license NetVault by 
capacity and deploy an unlimited 
number of clients or application 
plug-ins. Dell offers two capacity-
based licensing editions for NetVault 

Backup: One offers great value 
for growing businesses; the other 
offers comprehensive protection for 
larger enterprises. 

Data deduplication—Shrink backup 
windows and improve restore 
times with powerful deduplication 
technologies. NetVault Backup 
integrates seamlessly with the Dell Data 
Protection | DR Series of deduplication 
appliances and the Rapid Data Access 
(RDA) client-side deduplication 
technology, enabling you to take 
full advantage of the appliance’s 
powerful deduplication, compression 
and replication capabilities. NetVault 
Backup also supports EMC Data 
Domain backup and recovery platform, 
as well as its DD Boost technology 
for deduplication.

Virtualization support—Extend 
advanced data protection to VMware® 
and Hyper-V® environments. NetVault 
Backup gives you consistent, reliable, 
point-and-click backup and restore for 
virtual environments without requiring 
you to be an expert. 

About Dell Software

Dell Software helps customers unlock 
greater potential through the power 
of technology — delivering scalable, 
affordable and simple-to-use solutions 
that simplify IT and mitigate risk. 
This software, when combined with 
Dell hardware and services, drives 
unmatched efficiency and productivity 
to accelerate business results. 
www.‌dellsoftware.com.
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System requirements

Software

Client platforms: Windows®, 
most Linux® platforms, Mac OS 
X, HP-UX Itanium, AIX, Solaris 
(SPARC & x86/x86-64) 

Application support: Oracle, 
SQL Server®, Exchange Server, 
SharePoint®, DB2®, Informix®, 
Domino®, MySQL™, PostgreSQL, 
Sybase®, Teradata® , SAP

Virtualization platforms: 
VMware® and Hyper-V® 

Protected by U.S. Patents 
#7,814,260; 7,913,043; 
7,979,650; 8,086,782; 
8,145,864; 8,171,247; 8,255,654; 
8,271,755; 8,311,985; 8,452,731. 
Protected by Japanese, E.U., 
French and UK patents 1615131 
and 05250687.0, and German 
patent DE602004002858. 
Additional patents pending. 

http://software.dell.com



