DIVERSATEC

10022 Cheshire Rd Sunbury, OH 43074
Main/Fax: 740-965-3400

April 2, 2013

State of West Virginia
Department of Administration
Purchasing Division

2019 Washington Street East
P O Box 50130

Charleston, WV 25305

Reference RFP # ISCN0037

Thank you for this opportunity to respond to the RFP for Network Infrastructure Equipment. Diversatec, an EDGE, MWE and 8a
firm and its affiliate All Lines Technology, a regional HP partner, who has locations in West Virginia, Pa., Ohio, Mass. and Atlanta is
an Elite Enterprise HP partner, certified in all enterprise product lines.

Key differentiators of the proposed HP networking solutions include:

o Lower cost of ownership: The proposed HP networking products feature industry-leading warranties with technical support
and software upgrades, are engineered for high reliability to industry-standard specifications. No need for expensive CISCO
SmartNet contracts.

o  Product lifecycle management: Our team will work with you to ensure that you are informed of product roadmaps and are
able to address end-of-life product issues in a proactive fashion. This will enable, the State of West Virginia to maintain a
consistent and predictable network infrastructure.

e Lock down and secure your Network with HP’s IDM (Identity Driven Manager), that dynamically provisions wired / wireless
network security and performance policies based on user, device, location, time, and endpoint posture to support BYOD
trends.

e Improve business agility through the ability to deliver new services with standards-based solutions that eliminate vendor
lock-in.

o Reduce complexity and eliminate swivel-chair management with a single-pane-of glass management platform and unified
wired and wireless access control.

e  Protect against cyber-attacks with continuous RF vulnerability protection and a full suite of integrated security solutions.

e  End to end solution: HP can deliver world-class networking products, plus deployment and maintenance services.

Diversatec and HP are committed to your project’s success and we are confident that our solution addresses your critical business
requirements. We look forward to meeting with you to review our capabilities, to discuss the benefits of our proposed solution and to
explore the next steps in creating a strong and mutually beneficial relationship.

Sincere
42 M/,

Dan Frost
General Manager
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State of West Virginia
Department of Administration
Purchasing Division

Paost Office Box 50130
Charleston, WV 25305-0130
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INSTRUCTIONS TO YENDOR BMITTING BIDS

1. REVIEW DOCUMENTS THOROUGHLY: The attached documents contain a solicitation for bids.
Please read these instructions and all documents attached in their entirety. These instructions provide
critical information about requirements that if overlooked could lead to disqualification of a Vendor’s
bid. All bids must be submitted in accordance with the provisions contained in these instructions and
the Solicitation. Failure to do so may result in disqualification of Vendor’s bid.

2. MANDATORY TERMS: The Solicitation may contain mandatory provisions identified by the use of
the words “must,” “will,” and “shall.” Failure to comply with a mandatory term in the Solicitation will
result in bid disqualification.

3. PREBID MEETING: The item identified below shall apply to this Solicitation.
[v'1 A pre-bid meeting will not be held prior to bid opening,

[ 1] ANON-MANDATORY PRE-BID meeting will be held at the following place and time:

[ ] AMANDATORY PRE-BID meeting will be held at the following place and time:

All Vendors submitting a bid must attend the mandatory pre-bid meeting. Failure to attend the
mandatory pre-bid meeting shall result in disqualification of the Vendor’s bid. No one person attending
the pre-bid meeting may represent more than one Vendor.

An attendance sheet provided at the pre-bid meeting shall serve as the official document verifying
attendance. The State will not accept any other form of proof or documentation to verify attendance.
Any person attending the pre-bid meeting on behalf of a Vendor must list on the attendance sheet his
or her name and the name of the Vendor he or she is representing. Additionally, the person attending
the pre-bid meeting should include the Vendor’s E-Mail address, phone number, and Fax number on
the attendance sheet. It is the Vendor’s responsibility to locate the attendance sheet and provide
the required
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information.  Failure to complete the attendance sheet as required may result in disqualification of
Vendor’s bid. '

All Vendors should arrive prior to the starting time for the pre-bid. Vendors who arrive after the
starting time but prior to the end of the pre-bid will be permitted to sign in, but are charged with
knowing all matters discussed at the pre-bid.

Questions submitted at least five business days prior to a scheduled pre-bid will be discussed at the pre-
bid meeting if possible. Any discussions or answers to questions at the pre-bid meeting are preliminary
in nature and are non-binding. Official and binding answers to questions will be published in a written
addendum to the Solicitation prior to bid opening,.

4. VENDOR QUESTION DEADLINE: Vendors may submit questions relating to this Solicitation to the
Purchasing Division. Questions must be submitted in writing. All questions must be submitted on or
before the date listed below and to the address listed below in order to be considered. A wriften
response will be published in a Solicitation addendum if a response is possible and appropriate. Non-
written discussions, conversations, or questions and answers regarding this Solicitation are preliminary
in nature and are non-binding.

Question Submission Deadline: [March 22, 2013 at 5:00 PM EST

Submit Questions to: Krista S. Ferrell, Buyer Supervisor

019 Washington Streef, East
P.O. Box 50130

Charleston, WV 25305

Fax: [304-558-4115

Email:krista.s ferrell@wv.gov

5. VERBAL COMMUNICATION: Any verbal communication between the Vendor and any State
personnel is not binding, including that made at the mandatory pre-bid conference. Only information
issued in writing and added to the Solicitation by an official written addendum by the Purchasing

Division is binding.

6. BID SUBMISSION: All bids must be signed and delivered by the Vendor to the Purchasing Division
at the address listed below on or before the date and time of the bid opening. Any bid received by the
Purchasing Division staff is considered to be in the possession of the Purchasing Division and will not
be returned for any reason. The bid delivery address is:

Department of Administration, Purchasing Division
2019 Washington Street East

P.O. Box 50130,

Charleston, WV 25305-0130

Revised 03/04/2013



The bid should contain the information listed below on the face of the envelope or the bid may not be
considered:

SEALED BID

BUYER: Krista Ferrell
SOLICITATION NO.: _ ISCN0037

BID OPENING DATE: 4/16/2013

BID OPENING TIME: 1:30PM
FAX NUMBER: 304-558-4115

In the event that Vendor is responding to a request for proposal, the Vendor shall submit one original
technical and one original cost proposal plus convenience copies of each to the Purchasing
Division at the address shown above. Additionally, the Vendor should identify the bid type as either a
technical or cost proposal on the face of each bid envelope submitted in response to a request for
proposal as follows:

BID TYPE: [ ] Technical
[ ]Cost

. BID OPENING: Bids submitted in response to this Solicitation will be opened at the location
identified below on the date and time listed below. Delivery of a bid after the bid opening date and time
will result in bid disqualification. For purposes of this Solicitation, a bid is considered delivered when
time stamped by the official Purchasing Division time clock.

Bid Opening Date and Time: April 16, 2013 at 1:30 PM EST

Bid Opening Location: Department of Administration, Purchasing Division
2019 Washington Street East
P.O. Box 50130,
Chatleston, WV 25305-0130

ADDENDUM ACKNOWLEDGEMENT: Changes or revisions to this Solicitation will be made by
an official written addendum issued by the Purchasing Division. Vendor should acknowledge receipt of
all addenda issued with this Solicitation by completing an Addendum Acknowledgment Form, a copy of
which is included herewith. Failure to acknowledge addenda may result in bid disqualification. The
addendum acknowledgement should be submitted with the bid to expedite document processing.

BID FORMATTING: Vendor should type or electronically enter the information onto its bid to
prevent errors in the evaluation, Failure to type or electronically enter the information may result
in bid disqualification, : '

Revised 03/04/2013



GENERAL TERMS AND CONDITTONS:

1. CONTRACTUAL AGREEMENT: Issuance of a Purchase Order signed by the Purchasing Division
Director, or his designee, and approved as to form by the Aftorney General’s office constitutes
acceptance of this Contract made by and between the State of West Virginia and the Vendor. Vendor’s
signature on its bid signifies Vendor’s agreement to be bound by and accept the terms and conditions
contained in this Contract.

2. DEFINITIONS: As used in this Solicitation / Contract, the following terms shall have the meanings
aftributed to them below. Additional definitions may be found in the specifications included with this
Solicitation / Contract.

2.1 “Agency” or “Agencies” means the agency, board, commission, or other entity of the State of
West Virginia that is identified on the first page of the Solicitation or any other pubhc entity
seeking to procure goods or services under this Contract.

2.2 “Contract” means the binding agreement that is entered into between the State and the Vendor
to provide the goods and services requested in the Solicitation.

2.3 “Director” means the Director of the West Virginia Department of Administration, Purchasing
Division.

2.4 “Purchasing Division” means the West Virginia Department of Administration, Purchasing

Division.

2.5 “Purchase Order” means the document signed by the Agency and the Purchasing Division, and
approved as to form by the Aftorney General, that identifies the Vendor as the successful bidder
and Contract holder.

2.6 “Solicitation” means the official solicitation published by the Purchasing Division and identified
by number on the first page thereof.

2.7 “State” means the State of West Virginia and/or any of its agencies, commissions, boards, efc.
as context requires.

2.8 “Vendor” or “Vendors” means any entity submitting a bid in response to the Solicitation, the

entity that has been selected as the lowest responsible bidder, or the entity that has been awarded
the Contract as context requires. ‘
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3. CONTRACT TERM; RENEWAL; EXTENSION: The term of this Contract shall be determined in
accordance with the category that has been identified as applicable to this Contract below:

[ ]

Revised 03/04/2013

Term Contract

Initial Contract Term: This Contract becomes effective on[

and extends for a period of | I year(s).

Renewal Term: This Contract may be renewed upon the mutual written consent of the

Agency, and the Vendor, with approval of the Purchasing Division and the Attorney
General’s office (Attorney General approval is as to form only). Any request for renewal
must be submitted to the Purchasing Division Director thirty (30) days prior to the expiration
date of the initial contract term or appropriate renewal term. A Contract renewal shall be in
accordance with the terms and conditions of the original contract. Renewal of this Contract
is limited to I successive one (1) year periods. Automatic renewal of
this Contract is prohibited. Notwithstanding the foregoing, Purchasing Division approval is
not required on agency delegated or exempt purchases. Attorney General approval may be
required for vendor terms and conditions.

Reasonable Time Extension: At the sole discretion of the Purchasing Division Director,
and with approval from the Attorney General’s office (Attorney General approval is as to
form only), this Contract may be extended for a reasonable time after the initial Contract
term or after any renewal termy as may be necessary to obtain a new contract or renew this
Confract. Any reasonable time extension shall not exceed twelve (12) months. Vendor may
avoid a reasonable time extension by providing the Purchasing Division Director with written
notice of Vendor’s desire to terminate this Contract 30 days prior to the expiration of the then
current term. During any reasonable time extension period, the Vendor may terminate this
Contract for any reason upon giving the Purchasing Division Director 30 days written notice.
Automatic extension of this Contract is prohibited. Notwithstanding the foregoing,
Purchasing Division approval is not required on agency delegated or exempt purchases, but
Attorney General approval may be required.

Fixed Period Contract: This Contract becomes effective upon Vendor’s receipt of the notice to
proceed and must be completed within | | days.

One Time Purchase: The term of this Contract shall run from the issuance of the Purchase
Order until all of the goods contracted for have been delivered, but in no event shall this Contract
extend for more than one fiscal year.

Qther: See attached.



4. NOTICE TO PROCEED: Vendor shall begin performance of this Contract immediately upon
receiving notice to proceed unless otherwise instructed by the Agency. Unless otherwise specified, the
fully executed Purchase Order will be considered notice to proceed

5. QUANTITIES: The quantities required under this Contract shall be determined in accordance with
the category that has been identified as applicable to this Contract below.

[ ] Open End Contract: Quantities listed in this Solicitation are approximations only, based on
estimates supplied by the Agency. It is understood and agreed that the Contract shall cover the
quantities actually ordered for delivery during the term of the Contract, whether more or less
than the quantities shown.

[ ] Service: The scope of the service to be provided will be more clearly defined in the
specifications included herewith.

[ ] Combined Service and Goods: The scope of the service and deliverable goods to be provided
will be more clearly defined in the specifications included herewith.

[¢/] One Time Purchase: This Contract is for the purchase of a set quantity of. goods that are
identified in the specifications included herewith. Once those items have been delivered, no
additional goods may be procured under this Contract without an appropriate change order
approved by the Vendor, Agency, Purchasing Division, and Attorney General’s office.

6. PRICING: The pricing set forth herein is firm for the life of the Contract, unless specified elsewhere
within this Solicitation/Contract by the State. A Vendor’s inclusion of price adjustment provisions in its
bid, without an express authorization from the State in the Solicitation to do so, may result in bid
disqualification.

7. EMERGENCY .PURCHASES: The Purchasing Division Director may authorize the Agency to
purchase goods or services in the open market that Vendor would otherwise provide under this Contract
if those goods or services are for immediate or expedited delivery i an emergency. Emergencies shall
include, but are not limited to, delays in transportation or an unanticipated increase in the volume of
work. An emergency purchase in the open market, approved by the Purchasing Division Director, shall
not constitute of breach of this Contract and shall not entitle the Vendor to any form of compensation or
damages. This provision does not excuse the State from fulfilling its obligations under a One Time
Purchase contract.

8. REQUIRED DOCUMENTS: All of the items checked below must be provided to the Purchasing
Division by the Vendor as specified below.

[ ] BID BOND: All Vendors shall furnish a bid bond in the amount of five percent (5%) of the

total amount of the bid protecting the State of West Virginia. The bid bond must be submitted
with the bid.

Revised 03/04/2013



[ ]

PERFORMANCE BOND: The apparent successful Vendor shall provide a performance bond
in the amount of I The performance bond must be

issued and received by the Purchasing Division prior to Contract award. On construction
contracts, the performance bond must be 100% of the Contract value.

LABOR/MATERIAL PAYMENT BOND: The apparent successful Vendor shall provide a
labor/material payment bond in the amount of 100% of the Contract value. The labor/material
payment bond must be issued and delivered to the Purchasing Division prior to Contract award.

In lieu of the Bid Bond, Performance Bond, and Labor/Material Payment Bond, the Vendor may provide
certified checks, cashier’s checks, or irrevocable letters of credit. Any certified check, cashier’s check,
or irrevocable letter of credit provided in lieu of a bond must be of the same amount and delivered on the
same schedule as the bond it replaces. A letter of credit submitted in lieu of a performance and
labor/material payment bond will only be allowed for projects under $100,000. Personal or business
checks are not acceptable.

[ ]

Revised 03/04/2013

MAINTENANCE BOND: The apparent successful Vendor shall provide a two (2) year
mainfenance bond covering the roofing system. The maintenance bond must be issued and
delivered to the Purchasing Division prior to Contract award.

WORKERS’ COMPENSATION INSURANCE: The apparent successful Vendor shall have
appropriate workers’ compensation insurance and shall provide proof thereof upon request.

INSURANCE: The apparent successful Vendor shall furnish proof of the following insurance
prior to Contract award;

[ ] Commercial General Liability Insurance:
or more.

[ ] Builders Risk Insurance: builders risk — all risk insurance in an amount equal to
100% of the amount of the Contract.

[ ]
[ ]
[ ]
[ ]
[ 1]




The apparent successful Vendor shall also furnish proof of any additional insurance requirements
contained in the specifications prior to Contract award regardless of whether or not that
insurance requirement is listed above.

[ ] LICENSE(S) / CERTIFICATIONS / PERMITS: In addition to anything required under the
Section entitled Licensing, of the General Terms and Conditions, the apparent successful Vendor
shall furnish proof of the following licenses, certifications, and/or permits prior to Contract
award, in a form acceptable to the Purchasing Division.

[ )
[ ]
[ ]
[ ]

The apparent successful Vendor shall also furnish proof of any additional licenses or
certifications contained in the specifications prior to Contract award regardless of whether or not
that requirement is listed above.

9. LITIGATION BOND: The Director reserves the right to require any Vendor that files a protest of an
award to submit a litigation bond in the amount equal to one percent of the lowest bid submitted or
$5,000, whichever is greater. The entire amount of the bond shall be forfeited if the hearing officer
determines that the protest was filed for frivolous or improper purpose, including but not limited to, the
purpose of harassing, causing unnecessary delay, or needless expense for the Agency. All litigation
bonds shall be made payable to the Purchasing Division. In lieu of a bond, the protester may submit a
cashier’s check or certified check payable to the Purchasing Division. Cashier’s or certified checks will
be deposited with and held by the State Treasurer’s office. If it is determined that the protest has not
been filed for frivolous or improper purpose, the bond or deposit shall be returned in its entirety.

10. ALTERNATES: Any model, brand, or specification listed herein establishes the acceptable level of
quality only and is not intended to reflect a preference for, or in any way favor, a particular brand or
vendor. Vendors may bid alternates to a listed model or brand provided that the alternate is at least
equal to the model or brand and complies with the required specifications. The equality of any alternate
being bid shall be determined by the State at its sole discretion. Any Vendor bidding an alternate model
or brand should clearly identify the alternate items in its bid and should include manufacturer’s
specifications, industry literature, and/or any other relevant documentation demonstrating the equality of
the alternate items. Failure to provide information for alternate items may be grounds for rejection of a
Vendor’s bid.

11. EXCEPTIONS AND CLARIFICATIONS: The Solicitation contains the specifications that shall
form the basis of a contractual agreement. Vendor shall clearly mark any exceptions, clarifications, or
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other proposed modifications in its bid. Excepfions to, clarifications of, or modifications of a
requirement or term and condition of the Solicitation may result in bid disqualification.

12. LIQUIDATED DAMAGES: Vendor shall pay lilquidated damages in the amount ]
for

This clause shall in no way be considered exclusive and shall not limit the State or Agency’s right to
pursue any other available remedy.

13. ACCEPTANCE/REJECTION: The State may accept or reject any bid in whole, or in part. Vendor's
signature on its bid signifies acceptance of the terms and conditions contained in the Solicitation and
Vendor agrees to be bound by the terms of the Contract, as reflected in the Purchase Order, upon receipt.

14. REGISTRATION: Prior to Contract award, the apparent successful Vendor must be properly
registered with the West Virginia Purchasing Division and must have paid the $125 fee if applicable.

15. COMMUNICATION LIMITATIONS: In accordance with West Virginia Code of State Rules §148-
1-6.6, communication with the State of West Virginia or any of its employees regarding this Solicitafion
during the solicitation, bid, evaluation or award periods, except through the Purchasing Division, is
strictly prohibited without prior Purchasing Division approval. Purchasing Division approval for such
communication is implied for all agency delegated and exempt purchases.

16. FUNDING: This Contract shall continue for the term stated herein, contingent upon funds being
appropriated by the Legislature or otherwise being made available. In the event funds are not
appropriated or otherwise made available, this Contract becomes void and of no effect beginning on July
1 of the fiscal year for which funding has not been appropriated or otherwise made available.

17. PAYMENT: Payment in advance is prohibited under this Contract. Payment may only be made after
the delivery and acceptance of goods or services. The Vendor shall submit invoices, in atrears, to the
Agency at the address on the face of the purchase order labeled “Invoice To.”

18. UNIT PRICE: Unit prices shall prevail in cases of a discrepancy in the Vendor’s bid.

19. DELIVERY: All quotations are considered freight on board destination (“F.O.B. destination”) unless
alternate shipping terms are clearly identified in the bid. Vendor’s listing of shipping terms that
contradict the shipping terms expressly required by this Solicitation may result in bid disqualification.

20. INTEREST: Interest attributable to late payment will only be permitted if authorized by the West
Virginia Code. Presently, there is no provision in the law for interest on late payments.

21. PREFERENCE: Vendor Preference may only be granted upon written request and only in accordance

with the West Virginia Code § 5A-3-37 and the West Virginia Code of State Rules. A Resident Vendor
Certification form has been attached hereto to allow Vendor to apply for the preference. Vendor’s

Revised 03/04/2013



11

failure to submit the Resident Vendor Certification form with its bid will result in denial of Vendor
Preference. Vendor Preference does not apply to construction projects.

22. SMALL, WOMEN-OWNED, OR MINORITY-OWNED BUSINESSES: For any solicitations
publicly advertised for bid on or after July 1, 2012, in accordance with West Virginia Code §5A-3-
37(a)(7) and W. Va, CSR § 148-22-9, any non-resident vendor certified as a small, women-owned, or
minority-owned business under W. Va. CSR § 148-22-9 shall be provided the same preference made
available to any resident vendor. Any non-resident small, women-owned, or minority-owned business
must identify itself as such in writing, must submit that writing to the Purchasing Division with its bid,
and must be properly certified under W. Va. CSR § 148-22-9 prior to submission of its bid to receive the

. preferences made available to resident vendors. Preference for a non-resident small, women-owned, or
minority owned business shall be applied in accordance with W. Va. CSR § 148-22-9.

23. TAXES: The Vendor shall pay any applicable sales, use, personal property or any other taxes arising
out of this Contract and the transactions contemplated thereby. The State of West Virginia 1s exempt
from federal and state taxes and will not pay or reimburse such taxes.

24, CANCELLATION: The Purchasing Division Director reserves the right to cancel this Confract
immediately upon written notice to the vendor if the materials or workmanship supplied do not conform
to the specifications contained in the Contract. The Purchasing Division Director may cancel any
purchase or Contract upon 30 days written notice to the Vendor in accordance with West Virginia Code
of State Rules § 148-1-7.16.2.

25. WAIVER OF MINOR IRREGULARITIES: The Director reserves the right to waive minor
irregularities in bids or specifications in accordance with West Virginia Code of State Rules § 148-1-4.6.

26. TIME: Time is of the essence with regard to all matters of time and performance in this Contract.

27. APPLICABLE, LAW: This Contract is governed by and interpreted under West Virginia law without
giving effect to its choice of law principles. Any information provided in specification manuals, or any
other source, verbal or written, which contradicts or violates the West Virginia Constitution, West
Virginia Code or West Virginia Code of State Rules is void and of no effect.

28. COMPLIANCE: Vendor shall comply with all applicable federal, state, and local laws, regulations and
ordinances. By submitting a bid, Vendors acknowledge that they have reviewed, understand, and will
comply with all applicable law.

29. PREVAILING WAGE: On any contract for the construction of a public improvement, Vendor and any
subcontractors utilized by Vendor shall pay a rate or rates of wages which shall not be less than the fair
minimum rate or rates of wages (prevailing wage), as established by the West Virginia Division of
Labor under West Virginia Code §§ 21-5A-1 et seq. and available at
http://www.sos.wv.gov/administrative-law/wagerates/Pages/default.aspx. Vendor shall be responsible
for ensuring compliance with prevailing wage requirements and determining when prevailing wage
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requirements are applicable. The required contract provisions contained in West Virginia Code of State
Rules § 42-7-3 are specifically incorporated herein by reference.

30. ARBITRATION: Any references made to arbitration contained in this Contract, Vendor’s bid, or in
any American Institute of Architects documents pertaining to this Contract are hereby deleted, void, and
of no effect.

31. MODIFICATIONS: This writing is the parties’ final expression of intent. Notwithstanding anything
contained in this Contract to the contrary, no modification of this Contract shall be binding without
mutual written consent of the Agency, and the Vendor, with approval of the Purchasing Division and the
Attorney General’s office (Attorney General approval is as to form only). No Change shall be
implemented by the Vendor until such time as the Vendor receives an approved written change
order from the Purchasing Division.

32. WAIVER: The failure of either party to insist upon a strict performance of any of the terms or
provision of this Contract, or to exercise any option, right, or remedy herein contained, shall not be
construed as a wajver or a relinquishment for the future of such term, provision, option, right, or remedy,
but the same shall continue in full force and effect. Any waiver must be expressly stated in writing and
signed by the waiving party.

33. SUBSEQUENT FORMS: The terms and conditions contained in this Contract shall supersede any and
all subsequent terms and conditions which may appear on any form documents submitted by Vendor to
the Agency or Purchasing Division such as price lists, order forms, invoices, sales agreements, or
maintenance agreements, and includes internet websites or other electronic documents. Acceptance or
use of Vendor’s forms does not constitute acceptance of the terms and conditions contained thereon.

34. ASSIGNMENT: Neither this Contract nor any monies due, or to become due hereunder, may be
assigned by the Vendor without the express written consent of the Agency, the Purchasing Division, the
Attorney General’s office (as to form only), and any other government agency or office that may be
required to approve such assignments. Notwithstanding the foregoing, Purchasing Division approval
may or may not be required on certain agency delegated or exempt purchases.

35. WARRANTY: The Vendor expressly warrants that the goods and/or services covered by this Contract
will: (a) conform to the specifications, drawings, samples, or other description furnished or specified by
the Agency; (b) be merchantable and fit for the purpose intended; and (c) be free from defect in material
and workmanship. '

36. STATE EMPLOYEES: State employees are not permitted to utilize this Contract for personal use and
the Vendor is prohibited from permitting or facilitating the same.

37. BANKRUPTCY: In the event the Vendor files for bankruptcy protection, the State of West Virginia
may deem this Contract null and void, and terminate this Contract without notice.
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38. HIPAA BUSINESS ASSOCIATE ADDENDUM: The West Virginia State Government HIPAA
Business Associate Addendum (BAA), approved by the Aftorney General, is available online at
http://www.state.wv.us/admin/purchase/vrc/hipaa.hitml and is hereby made part of the agreement
provided that the Agency meets the definition of a Covered entity (45 CFR §160.103) and will be
disclosing Protected Health Information (45 CFR §160.103) to the Vendor. Additionally, the HIPAA
Privacy, Security, Enforcement & Breach Notification Final Omnibus Rule was published on January 25,
2013. It may be viewed online at http://www.gpo.gov/fdsys/pkg/FR-2013-01-25/pdf/2013-01073.pdf.
Any organization, that qualifies as the Agency’s Business Associate, is expected to be in compliance
with this Final Rule. For those Business Associates entering into contracts with a HIPAA Covered State
Agency between January 25, 2013 and the release of the 2013 WV State Agency Business Associate
Agreement, or September 23, 2013 (whichever is earlier), be advised that you will be required to comply
with the 2013 WV State Agency Business Associate Agreement. For those Business Associates with
contracts with a HIPAA Covered State Agency executed prior to January 25, 2013, be advised that upon
renewal or modification, you will be required to comply with the 2013 WV State Agency Business
Associate Agreement no later than September 22, 2014.

39. CONFIDENTIALITY: The Vendor agrees that it will not disclose to anyone, directly or indirectly, any
such personally identifiable information or other confidential information gained from the Agency,
unless the individual who is the subject of the information consents to the disclosure in writing or the
disclosure is made pursuant to the Agency’s policies, procedures, and rules. Vendor further agrees to
comply with the Confidentiality Policies and Information Security Accountability Requirements, set
forth in http://www.state.wv.us/admin/purchase/privacy/default.himl.

40, DISCLOSURE: Vendor’s response to the Solicitation and the resulting Contract are considered public
documents and will be disclosed to the public in accordance with the laws, rules, and policies governing
the West Virginia Purchasing Division. Those laws include, but are not limited to, the Freedom of
Information Act found in West Virginia Code § 29B-1-1 et seq.

If a Vendor considers any part of its bid to be exempt from public disclosure, Vendor must so indicate
by specifically identifying the exempt information, identifying the exemption that applies, providing a
detailed justification for the exemption, segregating the exempt information from the general bid
information, and submitting the exempt information as part of its bid but in a segregated and clearly
“identifiable format. Failure to comply with the foregoing requirements will result in public disclosure
of the Vendor’s bid without further notice. A Vendor’s act of marking all or nearly all of its bid as
exempt is not sufficient to avoid disclosure and WILL NOT BE HONORED. Vendor’s act of marking a
bid or any part thereof as “confidential” or “proprietary” is not sufficient to avoid disclosure and WILL
NOT BE HONORED. In addition, a legend or other statement indicating that all or substantially all of
the bid is exempt from disclosure is not sufficient to avoid disclosure and WILL NOT BE HONORED.
Vendor will be required to defend any claimed exemption for nondiclosure in the event of an
administrative or judicial challenge to the State’s nondisclosure. Vendor must indemnify the State for
any costs incurred related to any exemptions claimed by Vendor.  Any questions regarding the
applicability of the various public records laws should be addressed to your own legal counsel prior to
bid submission.

Revised 03/04/2013
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41, LICENSING: In accordance with West Virginia Code of State Rules §148-1-6.1.7, Vendor must be
licensed and in good standing in accordance with any and all state and local laws and requirements by
any state or local agency of West Virginia, including, but not limited to, the West Virginia Secretary of
State’s Office, the West Virginia Tax Department, West Virginia Insurance Commission, or any other
state agency or political subdivision. Upon request, the Vendor must provide all necessary releases to
obtain information to enable the Purchasing Division Director or the Agency fo verify that the Vendor is
licensed and in good standing with the above entities.

42, ANTITRUST: In submitting a bid to, signing a contract with, or accepting a Purchase Order from any
agency of the State of West Virginia, the Vendor agrees to convey, sell, assign, or transfer to the State of
West Virginia all rights, title, and interest in and to all causes of action it may now or hereafter acquire
under the antitrust laws of the United States and the State of West Virginia for price fixing and/or
unreasonable restraints of trade relating to the particular commodities or services purchased or acquired
by the State of West Virginia. Such assignment shall be made and become effective at the time the
purchasing agency tenders the initial payment to Vendor.

43. VENDOR CERTIFICATIONS: By signing its bid or entering into this Contract, Vendor certifies (1)
that its bid was made without prior understanding, agreement, or connection with any corporation, firm,
limited liability company, partnership, person or entity submitting a bid for the same material, supplies,
equipment or services; (2) that its bid is in all respects fair and without collusion or fraud; (3) that this
Contract is accepted or entered into without any prior understanding, agreement, or connection to any
other entity that could be considered a violation of law; and (4) that it has reviewed this RFQ in its
entirety; understands the requirements, terms and conditions, and other information contained
herein. Vendor’s signature on its bid also affirms that neither it nor its representatives have any interest,
nor shall acquire any interest, direct or indirect, which would compromise the performance of its
services hereunder. Any such interests shall be promptly presented in detail to the Agency.

The individual signing this bid on behalf of Vendor certifies that he or she is authorized by the Vendor
to execute this bid or any documents related thereto on Vendor’s behalf; that he or she is authorized to
bind the Vendor in a contractual relationship; and that, to the best of his or her knowledge, the Vendor
has properly registered with any State agency that may require registration.

44. PURCHASING CARD ACCEPTANCE: The State of West Virginia currently utilizes a Purchasing
Card program, administered under contract by a banking institution, to process payment for goods and
services. The Vendor must accept the State of Wesi Virginia’s Purchasing Card for payment of all
orders under this Contract unless the box below is checked.

[ 1 Vendor is not required to accept the State of West Virginia’s Purchasing Card as payment for all
goods and services,

45, VENDOR RELATIONSHIP: The relationship of the Vendor to the State shall be that of an
independent contractor and no principal-agent relationship or employer-employee relationship is
contemplated or created by this Contract. The Vendor as an independent contractor is solely liable for
the acts and omissions of its employees and agents. Vendor shall be responsible for selecting,

Revised 03/04/2013



15

supervising, and compensating any and all individuals employed pursuant to the terms of this
Solicitation and resulting contract. Neither the Vendor, nor any employees or subcontractors of the
Vendor, shall be deemed to be employees of the State for any purpose whatsoever. Vendor shall be
exclusively responsible for payment of employees and contractors for all wages and salaries, taxes,
withholding payments, penalties, fees, fringe benefits, professional liability insurance premiums,
contributions to insurance and pension, or other deferred compensation plans, including but not limited
to, Workers’ Compensation and Social Security obligations, licensing fees, efc. and the filing of all
necessary documents, forms and returns pertinent to all of the foregoing. Vendor shall hold harmless the
State, and shall provide the State and Agency with a defense against any and all claims including, but
not limited to, the foregoing payments, withholdings, contributions, taxes, Social Security taxes, and
employer income tax returns.

46, INDEMNIFICATION: The Vendor agrees to indemnify, defend, and hold harmless the State and the
Agency, their officers, and employees from and against: (1) Any claims or losses for services rendered
by any subcontractor, person, or firm performing or supplying services, materials, or supplies in
connection with the performance of the Contract; (2) Any claims or losses resulting to any person or
entity injured or damaged by the Vendor, its officers, employees, or subcontractors by the publication,
translation, reproduction, delivery, performance, use, or disposition of any data used under the Contract
in a manner not authorized by the Contract, or by Federal or State statutes or regulations; and (3) Any
failure of the Vendor, its officers, employees, or subcontractors to observe State and Federal laws
including, but not limited to, labor and wage and hour laws.

47. PURCHASING AFFIDAVIT: In accordance with West Virginia Code § 5A-3-10a, all Vendors are
required to sign, notarize, and submit the Purchasing Affidavit stating that neither the Vendor nor a
related party owe a debt to the State in excess of $1,000. The affidavit must be submitted prior to
award, but should be submitted with the Vendor’s bid. A copy of the Purchasing Affidavit is included
herewith.

48, ADDITIONAL AGENCY AND LOCAL GOVERNMENT USE: This Contract may be utilized by
and extends to other agencies, spending units, and political subdivisions of the State of West Virginia;
county, municipal, and other local government bodies; and school districts (“Other Government
Entities™). This Contract shall be extended to the aforementioned Other Government Entities on the
same prices, terms, and conditions as those offered and agreed to in this Contract. If the Vendor does
not wish to extend the prices, terms, and conditions of its bid and subsequent contract to the Other
Government Entities, the Vendor must clearly indicate such refusal in its bid. A refusal to extend this
Contract to the Other Government Entities shall not impact or influence the award of this Contract in
any manner,

49, CONFLICT OF INTEREST: Vendor, its officers or members or employees, shall not presently have
or acquire any interest, direct or indirect, which would conflict with or compromise the performance of
its obligations hereunder. Vendor shall periodically inquire of its officers, members and employees to
ensure that a conflict of interest does not arise, Any conflict of interest discovered shall be promptly
presented in detail to the Agency.
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50, REPORTS: Vendor shall provide the Agency and/or the Purchésing Division with the following
reports identified by a checked box below:

[ ] Such reports as the Agency and/or the Purchasing Division may request. Requested reports may
include, but are not limited to, quantities purchased, agencies utilizing the contract, total contract
expenditures by agency, etc.

[ ] Quarterly reports detailing the total quantity of purchases in units and dollars, along with a listing
of purchases by agency. Quarterly reports should be delivered to the Purchasing Division via
email at purchasing. requisitions@wy.gov.

51. BACKGROUND CHECK: In accordance with W. Va. Code § 15-2D-3, the Director of the Division
of Protective Services shall require any service provider whose employees are regularly employed on the
grounds or in the buildings of the Capitol complex or who have access to sensitive or critical
information to submit to a fingerprint-based state and federal background inquiry through the state
repository. The service provider is responsible for any costs associated with the fingerprint-based state
and federal background inquiry.

After the contract for such services has been approved, but before any such employees are permitted to
be on the grounds or in the buildings of the Capitol complex or have access to sensitive or critical
information, the service provider shall submit a list of all persons who will be physically present and
working at the Capitol complex to the Director of the Division of Protective Services for purposes of
verifying compliance with this provision.

The State reserves the right to prohibit a service provider's employees from accessing sensitive or
critical information or to be present at the Capitol complex based upon results addressed from a criminal
background check.

Service providers should contact the West Virginia Division of Protective Services by phone at
(304) 558-9911 for more information.

52. PREFERENCE FOR USE OF DOMESTIC STEEL PRODUCTS: Except when authorized by the
Director of the Purchasing Division pursuant to W. Va. Code § 5A-3-56, no contractor may use or
supply steel products for a State Contract Project other than those steel products made in the United
States. A contractor who uses steel products in violation of this section may be subject to civil penalties
pursuant to W. Va, Code § 5A-3-56. As used in this section:

a. “State Contract Project” means any erection or construction of, or any addition to, alteration of
or other improvement to any building or structure, including, but not limited to, roads or
highways, or the installation of any heating or cooling or ventilating plants or other equipment,
or the supply of and materials for such projects, pursnant to a contract with the State of West
Virginia for which bids were solicited on or after June 6, 2001.

b. “Steel Products” means products rolled, formed, shaped, drawn, extruded, forged, cast,
fabricated or otherwise similarly processed, or processed by a combination of two or more or
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such operations, from steel made by the open heath, basic oxygen, electric furnace, Bessemer or
other steel making process.

The Purchasing Division Director may, in writing, authorize the use of foreign steel products if:

a. The cost for-each contract item used does not exceed one tenth of one percent (.1%) of the total
contract cost or two thousand five hundred dollars ($2,500.00), whichever is greater. For the
purposes of this section, the cost is the value of the steel product as delivered to the project; or

b. The Director of the Purchasing Division determines that specified steel materials are not
produced in the United States in sufficient quantity or otherwise are not reasonably available to
meel contract requirements.

53. PREFERENCE FOR USE OF DOMESTIC ALUMINUM, GLASS, AND STEEL: In Accordance
with W. Va, Code § 5-19-1 et seq., and W, Va, CSR § 148-10-1 et seq., for every contract or
subcontract, subject to the limitations contained herein, for the construction, reconstruction, alteration,
repair, improvement or maintenance of public works or for the purchase of any item of machinery or
equipment to be used at sites of public works, only domestic aluminum, glass or steel products shall be
supplied unless the spending officer determines, in writing, after the receipt of offers or bids, (1) that the
cost of domestic aluminum, glass or steel products is unreasonable or inconsistent with the public
interest of the State of West Virginia, (2) thal domestic aluminum, glass or steel products are not
produced in sufficient quantities to meet the contract requirements, or (3) the available domestic
aluminum, glass, or steel do not meet the contract specifications. This provision only applies to public
works contracts awarded in an amount more than fifty thousand dollars ($50,000) or public works
contracts that require more than ten thousand pounds of steel products.

The cost of domestic aluminum, glass, or steel products may be unreasonable if the cost is more than
twenty percent (20%) of the bid or offered price for foreign made aluminum, glass, or steel products. If
the domestic aluminum, glass or steel products to be supplied or produced in a “substantial labor surplus
arca”, as defined by the United States Department of Labor, the cost of domestic aluminum, glass, or
steel products may be unreasonable if the cost is more than thirty percent (30%) of the bid or offered
price for foreign made aluminum, glass, or steel products.

This preference shall be applied to an item of machinery or equipment, as indicated above, when the
item is a single unit of equipment or machinery manufactured primarily of aluminum, glass or steel, is
part of a public works contract and has the sole purpose or of being a permanent part of a single public
works project. This provision does not apply to equipment or machinery purchased by a spending unit
for use by that spending unit and not as part of a single public works project.

All bids and offers including domestic aluminum, glass or steel products that exceed bid or offer prices
including foreign aluminum, glass or steel products after application of the preferences provided in this
provision may be reduced to a price equal to or lower than the lowest bid or offer price for foreign
aluminum, glass or steel products plus the applicable preference. If the reduced bid or offer prices are
made in writing and supersede the prior bid or offer prices, all bids or offers, including the reduced bid
or offer prices, will be reevaluated in accordance with this rule.
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CERTIFICATION AND SIGNATURE PAGE

By signing below, I certify that I have reviewed this Solicitation in its entirety; understand the requirements,
terms and conditions, and other information contained herein; that I am submitting this bid or proposal for
review and consideration; that I am authorized by the bidder to execute this bid or any documents related
thereto on bidder’s behalf; that I am authorized to bind the bidder in a contractual relationship; and that to the
best of my knowledge, the bidder has properly registered with any State agency that may require

registration,

Diversatec

(Company)

Q@:Mww by /o 420@%

AN
(Authorized Signature)
Daniel Frost, General Manager ; /D%

(Representative Name, Title)

740-965-3400 740-965-3403
(Phone Number) (Fax Number)
4-2-2013
(Date)
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ADDENDUM ACKNOWLEDGEMENT QR
SOLICITATION NOMm-

Instructions: Please acknowledge receipt of all addenda issued with this solicitation by completing this
addendum acknowledgment form. Check the box next to each addendum received and sign below.
Failure to acknowledge addenda may result in bid disqualification.

Acknowledgment: 1 hereby acknowledge receipt of the following addenda and have made the
necessary revisions to my proposal, plans and/or specification, etc.

Addendum Numbers Received;

(Check the box next to each addendum received)

[ x] Addendum No. 1 [ ] Addendum No. 6
[ ] Addendum No. 2 [ ] Addendum No.7
[ ] Addendum No. 3 [ ] Addendum No. 8
[ ] Addendum No. 4 [ ] AddendumNo.9
[ ] AddendumNo. 5 [ ] Addendum No. 10

I understand that failure to confirm the receipt of addenda may be cause for rejection of this bid. 1
further understand that any verbal representation made or assumed to be made during any oral
discussion held between Vendor’s representatives and any state personnel is not binding. Only the
information issued in writing and added to the specifications by an official addendum is binding.

Diversatec

Company

(Cirnee 441 %/Lc*«,(/”"‘

Authorized Signature

4-2-2013

Date

NOTE: This addendum acknowledgement should be submitted with the bid to expedite document processing.

Revised 03/04/2013



REQUEST FOR QUOTATION
ISCN0037 Green Bank Network Infrastructure Equipment

SPECIFICATIONS

1. PURPOSE AND SCOPE: The West Virginia Purchasing Division is soliciting bids on
behalf of the WV Office of Technology to establish a contract for the one time purchase
of Green Bank Observatory network infrastructure equipment needed to provide
Broadband connectivity between Morgantown, WV and Green Bank, WV, and to provide
low-latency switching between the servers at the Observatory.

The National Radio Astronomy Observatory (NRAQ) is a National Science Foundation
organization, operated under a cooperative agreement by Associated Universities,
Incorporated, which owns and operates eight large radio telescopes in Pocahontas
County, West Virginia. These include the 300° diameter Robert C. Byrd Green Bank
Telescope (GBT), the largest fully steerable telescope in the world. The facilities of the
NRAO in Green Bank, WV, also include cutting edge research facilities for astronomy,
digital, software, and microwave engineering, as well as a world class science education
program. As part of the Broadband Technology Opportunities Program (BTOP), a' new
10Gb fiber path has been installed between Green Bank and the West Virginia University
Campus in Morgantown to enable remote real-time data acquisition and information
processing from these telescopes. This bid is to procure the routing and switching
platforms needed to terminate the 10 Gbps circuit between these locations, and to provide
low-latency switching between the servers at the Observatory. This connectivity is
dependent on a new, high-capacity router and core switch being installed at Green Bank.
In order to facilitate this high speed connectivity and guarantee future capacity, NRAO
desires to replace the current router and core switch. The ASR-1006 Series Aggregation
Services Router (or equal) will provide perimeter demarcation capabilities for next-
generation Ethernet networks, which the Nexus 7010 (or equal) core switch allows for
integration of data transport from the telescopes and local computation/storage
infrastructure to remote locations via the WVU link.

2. DEFINITIONS: The terms listed below shall have the meanings assigned to them
below. Additional definitions can be found in section 2 of the General Terms and
Conditions.

2.1.1 “AES” stands for Advanced Encryption Standard. This is a general term that
refers to the cryptographic algorithin to be used to encrypt and decrypt electronic
data.
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2.1.2

2.1.10

2141

21.12

2413

Revised 3/01/13

“BTOP” stands for the Broadband Technology Opportunities Program — a
national program designed for expanding broadband access and adoption into
communities across America.

“Contract Ifem” means the components provided by a qualified, manufacturer-
authorized, vendor which is fully compatible and interoperable with the existing
network equipment system, in order to upgrade and extend the capabilities of the
system. Please see Exhibit B for a list of the contract iterns required to upgrade
and complement the existing network infrastructure.

“RCoRE” stands for Fibre Channel over Ethernet. This is a general term that
refers to the encapsulation of fibre channel frames over Ethernet networks.

“GBT” stands for the Robert C. Byrd Green Bank Telescope.

«[SSU” stands for In-Service Software Upgrades. This is a Cisco term which
describes their transparent upgrade capability for the IP/Multiprotocol Label
Switching edge routers.

“LAN® stands for local area network.

“LISP” stands for Locator/JD Separation Protocol. This is a general term
meaning a “map and encapsulate” protocol.

“MPLS” stands for Multiprotocol Label Switching. This is a general term that
describes the protocol which makes it possible to provide virtual circuits through
an IP network.

“NBAR” stands for Network-Based Application Recognition. This is a Cisco
term.  The resources provided NBAR assist in configuring the network to
provide the appropriate level of service to applications.

“NRAO?” stands for the National Radio Astronomy Observatory

“«QTV” stands for Overlay Transport Virtualization. This is Cisco term that
describes their technology that simplifies extending Layer 2 applications across

distributed data centers.

“QoS” stands for Quality of Service.
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2.0.14 “Pricing Page” means the pages upon which Vendor should list its proposed

price for the Contract Items in the manner requested. The Pricing Page is
attached hereto as Exhibit A.

2.1.15 “RFQ” means the official request for quotation published by the Purchasing

Division and identified as ISCN0037.

2.1.16 “SIP” stands for Session Initiation Protocol which means signaling protocol

widely used for controlling communication sessions.

2.1.17 “WAN? stands for wide area network.

3. GENERAL REQUIREMENTS:

3.1 Mandatory Contract Item Requirements: Contract Item must meet or exceed the
mandatory requirements listed below.

3.1.1 Network Infrastructure Equipment

Revised 3/01/13

3.1.1.1

3.1.1.2

3.1.1.3

3.1.1.4

3.1.1.5

Vendor must provide standard manufacturer warranty on all
equipment listed on the Pricing Page. Agreed and understood
TheRouter for Green Bank must be able to support 10 Gbps
Ethernet, 1 Gbps Ethernet, clear Channel T3, and Tl interfaces
using modular Port Adapters, in order to tie into the existing LAN
and WAN infrastructure at NRAO, and to support the new 10 Gbps
service to Morgantown.  Agreed and understood

The Router for Green Bank must be equipped with dual power
supplies, redundant route processors, redundant 40 Gbps services
processors (upgradable to 100 Gbps).  Agreed and understood
The Router for Green Bank must have support for in-service
software upgrades (ISSU) “or equal”. ISSU allows the vendor to
apply bug fixes and deploy new features and services through in-
service upgrade of the complete Software image, thus minimizing
downtime. Agreed and understood

The Router for Green Bank must provide 40 Gbps of aggregate
bandwidth per SIP slot, and support modular interface processors.

Agreed and understood
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3.1.1.6

3.1.1.7

3.1.1.8

3.1.19

3.1.1.10

3.1.1.11

The Router for Green Bank must be equipped with an imbedded
zone-based firewall, support AES encryption, and support flexible
packet inspection. Agreed and understood

The Router for Green Bank must provide support for IPv6,
Netflow version 9 *or equal. Cisco 10S NetFlow efficiently
provides a key set of services for IP applications, including
network traffic accounting, usage-based network billing, network
planning, security, Denial of Service monitoring capabilities, and
network monitoring. NetFlow provides valuable information about
network users and applications, peak usage times, and ftraffic
routing.  The distinguishing feature of the NetFlow Version 9
format, which is the basis for an IETF standard, is that it is
template-based. Templates provide an extensible design to the
record format, a feature that should allow future enhancements to
NetFlow services without requiring concurrent changes to the basic
flow-record format. See attached exhibit A for explanation
The Router for Green Bank must provide support for NBAR “or
equal”,  Applications in today's enterprise networks require
different levels of service based upon business requirements. These
requirements can be translated into network policies. NBAR is the
mechanism used by some Cisco routers.and switches to recognize
a dataflow by inspecting’ some packets sent. The networking
equipment which uses NBAR does a deep packet inspection on
some of the packets in a dataflow, to determine which traffic
category the flow belongs to. The resources provided NBAR assist
you in configuring your network to provide the appropriate level of

23

service to these applications.  See attached exhibit A for explanation

The Router for Green Bank must provide support for Modular QoS
policies, with hierarchical queuing and Network Address
Translation. Agreed and understood

The Switch for Green Bank must be equipped with redundant
supervisor engines, redundant power supplies, and five (5) crossbar
fabric modules, delivering up to 550 Gbps of bandwidth per line
card slot.  See attached exhibit A for explanation

The Switch for Green Bank must provide support for Fabric
Extenders “or equal”, in order to support top-of-rack deployment
options. Cisco Fabric Extender Technotogy delivers an extensible
and a scalable fabric that allows the switching fabric access layer
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to extend and expand all the way to the server hypervisor as your
business grows and helps enable operational simplicity at scale.
with a single point of management and policy enforcement on the
access parent switch across more than 1000 10 Gigabit Ethernet
porls See attached Exhibit A for explanation
3.1.1.12 The Switch for Green Bank must support Virtual Device Contexts
“or equal”. A VDC can be used to virtualize the device itself,
presenting the physical switch as multiple logical devices. Within
that VDC it can contain its own unique and independent set of
VLANs and VRFs. Each VDC can have assigned to it physical
ports, thus allowing for the hardware data plane to be virtualized as
well. Within each VDC, a separate management domain can
manage the VDC itself, thus allowing the management plane itself
to also be virtualized. See attached Exhibit A for explanation
3.1.1.13 The Switch for Green Bank must support Fibre Channel over
Ethernet (FCoE), Locator/ID Separation Protocol (LISP) and
Multiprotocol Label Switching (MPLS). Agreed and understood
3.1.1.14 The Switch for Green Bank must support overlay Transport
Virtualization (OTV) “or equal”. OTV significantly simplifies
extending Layer 2 applications across distributed data centers. You
can deploy Data Center Interconnect (DCI) between sites without
changing or reconfiguring your existing network design. This
deployment provides for transparent workload mobility, business
resiliency, and superior computing resource efficiencies. Sge Exhibit A
3.1.1.15 The Switch for Green Bank must support FabricPath “or equal®.
FabricPath allows the agency to build highly scalable Layer 2
multipath networks without the spanning tree protocol which are
suitable for large virtualization deployments, private clouds, and
high performance computing environments. See Exhibit A
3.1.1.16 The networking equipment provided must be fully compatible and
interoperable with the existing hardware and system architecture

currently in place.  Agreed and understood

4. CONTRACT AWARD:

4.1 Contract Award: The Contract is intended to provide the Agency with a purchase
price for the Contract Items. The Contract shall be awarded to the Vendor that
provides the Contract Items meeting the required specitications for the Jowest overall
total cost as shown on the Pricing Pages.
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4.2 Pricing Page: Vendor should complete the Pricing Page by adding the unit price of
cach item and confirming the extended price and total amount is correct. Vendor
should complete the Pricing Page in full as failure to complete the Pricing Page in its
entirety may result in Vendor’s bid being disqualified.

Vendor may provide “or equal” products but if providing an “or equal” product,
Vendor must provide a line-by-line comparison of the product parts listed on Exhibit
B as well as any additional products required to meet the requirements of this RFQ.

Notwithstanding the foregoing, the Purchasing Division may correct errors as it
deems appropriate. Vendor should type or electronically enter the information into
the Pricing Page to prevent errors in the evaluation.

5. PAYMENT:

5.1 Payment: Vendor shall accept payment in accordance with the payment procedures
of the State of West Virginia.

6. DELIVERY AND RETURN:

6.1 Shipmeunt and Delivery: Vendor shall deliver the Contract items within 30
working days after being awarded this Contract and receiving a purchase order.
Contract items must be delivered to Agency at 1 Observatory Road, Green Bank,
WV 24944,

6.2 Late Delivery: The Agency placing the order under this Contract must be notified
in writing if the shipment of the Contract Items will be delayed for any reason. Any
delay in delivery that could cause harm to an Agency will be grounds for
cancellation of the Contract, and/or obtaining the Contract Items from a third party.

Any Agency seeking to obtain the Contract Items from a third party under this
provision must first obtain approval of the Purchasing Division.

6.3 Delivery Payment/Risk of Loss: Vendor shall deliver the Contract Items F.O.B.
destination to the Agency’s location.

6.4 Return of Unacceptable Items: If the Agency deems the Contract Items to be
unacceptable, the Contract Items shall be returned to Vendor at Vendor’s expense
and with no restocking charge. Vendor shall either make arrangements for the
return within five (5) days of being notified that items are unacceptable, or permit
the Agency to arrange for the return and reimburse Agency for delivery expenses.

Revised 3/01/13
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6.5

If the original packaging cannot be utilized for the return, Vendor will supply the
Agency with appropriate return packaging upon request.  All returns of
unacceptable items shall be F.O.B. the Agency’s location. The returned product
shall either be replaced, or the Agency shall receive a full credit or refund for the
purchase price, at the Agency’s discretion.

Return Due to Agency Error: Items ordered in error by the Agency will be
returned for credit within 30 days of receipt, F.O.B. Vendor’s location. Vendor
shall not charge a restocking fee if returned products are in a resalable condition.
Items shall be deemed to be in a resalable condition if they are unused and in the
original packaging. Any restocking fee for items not in a resalable condition shall
be the lower of the Vendor’s customary restocking fee or 5% of the total invoiced
value of the returned items.

Revised 3/01/13
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Exhibit A - RFP ISCNO037

DIVERSATEC

Section Description Answer

3.1.1.1 Manufacturers warranty Yes

34142 Support 10Gb, T3, etc. Yes

3.1.1.3 Redundant Power supplies, route proc, service proc Yes

3.1.14 ISSU Yes

2.315 40 Gh/s SIP Aggregate and Modular Int Proc Yes

3.1.1.6 Zone based firewall, VPN Yes

3.1.1.7 Support IPv6, Netflow IPv6 supported, sflow supported (open standard to netflow)

3.1.1.8 NBAR support NBAR is a Cisco Proprietary protocal. HP uses QoS/CoS to ensure network bandwidth

3.1.19 Modular QoS, Hierarchical Queuing, NAT Yes

3.1.1.10 Redundant Power, Supervisor, Fabric 550 Gb/s Yes, Yes, 765 Gb/s per line card

3.1.1.11 Fabric Extender HP offers Vertical IRF, which will be avalible at a later date

3.1.1.12 vDC Multi-tenancy - 1:N and N:1, virtualize 1 device into many

3.1.1.13 FCoE, LISP, MPLS Support Yes
OTV is a proprietary Cisco protocol. HP offers Ethernet Virtual Interconnect. At no additional licensing fee,
the EVI device can provide true Multitenant Device Context across up to 8 Datacenters and 4K VLANS.

3.1.1.14 oTv Optimized L3 ingress and egress routing prevents tromboning of traffic between Datacenters.
Fabric Path is a Cisco proprietary protocol. HP offers TRILL or Shortest Path Bridging, open standard versions
similar to Fabric Path. By using IS-IS link state routing, customers can build multipath L2 networks with fully

3:1:1:15 Fabric Path active links to leverage full usage of links between datacenters.

3.1.1.15 Interop with current equipment Yes




ISCNOO37 Bid Price Sheet

QTY Alternate Part # and Descripton
Product Number of *or equal Products Description Unit Price Extended Price
ASR1006 Sec+HA Bundle w/ 2xESP-40G 2xRP2 SIP40 AESK9
1 ASR1KER2-40G-SHAKS JC178B - HP 6604 Router Chassis  |License $2,122.91 $2,122.91
5 CON-SNTE-ASR1KSHKS SMARTNET 8X5X4 ASR1006 Sec+HA Bundl $0.00
JC180A - HP 6600 Router Software
1 ASR1000-SIP40-BUN License ASR1000-S1P40 for Special Bundle (SB) $1,429.72 $1,429.72
5 CON-SNTE-ASR1000S SMARTNET 8X5X4 ASR1000-SIP40 for Special Bundle (SB) $0.00
JC168A - HP 6600 1-port 10GbE XFP HIM
1 SPA-1X10GE-L-V2 Router Module Cisco 1-Port 10GE LAN-PHY Shared Port Adapter $3,271.06 $3,271.06
5 CON-SNTE-1X10GEV2 SMARTNET 8X5X4 1-Pt 10GE LAN-PHY Shared PT Adptr $0.00
JD1178 - HP X130 10G XFP LC SR
1 XFP-10G-MM-SR Transceiver 10GBASE-SR XFP Module $853.61 $853.61
JDB28A HP MSR 1-port FT3/CT3 MIM
1 ASR1000-SPA Module SPA for ASR1000; No Physical Part; For Tracking Only $2,735.40 $2,735.40
JD628A HP MSR 1-port FT3/CT3 MIM
1 SPA-2XT3/E3 Module 2-port Clear Channel T3/E3 Shared Port Adapter $2,735.40 $2,735.40
5 CON-SNTE-2XT3E3 SMARTNET 8X5X4 2-port T3/E3 Serial $0.00
JC1678 HP 6600 FIP-210 Flexible Interface
1 ASR1000-SPA Platform Router Module SPA for ASR1000; No Physical Part; For Tracking Cnly $5,720.22 $5,720.22
1 SPA-5X1GE-V2 Cisco 5-Port Gigabit Ethernet Shared Port Adapter $0.00
5 CON-SNTE-5X1GEV2 SMARTNET 8X5X4 5-Pt Gigabit Enet Shared Pt Adptr $0.00
1 SFP-GE-L JD119B - X120 1G SFP LC LX Transceiver | 1000BASE-LX/LH SFP (DOM) $421.88 $421.88
JD118B HP X120 1G SFP LC SX
1 SFP-GE-S Transceiver 1000BASE-SX SFP (DOM) $196.63 $196.63
JDO8BYB HP X120 1G SFP RJ45 T
2 SFP-GE-T Transceiver 1000BASE-T SFP (NEBS 3 ESD) $168.47 $336.94
1 ASR1000-SPA SPA for ASR1000; No Physical Part; For Tracking Only $0.00
1 ASR1000-SIP40 Cisco ASR1000 SPA Interface Processor 40 $0.00
5 CON-SNTE-1000SP40 SMARTNET 8X5X4 Cisco ASR1000 SPA Interface Processor 40 $0.00
JC168A - HP 6600 1-port 10GbE XFP HIM
1 SPA-1X10GE-L-V2 Router Module Cisco 1-Port 10GE LAN-PHY Shared Port Adapter $3,271.06 $3,271.06
5 CON-SNTE-1X10GEV2 SMARTNET 8X5X4 1-Pt 10GE LAN-PHY Shared PT Adptr $0.00
JD108B - HP X130 10G XFP LC LR
1 XFP10GLR-192SR-L Transceiver Low Power multirate XFP supporting 10GBASE-LR and OC-192 SR $1,829.70 $1,829.70
1 ASR1000-SPA SPA for ASR1000; No Physical Part; For Tracking Only $0.00
JC158A HP 6600 8-port Fractional T1 MIM
1 SPA-8XCHT1/E1 Router Module 8-port Channelized T1/E1 to DS0 Shared Port Adapter $1,554.86 $1,554.86
5 CON-SNTE-8XCHT1E1 SMARTNET 8X5X4 8Prt Channel T1/E1 $0.00
JC166B - HP 6600 FIP-110 Flexible
1 ASR1000-SPA Interface Platform Router Module SPA for ASR1000; No Physical Part; For Tracking Only $2,042.01 $2,042.01

Page 10of4




ISCNOO37 Bid Price Sheet

2 ASR1013/06-PWR-AC JD217A - HP 7500 AC Power Supply  |Cisco ASR1000 1600w AC Power Supply $397.32 $794.64
2 CAB-SK20A-NA Power Cord 125VAC 20A NEMA 5-20 Plug North America/Japan $0.00

1 FLASR1-FPI-RTU JCB65A - HP X420 Universal Rck Mnt kit |Flex. Pack Insp. Right-To-Use Feat LicASR1000 Series $117.32 $117.32
5 CON-SNTE-ASR1FPI SMARTNET 8X5X4 Flex. Pack Insp. Right-To-Use Feat Lic $0.00

JC497A - HP 6616 Router Chassis
1 FLASR1-FW-RTU Accessory Kit Firewall Right-To-Use Feature Lic for ASR1000 Series $736.98 $736.98
5 CON-SNTE-ASR1FWRT SMARTNET 8X5X4 Firewall Right-To-Use Feature Lic $0.00
HA109A5#R3Z- HP5y
SupportPlus Svec 66xx Router

1 FLASR1-IPSEC-RTU Support Encryption Right-To-Use Feature Lic for ASR1000 Series $14,795.13 $14,795.13
5 CON-SNTE-ASRIPSEC SMARTNET 8X5X4 Encryption Right-To-Use Feature Lic $0.00

2 ASR1000-ESP40 JC165A - HP 6600 RPE-X1 Router Module |Cisco ASR1000 Embedded Services Processor 40G $5,107.93 $10,215.86
5 CON-SNTE-ASR1000E SMARTNET 8X5X4 Cisco ASR1000 Embedded Services Processo $0.00

1 ASR1000-RP2-BUN Cisco ASR1000 Route Processor 2 8GB DRAMBundle Component $0.00

5 CON-SNTE-ASRRP2B SMARTNET 8X5X4 ASR1000 RP2 $0.00

1 M-ASR1K-RP2-8GB Cisco ASR1000 RP2 8GB DRAM $0.00

1 M-ASR1K-HDD-80GB Cisco ASR1000 RP2 80GE HDD $0.00

1 SASR1R2-AESKS-34S Cisco ASR 1000 Series RP2 ADVANCED ENTERPRISE SERVICES $0.00

5 CON-SNTE-R2AES34 SMARTNET 8X5X4 Cisco ASR 1000 Series RP2 ADVANCED ENTER $0.00

1 ASR1000-RP2-BUN Cisco ASR1000 Route Processor 2 8GB DRAMBundle Component $0.00

5 CON-SNTE-ASRRP2B SMARTNET 8X5X4 ASR1000 RP2 $0.00

1 M-ASR1K-RP2-8GB Cisco ASR1000 RP2 8GB DRAM $0.00

1 M-ASR1K-HDD-80GB Cisco ASR1000 RP2 80GB HDD $0.00

1 MEMUSB-1024FT= 1GB USB Flash Token spare $0.00

1 N7K-C7010-B2S2E-R JF431C - HP 12508 AC Switch Chassis |Nexus 7010 Bundle (Chassis 2xSUP2E 5xFAB2) No Power Supplies $5,805.59 $5,805.59
5 CON-SNTE-10B2S2ER SMARTNET 8X5X4 Nexus 7010 Bundle (C $0.00

JCBB5A - HP X420 Chassis Unversal Rck
1 N7KS2K9-61 Mntg Kit Cisco NX-OS Release 6.1 for SUP2 $117.32 $117.32
1 N7K-C7010-SBUN-P1 JCDB1A - HP 12508 Spare Fan Assembly |Inc. LANADVTRSEL2DCNMDCNMSANMPLSSANXL - Promotion $812.96 $812.96
1 DCNM-N7K-K9-SBUN JCO081A - HP 12508 Kpare Fan Assembly |DCNM for LAN Enterprise License for one Nexus 7000 Chassis $812.96 $812.96
5 CON-SAU-N7DCNMSB SW APP SUPP + UPGR DCNM for LAN Enterpr $0.00
JG497A - HP 12500 Type A MPU
1 DCNM-N7K-PAK w/Comware v7 OS DCNM LAN Enterprise License for a Pack of Nexus 7000 Chassis $4,017.88 $4,017.88
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5 CON-SAU-N7PAK SW APP SUPP + UPGR License for a Pack of Nexus 7000 Chassis $0.00
JG497A - HP 12500 Type A MPU
1 DCNM-SANN7KK9-SBUN w/Comware v7 OS DCNM for SAN Advanced Edition for Nexus 7000 $4,017.88 $4,017.88
5 CON-SAU-7DCSANSB SW APP SUPP + UPGR DCNM for SAN Advanced Edition for Nexus $0.00
1 N7K-ADV1K9-SBUN JCE58A - HP 1250x G2 Fabric Module  |Nexus 7000 Advanced LAN Enterprise License (VDC CTS ONLY) $3,382.18 $3,392.18
1 N7K-C7010-XL-SBUN JC658A - HP 1250x G2 Fabric Module  |Nexus 7010 Scalable Feature License $3,392.18 $3,392.18
1 N7K-EL21K9-SBUN JC658A - HP 1250x G2 Fabric Module  |Nexus 7000 Enhanced Layer 2 License (FabricPath) $3,392.18 $3,392.18
1 N7K-LAN1TK9-SBUN JC658A - HP 1250x G2 Fabric Module  |Nexus 7000 LAN Enterprise License (L3 protocols) $3,392.18 $3,392.18
1 N7K-MPLS1K8-SBUN JCB58A - HP 1250x G2 Fabric Module  |Nexus 7000 MPLS License $3,392.18 $3,392.18
1 N7K-SAN1KS-SBUN JCB58A - HP 1250x G2 Fabric Module | Nexus 7000 SAN Enterprise License $3,392.18 $3,392.18
1 N7K-TRS1K9-SBUN JCBE58A - HP 1250x G2 Fabric Module  |Nexus 7000 Transport Services License $3,392.18 $3,392.18
1 N7K-SUP2E JCB658A - HP 1250x G2 Fabric Module  |Nexus 7000 - Supervisor 2 EnhancedIncludes 8GB USB Flash $3,392.18 $3,392.18
1 N7K-USB-8GB JCBS58A - HP 1250x G2 Fabric Module  |[Nexus 7K USE Flash Memory - 8GB (Log Flash) $3,392.18 $3,392.18
1 N7K-SUP2E Nexus 7000 - Supervisor 2 Enhancedincludes 8GB USB Flash $0.00
1 N7K-USB-8GB Nexus 7K USB Flash Memory - 8GB (Log Flash) $0.00
JC4768B - HP 12500 32-port 10GbE SFP+
1 N7K-F248XP-25 Rec Module Nexus 7000 F2-Series 48 Port 10GbE (req. SFP+) $22,341.90 $22,341.90
JD094B - HP X130 10G SFP+ LC LR
2 SFP-10G-LR Transceiver 10GBASE-LR SFP Module $1,735.84 $3,471.68
JD093B - HP X130 10G SFP+ LC LRM
12 SFP-10G-LRM Transceiver 10GBASE-LRM SFP Module $750.37 $9,004.44
JD092B - HP X130 10G SFP+ LC SR
14 SFP-10G-SR Transceiver 10GBASE-SR SFP Module $712.83 $9,979.62
JCOB9E - HP 12500 48-port GbE SFP Lec
1 N7K-M148GS-11L Module Nexus 7000 - 48 Port GE Module with XL Option (req. SFP) $11,168.72 $11,168.72
8 GLC-LH-SMD JD119B - X120 1G SFP LC LX Transceiver | 1000BASE-LX/LH SFP transceiver module MMF/SMF 1310nm DOM $421.88 $3,375.04
JD118B HP X120 1G SFP LC SX
8 GLC-SX-MMD Transceiver 1000BASE-SX SFP transceiver module MMF 850nm DOM $196.63 $1,573.04
JDOB9B HP X120 1GSFP RJ45 T
4 GLC-T Transceiver 1000BASE-T SFP $168.47 $673.88
JCOB5B - HP 12500 48-port Gig-T Lec
1 N7K-M148GT-11L Module Nexus 7000 - 48 Port 10/100/1000 Module with XL option $11,168.72 $11,168.72
JCOB5B - HP 12500 48-port Gig-T Lec
1 N7K-M148GT-11L Module Nexus 7000 - 48 Port 10/100/1000 Module with XL option $11,168.72 $11,168.72
JCOB5B - HP 12500 48-port Gig-T Lec
1 N7K-M148GT-11L Module Nexus 7000 - 48 Port 10/100/1000 Module with XL option $11,168.72 $11,168.72
JCO65B - HP 12500 48-port Gig-T Lec
1 N7K-M148GT-11L Module Nexus 7000 - 48 Port 10/100/1000 Module with XL option $11,168.72 $11,168.72
5 N7K-C7010-FAB-2 Nexus 7000 - 10 Slot Chassis - 110Gbps/Slot Fabric Module $0.00
3 N7K-AC-6.0KW Nexus 7000 - 6.0KW AC Power Supply Module $0.00
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JF429A - HP 12500 2000W AC Power

CAB-AC-CEK-TWLK Supply Power Cord 250Vac 16A twist lock NEMA L6-20 plug US $800 $4,800.00
JF426A - P 12518 PEM (Power Electrical
N7K-C7010-AFLT Module) Nexus 7010 Air Filter $173.85 $173.85
HA109A5#R42 - HPSy Support Plus Svc
N7K-C7010-FD-MB 12508 SwitchSupport Nexus 7010 Front Door Kit $29,304.86 $29,304.86
Subtotal $241,837.45
Shipping
TOTAL $241,837.45
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RFQ No.

STATE OF WEST VIRGINIA
Purchasing Division

PURCHASING AFFIDAVIT

MANDATE: Under W. Va, Code §5A-3-10a, no conlract or renewal of any contract may be awarded by the state or any
of its political subdivisions to any vendor or prospective vendor when the vendor or prospective vendor or a related party
to the vendor or prospective vendor is a debtor and: (1) the debt owed is an amount greater than cne thousand dollars in
lhe aggregate; or (2) the debtor is in employer default.

EXCEPTION: The prohibition listed above does not apply where a vendor has contested any tax administered pursuant (o
chapter eleven of the W, Va. Code, workers' compensation premium, permit fee or environmental fee or assessment and
the matter has nol become final or where the vendor has enlered into a payment plan or agreement and the vendor is not
in default of any of the provisions of such plan or agreement.

DEFINITIONS:

“Debt” means any assessment, premium, penalty, fine, tax or other amount of money owed lo the state or any of is
political subdivisions because of a judgment, fine, permit violation, license assessment, defaulted workers'
compensation premium, penalty or other assessment presently delinquent or due and required to be paid to the state
or any of its political subdivisions, including any interest or additional penalties accrued thereon.

“Employer default” means having an outstanding balance or liability to the old fund or to the uninsured employers'
fund or being in policy default, as defined in W. Va. Code § 23-2¢-2, failure to maintain mandatory workers'
compensation coverage, or failure to fully meet its obligations as a workers' compensation self-insured employer. An
employer is not in employer default If it has entered into a repayment agreement with the Insurance Commissioner
and remains in compliance with the obligations under the repayment agreement.

“Related party" means a party, whelher an Individual, corporation, partnership, association, limiled liability company
or any other form or business association or other entily whatsoever, related to any vendor by blood, marriage,
ownership or contract through which the parly has a relationship of ownership or other interest with the vendor so that
the parly will actually or by effecl receive or control a portion of the benefit, profit or other consideration from
performance of a vendor contracl with the parly receiving an amount thal meets or exceed five percent of the total
contract amount.

AFFIRMATION: By signing this form, the vendor's authorized signer affirms and acknowledges under penalty of
law for false swearing (W. Va. Code §61-5-3) that neither vendor nor any related party owe a debt as defined
above and that neither vendor nor any related party are in employer default as defined above, unless the debt or
employer default Is permitted under the exception above,

WITNESS THE FOLLOWING SIGNATURE:

Vendor's Name: Diversatec
‘ £
Authorized Signature: ((1{’8_ pne . ol &*;f/ﬁ Date: cd-o0f- L3
Stale of Ohio
County of D&\MM‘C/ , to-wit:
- "

Taken, subscribed, and sworn to before me this (j__ day of pipr*.\ i ZOE
My Commission expires O("/\"D e | i 20'_&

NOTARY PUBLIC G/V\M E\OW

Purchasing Affidavit (Revised 07/01/2012)
ANNE KRAMER

 NOTARY PUBLIC - OHIO
Y COMMISSION EXPIRES__ 16-) -1 %
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Rev. 07/12 State of West Virginia
VENDOR PREFERENCE CERTIFICATE

Certification and application* is hereby made for Preference in accordance with West Virginia Code, §5A-3-37. (Does not apply to
conslruction contracts). West Virginia Code, §5A-3-37, provides an opportunity for qualifying vendors to request (at the time of bid)
preference for their residency status. Such preference is an evaluation method only and will be applied only to the cost bid in
accordance with the West Virginia Code. This certificate for application is to be used to request such preference. The Purchasing
Division will make the determination of the Resident Vendor Preference, if applicable,

1. Application is made for 2.5% resident vendor preference for the reason checked:

Bidder is an individual resident vendor and has resided continuously in West Virginia for four (4) years immedialely preced-
ing the date of this certification; or,

Bidder is a partnership, association or corporation resident vendor and has maintained its headquarters or principal place of
business continuously in West Virginia for four (4) years immediately preceding the date of this certification; or 80% of the
ownership interest of Bidder is held by another individual, partnership, association or corporation resident vendor who has
maintained its headquarters or principal place of business continuously in West Virginia for four (4) years immediately
preceding the date of this cerlification; or,

Bidder Is a nonresident vendor which has an affiliate or subsidiary which employs a minimum of one hundred stale residents
and which has maintained its headquarters or principal place of business within West Virginia continuously for the four (4)
years immediately preceding the date of this certification; or,

2 Application is made for 2.5% resident vendor preference for the reason checked:

Bidder is a resident vendor who certifies that, during the life of the contract, on average at least 75% of the employees
working on the project being bid are residents of West Virginia who have resided in the state continuously for the two years
immediately preceding submission of this bid; or,

3. Application is made for 2.5% resident vendor preference for the reason checked:

Bidder is a nonresident vendor employing a minimum of one hundred state residents or is a nonresident vendor with an
affiliate or subsidiary which maintains its headquarters or principal place of business within West Virginia employing a
minimum of one hundred state residents who cerifies that, during the life of the contract, on average at least 75% of the
employees or Bidder's affillate’s or subsidlary's employees are residents of West Virginia who have resided in the state
continuously for the two years immediately preceding submission of this bid; or,

4. Application Is made for 5% resident vendor preference for the reason checked:
Bidder meets either the requirement of both subdivisions (1) and (2) or subdivision (1) and (3) as stated abovs; or,
5. Application is made for 3.5% resident vendor preference who is a veteran for the reason checked:

Bidder is an individual resident vendor who is a veteran of the United States armed forces, the reserves or the National Guard
and has resided in West Virginia continuously for the four years immediately preceding the date on which the bid is
submitted; or,

6. Application is made for 3.5% resident vendor preference who is a veteran for the reason checked:
Bidder is a resident vendor who is a veteran of the United States armed forces, the reserves or the National Guard, if, for
purposes of producing or distributing the commuodities or completing the project which is the subject of the vendor's bid and
continuously over the entire term of the project, on average at least seventy-five percent of the vendor’s employees are
residents of West Virginia who have resided in the state continuously for the two immediately preceding years.

7. Application Is made for preference as a non-resident small, women- and minority-owned business, in accor-
dance with West Virginia Code §5A-3-59 and West Virginia Code of State Rules.

,Xv Bidder has been or expects to be approved prior to cantract award by the Purchasing Division as a certified small, women-
and minority-owned business.

Bidder understands if the Secretary of Revenue delermines that a Bidder receiving preference has failed to continue to meet the
requirements for such preference, the Secretary may order the Directer of Purchasing to: (a) reject the bid; or (b) assess a penaity
against such Bidder in an amount not lo exceed 5% of the bid amount and that such penalty will be paid to the confracting agency
or deducted frem any unpaid balance on the contract or purchase order.

By submission of this certificate, Bidder agrees to disclose any reasonably requested information to the Purchasing Division and
authorizes the Depariment of Revenue to disclose to the Director of Purchasing appropriate information verifying that Bidder has paid
the required business taxes, provided that such information does not cantain the amounts of taxes paid nor any other information
deemed by the Tax Commissioner to be confidential.

Under penalty of law for false swearing (West Virginia Code, §61-5-3), Bidder hereby certifies that this certificate is true
and accurate in all respects; and that if a contract Is issued to Bidder and if anything contained within this certificate
changes during the term of the contract, Bidder will notify the Purchasing Division in writing Immediately.

Bidder: ' Signed: / é‘w-»; e T —'f/f /»’ti%
Date: Tite:_ fpesidbnl
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HP 8800 Router Series

Data sheet

Product overview

HP 8800 series routers are components of the HP
FlexFabric and FlexCampus modules of the
FlexNetwork architecture. They feature a distributed
high-performance network processor and
high-capacity crosshar nonblocking switching
technology that delivers high performance and
flexibility. A distributed Quality of Service (QoS)
control unit provides endto-end service with granular
control. The routers' distributed operation,
administration, and maintenance detection engines
implement fault detection within 30 ms to provide
uninterrupted core services. These innovative
technologies, paired with the QoS control mechanism,
deliver smooth operation and high availability of
multiple services within the FlexNetwork architecture.
8800 routers are commonly deployed in IP backbone
networks, IP MANs, and the core or convergence
layers of large IP networks. Offering high forwarding
performance and abundant services, the 8800 series
delivers on routing performance and flexibility.
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Key features

s Fully distributed hardware architecture

* Dedicated OAM engine for high reliability

* Built-in QoS engine for precise services control
¢ Advanced security mechanism

¢ Robust MPLS VPN capability




Features and benefits

Quality of Service (QoS)

* Hierarchical QoS (HQoS): provides a builtin
QoS engine that supports hierarchical QoS (HQoS)
and can implement a hierarchical scheduling
mechanism based on ports, user groups, users, and
user services; also cooperates with MPLS TE to
implement bandwidth reservation and scheduling
based on tunnels and services

* Schedule algorithm: supports PQ, LLQ, WFQ,
and CBWFQ

* Congestion avoidance mechanism: supports
Tail Drop and Weighted Random Early Detection
(WRED)

Management

* Management interface control: provides
management access through modem port and
terminal interface, as well as in-band and
outotband Ethernet ports; provides access through
terminal interface, telnet, or SSH

Industry-standard CLI with a hierarchical
structure: reduces training time and expenses,
and increases productivity in multivendor
installations

Management security: includes multiple
administration levels, with password protection and
restricted access to critical configuration commands;
ACls provide telnet and SNMP access; local and
remote syslog capability allows logging of all access

SNMP v1, v2, and v3: provides complete
support of SNMP as well as full support of
industry-standard MIBs and private MIB extensions

Remote monitoring (RMON): uses standard
SNMP to monitor essential network functions;
supports events, alarm, history, and statistics group
plus a private alarm extension group

Debug and sampler utility: supports ping and
traceroute for both IPv4 and IPvé

Network Quality Analyzer (NQA): analyzes
network performance and service quality by sending
test packets, and provides network performance and
service quality parameters such as jitter, TCP, or FTP
connection delays and file transfer rates; allows
network manager to determine overall network
performance and to diagnose and locate network
congeslion points or failures

* Network Time Protocol (NTP): synchronizes
timekeeping among distributed fime servers and
clients; keeps consistent timekeeping among all
clock-dependent devices within the network so that
the devices can provide diverse applications based
on the consistent fime

* Info center: provides a central information center
for system and network information; aggregates all
logs, traps, and debugging information generated
by the system and maintains them in order of
severity; outputs the network information to multiple
channels based on user-defined rules

* FTP and TFTP support: FTP allows bidirectional
iransfers over a TCP/IP network and is used for
configuration updates; Trivial FTP is a simpler
method using User Datagram Protocol (UDP)

* Loopback: supports infernal loopback testing for
maintenance purposes and high availability;
loopback detection protects system from incorrect
cabling or network configurations, and can be
enabled on a port or VLIAN

* Ethernet OAM: provides a monitoring tool for
Layer 2 performance and fault detection, which
reduces failover and network convergence times

Connectivity
* High port density: provides up to 12 interface

module slots, up to 96 OC3 POS ports, or 576
Gigabit Ethernet ports (fiber) per 8812 system

* Flexible port selection: provides a combination
of fiber and copper interface modules,
100/1000BASE-X auto-speed selection, and
10/100/1000BASE-T autospeed detection plus
auto duplex and MDI/MDI-X; speed adaptable
between 155 M POS and 622 M POS/Gigabit
Ethernet

* Packet storm protection: protects against
broadcast, multicast, or unicast storms with
user-defined thresholds

* Multiple WAN interfaces: support Fast
Ethernet/Gigabit Ethernet/10 GbE ports,
OC3~0C192 POS, ATM ports, and 10 GbE RPR

Pertormance
* Industry-leading performance: provides

switching capacity up to 1440 Gbps and
forwarding performance up to 864 Mpps

* Flexible chassis selection: consists of three
models: 12 I/O-slot chassis, 8 I/O-slot chassis, 5
I/Oslot chassis

* Scalable system design: backplane is designed
for smooth bandwidth upgrade



Resiliency and high availability
* Separate data and control plane: provide
continual services

* Passive backplane design: backplane has no
active components to increase system reliability

* Redundant design of main processing unit
and power supply: increases the overall system
availability

o

IP Fast Reroute Framework (FRR): nodes are
configured with backup ports and routes; local
implementation requires no cooperation of adjacent
devices, simplifying the deployment; solves the
traditional convergence faults in IP forwarding;
realizes restoration within 50 ms, with the
restoration time independent of the number of routes
and fast link switchovers without route convergence

Hitless patch upgrades: allow patches to be
installed without restarting the equipment, increasing
network uptime and facilitating maintenance

Virtual Router Redundancy Protocol: helps
ensure the system's high availability without
changing configurations when a device fails;
prevents network interruptions caused by a single
link failure

Graceful restart: features are fully supported,
including graceful restart for OSPF, 1SS, BGP, LDP,
and RSVP; network remains stable during the
aclive-standby switchover; after the switchover, the
device quickly learns the network routes by
communicating with adjacent routers; forwarding
remains uninterrupted during the switchover to
realize NSF

Hot-swappable modules: help ensure the
replacement of hardware interface modules without
impacling the traffic flow through the system

BFD: BFD for static routing, RIP, OSPF, OSPFv3,
IS-1S, IPv6 1S-IS, BGP, BGP4+, PIM, IPv6 PIM, LDP,
RSVP, VPLS PW, LSP, VRRP, VRRP3, policy route,
and IP FRR

o

Layer 2 switching
* VLANSs: support up to 4096 port or IEEE
802.1Q-based VLANs

* Spanning Tree: fully supports standard IEEE
802.1D Spanning Tree Protocol, IEEE 802, 1w
Rapid Spanning Tree Protocol for faster
convergence, and |EEE 802.1s Multiple Spanning
Tree Protocol

* Bridge Protocol Data Unit (BPDU) tunneling:
transmits Spanning Tree Protocol BPDUs
transparently, allowing correct tree calculations
across service providers, WANSs, or MANs

* Internet Group Management Protocol
(IGMP) and Multicast Listener Discovery
(MLD) protocol snooping: effectively control
and manage the flooding of multicast packets in a
Layer 2 network

* Port mirroring: duplicates port traffic (ingress
and egress) to a local or remote monitoring port;
supports 64 mirroring groups, with an unlimited
number of ports per group

* Port isolation: increases security by isolating
ports within a VLAN while still allowing them to
communicate with other VLANs

Llayer 3 services

* Address Resolution Protocol (ARP):
determines the MAC address of another IP host in
the same subnet; supports static ARPs; gratuitous
ARP allows detection of duplicate IP addresses;
proxy ARP allows normal ARP operation between
subnets or when subnets are separated by a Layer 2
network

* User Datagram Protocol (UDP) helper:
redirects UDP broadcasts to specific IP subnets to
prevent server spoofing

* Dynamic Host Configuration Protocol
(DHCP): simplifies the management of large IP
networks and supports client and server; DHCP
Relay enables DHCP operation across subnets

* Domain Name System (DNS): is a disiributed
database that provides translation between a
domain name and an IP address, which simplifies
network design; supports client and server

Layer 3 routing
* Static IPv4 routing: provides simple, manually
configured IPv4 routing

* Routing Information Protocol: uses a distance
vector algorithm with UDP packets for route
determination; supports RIPv1 and RIPv2 routing;
includes loop protection

* OSPF: Interior Gateway Protocol (IGP) using
link-state protocol for faster convergence; supports
ECMP, NSSA, and MD5 authentication for
increased security and graceful restart for faster
failure recovery



* Intermediate system to intermediate
system (IS-18): Interior Gateway Protocol (IGP)
using path vector protocol, which is defined by the
ISO organization for IS4S routing and extended by
[ETF RFC 1195 to operate in both TCP/IP and the
Osl reference model {Integrated 15-1S)

Static IPvé routing: provides simple, manually
configured IPvé routing

Dual IP stack: maintains separate stacks for IPv4
and IPvé to ease transition from an IPv4-only
network to an IPv6-only network design

Routing Information Protocol next
generation (RIPng): extends RIPv2 fo support
IPv6 addressing

OSPFv3: provides OSPF support for IPvé

BGP+: extends BGP-4 fo support Multiprotocol BGP
(MBGP), including support for IPv6 addressing

IS-1S for IPv6: extends IS-IS to support IPvé
addressing

°

Multiprotocol Label Switching Traffic
Engineering (MPLS TE): Traffic Engineering (TE)
is used to enhance traffic over large MPLS networks
based on type of traffic and available resources; TE
dynamically tunes traffic management atiributes and
enables true load balancing; MPLS TE supporis route
backup using Fast Reroute (FRR)

Multiprotocol Label Switching (MPLS) Layer
3 VPN: allows Layer 3 VPNs across a provider
network; uses MP-BGP to establish private routes for
increased security; supports RFC 2547bis multiple
autonomous system VPNs for added flexibility

Multiprotocol Label Switching (MPLS) Layer
2 VPN: establishes simple Layer 2 pointio-point
VPNs across a provider network using only MPLS
Label Distribution Protocol (LDP); requires no routing
and therefore decreases complexity, increases
performance, and allows VPNs of non-routable
protocols; uses no routing information for increased
securily; supports Circuit Cross Connect (CCC),
Static Virtual Cireuits {SVCs), Martini draft, and
Kompella-draft technologies

Virtual Private LAN Service (VPLS):
establishes pointto-multipoint Layer 2 VPNs across a
provider network

°

Policy routing: allows custom filters for increased
performance and security; supports ACLs, IP prefix,
AS paths, community lists, and aggregate policies

Bidirectional Forwarding Detection (BFD):
enables link connectivity monitoring and reduces
network convergence time for RIP, OSPF, BGP, 15-1S,
VRRP, MPLS, and IRF

* Multicast VPN: supports Multicast Domain (MD)
multicast VPN, which can be distributed on separate
service cards, providing high performance and
flexible configuration

¢ IPv6 tunneling: is an important element for the
transition from IPv4 to IPv6; allows IPv6 packets to
traverse IPv4-only networks by encapsulating the
IPvé packet into a standard IPv4 packet; supports
manually configured 6to4 and Intra-Site Automatic
Tunnel Addressing Protocol (ISATAP) tunnels

* Border Gateway Protocol 4: Exterior Gateway
Protocol (EGP) with path vector protocol uses TCP
for enhanced reliability for the route discovery
process, reduces bandwidth consumption by
advertising only incremental updates, and supports
extensive policies fo increase flexibility and scale to
large networks

S(et.lll‘ify

* Access control list (ACL): supports powerful
ACls for both IPv4 and IPvé; ACLs are used for
filtering traffic to prevent unauthorized users from
accessing the network, or for controlling network
traffic fo save resources; rules can either deny or
permit traffic to be forwarded; rules can be based
on a layer 2 header or a Layer 3 protocol header;
rules can be set fo operate on specific dates or times

Network login: standard [EEE 802.1x allows
auvthentication of multiple users per port, or when a
port is shared with an IP phone

*

RADIUS: eases switch security access
administration by using a password authentication
server

TACACS+: is an authentication tool using TCP with
encryption of the full authentication request that
provides additional security

-

Media access control (MAC) authentication:
provides simple authentication based on a user's
MAC address; supporis local or RADIUS-based
authentication

Attack protection: protects network from attacks
that use o large number of ARP requests by using a
host-specific, userselectable threshold; provides
Address Scanning Attack Prevention, MAC Address
Flooding Attack Prevention, and STP Attack
Prevention

Network address translation (NAT): supports
repeated multiplexing of a port and automatic
5+uple collision detection, enabling NAPT to support
unlimited connections; supports blacklist in
NAT/NAPT/internal server, a limit on the number of
connections, session log, and multi-instance



* Secure Shell (SSHv2): uses external servers fo
securely log in to a remote device; with
avthentication and encryption, it protfecls against IP
spoofing and plaintext password interception;
increases the security of Secure FTP (SFTP) transfers

* Unicast Reverse Path Forwarding (URPF):
allows normal packets to be forwarded correcily,
but discards the aftaching packet due to lack of
reverse path route or incorrect inbound interface;
prevents source spoofing and distributed attacks;
supports distributed URPF

Multicast support

* Internet Group Management Protocol
(IGMP): is used by IP hosts to establish and
maintain multicast groups; supports v1, v2, and v3;
utilizes Any-Source Multicast (ASM) or
Source-Specific Multicast (SSM) to manage IPv4
multicast networks

* Protocol Independent Multicast (PIM): is used
for IPv4 and IPvé multicast applications; supports
PIM dense mode (PIM-DM), sparse mode (PIM-SM),
and source-specific mode (PIM-SSM)

* Multicast Source Discovery Protocol
{MSDP): is used for inter-domain multicast
applications, allowing multiple PIM-SM domains to
interoperate

* Multicast Border Gateway Protocol (MBGP):
allows multicast traffic to be forwarded across BGP
networks, separate from unicast traffic

* Multicast Listener Discovery Protocol: is used
by IP hoss fo establish and maintain multicast
groups; supports v1 and v2 and utilizes Any-Source
Multicast (ASM) or Source-Specific Multicast (SSM)
to manage IPv6 multicast networks

* Multicast VLAN: allows multiple VLANS to receive
the same IPv4 or IPvé multicast traffic, reducing
nefwork bandwidth demand by eliminating multiple
streams to each VIAN

Integration

* Open Application Architecture: provides both
sofiware and hardware platform based on open
standards, so that third-party applications can be
integrated seamlessly into routers

Additional information

* Green initiative support: provides support for
RoHS and WEEE regulations

Product architecture

* 10 Gbps Network Processor platform: is
perfect for new service expansion; supports
wire-speed 10 GbE POS and precise QoS/H-Qo$
and multicast VPN

Crossbar nonblocking switching: includes two
crossbars on MCU to provide performance and
reliability; service processing engine and crossbar
work together to complete VoQ and E2E flow
control and implement granular switch-fabric-level
QoS, offering genuine SLA services

10 GbE Resilient Packet Ring (RPR): provides
advanced technology on MAC layer with high
usage of ring bandwidth, self-healing, automatic
topology discovery, and node plug and play;
provides protection switching using steering or
wrapping, with fast recovery time of 50 ms,
satisfying the carrier-class requirement; provides
weighted fair algorithm for bandwidih allocation

°

High-capacity buffer: each network processor of
the 8800 router offers a 200 ms ingress buffer and
a 200 ms egress buffer, providing time
delay-sensitive services

Separate SPE card and interface card:
interface cards are separated from SPE cards to
support flexible service configurations

Dedicated OAM engine: reduces CPU loads
and improves link fault detection performance;
realizes 30 ms fault defection and 20 ms service
switchover

Wc_:rr't_miy and support

* 1-year warranty: with advance replacement
and 30-calendar-day delivery (available in most
countries)

* Electronic and telephone support: limited
elecironic and telephone support is available from
HP; to reach our support centers, refer to
www.hp.com/networking/contact-supporl; for
details on the duration of support provided with your
product purchase, refer to
www.hp.com/networking/warrantysummary

* Software releases: to find software for your
product, refer to www.hp.com/networking/support;
for details on the software releases available with
your product purchase, refer to
www.hp.com/networkinq/wormnlysummury




HP 8800 Router Series

Specifications

Ports

P@E characteristics
Dimensions

Full configuration weight

ro——
il

]
L
HP 8812 Rouler Chassis {JC150B)

12 1/0 medule slots

2 MPU (for management modules) slots

17.72(d) x 17.4{w) x 29.65(h) in. (45.01 x 44,2 x
75.31 ¢m) (17U height)

264.55 Ib. (120 kg)

2 MPU {for management modules) slots

HP 8808-V Router Chassis [JC1498)

8 1/0 module slots

17.72(d) x 17.4(w) x 34.88(h) in. (45.0) x 44.2 x
88.6 cm) (21U height)
242.5Ib. (110 kg)

2 MPU {for management modules) slots

HP 8805 Rouler Chassis {C1488)

5 1/0 module slots

17.72(d) x 17.4(w) x 19.13(h) in. (45.01 x 44,2 x
48.59 cm) (11U height)

187.39 Ib. (85 kg)

h;unh'ng

Performance
Throughput

Routing/Swilching capacity
Routing lable size

Environmenl

Operaling temperalure

Operaling relative humidity
Nonoperating/Storage temperature
Nonoperating/Storage relotive humidity
Electrical characteristics
Maximum heat dissipation
Voltage

DC voltage

Maximum power raling
Frequency

Motes

.Su!aty

ElA standard 19 in. rock

864 million pps
1440 Ghbps
3000000 entries

32°F to 113°F (0°C to 45°C)
10% to 90%, noncondensing
40°F 1o 158°F (-40°C 10 70°C)
5% to 95%, noncondensing

11935 BTU/hr (12591.43 ki/hr)
100-120/200-240 VAC

48 VDC

3500 W

50/60 Hz

Maximum pewer raling and maximum heat
dissipotion are the worstcose theoretical maximum
numbers provided for plonning the infrastructure
with fully loaded PoE (if equipped), 100% troffic, all
porls plugged in, and all modules populated.

CSA 22.2 No. 60950; cUL (CSA 22.2 No.
60950); CSA 22.2 No. 60950 3rd edition; CSA
22.2 No. 950; CSA 950; cUL {CSA 950); EN
60950/1EC 60950; UL 1950 3rd edition; UL
1950; UL 60950; UL 60950-1; CAN/CSA 22.2
No. 60950; CAN/CSA 22.2 No. 60950-1;
AS/NZS 60950; EN 609500 Sofely Information
Technology Equipment; UL 60950; CSA 22.2 No.
60950/¢UL; IEC 60950; IEC 60950-1; EN 60950;
EN 60950-1; CSA 22.2 No. 950-95; IEC
60950-1:2001 (with CB Reporl); CAN/CSA-C22.2
No. 60950-1; CSA 60950-1; CSA C22.2
60950-1; EN 60950-1/A11; CSA 22.2 60950-1;
EN 60950: 2000, Z8 and ZC Devictions; IEC
60950: 1999, Corr Feb 2000, oll noticnal
deviations; As/NZ$ 60950:2000, Australia; UL
60950-1:2003; UL 60950-1:2001; CSA 22.2
60950-1:2003; IEC 60950-1:2001; EN
60950-1:2001; CSA 22.2-60950; AS/NZS
60950: 2000 Australia, Russian GOST Sefety
Approvel; CSA 22.2 No. 950 3rd Edition 1995; UL
60950 3rd Edifion; CAN/CSA 22.2 No.
60950-00/UL 60950 3rd Edition, Safety
Information for Technology Equipment; EN
$0950/1EC 60950 3rd Edition; UL 60950
Standard for the Sfety of Information Technology
Equipment

ElA standard 19 in. rack

576 million pps
1440 Gbps
3000000 entries

32°F to 113°F (0°C 10 45°C)
10% to 90%, noncondensing
-40°F 1o 158°F (-40°C 10 70°C)
5% to 95%, noncondensing

11935 BTU/hr {12591.43 ki/he)
100-120/200-240 VAC

-48 VDC

3500W

50/60 Hz

Maximum power rating and maximum heat
dissipation are the worst<ose theoretical maximum
numbers provided for planning the infrastructure

with fully loaded PoE (if equipped), 100% Iraffic, oll

ports plugged in, and all medules populated.

CSA 22.2 No, 60950; <UL (CSA 22.2 No.
60950); CSA 22.2 No. 60950 3rd edition; CSA
22.2 No. 950; CSA 950; cUL {CSA 950); EN
$0950/1EC 60950; UL 1950 3d edition; UL
1950; UL 60950; UL 60950-1; CAN/CSA 22.2
No. 60950; CAN/CSA 22,2 No. 60950-1;
AS/NZS 60950; EN 609500 Safely Information
Technology Equipment; UL 60950; CSA 22.2 No.

60950/<UL; IEC 60950; IEC 60950-1; EN 60950;

EN 60950-1; CSA 22.2 No. 950-95; IEC

60950-1:2001 {with CB Reporl); CAN/CSA-C22.2

No. 60950-1; CSA 60950-1; CSA €22.2
60950-1; EN 60950-1/A11; CSA 22.2 60950-1;
EN 60950: 2000, ZB and ZC Deviations; IEC
60950; 1999, Corr Feb 2000, all national
devialions; As/NZS 60950:2000, Australio; UL
60950-1:2003; UL 60950-1:2001; CSA 22.2
60950-1:2003; IEC 60950-1:2001; EN
60950-1:2001; CSA 22.2-60950; AS/NZS
60950: 2000 Australio, Russian GOST Sofety

Approval; CSA 22.2 No. 950 3rd Edition 1995; UL

60950 3rd Edition; CAN/CSA 22.2 No.
60950-00/UL 60950 3rd Edition, Safety
Information for Technology Equipment; EN
60950/1EC 60950 3rd Edition; UL 60950
Standard for the Safety of Information Technology
Equipment

ElA standard 19 in. rock

360 million pps
1440 Gbps
3000000 entries

32 to 113°F (0°C to 45°C)
10% to 90%, noncondensing
-40°F 1o 158°F (-40°C to 70°C)
5% to 95%, noncondensing

6820 BTU/hr (7195.1 ki/hr)
100-120/200-240 VAC

48 VDC

2000 W

50/60 Hz

Maximum power rating and maximum heal
dissipation are the worsl<ase theoretical maximum
numbers provided for planning the infrastructure
with fully loaded PoE (if equipped), 100% Iraffic, all
porls plugged in, and all modules populaled,

C5A 22,2 No, 60950; cUL (CSA 22.2 No.
60950); CSA 22.2 No. 60950 3rd edilion; CSA
22.2 No. 950; CSA 950; cUL (CSA 950); EN
60950/1EC 60950; UL 1950 3rd edition; UL
1950; UL 60950; UL 60950-1; CAN/CSA 22.2
No. 60950; CAN/CSA 22,2 No, 60950-1;
AS/NZS 60950; EN 609500 Safety Information
Technology Equipment; UL 60950; CSA 22.2 No.
60950/¢UL; IEC 60950; IEC 60950-1; EN 60950;
EN 60950-1; CSA 22.2 No. 950-95; IEC
60950-1:2001 (with CB Report); CAN/CSA.C22.2
No. 60950-1; CSA 60950-1; CSA C22.2
60950-1; EN 60950-1/A11; CSA 22.2 60950-1;
EN 60950: 2000, 28 and ZC Deviations; IEC
60950: 1999, Corr Feb 2000, all national
deviations; As/NZS 60950:2000, Australio; UL
60950-1:2003; UL 60950-1:2001; CSA 22.2
60950-1:2003; IEC 60950-1:2001; EN
60950-1:2001; CSA 22.2-60950; AS/NZS
60950: 2000 Australio, Russian GOST Safety
Approval; CSA 22.2 No. 950 3rd Edition 1995; UL
60950 3rd Edifion; CAN/CSA 22.2 No.
60950-00/UL 60950 3rd Edifion, Safety
Information for Technology Equipment; EN
60950/1EC 60950 3rd Edition; UL 60950
Standard for the Safety of Information Technology
Equipment



HP 8800 Router Series

Specifications (continued)

Emissions

HP 8812 Rouler Chassis (/C150B)

FCC Class A; FCC part 15 Class A; ICE-003,
Cenadion Radio Interfoce Regu'ation; EN
55022/CISPR-22 Class A; VCCI Class A; EN
55022/CISPR 22 Closs A; EN 55022 Class A;
CISPR 22; CISPR 22 Class A; EN 55022; EN
55024; CNS 13438 Closs B; FCC CFR 47 Padt 15;
VCCI; ICES-003 (Conoda); CISPR 22/A2; EN
55022/A2; ICES-003; AS/NZS CISPR 22; VCCI
¥-3/2000.04; IEC/EN 61000-3-2; [EC/EN
61000-3-3; EN 55024/A1; [EC 61000:4-2, 4.3,
44, 4.5, 4-6, 4-8, 4-11; EMC Direclive
89/336/EEC; VCCI (lopon); EN 55022 1998
Class A; EN 61000-3-2 2000, 61000-3-3;
ICES-003 Class A; EN 300 386; FCC Port 15;
CISPR 24; ETSI EN 300 386 V1.3.3; AS/NZS
CISPR22 Class A; EN 61000-3-2; EN 61000-3-3;
CNS 13438 Closs A; EN 55024:1998; EN
61000-4-2; EN 61000-4-3; EN 61000-4-4; EN
61000-4-5; EN $1000-4-6; EN 61000-4-11;
Anatel; ICES-003 Issve 4 Closs A

HP 8808-V Router Chassis (IC1498)

FCC Cless A; FCC port 15 Closs A; ICE003,
Canadian Radio Interfoce Regulotion; EN
55022/CISPR-22 Class A; VCCI Closs A; EN
55022/CISPR 22 Class A; EN 55022 Class A;
CISPR 22; CISPR 22 Closs A; EN 55022; EN
55024; CNS 13438 Class B; FCC CFR 47 Part 15;
VCCI; ICES-003 (Canada); CISPR 22/A2; EN
55022/A2; ICES-003; AS/NZS CISPR 22; VCCI
V-3/2000.04; [EC/EN 61000-3-2; IEC/EN
61000-3-3; EN 55024/A1; IEC 61000:4-2, 4-3,
4-4, 4-5, 4-6, 4-8, 4-11; EMC Direclive
89/336/EEC; VCCl (Japan); EN 55022 1998
Class A; EN 61000-3-2 2000, 61000-3-3;
ICES-003 Class A; EN 300 386; FCC Part 15;
CISPR 24; ETSI EN 300 386 V1.3.3; AS/NZS
CISPR22 Class A; EN 61000-3-2; EN 61000-3-3;
CNS 13438 Closs A; EN 55024:1998; EN
61000-4-2; EN 61000-4-3; EN 61000-4-4; EN
61000-4-5; EN 61000-4-6; EN 61000-4-11;
Analel; ICES003 Issue 4 Class A

HP 8805 Router Chassis [JC148B)

FCC Closs A; FCC part 15 Class A; ICE-003,

Conadien Rodio Interface Regulation; EN
55022/CISPR-22 Class A; VCCI Class A; EN
55022/CISPR 22 Closs A; EN 55022 Class A;
CISPR 22; CISPR 22 Class A; EN 55022; EN
55024; CNS 13438 Class B; FCC CFR 47 Part 15;
VCCI; ICES-003 (Conado); CISPR 22/A2; EN
55022/A2; ICES003; AS/NZS CISPR 22; VCCI
VY-3/2000.04; IEC/EN 61000-3-2; IEC/EN
61000-3-3; EN 55024/A1; IEC 61000:4-2, 4-3,
44, 4.5, 4-6, 48, 4-11; EMC Direclive
89/336/EEC; VCCI (Japan); EN 55022 1998
Class A; EN 61000-3-2 2000, 61000-3-3;
ICES-003 Class A; EN 300 386; FCC Part 15;
CISPR 24; ETSI EN 300 386 V1.3.3; AS/NZS
CiSPR22 Closs A; EN 61000-3-2; EN 61000-3-3;
CNS 13438 Class A; EN 55024:1998; EN
61000-4-2; EN 61000-4-3; EN 610004-4; EN
610004-5; EN 61000-4-6; EN 61000-4-11;
Anatel; ICES-003 Issve 4 Closs A

IMC - Intelligent Menagement Center; command-ine
interface; limited command-ine interface;
configuration meny; outofband management (serial
RS-232C); outofbond management; SNAMP
Manager; Telnel; RMON1; FTP; indine ond
outofband; terminal interfoce (serial RS-232C);
modem interface; IEEE 802.3 Ethernet MIB; Ethernel
Inferface MIB

3yeor, parts only, global nextday ad:once
exchange (UW982E)

3:year, 4-hour onsite, 13x5 coverage for hardwars
(UWOS5E)

3-year, 4-hour onsite, 24x7 coverage for hardware
(UV967E)

3-year, 4-hour onsite, 24x7 coverage for hardware,
24x7 SW phone supporl and SW updates
(UV990E)

3:year, 24x7 SW phone supporl, software updates
(UVP93E)

1iyeor, poskwarranty, 4-hour ensite, 13x5 coverage
for hardware (HR539E)

1-yeor, poskwarranty, 4-hour onsite, 24x7 coverage
for hardware (HRS40E)

4-year, 4hour onsite, 13x5 ceverage for hardware
(UWOL6E)

4year, 4-hour onsite, 24x7 coverage for hardware
(UV958E)

4year, 4hour onsite, 24x7 caverage for hardware,
24x7 software phone (UV991E)

4-year, 24x7 SW phone supporl, software updates
(UV994E)

S+year, 4-hour onsite, 13x5 coverage for hardware
{UWOSTE)

5-year, 4-hour onsite, 24x7 coverage for hardware
(UV969E)

5-year, 4-hour onsite, 24x7 coverage for hardware,
24x7 software phone (UV992E)

Seyear, 24x7 SW phone suppor, software updotes
(UV995E)

3 Yr 6 hr Callto-Repair Onsite (UWO5SE)

4 Yr 6 hr CalltoRepair Onsite (UWOS9E)

5Yr 6 hr Collio-Repair Onsite (UWOS0E)

1-yeor, 6 hour Call ToRepair Onsite for hardware
(HR543E)

1-yeor, 24x7 software phone supporl, software
vpdales (HR542E)

1+year, 4hour onsite, 24x7 coverage for hardware,
24x7 software phone support and software updates
(HRS41E)

IMC - Inteligent Management Center; commondline
interface; limited commandline interface;
configuration menu; outofband management (sericl
RS-232C); out-ofband management; SNMP
Manager; Telnet; RMONI1; FTP; inline and
outofbond; terminal interface (serial RS-232C);
modem inlerface; IEEE 802.3 Ethernet MIB; Ethernet

Interface MIB

3-year, pors only, global nexiday advance
exchange (UW982E)

3-year, 4-hour onsite, 13x5 coverage for hardware
(UWOS5SE)

3year, 4-hour onsile, 24x7 coverage for hardware
(UV967E)

3-year, 4-hour onsite, 24x7 coverage for hordwore,
24x7 SW phone support and SW updates
(UV990E)

3-yeor, 24x7 SW phone suppor, softwore updales
(UV993E)

1-year, postwarranty, 4-hour onsile, 13x5 coverage
for hardware (HR539E)

1-year, postwarranty, 4-hour onsite, 24x7 coverage
for hardware (HR540E)

4-year, 4-hour onsite, 13x5 coverage for hardware
(UWO6SE)

4-year, 4-hour onsite, 24x7 coverage for hardware
(UV968E)

4-year, 4-hour onsile, 24x7 coverage for hardware,
24x7 software phone (UV991E)

4-yeor, 24x7 SW phone support, software updates
(UV994E)

S-year, 4-hour onsite, 13x5 coverage for hardwore
(UWO07E)

5-year, 4-hour ensite, 24x7 coverage for hardware
(UV969E)

Syear, 4-hour onsite, 24x7 coverage for hardware,
24x7 software phone (UV992E)

Syear, 24x7 SW phone suppor, software updates
(UVGPSE)

3 Yr 6 hr ColloRepair Onsite (UWOS8E)

4 Yr 6 hr ColloRepair Onsite (UWOS59E)

5 Yr 6 hr Callto-Repair Onsite (UWOGQE)

1-year, 6 hour CallTo-Repair Onsite for hardware
[HR543E)

l-yeor, 24x7 software phone support, softwore
updates (HR542E)

1-year, 4-hour onsite, 24x7 coverage for hordware,
24x7 software phone support ond software updates
(HR541E)

IMC - Intelligent Mcnagement Center; commanddine
interface; limited commond-line interface;
configuration meny; outotband managemeni (serial
RS-232C); outolbond management; SNMP
Monager; Telnel; RMONI1; FIP; inine and
outofband; ferminal interface (serial RS-232C);
modem inferface; IEEE 802.3 Ethernel MIB; Ethernel
Interface MIB

3yeor, ports only, global next-day cd\;;n;e
exchange (UW982E)

3:year, 4-hour onsite, 13x5 coverage for hardware
[UWQS5E)

3-yeor, 4hour onsite, 24x7 coveroge for hardware
{UV94TE)

3eyear, 4-hour onsite, 24x7 coverage for hardwars,
24x7 SW phone support and SW updates
(UV990E)

3-year, 24x7 SW phone suppori, software updates
(UV993E)

1-year, postwarranly, 4-hour onsite, 13x5 coverage
for hardware (HR539E)

1-year, pestwarranty, 4-hour onsite, 24x7 coverage
for hardwore {HR540E)

4-year, 4-hour onsite, 13x5 coverage for hardware
(UWO64E)

4+year, 4hour onsite, 24x7 coverage for hardware
(UV948E)

4-year, 4hour onsite, 24x7 coverage for hardware,
24x7 software phone (UY991E)

4-year, 24x7 SW phore supporl, software updates
(UV994E)

Syear, 4-hour onsite, 13x5 coverage for hardware
(UWOBT7E)

Seyear, 4-hour onsite, 24x7 coverage for hardware
(UV969E)

Syear, 4hour onsite, 24x7 coveroge for hardware,
24x7 software phone {UV992E)

Syear, 24x7 SW phone supporl, software updates
(UV995E)

3 Yr & hr ColHoRepair Onsite (UWOSBE]

4 Yr 6 hr CalltoRepoir Onsite (UWO59E)

5 Yr 6 hr CalHo-Repair Onsite (UWOGOE)

1+year, 6 hour CallTo-Repair Onsile for hardware
(HR543E)

1-year, 24x7 software phone suppor, software
updotes (HR542E)

1+year, 4hour onsite, 24x7 coverage for hardware,
24x7 software phene supporl ond software updotes
(HR541E)



HP 8800 Router Series

Specifications (continued)

HP 8812 Rouler Chassis (IC1508)

HP 8808-V Rouler Chassis (JC1498B)

HP 8805 Router Chassis {JC1488B)

Refer lo the HP website at

www hp.com/networking/services for details on the
servicelovel descriptions and product numbers, For
detoils about services and response times in your
areq, please conlact your local HP sales office.

Refer to the HP website of
www.hp.com/netwarking/services for detoils on the
servicelevel descriptions and product numbers, For
details about servicss and response limes in your
area, please contoct your local HP sales office.

Refer fo the HP website ol

veveve hp.com/networking/services for details on the
servicelevel descriptions and product numbers. For
details aboul services and response times in your
area, please contact your locel HP sales office.




HP 8800 Router Series

Specifications (continued)

Standards and protocols
(opplies 1o oll products in series)

HP 8812 Router Chassis {JC1508B)

BGP

RFC 1267 Border Gateway Protocol 3 (BGP-3)
RFC 1657 Definitions of Managed Cbjects for
BGPv4

REC 1771 BGPv4

RFC 1772 Application of the BGP

RFC 1773 Experience with the BGP-4 Protocol
RFC 1774 BGP-4 Protocol Anolysis

RFC 1965 BGP4 confederations

RFC 1997 BGP Communities Atiribute

RFC 1998 PPP Gandalf FZA Compression Protocol
RFC 2385 BGP Session Protection via TCP MD5
RFC 2439 BGP Route Flap Domping

RFC 2796 BGP Route Reflection

RFC 2842 Capability Advertisement with BGP-4
RFC 2858 BGP-4 Multi-Protocol Extensions

RFC 2918 Route Refresh Copability

Denial of service protection
CPU DoS Prolection
Rale Limiting by ACLs

Device management

RFC 1155 Structure and Mgmt Information (SMiv1)
RFC 1157 SNMPv1/v2c

RFC 1305 NTPv3

RFC 1901 (Community based SNMPv2)

RFC 1901:1907 SNMPy2¢, SMIv2 and Revised
MIB-I

RFC 1902 (SNMPv2)

RFC 1908 (SNMP v1/2 Coexistence)

RFC 1945 Hyperext Transfer Protocol - HTTP/1,0
RFC 2068 Hyperext Tronsfer Prolocol - HTTP/1.1
RFC 2271 FrameWork

RFC 2452 MIB for TCP&

RFC 2454 MIB for UDP&

RFC 2573 (SNMPv3 Applications)

RFC 2576 (Coexistence between SNMP V1, V2,
v3)

RFC 2578:2580 SMiv2

RFC 2579 (SMlv2 Text Conventions)

RFC 2580 (SMIv2 Conformance)

RFC 2819 (RMON groups Alarm, Event, History
and Stotistics only)

RFC 2819 RMON

RFC 3410 (Monagement Fromework)

RFC 3416 (SNMP Prolocal Operotions v2)

RFC 3417 (SNMP Transport Mappings)
Multiple Configuration Files

Multiple Software Images

SNMP v3 and RMON RFC support
SSHv1/55Hv2 Secure Shell
TACACS/TACACS +

General protocols

IEEE 802.1ad Qin-Q

IEEE 802.1ad Qin-Q

IEEE 802.1ag Service Loyer OAM

IEEE 802.1ah Provider Backbene Bridges

IEEE 802.1AX-2008 Link Aggregation

IEEE 802.1D MAC Bridges

IEEE 802.1p Priority

IEEE 802,1Q (GVRP}

IEEE 802.1Q VIANs

IEEE 802.1s (MSTP)

IEEE 802.1s Multiple Spanning Trees

IEEE 802.1v VIAN classification by Protocol and
Port

IEEE 802.1w Ropid Reconfiguration of Spanning
Tree

IEEE 802.1X PAE

IEEE 802.3 Type 10BASET

IEEE 802.3ab 1000BASE-T

IEEE 802.3ac (VLAN Tagging Extension)

IEEE 802.30d link Aggregation (LAG)

IEEE 802.30d Link Aggregotion Conlrol Protocol
{LACP)

HP 8808-V Rouler Chassis {JC149B)

IEEE 802,30 10-Gigabil Ethernet

IEEE 802.3ag Ethernel OAM

IEEE 802.3ah Ethernet in First Mile over Point to
Point Fiber - EFMF

IEEE 802.3i 10BASET

IEEE 802.3u 100BASE-X

IEEE 802.3x Flow Conlrol

IEEE 802.3z 1000BASEX

RFC 768 UDP

RFC 783 TFTP Protocel (revision 2)

RFC 791 IP

RFC 792 ICMP

RFC 793 TCP

RFC 826 ARP

RFC 854 TELNET

RFC 855 Telnet Option Specification

RFC 856 TELNET

RFC 857 Telnet Echo Oplion

RFC 858 Telnet Suppress Go Ahead Oplion

RFC 894 IP over Ethernet

RFC 896 Congestion Control in IP/TCP
Internetworks

RFC 906 TFTP Boolstrap

RFC 925 Multi-LAN Address Resolution

RFC 950 Inlernet Standard Subnetting Procedure
RFC 951 BOOTP

RFC 959 File Transfer Protocol (FTP)

RFC 1006 ISO transport services on top of the TCP:
Version 3

RFC 1027 Proxy ARP

RFC 1034 Domain Conceps and Facilities

RFC 1035 Domain Implementation and
Specilicalion

RFC 1042 IP Dalograms

RFC 1058 RIPv]

RFC 1071 Computing the Internet Checksum

RFC 1091 Telnel Terminal-Type Option

RFC 1093 NSFINET roufing architecture

RFC 1122 Host Requirements

RFC 1141 Incremental updating of the Internet
checksum

RFC 1142 OS1 1545 Infra-domain Routing Protocol
RFC 1144 Compressing TCP/IP headers for
low-speed serial links

RFC 1171 PoinHe-Point Protocol for the transmission
of multi-protocol dotagroms over Pointo-Point links
REC 1195 OSI ISIS for IP and Dual Environmenls
RFC 1213 Management Information Base for
Network Monagement of TCP/IP-bosed Internets
RFC 1253 (OSPF v2)

RFC 1256 ICMP Router Discovery Prolocol (IRDP)
RFC 1293 Inverse Address Resolulion Protocel
RFC 1305 NTPv3

RFC 1315 Management Information Base for Frame
Relay DTEs

RFC 1321 The MD5 Message-Digest Algorithm
RFC 1332 The PPP Internel Protocol Conlrol Protocel
(IPCP)

RFC 1333 PPP Link Quality Menitoring

RFC 1334 PPP Authentication Protocols (PAP)

RFC 1349 Type of Service

RFC 1350 TFTP Protocol (revision 2)

RFC 1377 The PPP OSI Network Layer Control
Protocel (CSINLCP)

RFC 1381 SNMP MIB Extension for X.25 LAPB
RFC 1389 RIPv2 MIB Extension

RFC 1471 The Definitions of Managed Objects for
the Link Conlrol Protocol of the Pointto-Point Protocol
RFC 1472 The Definitions of Managed Objects for
the Security Prolocols of the Pointto-Point Protocol
RFC 1490 Multiprotocol Interconnect over Frame
Relay

RFC 1519 CIDR

RFC 1531 Dynamic Host Cenfiguration Protocol
RFC 1533 DHCP Options and BOOTP Vendor
Extensions

HP 8805 Reuter Chassis {JC1488)

RFC 1534 DHCP/BOOTP Interoperation

RFC 1541 DHCP

RFC 1542 BOOTP Extensions

RFC 1542 Clorifications and Extensions for the
Boolstrap Protocol

RFC 1552 The PPP Internetworking Packet Exchange
Control Protocol (IPXCP)

RFC 1577 Clossicol IP and ARP ever ATM

RFC 1631 NAT

RFC 1638 PPP Bridging Control Profocol (BCP)
RFC 1661 The Pointto-Point Protocel (PPP)

RFC 1662 PPP in HDLCike Framing

RFC 1695 Definitions of Managed Objects for ATM
Management Version 8.0 using SMh2

RFC 1701 Generic Routing Encapsulation

RFC 1702 Generic Routing Encapsulation over IPv4
networks

RFC 1721 RIP-2 Anolysis

RFC 1722 RIP-2 Applicability

RFC 1723 RIP v2

RFC 1812 IPv4 Routing

RFC 1829 The ESP DES-CBC Transform

RFC 1877 PPP Intarnet Protocol Corlrol Protocol
Extensions for Name Server Addresses

RFC 1944 Benchmarking Methodology for Network
Interconnect Devices

RFC 1945 Hyperlext Transfer Protocol - HTTP/1.0
RFC 1973 PPP in Frome Relay

RFC 1974 PPP Stac [Z§ Compression Protocol
RFC 1981 Path MTU Discovery for IP version &
RFC 1990 The PPP Mu'tilink Protocol (MP)

RFC 1994 PPP Challenge Handshake Authenticolion
Protocol (CHAP)

RFC 2082 RiP-2 MD5 Authentication

RFC 2091 Trigger RIP

RFC 2104 HMAC: Keyed-Hoshing fer Message
Authenlicalion

RFC 2131 DHCP

RFC 2132 DHCP Options and BOOTP Vendor
Extensions

RFC 2138 Remote Authentication Dial In User
Service (RADIUS)

RFC 2205 Resource ReSerVation Protoco! (RSVP) -
Version 1 Functional Specification

RFC 2209 Resource ReSerValion Protocel (RSYP) -
Version 1 Message Processing Rules

RFC 2236 IGMP Snooping

RFC 2246 The TLS Protocol Version 1.0

RFC 2251 lightweight Directory Access Protocol
(+3)

RFC 2252 lightweighl Direclory Access Protocol
(v3): Atiribute Syntax Definitions

RFC 2280 Routing Policy Specification Language
(RPS)

RFC 2283 MBGP

RFC 2284 EAP over LAN

RFC 2338 VRRP

RFC 2338 VRRP (Premium Edge License)

RFC 2364 PPP Over AALS

RFC 2374 An Aggregatable Global Unicast
Address Format

RFC 2451 The ESP CBC:-Mode Cipher Algorithms
RFC 2453 RiPv2

RFC 2510 Internet X.509 Public Key Infrastruciure
Certificale Manogement Protocols

RFC 2511 Internet X.509 Cedificote Reques!
Message Format

RFC 2516 A Method for Transmilting PPP Over
Ethernet {PPPoE)

RFC 2529 Transmission of IPvé over IPv4 Domains
without Explicit Tunnels

RFC 2616 HTTP Compatibility v1.1

RFC 2622 Routing Policy Specification Language
(RPSL)

RFC 2644 Directed Broadcast Conlrol

RFC 2661 12TP
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HP 8800 Router Series

Specitications (continued)

Standards and protocols
(applies to oll products in series)

HP 8812 Router Chassis (IC150B)

RFC 2684 Multiprotocol Encapsulation over ATM
Adaptation Layer 5

RFC 2694 DNS extensions lo Network Address
Translators (DNS_ALG)

RFC 2702 Requirements for Trolfic Engineering
Over MPLS

RFC 2716 PPP EAP TLS Authenticalion Prolocol
RFC 2747 RSVP Cryplogrophic Authentication
RFC 2763 Dynamic Nome-to-System ID mapping
supporl

RFC 2765 Stateless IP/ICMP Trans!ation Algorithm
(Sm

RFC 2766 Network Address Translalion - Protocol
Translation (NAT-PT)

RFC 2767 Dual Stacks IPv4 & IPvé

RFC 2784 Generic Routing Encapsulotion (GRE)
RFC 2787 Definitions of Manoged Objects for VRRP
RFC 2865 Remole Authentication Dial In User
Service (RADIUS)

RFC 2866 RADIUS Accounting

RFC 2868 RADIUS Attributes for Tunnel Protocol
Support

RFC 2869 RADIUS Extensions

RFC 2961 RSVP Refresh Overhead Reduction
Extensions

RFC 2966 Domain-wide Prefix Distribution with
Twolevel 1SS

RFC 2973 1545 Mesh Groups

RFC 2993 Architectural Implications of NAT

RFC 3022 Traditienal IP Network Address
Translator (Traditional NAT)

RFC 3027 Protocol Complications with the IP
Network Address Translator

RFC 3031 Multiprotocol Label Switching
Architeclure

RFC 3032 MPLS label Stack Encoding

RFC 3036 LDP Specification

RFC 3046 DHCP Relay Agenl Information Option
RFC 3063 MPLS Loop Prevention Mechanism

RFC 3065 Support AS confederation

RFC 3137 OSPF Stub Router Advertisement

RFC 3209 RSVP-TE Extensions to RSVP for LSP
Tunnels

RFC 3210 Applicability Statement for Exdensions fo
RSVP for LSP-Tunnels

RFC 3212 ConstraintBased LSP setup using LDP
(CR-LDP)

RFC 3214 LSP Medification Using CRAOP

RFC 3215 LDP State Machine

RFC 3246 Expedited Forwarding PHB

RFC 3268 Advanced Encryplion Standard (AES)
Ciphersuites for Transport Layer Security (TLS)
RFC 3277 1SS Transient Blackhole Avoidance
RFC 3279 Algorithms and Identifiers for the Internet
X.509 Public Key Infrastructure Cedificate and
Certificale Revocalion List {CRL) Profile

RFC 3280 Internet X.509 Public Key Infrostructure
Certificote and Cetificale Revocation List (CRL)
Profile

RFC 3392 Support BGP capabilities advertisement
RFC 3410 Applicobility Stalements for SNMP
RFC 3416 Protocol Operotions for SNMP

RFC 3417 Transport Mappings for the Simple
Network Managemenl Protocol (SNMP)

RFC 3479 Fault Telerance for the Label Distribution
Protocol (LDP)

RFC 3487 Graceful Restarl Mechanism for LDP
RFC 3509 OSPF ABR Behavior

RFC 3526 More Modular Exponenlio! {MODP)
Diffie-Hellman groups for Internet Kay Exchange
(IKE)

RFC 3564 Requiremenls for Support of
Differentioted Services-awere MPLS Trolfic
Engineering

RFC 3567 Intermediate System 1o Intermediate
System (I315) Cryplographic Authentication

RFC 3602 The AES-CBC Cipher Algorithm and lis

HP 8808-V Router Chassis {JC149B)
Use with IPsec

RFC 3619 Ethernel Automalic Protection Swilching
(EAPS)

RFC 3623 Graceful OSPF Restart

RFC 3704 Unicost Reverse Path Forwording (URPF)
RFC 3706 A Traffic-Based Method of Detecling
Dead Internet Key Exchange (IKE) Peers

RFC 3768 VRRP

RFC 3768 VRRP

RFC 3768 VRRP (Premium Edge license)

RFC 3784 IS5 TE support

RFC 3786 Extending the Number of ISIS LSP
Fragments Beyond the 256 Limit

RFC 3811 Definitions of Textual Conventions (TCs)
for Multipretocol label Swilching (MPLS)
Manegemenl

RFC 3812 Multiprotocol Label Switching (MPLS)
Troffic Engineering (TE) Management Information
Base (MIB)

RFC 3847 Resler signaing for 151S

RFC 4213 Bosic IPv6 Transition Mechonisms

IP Ping

1P multicast

RFC 1112 IGMP

RFC 2236 IGMPv2

RFC 2283 Multiprotocol Extensions for BGP-4
RFC 2362 PIM Sparse Mode

RFC 2362 PIM Sporse Mode (Premium Edge
License)

RFC 2362 PIM Sparse Mode

RFC 2934 Protocol Independent Multicast MIB for
IPv4

RFC 3376 IGMPv3

RFC 3376 IGMPv3 (host joins only)

RFC 3569 An Overview of Source-Specific Multicast
(S5M)

RFC 3618 Multicast Source Discovery Protocol
(MSDP)

RFC 3973 Droft 2 PIM Dense Mode

RFC 3973 Draft 2 PIM Dense Mode

RFC 3973 PIM Densa Mode

RFC 3973 PIM Dense Mode (Premium Edge License)
RFC 3973 PIM Dense Mode

RFC 4601 Droft 10 PIM Sparse Mode

RFC 4601 Draft 10 PIM Sparse Mode

RFC 4605 IGMP/MLD Proxying

1Pvé

RFC 1350 TFTP

RFC 1881 IPv6 Address Allocation Management
RFC 1886 DNS Exdension for IPvé

RFC 1887 IPv6 Unicast Address Allocation
Architecture

RFC 1981 IPvé Path MTU Discovery

RFC 2080 RiPng for IPv6

RFC 2292 Advanced Sockets API for IPvé

RFC 2373 IPvé Addressing Architecture

RFC 2375 1Pvé Multicost Address Assignments
RFC 2460 IPvé Specification

RFC 2461 IPvé Neighbor Discovery

RFC 2462 IPv6 Stoteless Address Aulo<onfiguration
RFC 2463 ICMPv6

RFC 2464 Transmission of IPv6 over Ethernet
Networks

RFC 2472 IP Version 6 over PPP

RFC 2473 Generic Packet Tunneling in IPvé

RFC 2475 IPvé DiffServ Architecture

RFC 2529 Transmission of IPvé Packets over IPv4
RFC 2545 Use of MP-BGP-4 for IPvé

RFC 2553 Basic Socket Interface Extensions for IPvé
RFC 2710 Multicast Listener Discovery (MLD) for
IPvé

RFC 2711 IPv6 Router Alert Option

RFC 2740 OSPFv3 for IPvé

RFC 2893 Transition Mechanisms for IPv6 Hosts

HP 8805 Rouler Chassis (IC1488)

and Routers

RFC 2925 Definitions of Manoged Objects for
Remole Ping, Tracerouts, and lockup Cperations
{Ping only)

RFC 2925 Remote Operations MIB (Ping only)
RFC 3056 Connection of IPv6 Domains via IPv4
Clouds

RFC 3162 RADIUS ond IPvé

RFC 3306 UnicastPrefix-based IPvé Multicast
Addresses

RFC 3307 IPvé Multicast Address Allecalion

RFC 3315 DHCPvé (client and relay)

RFC 3315 DHCPvé (client only)

RFC 3484 Delault Address Selection for IPv6
RFC 3493 Bosic Sockel Interface Extensions for IPvé
RFC 3513 IPv6 Addressing Architecture

RFC 3542 Advanced Sockets APl for IPvé

RFC 3587 IPvé Globel Unicast Address Formal
RFC 3596 DNS Extension for IPvé

RFC 3810 MLDv2 (host joins only)

RFC 3810 MLDv2 for IPv6

RFC 3810 Multicast Listener Discovery Version 2
(MLDv2) for IPvé

RFC 4022 MIB for TCP

RFC 4113 MIB for UDP

RFC 4251 SSHvé Architecture

RFC 4252 SSHvé Authentication

RFC 4252 $5Hv6 Tronsport Layer

RFC 4253 SSHvé Transport Layer

RFC 4254 SSHv6 Connection

RFC 4291 1P Version 6 Addressing Architecture
RFC 4293 MIB for IP

RFC 4419 Key Exchange for SSH

RFC 4443 ICMPvé

RFC 4541 IGMP & MLD Snooping Switch

RFC 4861 IPvé Neighbor Discovery

RFC 4862 IPv6 Stateless Address Autoconfiguration
RFC 5095 Deprecation of Type O Rouling Headers
in IPvé

RFC 5340 OSPF for IPvé

RFC 5340 OSPFv3 for IPvé

RFC 5722 Hondling of Overlapping IPvé Frogments

MiBs

IEEE 8021-PAEMIB

IEEE 8023-LAGMIB

RFC 1156 (TCP/IP MIB)

RFC 1212 Concise MIB Definitions
RFC 1213 MIB I

RFC 1229 Interface MIB Extensions
RFC 1286 Bridge MIB

RFC 1493 Bridge MIB

RFC 1573 SNMP MIB II

RFC 1643 Ethernet MIB

RFC 1650 Ethernetlike MIB

RFC 1657 BGP-4 MIB

RFC 1724 RIPv2 MIB

RFC 1757 Remote Network Monitoring MIB
RFC 1850 OSPFv2 MIB

RFC 1907 SNMPv2 MIB

RFC 2011 SNMPv2 MIB for IP
RFC 2012 SNMPv2 MIB for TCP
RFC 2013 SNMPv2 MIB for UDP
RFC 2021 RMONy2 MIB

RFC 2096 IP Forwarding Table MIB
RFC 2233 Interface MIB

RFC 2233 Interfaces MIB

RFC 2273 SNMP-NOTIFICATION-MIB
RFC 2452 IPV6-TCP-MIB

RFC 2454 IPY6-UDP-MIB

RFC 2465 1Pvé MIB

RFC 2466 ICMPvS MIB

RFC 2571 SNMP Fremawork MIB
RFC 2572 SNMP-MPD MIB

RFC 2573 SNMP-Notilication MIB
RFC 2573 SNMP-Torget MI8
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HP 8800 Router Series

Specitications (continued)

Standards and protocols
{opplies to all products in series)

HP 8812 Router Chassis (JC1508B)

RFC 2620 RADIUS Accounting MIB
RFC 2665 Etheme!likeMIB

RFC 2668 802.3 MAU MIB

RFC 2674 802.1p ond IEEE 802,1Q Bridge MIB
RFC 2688 MAUMIB

RFC 2737 Entity MIB (Version 2)

RFC 2787 VRRP MIB

RFC 2819 RMON MIB

RFC 2863 The Interfaces Group MIB
RFC 2925 Ping MIB

RFC 2932iP (Multicost Routing MIB)
RFC 2933 IGMP MIB

RFC 3273 HC-RMON MIB

RFC 3414 SNMP-User bosed-SM MIB
RFC 3415 SNMPView based-ACM MIB
RFC 3418 MIB for SNMPv3

RFC 3621 Power Ethernet MIB

RFC 3813 MPLS LSR MIB

RFC 3814 MPLS FTN MIB

RFC 3815 MPLS LDP MIB

RFC 3826 AES for SNMP's USM MIB
RFC 4113 UDP MiB

RFC 4133 Entity MIB (Version 3)

RFC 4221 MPLS FTN MIB
UDP-EXT-DOT1-MIB
LLDP-EXT-DOTI-MIB

LLDP-MIB

Network management

IEEE 802.1AB Link Layer Discovery Protocol (LLDP)
IEEE 802.1D (STP)

RFC 1098 A Simple Network Management Protocol
(SNMP)

RFC 1155 Structure of Management Information
RFC 1157 SNMPy1

RFC 1215 SNMP Generic traps

RFC 1757 RMON 4 groups: Stals, History, Alarms
and Events

RFC 1901 SNMPv2 Introduction

RFC 1902 SNMPv2 Structure

RFC 1903 SNMPv2 Textuol Conventions

RFC 1904 SNMPv2 Conformonce

RFC 1905 SNMPY2 Protocol Operotions

RFC 1906 SNMPv2 Transport Mappings

RFC 1918 Privote Internet Address Allocation
RFC 2272 SNMPv3 Management Protocol

RFC 2273 SNMPv3 Applications

RFC 2274 USM for SNMPv3

RFC 2275 VACM for SNMPv3

RFC 2570 SNMPv3 Overview

RFC 2571 SNMP Management Frameworks

RFC 2572 SNMPv3 Message Processing

RFC 2573 SNMPv3 Applications

RFC 2574 SNMPv3 User-bosed Security Model
{USM)

RFC 2575 SNMPv3 View-based Access Conltrol
Model (YACM)

RFC 2575 VACM for SNMP

RFC 2576 Coaxislence between SNMP versions
RFC 2578 SMiv2

RFC 2581 TCP&

RFC 2819 Four groups of RMON: 1 (stalistics), 2
(history), 3 {alarm) and 9 (events)

RFC 3164 BSD syslog Protocol

RFC 3176 sFlow

RFC 3411 SNMP Management Frameworks

RFC 3412 SNMPv3 Message Processing

RFC 3414 SNMPv3 Userbased Security Model

HP 8808.V Router Chassis (JC1498)

(USM)

RFC 3415 SNMPv3 View-based Access Conlrol
Model VACM)

ANSI/TIA-1057 LLDP Media Endpoint Discovery
(LLDP-MED)

SNMPV1/v2

SNMPy1/v2e

SNMPv1/v2¢ {read only)

SNMPv1/v2c/v3

OSPF

RFC 1245 OSPF protocol analysis
RFC 1246 Experience with OSPF
RFC 1253 OSPFv2 MIB

RFC 1583 OSPFv2

REC 1587 OSPF NSSA

RFC 1745 OSPF Interactions

RFC 1765 OSPF Database Overflow
RFC 1850 O5PFv2 Monagement Information Base
(MIB), trops

RFC 2178 OSPFv2

RFC 2328 OSPFv2

RFC 2370 OSPF Opague LSA Option
RFC 3101 OSPF NSSA

RFC 3623 Graceful OSPF Restart
RFC 5340 OSPF for IPvé

RFC 5340 OSPFv3 for IPvé

Qo5/CoS

IEEE 802.1P (Co$)

RFC 2474 DilfServ Precedence, including 8
queues/port

RFC 2474 DifiServ precedence, with 4 queves per
port

RFC 2474 DS Field in the IPv4 and IPvé Headers
RFC 2474 DSCP DiffServ

RFC 2474, with 4 queues per port

RFC 2475 DiffServ Architecture

RFC 2597 DiffServ Assured Forwording (AF)

RFC 2597 DifiServ Assured Forwording (AF}- parfiol
support

RFC 2598 DiffServ Expedited Forwarding (EF)
Ingress Rata Limiting

Security

IEEE 802.1X Port Based Network Access Control
RFC 1321 The MD5 Message Digest Algorithm
RFC 1492 TACACS+

RFC 2082 RIP-2 MD5 Authenlication

RFC 2104 KeyedHashing for Message
Authenticafion

RFC 2138 RADIUS Authenticalion

RFC 2139 RADIUS Accourling

RFC 2209 R5VP-Message Processing

RFC 2246 Transport Layer Security (TLS)

RFC 2459 Internel X.509 Public Key Infrastructure
Certificate and CRL Profile

RFC 2548 Microsoft Vendorspecific RADIUS
Affribules

RFC 2716 PPP EAP TLS Authentication Protocol
RFC 2818 HTTP Over TLS

RFC 2865 RADIUS {client only)

RFC 2865 RADIUS Authentication

RFC 2866 RADIUS Accounting

RFC 2867 RADIUS Accounting Modifications for

HP 8805 Router Chassis {1C148B)

Tunnel Protocel Support
RFC 2868 RADIUS Atributes for Tunnel Protocol
Support

RFC 2869 RADIUS Extensions

RFC 3567 Intermediate System (IS) to IS
Cryplographic Authenfication

RFC 3576 Dynamic Authorizetion Extensions to
RADIUS

RFC 3579 RADIUS Support For Extensible
Authentication Protocol {EAP)

RFC 3580 IEEE 802.1X RADIUS

Access Conlrol Lists {ACLs)

Guest VLAN for 802.1x

MAC Authentication

Port Securily

Secure Sockets Layer (S51)

SSHv1 Secure Shell

SSHv1.5 Secure Shell

$SHv1/55Hv2 Secure Shell

SSHv2 Secure Shell

VPN

RFC 2403 - HMAC-MD596

RFC 2404 - HMAC.SHA1-96

RFC 2405 - DES-CBC Cigher algorithm

RFC 2407 - Domain of interpretation

RFC 2547 BGP/MPLS VPNs

RFC 2764 A Fromework for IP Based Virluol Private
Networks

RFC 2796 BGP Route Reflection - An Alternative to
Full Mesh 1BGP

RFC 2842 Capabilities Advertisement with BGP-4
RFC 2858 Multiproloce! Extensions for BGP-4

RFC 2917 A Core MPLS IP VPN Architecture

RFC 2918 Route Refresh Capability for BGP-4

RFC 3107 Carrying Lobel Information in BGP-4
RFC 3948 - UDP Encapsulation of IPsec ESP Packets
RFC 4301 - Security Architecture for the Internet
Protocol

RFC 4302 - IP Authenlication Heoder (AH)

RFC 4303 - IP Encopsulating Security Payload (ESP)
RFC 4305 - Cryplographic Algerithm
Implementation Requirements for ESP and AH

IPsec

RFC 1828 IP Authenticotion using Keyed MD5
RFC 2401 IP Security Architecture

RFC 2402 IP Authentication Header

RFC 2406 IP Encapsulaling Security Payload
RFC 2407 - Domain of interprelation

RFC 2408 - Inlernel Security Associalion and Key
Managemenl Protocol (ISAKMP)

RFC 2409 - The Internel Key Exchange

RFC 2410 - The NULL Encryption Algorithm ond its
use with IPsec

RFC 2411 IP Security Document Roadmap

RFC 2412 - OAKIEY

RFC 2865 - Remote Authentication Dial In User
Service (RADIUS)

IKEv1

RFC 2865 - Remote Authentication Dicl In User
Service (RADIUS)

RFC 3748 - Extensible Authenlication Protocol {EAP)



HP 8800 Router Series accessories

Transceivers

HP X110 T00M SFP LC LH40 Transceiver (JDO90A)

HP X110 100M SFP LC LH80 Transceiver (JDO91A)

HP X110 100M SFP LC FX Transceiver (JD102B)

HP X110 100M SFP LC LX Transceiver {JD120B)

HP X120 622M SFP LC IX 15km Transceiver (JF829A)
HP X120 622M SFP LC LH 40km 1310 Transceiver
(IF830A)

HP X120 622M SFP LC LH 80km 1550 Transceiver
(JF831A)

HP X125 1G SFP LC LH40 1310nm Transceiver (JDO&1A)
HP X120 1G SFP LC LH40 1550nm Transceiver (JD0O62A)
HP X170 1G SFP LC LH70 1550 Transceiver (JD109A)
HP X170 1G SFP LC LH70 1570 Transceiver (JD110A)
HP X170 1G SFP LC LH70 1590 Transceiver (JD111A)
HP X170 1G SFP LC LH70 1610 Transceiver (JD112A)
HP X170 1G SFP LC LH70 1470 Transceiver (ID113A)
HP X170 1G SFP LC LH70 1490 Transceiver (JD114A)
HP X170 1G SFP LC LH70 1510 Transceiver (JD115A)
HP X170 1G SFP LC LH70 1530 Transceiver (ID116A)
HP X125 1G SFP LC LH70 Transceiver {(JD063B)

HP X120 1G SFP LC LH100 Transceiver (ID103A)

HP X120 1G SFP LC BX 10-U Transceiver (/DO98B)

HP X120 1G SFP LC BX 10-D Transceiver (ID099B)

HP X120 1G SFP LC SX Transceiver (ID118B)

HP X120 1G SFP LC LX Transceiver (JD119B)

HP X120 1G SFP RJ45 T Transceiver (JDO89B)

HP X160 2.5G SFP LC 2km Transceiver (ID084A)

HP X160 2.5G SFP LC 15km Transceiver (JDO85A)

HP X160 2.5G SFP LC 40km Transceiver (JDO86A)

HP X160 2.5G SFP LC 80km Transceiver (JD0O87A)

HP X130 10G XFP LC SR Transceiver (JD1178)

HP X135 10G XFP LC ER Transceiver (ID121A)

HP X135 10G XFP LC LR Transceiver (JDO88A)

HP X130 10G XFP LC LR Transceiver (JD108B)

HP X130 10G XFP LC ZR Transceiver (ID107A)
Cables

HP X260 E1 BNC 75 ohm 3m Router Cable (/C127A)
HP X260 E1 RJ45 120 ohm 2m Router Cable (JC156A)
HP X260 E1 RJ45 120 ohm 3m Router Cable (JC126A)
HP X260 E1 RJ45 120 ohm 15m Router Cable (JC151A)
HP X260 E1 RJ45 120 ohm 30m Router Cable (JC152A)
HP X260 E1 BNC Extend 10m Router Cable (IC153A)
HP X260 E1 BNC Exlend 15m Router Cable (IC154A)
HP X260 E1 BNC Extend 20m Router Cable (JC155A)
HP X260 E1 RJ45 BNC 75-120 ohm Conversion Router
Cable (JD511A)

HP X260 T1 RJ45 100 ohm 3m Router Cable (JC128A)
HP X260 T1 Router Cable (ID518A)

HP X260 T1 Voice Router Cable (JD535A)

Mounting Kit

HP X421 Chassis Universal 4-post Rack Mounting Kit
(JC665A)

License

HP 8800 Router Software License (JC157A)

Router Modules

HP 8800 Single Service Processing Engine Module
{IC139A)

HP 8800 Dual Service Processing Engine Module (JC142A)
HP 8800 Single Service Processing Engine Enhanced
Module (JC130A)

HP 8800 Dual Service Processing Engine Enhanced Module
(JC1334)

HP 8800 10-port GbE SFP Module (JC131A)

HP 8800 20-port 1000BASE-X Module (JC1328)

HP 8800 20-port 10/100/1000 Ethernet Electrical Interface
Module (JC1358B)

HP 8800 1-port 10-GbE XFP Module {JC129A)

HP 8800 8-port E1/T1 / 8-port SFP Module (JC134A)

HP 8800 32-port E1/T1 / 2-port GbE SFP Module (JC145A)
HP 8800 1-port OC-3/STM-1 (E1/T1) CPOS / 8-port GbE
SEP Module (IC477A)

HP 8800 2-port OC-3/STM-1 (E1/T1) CPOS / 8-port GbE
SFP Module (JC478A)

HP 8800 4-port OC-3/STM-1 (E3/T3) CPOS/4-port GbE
SFP Module (JC479A)

HP 8800 1-port OC-12/5TM-4 (E3/T3) CPOS / 4-port GbE
SFP Module (JC480A)

HP 8800 1-port OC-48/STM-16 (OC-3) CPOS SFP Module
(JC481A)

HP 8800 8-port OC-3¢/OC-12¢ POS / GbE SFP Module
(JC482A)

HP 8800 2-port OC-3¢/STM-1c POS SFP / 6-port GhE SFP
Module (JC483A)

HP 8800 2-port OC-12¢/STM-4¢ POS SFP / 6-port GbE SFP
Module (JC484A)

HP 8800 2-port OC-48¢/STM-16¢ POS SFP / 4-port GbE
SFP Module {JC485A)

HP 8800 4-port OC-48c / STM-16c POS SFP Module
{IC486A)

HP 8800 1-port OC-192¢/STM-64c POS XFP Module
(JC487A)

HP 8800 2-port OC-48¢/STM-16c RPR SFP Module
(JC488A)

HP 8800 1-port OC-192¢/STM-64c RPR XFP Module
(JC489A)

HP 8800 4-port OC-3¢/STM-1c ATM SFP Module (JC490A)
HP 8800 1-port OC-12¢/STM-4¢c ATM SFP Medule
(JC491A)

HP 8800 Net Analysis Service Processing Module (JC143A)
HP 8800 NAT Processing Module {JC144A)

HP 8800 Dual Fabric Main Processing Unit (JC596A)
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HP 8800 Router Series accessories (continucd)

HP 8800 Single Processor Service Engine Module (JC598A)
HP 8800 Dual Processor Service Engine Module (JC599A)
HP 8800 Network Address Translation Service Module
(IC607A)

HP 8800 48-port GbE SFP Service Processing Module
(JC604A)

HP 8800 4-port 10GbE XFP Service Processing Module
(JC602A)

HP 8800 2-port 10GbE XFP Service Processing Module
(JC605A)

HP 8800 16-port GbE SFP/8-port GbE Combo Service
Processing Module (JC606A)

HP 2GB Registered DDR2 SDRAM Memory (JC409A)
HP 8800 Single Fabric Main Processing Unit (JC597A)
Appliance

HP 8800 Firewall Processing Module (ID251A)

HP 8800 VPN Firewall Module (JC640A)

Memory

HP 8800 1GB SDRAM (IC136A)

HP X600 1G Compact Flash Card (JC684A)

HP X600 512M Compact Flash Card (JC685A)

HP X600 256M Compact Flash Card (JC686A)

HP 8812 Router Chassis (JC1508)

HP 9500 3500W AC Power Frame {IC111A)

HP 9500/8800 1800W AC Power Supply (IC110B)
HP 9500/8800 3500W DC Power Supply (JC473A)
HP 8805/8808,/8812 (2E) Main Control Unit Module
(JIC137A)

HP 8805/8808,/8812 (1E) Main Control Unit Module
(JC138A)

To learn more, visit www.hp.com/networking
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HP 8800 Single Fabric Main Processing Unit (JC597A)
HP 8800 Dual Fabric Main Processing Unit (JC596A)

HP 8808-V Router Chassis (JC149B)

HP 9500 3500W AC Power Frame (JC111A)

HP 9500/8800 1800W AC Power Supply (C1108)
HP 9500/8800 3500W DC Power Supply (JC473A)
HP 8805,/8808/8812 (2E) Main Control Unit Module
(IC137A)

HP 8805/8808/8812 (1E) Main Control Unit Module
(JC138A)

HP 8800 Single Fabric Main Processing Unit (JC597A)
HP 8800 Dual Fabric Main Processing Unit (JC596A)

HP 8805 Router Chassis (JC148B)

HP 9500/8800 1800W AC Power Supply (JC110B)
HP 9500 3500W AC Power Frame (JC111A)

HP 9500/8800 2000W 36-75V DC Power Supply
(1C0298)

HP 8805/8808/8812 (2E) Main Control Unit Module
{(IC137A)

HP 8805/8808,/8812 (1E) Main Control Unit Module
(JC138A)

HP 8800 Single Fabric Main Processing Unit (JC597A)
HP 8800 Dual Fabric Main Processing Unit (IC596A)
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1 Overview

Nowadays, telecommunication carriers, large-scale enterprises, and professional users pose an
increasingly high requirement on the distribution capability and processing performance of routers at
the distribution layer. H3C SR6600 routers (hereinafter referred to as the SR6600) except for the
SR6602 router (hereinafter referred to as the SR6602) use an distributed architecture, where routing
engines are independent of service engines, and their control plane is independent of service plane.
Therefore, system service and control operates independently of each other, no packet loss occurs
during active/standby switchover, and each service engine can implement distributed NAT, IPsec, or
Netstream, all of which thus enhance the whole service capability of the system.

RT-FIP-210-H3 flexible interface platform 210 (FIP-210) provides two high-speed interface module
(HIM) slots, which are compatible with HIMs of the SR6600 and some MIMs of H3C MSR/AR series
routers. The FIP-210 provides two fixed GE interfaces (combo interfaces), which work at the optical
interface mode (using SFP modules) or electrical interface mode (supporting MDI/MDIX autosensing),
supports comprehensive service features, and thus effectively enhances interface density on routers
and reduces user investment.

2 Features

High-performance Processing

The FIP-210 uses high-performance multi-core multi-thread processors and provides two HIM slots,
which are compatible with some MIMs. The FIP-210 can process packets powerfully and support 10
GE, 2.5 G POS, GE, 155/622 M POS, 155 M CPOS, 155 M ATM, FE, E1, and SAE.

Comprehensive Service Features

FIP-210 uses various interface modules to support different types of interfaces and comprehensive
service features. It supports link layer protocols such as Ethernet, PPP, multilink PPP, High-Level Data
Link Control (HDLC), frame relay, multilink frame relay, ATM, and point-to-point protocol over Ethernet
(PPPoE), and supports IPv4, IPv6, and MPLS forwarding. In addition, the FIP-210 works on the H3C
Comware V5 platform to support comprehensive routing protocols, network layer protacols, security
features, and QoS.

Support for Hot Swapping

Both FIP-210 and its interface modules are hot swappable. Hot swapping of the FIP-210 and the
interface modules does not affect other FIPs or interface modules.



A Caution

Use the remove slot command to uninstall a card before swapping it. Otherwise, the device or card
may be damaged.

3 Service Features

Table 1 Service features

Feature Description
SR6604
Compatible products SR6608
SR6616

FIP-210 uses its fixed Ethernet interfaces or configured HIMs/MIMs to
support the following service features:

Link layer protocols:

Ethernet

High-Level Data Link Control (HDLC)
Point-to-Point Protocol (PPP), RFC 1662
Frame Relay, RFC 1490

Frame Relay Fragmentation, FRF.12

Multilink PPP (supporting software and hardware MPs, with a
Supported protocols maximum of 12 unframed sub channels in a binding for hardware MP),
RFC 1990

Multilink Link fragmentation and interleaving (LFI)
Multilink frame relay, FRF.16

ATM

Point-to-point protocol over Ethernet (PPPoE)
Network layer protocols:

o |Pv4/IPv6
MPLS
GRE/NAT/IPsec/L2TP

e e o o e © © © o o

RT-HIM-1EXP-H3
RT-HIM-1POS/STM16-H3
RT-HIM-4GBE/8GBE-WAN-H3
RT-HIM-4GBP/8GBP-H3
RT-HIM-MSP2P/MSP4P-H3
RT-HIM-8FE-H3
RT-HIM-1CPOS/STM1-H3, RT-HIM-2CPOS/STM-1-H3
Supported HIMs/MIMs | o RT-HIM-CLS1P/CLS2P-H3

o RT-HIM-AL1P/AL2P-H3

o RT-HIM-RS2P-H3

o RT-MIM-2GBE-H3

¢ RT-MIM-1CE3-H3

o RT-MIM-1CT3-H3

o RT-MIM-8E1(75)-H3
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Feature

Description

o RT-MIM-8E1(75)-F-H3
o RT-MIM-8T1-H3

o RT-MIM-8T1-F-H3

o RT-MIM-2/4/8SAE-H3

o RT-MIM-IMA-8E1(75)-H3

o RT-MIM-IMA-4E1(75)-V2-H3
o RT-MIM-IMA-4T1-V2-H3

Reliability

e Support for hot swapping
e Support for online hot swapping of HIMs/MIMs
e Support for online exchange of fixed Gigabit Ethernet SFP modules

Network management

SNMP v1iv2c/v3

4 Specifications

Module Types

Table 1 FIP-210 module type

Module name

Module type

Description

RT-FIP-210-H3

Flexible interface
platform 210

FIP-210, two HIM slots, two 10/100/1000 Mbps WAN
ports (RJ-45 and SFP combo ports)

Physical Description

Front View

Figure 1 Front view of the FIP-210

System Specifications

Table 2 System specifications of the FIP-210

Item

FIP-210

Processor

MIPS CPU, 1 GHz

Flash

4 MB




Item FIP-210

Memory type and | DDR2 SDRAM
size 2 GB (default)

NVRAM 128 KB

2 (electrical-optical)

10 Mbps, half/full-duplex

GE interface Electrical interface 100 Mbps, halfffull-duplex
1000 Mbps, full-duplex
Optical interface 1000 Mbps, full-duplex
HIM Two HIMs
MIM Two MIMs

@ Note

The FIP-210 requires the memory to use two DDR2 SDRAMs with the same size.

LEDs

FIP-210 provides five LEDs: RUN, SFP1, SFP0, GEO, and GE1. The following table describes the
LEDs:

Figure 2 FIP-210 LEDs

M

— @)
—(4)

—{5)

(1) 10/100/1000 Mbps electrical Ethernet (2) 10/100/1000 Mhps electrical Ethernet
interface LED (GEOQ) interface LED (GE1)
(4) 1000 Mbps optical Ethernet interface LED

(3) Run LED (RUN) (SFP1)

(5) 1000 Mbps optical Ethernet interface LED
(SFPO)




Table 3 Description of the FIP-210 LEDs

LEDs Status Meaning
Off No power is input or the module is faulty.
RUN |’S'|[ZO)W flashing (' | the modute s operating normally.
(green)
Ei;‘;t flashing (8 The application software is being loaded.
Off No optical fiber link is present.
SFPO to SFP1 Solid green An optical fiber link is present,
ellow/areen : Data is being received or transmitted on the optical
y g Flashing green fibor link
Solid yellow Optical fiber check has failed.
Off No link is present.
Solid green A 1000 Mbps link is present.
GEO0 to GE1 | Data is being received or transmitted at a rate of
Flashing green 1000 Mbps.
yellow/green
Solid yellow A 10/100 Mbps link is present.
. Data is being received or transmitted at a rate of
Flashing yellow 10/100 Mbps.

Slot Description

The interface module slots on the FIP-210 are Slot 1 and Slot 2 from right to left, as shown in Figure 3.

Figure 3 Interface module slots on an FIP-210

@ B @
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Interface Cables

The FIP-210 provides two Gigabit Ethernet (Combo) interfaces, which use optical fiber with LC
connectors when working in the fiber mode, and use straight-through or crossover cables when

working in the copper mode.

o The following figure shows the optical fiber with LC connectors:



6 Security Standards

o |EC standard

e UL standard

e EN standard

e GB standard

e Low voltage directive (LVD)

¢ Requirements of Food and Drug Administration (FDA)

7 EMC Standards

e CE standard
e FCC standard
e VCCI standard

8 Ordering Information

When purchasing the FIP-210, log in to www.h3c.com for more information. Table 1 describes the
ordering information of the FIP-210.

Table 1 Description of the FIP-210

Module model Description
FIP-210, 2 HIM slots (compatible with MIMs), 2
RT-FIP-210-H3 10/100/1000 Mbps WAN ports (RJ-45 and SFP

combo ports)

SFP optical modules

1000BASE-SX SFP Transceiver, Multi-Mode (850

SFP-GE-SX-MM850-A nm, 550 m, LC)

1000BASE-LX SFP Transceiver, Single Mode(1310

SFP-GE-LX-SM1310-A nm, 10 km, LC)

1000BASE-LX SFP Transceiver, Single Mode(1310

SFP-GE-LH40-SM1310 nm, 40 km, LC)

1000BASE-LX SFP Transceiver, Single Mode(1550

SFP-GE-LH40-SM1550 nm, 40 km, LC)

1000BASE-LX SFP Transceiver, Single Mode(1550

SFP-GE-LH70-SM1550 nm, 70 km, LC)




Module model Description

1000BASE-LX SFP Transceiver, Single Mode(1550

SFP-GE-LH100-SM1550 nm, 100 km, LC)

Copyright ©2009-2010 Hangzhou H3C Technologies Co., Ltd. All rights reserved.
No part of this manual may be reproduced or transmitted in any form or by any means without prior written consent of Hangzhou H3C
Technologles Co., Ltd.

The information in this document is subject to change without notice



HP A1 2500 Switch Series

Dala sheel

Product overview

The HP A12500 Switch series comprises a pair of
powerful, next-generalion routing switches with
outstanding capacity for the network core or the data
center. Besides innovative Intelligent Resilient
Framework (IRF) lechnology that provides
unprecedented levels of performance and high
availability, HP A12500 series swilches incorporate
the Open Application Architecture (OAA), which
enables flexible deployment options for new services.
These swilches also have energy-efficiency features
that drive down operational expenses. The A12500
series is ideal for organizations contemplaling
large-scale data center or campus consolidations,
business continuily and disaster recovery sites,
metropolitan area network deployments, and other
applications requiring a robust, high-performance
switching platform.

Key features

* Advanced architecture: midplane, CLOS

* 6.66 Tb switching capacity, ready for 13.32 Thps

« High-density 10 GbE access with 128 1:1. 512
4:1

o 40 GbE/100 GbE fulure access

» Redundant switching fabric, power supply, fan

fray




Features and benelits

(e )."1}

* Virtual Output Queue (VoQ): prevents
head-otline blocking (HOL) per port on peak time
and distributes it over a period of time, increasing
the switch performance

(-hm“iy of Sarvice

* [EEE 802.1p prioritization: delivers data to
devices based on the priorily and type of Iraffic

* Layer 4 prioritization: enables prioritization
based on TCP/UDP port numbers

* Broadcast control: allows limitation of broadcast
traffic rate to cut down on unwanted broadcast
Iraffic on the network

* Advanced classifier-based QoS: classifies
traffic using multiple match criteria based on Layer
2, 3, and 4 information; applies QoS policies such
as selting priority level and rate limit to selected
iraffic on a per-port or per-VLAN basis

* Bundwidth shaping:

- Port-based rate limiting: provides per-porl
ingress/egress enforced maximum bandwidth

- Classifier-based rate limiting: uses ACL to
enforce maximum bandwidih for ingress/egress
traffic on each port

Daola center U;)iiml/:;d

* Very high performance without
compromise: provides 6.66 Thps, 2160 Mpps
(A12518), 3.06 Thps, and 960 Mpps (A12508);
leveraging the latest generation of ASICs, the
A12500 product family offers ouistanding
performance and density fo build next-generation
data centers

* Very high density (10 GbE): the A12518
switch supporls up fo 512 10-GbE (4:1) or 128
10-GbE (1:1) per physical rack (44RU); the
A12508 switch supports up to 256 10-GbE (4:1) or
64 10-GbE (1:1); with two A12508 switches per
physical rack (44RU), the density becomes 512
10-GbE (4:1) or 128 10-GbE (1:1)

* Very high density (GhE): the A12518 swiich
supports up to 864 1-GbE (1:1) in a physical
(44RU) rack; the A12508 switch supports up to 384
1-GbE (1:1); with two A12508 swilches per
physical rack (44RU), the densily becomes 768
1-GbE (1:1)

* Scalable system design: both the A12518 and
A12508 switches are built using the latest switching
architeciures and technologies (CLOS architecture,
midplane design), providing the flexibility and
scalability for future higher 10 GbE density modules
as well as 40 GbE/100 GbE inferfaces

* Ultramodern architecture: using the latest
evolution in switching design, CLOS, the A12500
switch combines performance and ultimate flexibility
to provide a smooth evolution path to 13.32 Thps
and potenlially 25 Tbps; no other switching
architecture (Shared Memory/Crossbar) scales to
these levels of performance

* Jumbo Frames: to accelerate the level of
performances, the A12500 switch supports Jumbo
Frames (9K) for intra-data-center communication, or
for data center to data center traffic (disaster
recovery), reducing the amount of lime required for
data backup and recovery

( .c;!n[)cuil'ﬂt:nit‘i“;f{iiirm

* Department protection: using network
virtualization standards (QinQ, VRF, and MPLS), the
A12500 switch dllows organizations to isolate
different business units with different resources
(VRFs); using standard-based mechanisms, the
network is completely virtualized, reducing cost and
operations

Managemenl

* IRF capability: provides single IP address
management for a resilient virtual switching fabric of
up to two switches

* sFlow: provides scalable, ASIC-based network
monitoring and accounting; this allows network
operators lo gather a variety of sophisticated
network statistics and information for capacity
planning and realtime network monitoring purposes

* |[EEE 802.1ab LLDP discovery: adverlises and
receives management information from adjacent
devices on a nefwork

* USB support:

— File copy: dllows users to copy switch files to
and from a USB flash drive

* Multiple configuration files: can be stored to
the flash image

* Command-line interface (CLI): provides a
secure, easy-to-use command-ine interface for
configuring the module via SSH or a switch console;
provides direct realtime session visibility



* Logging: provides local and remote logging of
evenls via SNMP (v2c and v3) and syslog; provides
log throtiling and log filtering to reduce the number
of log events generated

* Management interface control: each of the
following interfaces can be enabled or disabled
depending on securily preferences: console port,
telnet porl, and SSH port

* Out of band Interface: isolates management
traffic from user dala plane traffic for a complete
isolation and total reachability, no matter what
happens in the data plane

* Network management: Intelligent Management
Console (IMC) centrally configures, updates,
monitors, and troubleshoots

* Network management: SNMP v2¢/v3 MIBI
with traps

* RADIUS accounting: logs all session details that
can be used to generale usage reporls or interface
to a billing system

* RMON: provides advanced monitoring and
reporting capabilities for satistics, history, alarms,
and events

* Remote Intelligent Mirroring: mirrors ingress
ACl:selected traffic from a switch port or VLAN to a
local or remote switch port anywhere on the network

Conneclivily
* IPv6 native support:

~ IPv6 host: enables switches to be managed and
deployed al the IPv6 network's edge

- Dual stack (IPv4 and IPv6): transitions from
IPv4 to IPvé, supporting conneclivily for both
protocols

- Multicast Listener Discovery (MLD)
snooping: forwards IPv6 mullicast Iraffic 1o the
appropriale interface

- IPv6 ACL/QoS: supports ACL and QoS for IPvé

network Iraffic, preventing traffic flooding

- IPvé6 routing: supports IPv6 static routes and
IPvé versions of RIP and OSPF routing protocols

Performance
* 6.66 Thps (A12518) and 3.06 Thps
(A12508) fully nonblocking CLOS

architecture: includes a high-performance swiich
design with a nonblocking architecture

High-performance bandwidth: with up 1o
6.66 Tbps capacity, providing nonblocking
ihroughput for 128 10-GbE ports at Layer 2 and
Layer 3 IPv4, Layer 3 IPv6, and MPLS (A12518
swilch), or 64 10-GbE ports (A12508 switch)

Hardware-based wire-speed access control
lists (ACLs): feature-rich ACL implementation
(TCAM based) helps ensure high levels of security
and ease of administralion withou! impacling
nelwork performance

High-performance processor system:
supervisory module uses three different processors to
isolate key tasks: control plane (STP, OSPF, BGP,
MPLS, elc.), fast recovery protocels (RRPP, BFD,
etc.), and chassis management (lemperaiure, power,
efc.)



Resiliency and high availability

* Intelligent Resilient Framework (IRF): creates
virtual resilient switching fabrics, where two or more
switches perform as a single Layer 2 swilch, Layer 3
router; switches do not have to be colocated and
can be part of a disaster recovery system; servers or
switches can be attached using standard LACP for
automatic load-balancing and high availability;
simplifies network operation by eliminating the
complexily of Spanning Tree, Equal-Cost Multipath
(ECMP), or VRRP

Ultrafast protocol convergence: enables link
conneclivity monitoring and reduces network
convergence lime for RIP, OSPF, BGP, IS-IS, VRRP,
MPLS, and IRF

Device Link Detection Protocol (DLDP):
monitors link connectivity and shuls down porls at
both ends if unidirectional traffic is detected,
preventing loops in STP-based nelworks

.

Complete set of routing protocols (Layer 3
IPv4 and IPv6): doesn't require customers fo think
about which profocol is being supported by the
A12500 switch; virtually all existing routing
protocals (RIP, OSPF, IS-1S, and BGP) are supporied
for both Layer 3 IPv4 and Layer 3 IPvé; this is also
the case for both unicast and multicast, with
complete supporl of PIM-DM, PIM-SM, PIM-SSM,
and MSDP

Hot patching: the A12500 switch supports hot
patching, allowing in-service palching for some
isolated software problems

e

Non Stop Forwarding/Graceful Restart
(NSF/GR): using standardized-based IETF
protocols, the A12500 switch provides nonstop
forwarding (switching/rouling) for Layer 3 routing
protocols (Control Plane - OSPF, BGP, and MPLS),
providing hitless failover

Ultrareliable architecture: combining hardware
redundancy at every layer (power supplies, fans,
supervisory modules, elc.) and a multilayered
software approach based on the Resilient Virtual
Switching Fabric concept (using the IRF technology),
the A12500 product family is able to provide the
highest level of availability; following design
guidelines from HP networking, customers are now
able to build data centers providing an end+o-end
availability reaching five 9s

Rapid Ring Protection Protocol (RRPP):
provides fast recovery for ring Ethernetbased

topology

Layer 2 switching
* GARP VLAN Registration Protocol (GVRP):

allows automatic learning and dynamic assignment
of VLANs

* IP multicast snooping and data-driven
IGMP: automatically prevenis flooding of IP
multicast traffic

* [EEE 802.1ad QinQ: increases the scalability of
an Ethernet network by providing a hierarchical
structure; connects multiple LANs on a high-speed
campus or mefro netwark

* BPDU tunneling: transmits Spanning Tree
Protocol BPDUs transparently, allowing correct tree
calculations across service providers, WANS, or
MANSs

* VLAN support and tagging: supports the IEEE
802.1Q (4K VLAN IDs)

* Spanning Tree: brought by Comware, the
A12500 product family supports the enfire set of
STP protocols (STP, RSTP, and MSTP), facilitating a

complete integration with standard networks

Layer 3 rouling
* Layer 3 IPv4 routing: provides routing of IPv4 at

media speed; supports static routes, RIP and RIPv2,
OSPF, IS-IS, and BGP

* RIP and RIPng support: provides complete
support of RIP for both IPv4 and IPvé

* OSPF and OSPFv3 support: provides complete
support of OSPF for both IPv4 and IPv6

* IS-I1S and IS-1Své support: provides complete
support of IS-IS for both IPv4 and IPvé

* Equal-Cost Multipath (ECMP): enables multiple
equal-cost links in a routing environment fo increase
link redundancy and scale bandwidth

* Layer 3 IPv6 routing: provides routing of IPv6 af
media speed; supporis stalic routes, RIPng,
OSPFv3, 15-1Sv6, and BGP4+

* IPv6 tunneling: allows a smooth transition from
IPv4 1o IPvé by encapsulating IPv6 traffic over an
existing IPv4 infrastructure

* Complete multicast protocol stack: PIM-DM,
PIM-SM, PIM-SSM, MSDP, and extensions to BGP
provide one of the most complete mullicast protocol
stacks

* Policy routing: allows custom filters for increased
performance and security; supports ACLs, IP prefix,
AS paths, communily lists, and aggregate policies



* MPLS support: provides extended support of
MPLS, including MPLS VPNs and MPLS Traffic
Engineering (MPLS TE)

* VPLS support: provides extended support of VPLS
for data center to data center communication at
Layer 2; provides support of hierarchical VPLS for
scalability

Securily

* |[EEE 802.1X and RADIUS network logins:
control portbased access for authentication and
accountability

* Secure File Transfer Protocol (FTP): dllows
secure file transfer 1o and from the swilch; protects
against unwanted file downloads or unautherized
copying of swilch configuration file

* Switch management logon security: can
require either RADIUS or TACACS+ authentication
for secure switch Cll logon

* DHCP protection: blocks DHCP packets from
unauthorized DHCP servers, prevenling
denial-of-service attacks

* Dynamic ARP protection: blocks ARP
broadcasis from unauthorized hosls, preventing
eavesdropping or theft of network data

* Secure Shell (SSHv2): encrypis all transmitted
data for secure, remote command-line interface (CLI)
access over IP networks

* Secure management access: securely encrypts
all access metheds (CLI, GUI, or MIB) through
SSHv2 and SNMPv3

* Access control lists (ACLs): provide IPv4 and
IPvé filtering based on source/destination IP
address/subnet and source/destination TCP/UDP
port number

* MAC authentication: provides simple
authentication based on a user's MAC address;
supports local or RADIUS-based authentication

Convergence

* Layer 2, 3, and 4 QoS mechanisms: supporl
DiffServ priorily tagging based on IP address, IP
Type of Service (ToS), Layer 3 protocol, TCP/UDP

port number, and source port

* IP multicast snooping and data-driven
IGMP: automatically prevents flooding of IP
multicast traffic

* LLDP-MED: is a standard extension that
aulomatically configures network devices, including

LLDP-capable IP phones

* Internet Group Management Protocol
(IGMP): is used by IP hosis to establish and
maintain multicast groups; supports v1, v2, and v3;
utilizes Any-Source Mullicast (ASM) or
Source-Specific Mullicast (SSM) to manage [Pv4
multicast networks

* Protocol Independent Multicast (PIM): is used
for IPv4 and IPv6 mullicast applications; supports
PIM dense mode (PIM-DM), sparse mode (PIM-SM),
and source-specific mode (PIM-SSM)

* Multicast Source Discovery Protocol
(MSDP): is used for infer-domain multicast
applications, allowing mulfiple PIM-SM domains fo
interoperate

* Multicast VLAN: allows multiple VLANS to receive
the same IPv4 or IPv6 multicast traffic, reducing
network bandwidih demand by eliminating multiple
streams to each VIAN

Monitor and c_“(‘(gjnws;?i(‘f,

* Port mirroring: enables traffic on a port to be
simultaneously sent to a network analyzer for
monitoring

Investment protection
* Modular switch fabric: provides invesimeni

protection by enabling future performance upgrades
and increased port density

* Environmentally friendly: ROHS support and
low power consumption based on the lalest
technology provide outstanding power efficiency

Warranty and support

* 1-year warranty: with advance replacement
and 10-calendar-day delivery (available in most
countries)

* Electronic and telephone support: limited
elecironic and telephone support is available from
HP; refer to wevrw.hp.com/networking/warranty for
details on the support provided and the period
during which support is available

* Software releases: refer to
www .hp.com/neiworking/warranly for details on
the software releases provided and the period
during which software releases are available for
your produck(s)
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Ports

Physical charaderistics
Dimensions

Weight

Full configuration weight

Memory and processor
Gigobil Module

10G Module
Management Mcdule

Fabric

Mounting

Performance

Theoughpul

Rouling/Switching capacity
Environment

Operaling lemperolure

Operaling relalive humidity
Nonoperating/Storage lemperalure
Nonoperoting/Storage relotive hymidity

Electricol characleristics

Descripticn

Maximum heal dissipation
Velloge

Moximum power raling
Nates

Safety

Emissions

Immunity

Generic

EN

ESD

Radioted

EFT/Burst

Surge

Conducted

Power requency magnelic field
Veltage dips and interruptions
Harmonics

Flicker

HP A12518 Swilch Chassis (JFA30B)

18 open module slois
2 MPU (for management modules) slols
9 switch labric slots

Supports o meximum of 512 10-GbE porls or 864 Gigobil ports, or a
combination

29.13(d) x 17.4(w) x 66.3B(h] in, {74 x 44.2 x 168.6 cm) (38U heigh)
352.74 Ib. (160 kg)
639.33 Ib. {290 kg)

PowerPC @ 667 MHz, 512 MB RAM; packet buffer size: 512 MB RAM
(Ingress, shared by 24 1-GbE poris)
PowerPC @ 667 MHz, 512 MB RAM; packet buffer size: 512 MB RAM
(Ingress/shared by 2 10-GbE ports)

Primory CPU; PowerPC @ 1000 MHz, 128 M8 llosh MB, 256 MB compac!
flash, 1 GB RAM

PowerPC @ 400 MHz, 128 MB RAM MB

Mounts in on ElAstandard 19 in. telco rack or equipment cobinel

2160 million pps
6660 Gbps

32°F 1o 104°F (0°C 1o 40°C)
5% fo 95%, noncondensing
+40°F 1o 158°F (-40°C 1o 70°C)
5% o 95%, noncondensing

32859 BTU/hr (34666.24 kl/hr)
100120 / 200-240 VAC
10700 W

Maximum power roting end maximum heal dissipation ore the worstcose
thearelical maximum numbers provided for planning the infrastructure with fully
looded PoE (if equipped), 100% troffic, all ports plugged in, and all modules
populated.

CE Llabeled; cUL Cerlified; UL Listed; EN 60825-1 Salety of Laser Products-Part
1; EN 60825-2 Salety of laser Products-Part 2; |EC 60825; IEC 60950-1:2001
{with CB Repor); CAN/CSA-C22.2 No. 60950-1-03; Anclel; ULAR; GOST; EN
60950-1/A11; FDA 21 CFR Subchopter J; NOM; UL 60950-1:2003; EN
60950-1:2001; ROHS Compliance

VCCI Class A; EN 55022 Closs A; VCCI V-3/2000.04; ICES-003 Class A;
AS/NZS CISPR22 Class A; EMC Directive 2004/108/EC; FCC (CFR 47, Part
15) Closs A

ETSIEN 300 386 V1.3.3

EN 55024:1998+ A1:2001 + A2:2003
EN 61000-4-2; IEC61000-4-2
EN 61000-4-3; IEC61000-4-3
EN 61000-4-4; IEC61000-4-4
EN 61000-4.5; IEC61000-4-5
EN 61000-4-6; IEC61000-4-6
IEC 61000-4-8; EN61000-4-8
EN 61000-4-11; [EC61000-4-11
EN 61000-3-2, IEC 61000-3:2
EN 61000-3-3, IEC 61000-3-3

HP A12508 Swilch Chossis (IF4318)

8 open module slots
2 MPU {for manogement modules) slots
9 swilch fobric slots

Supporls a maximum of 256 10-GbE porls or 384 Gigabil ports, or a
combinalion

29.13(d) x 17.4(w) x 38.39(h) in. (74.0 x 44.2 x 97.5 em) (22U height)
209.44 |b. (95 kg)
374.78 |b. {170 kg)

PowetPC @ 667 MHz, 512 MB RAM; packet buffer size: 512 MB RAM
(Ingress, shared by 24 1-GbE ports)

PowerPC @ 667 MHz, 512 MB RAM; packet bulfer size: 512 MB RAM
{Ingress/shared by 2 10-GbE porls)

Primary CPU: PowerPC @ 1000 MHz, 128 MB flash MB, 256 MB compact
flosh, 1 GB RAM

PowerPC @ 400 MHz, 128 MB RAM MB

Mounfs in on ElAslondord 19 in. lelco rack or equipment cobinel

960 million pps
3080 Ghps

32°F to 104°F (0°C to 40°C)
5% o 95%, noncondensing
-40°F o 158°F (-40°C to 70°C)
5% to 95%, noncondensing

Achieved Miercom Cedlified Green Avard

10 Gigobil Ethernel modules consume hall the power compared 1o competilive
producls; redundonl, scaloble, 90% ellicient power supplies deliver high
reliobility in dala center; new ASIC lechnology hos low power consumption
when providing rich features

14587 BTU/hr (15389.29 ki/hr)

100-120 / 200-240 VAC

4750 W

Maximum power rating and maximum heal dissipation are the worst<ose
theorelicol moximum numbers provided for planning the infrasiructure with fully
loaded PoE (if equipped), 100% Iraffic, all peris plugged in, and ol modules
populated.

CE Lobeled; cUL Cerfified; UL Lisled; EN 60825-1 Safely of Loser Producis-Part
1; EN 60825-2 Salely of Laser Praducis-Porl 2; IEC 60825; IEC 60950-1:2001
{with CB Repor); CAN/CSA-C22.2 No, 60950-1-03; Anatel; ULAR; GOST; EN
60950-1/A11; FDA 21 CFR Subchapter J; NOM; UL 60950-1:2003; EN
60950-1:2001; ROHS Complionca

VCCI Class A; EN 55022 Class A; VCCIV-3/2000.04; ICES-003 Class A;
AS/NZS CISPR22 Class A; EMC Directive 2004/108/EC; FCC (CFR 47, Porl
15) Class A

ETSIEN 300 386 V1.3.3

EN 55024:1998+ A1:2001 + A2:2003
EN 61000-4-2; IEC61000-4-2
EN 61000-4.3; IEC61000-4-3
EN 61000-4-4; IEC61000-4-4
EN 61000-4-5; IEC61000-4.5
EN 61000-4-6; IEC61000-4-6
IEC 61000-4-8; EN&1000-4-8
EN 61000-4-11; [EC61000-4-11
EN 61000-3-2, IEC 61000-3-2
EN 61000-3-3, |[EC 61000-3-3
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Services
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tions (continued)

HP A12518 Switch Chassis (IF4308B)

IMC - Intelligent Managemenl Cenler; command{ine interfoce; outofbond
monogement (serial RS-232C); SNMP Manager, Telnel; RMON1; FTP; indine
ond out-ofband; terminal interfoce (seriol RS-232C); modem interloce

3-year, 4-hour onsite, 13x5 coverage for hardware (UX046E)

3-year, 4-hour onsile, 24x7 coveroge for hardware (UX049E)

3-year, 4-hour onsile, 24x7 coverage lor hardwore, 24x7 software phone
suppori (UX052E)

3-year, 24x7 SW phone support, software updates (UX055E)

Installation with minimum configuration, system-based pricing (UX034E)
4-year, 4-hour onsile, 13x5 coverage for bardware {UX047E)

4-year, 4-hour onsile, 24x7 coverage for hardwore (UX050E)

4.year, 4-hour onsile, 24x7 coverage for hardware, 24x7 software phone
(UX053E)

4-year, 24x7 SW phone suppor, soltware updates (UXO54E)

5-year, 4-hour onsile, 13x5 coveroge lor hardwore {UX048E)

5-year, 4-hour onsile, 24x7 coveroge for hardware (UX051E)

5-year, 4-hour ensile, 24x7 coverage lor hardware, 24x7 software phone
(UX054E)

S-year, 24x7 SW phone supporl, software updates (UXO57E)

3 Yr & hr Colllo-Repair Onsite (UXO58E)

4 Yr 6 hr ColHo-Repair Onsite (UXO59E)

5 Yr & hr Callio-Repair Onsite (UXO40E)

Reler to the HP website at vivews hn com/retwotking/services for details on the
servicelevel descriplions and product numbers. For details about services and
response limes in your oreo, please contoct your local HP sales office.

HP A12508 Swilch Chassis (IF4318B)

IMC - Intelligent Manogement Center; commond-ine interface; outobband
management (serial RS-232C); SNMP Monager; Telnel; RMON1; FTP; inline
ond outofband; terminal interface (seriol RS-232C); modem inlerlace

3-yeor, 4-hour onsite, 13x5 coverage for hardware (UWSB4E)

3-year, 4-hour onsite, 24x7 coverage for hardware (UW9B7E)

3-yeor, 4-hour onsite, 24x7 coveroge for hardware, 24x7 software phone
supporl (UW990E)

3yeor, 24x7 SW phone supporl, softwore updates (UW393E)

Installation with minimum conliguration, systembased pricing (UXO34E)
4-year, 4-hour onsite, 13x5 coverage for hardware (UW9B5E)

4-yeor, 4-hour onsite, 24x7 coveroge lor hordware (UW988E)

4-yeor, 4-hour onsite, 24x7 coverege for hardwore, 24x7 software phone
(UWS91E)

4-year, 24x7 SW phone suppor, softwore updales (UW94E)

5-year, 4-hour onsite, 13x5 coverage for hardware (UW9B4E)

5-yeor, 4hour onsite, 24x7 coverage for hardware (UW$B9E)

5-year, 4-hour onsite, 24x7 covercge for hordware, 24x7 softwore phone
{UWS92E)

5-year, 24x7 SW phone supporl, software updales (UW995E)

3 Yr 6 hr Collo-Repoir Onsite (UW994E)

4 Yr 6 hr Collo-Repair Onsile (UW997E)

5 Yr 6 hr Collto-Repoir Onsite (UW998E)

Reler lo the HP websile ol wwrw lip con/netwerbing/services for detoils on the
servicelevel descriptions and product numbers. For details about services ond
response limes in your area, please con'act your local HP sales office,
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HP A12518 Swilch Chassis {IF430B)

BGP

RFC 1657 Definitions of Managed Objects for
BGPv4

RFC 1771 BGPv4

RFC 1772 Applicotion of the BGP

RFC 1773 Experience with The BGP-4 Prolocol
RFC 1774 BGP-4 Protocol Anolysis

RFC 1965 BGP4 confederotions

RFC 1997 BGP Communities Atfribute

RFC 1998 PPP Gondolf FZA Compression Protocol
RFC 2385 BGP Session Protection vio TCP MD5
RFC 2439 BGP Route Flop Damping

RFC 2796 BGP Route Reflection

RFC 2842 Copobility Advedisement with BGP-4
RFC 2858 BGP-4 MulliProlocol Extensions

RFC 2918 Rou'e Relresh Capability

Denial of service protection

RFC 2267 Nelwork Ingress Filtering

Aulomotic Fillering of well known Denial of Service
Packels

CPU DoS$ Protection

Rate Limiting by ACLs

Device menagement

RFC 1155 Structure and Mgmt Informotion (SMIv1)
RFC 1157 SNMPv1 /v2¢

RFC 1305 NTPv3

RFC 1945 Hyperlext Transfer Protocol - HTTP/1.0
RFC 2271 FrameWork

RFC 2452 MIB for TCP6

RFC 2454 MIB for UDP6

RFC 2573 (SNMPv3 Apglications)

RFC 2578-2580 SMiv2

RFC 2579 (SMiv2 Tex Conventions)

RFC 2580 (SMIv2 Conlormance)

RFC 2819 (RMON groups Alarm, Evenl, Hislory
and Stalistics only)

RFC 2819 RMON

RFC 3417 (SNMP Transport Mappings)

SNMP v3 ond RMON RFC support
SSHv1/55Hv2 Secure Shell

TACACS/TACACS+

General protocols

IEEE 802.10d GHin-Q

IEEE 802.10g Service layer OAM

IEEE 802.1ch Provider Bockbone Bridges
IEEE 802.1D MAC Bridges

IEEE 802.1p Prionity

IEEE 802.1Q VIANs

IEEE 802.1s Multiple Spanning Trees
IEEE 802.1v VIAN clossificotion by Proocol and
Port

IEEE 802.1w Rapid Reconligurotion of Spanning
Tree

IEEE 802.1X PAE

IEEE 802.3cb 1000BASET

IEEE 802.3ad link Aggregation (LAG)
IEEE 802.3ce 10-Gigabil Ethernel

IEEE 802.3ch Ethernet in First Mile over Poinl to
Point Fiber - EFMF

IEEE B02.3i 10BASE-T

IEEE 802 3u 100BASE-X

IEEE 802.3x Flow Control

IEEE B02.3z 1000BASE-X

RFC 768 UDP

RFC 783 TFIP Protocol (revision 2)

RFC 791 IP

RFC 792 ICMP

RFC 793 TCP

RFC 826 ARP

RFC 854 TEINET

RFC 868 Time Protocol

RFC 903 RARP

RFC 951 BOOTP

RFC 959 File Tronsfer Protocol (FTP)

HP A12508 Swilch Chassis (JF4318B)

RFC 1027 Proxy ARP

RFC 1042 IP Dotogroms

RFC 1350 TFTP Protocol {revision 2)

RFC 1519 CIDR

RFC 1542 BOOTP Extensions

RFC 1812 IPv4 Rouling

RFC 2131 DHCP

RFC 2338 VRRP

RFC 2784 Generic Routing Encapsulation (GRE)
RFC 2865 Remote Authentication Dial In User
Service (RADIUS)

IP multicast

RFC 1112 IGMP

RFC 2236 IGMPv2

RFC 2283 Multiprotocol Extensions for BGP-4
RFC 2362 PIM Sporse Mode

RFC 2934 Prolocol Independent Multicast MIB for
1Pv4

RFC 3376 IGMPv3

RFC 3618 Multicast Source Discovery Protocol
(MSDP)

IPvé

RFC 1350 TFTP

RFC 1981 IPvé Path MTU Discovery

RFC 2080 RiPng for IPv6

RFC 2460 IPv6 Specilication

RFC 2461 IPvé Neighbor Discovery

RFC 2462 IPvé Stateless Address Aulo-configuration
RFC 2463 ICMPv6

RFC 2473 Generic Packel Tunneling in IPvé

RFC 2475 IPv6 DilfServ Architecture

RFC 2529 Transmission of IPv6 Pockels over IPv4
RFC 2710 Mulicost Listener Discovery (MLD) for
IPvé

RFC 2740 OSPFv3 for IPv6

RFC 2893 Transition Mechanisms for IPv6 Hosls
and Routers

RFC 2925 Delinitions of Manoged Objec!s lor
Remate Ping, Traceroute, and lookup Operations
{Ping only)

RFC 3315 DHCPvé (client only)

RFC 3484 Delaul Address Selection for IPvé
RFC 3513 IPv6 Addressing Archileclure

RFC 3587 IPv6 Global Unicast Address Formal
RFC 3810 Mulicast Listener Discavery Version 2
(MLDv2) for IPv6

RFC 4251 SSHvé Architecture

RFC 4252 $5Hv6 Authenlicotion

RFC 4253 55Hv6 Transport Layer

RFC 4254 55Hv6 Conneclion

RFC 4541 IGMP & MLD Snooping Switch

RFC 4862 IPv6 Stateless Address Auto-conliguration

MiBs

IEEEB023-LAG-MIB

REC 1213 MIB I

RFC 1229 Inferface MIB Extensions
RFC 1286 Bridge MIB

RFC 1493 Bridge MIB

RFC 1573 SNMP MIB ||

RFC 1643 Etherne! MIB

RFC 1657 BGP-4 MIB

RFC 1724 RiPv2 MIB

RFC 1757 Remote Network Monitoring MIB
RFC 1850 OSPFv2 MIB

RFC 2011 SNMPv2 MIB for IP

RFC 2012 SNMPv2 MIB for TCP
RFC 2013 SNMPv2 MIB for UDP
RFC 2021 RMONv2 MIB

RFC 2096 IP Forwarding Table MIB
RFC 2233 Interfoces MIB

RFC 2273 SNMP-NOTIFICATION-MIB
RFC 2452 IPY6-TCP-MIB

RFC 2454 IPV6-UDP-MIB

RFC 2465 IPvé MIB

RFC 2466 ICMPvS MIB

RFC 2571 SNMP Fromework MIB
RFC 2572 SNMP-MPD MI8

RFC 2573 SNMP-Target MI3

RFC 2613 SMON M3

RFC 2618 RADIUS Clienl MIB

RFC 2620 RADIUS Accounling MIB
RFC 2665 Ethernet-like-MIB

RFC 2674 802.1p ond IEEE 802.1Q Bridge MIB
RFC 2737 Enlity MIB (Version 2)

RFC 2787 VRRP MIB

RFC 2819 RMON MIB

RFC 2863 The Interfoces Group MIB
RFC 2925 Ping MIB

RFC 2932IP (Multicast Routing MIB)
RFC 2933 IGMP MIB

RFC 3273 HC-RMON MIB

RFC 3414 SNMP-User bosed-SM MIB
RFC 3415 SNMPView based-ACM MIB
RFC 3418 MIB for SNMPv3

RFC 3621 Power Etherrel MIB

RFC 3813 MPLS LSR MIB

RFC 3814 MPLS FTN MI3

RFC 3815 MPLS LDP MIB

RFC 3826 AES for SNMP's USK MIB
RFC 4133 Entity MIB (Version 3)
LLOP-EXT-DOT1-MIB
LLDP-EXT-DOT3-MIB

(LDP-MIB

MPLS

RFC 2205 Resource ReSerVation Protocol (RSYP) -
Version 1 Funclional Specificalion

RFC 2209 Resource ReSerVotion Prolocol [RSVP)
RFC 2702 Requiremenls for Troffic Engineering
Over MPLS

RFC 2858 Multiprotecol Extensions for BGP-4

RFC 3031 Multiprotocol Label Swilching
Archileclure

RFC 3032 MPLS Lobel Stock Encoding

RFC 3036 LDP Specilication

RFC 3107 Corrying Label Informalion in BGP-4
RFC 3209 RSVPTE: Extensions lo RSVP for LSP
Tunnels

RFC 3479 Faull Toleronce lor the Label Distribution
Protocol (LDP)

RFC 3487 Grocelul Restor Mechanism for LDP
RFC 4090 Fasl Reroule Extensions lo RSVP-TE for
LSP Tunnels

RFC 4364 BGP/MPLS IP Virtual Private Networks
[VPNs)

RFC 4379 Delecling Mulli-Protocol Lobel Switched
{MPLS) Dota Flane Failures

RFC 4447 Pseudowire Setup ond Maintenance
Using LDP

RFC 4448 Encopsulotion Methods for Transport of
Ethernet over MPLS Networks

RFC 4664 Framework for layer 2 Virtuol Privote
Networks

RFC 4665 Service Requiremeris for Layer 2
Provider Provisioned Virlual Privale Networks

RFC 4761 Virlual Private LAN Service (VPLS) Using
BGP lor Aule-Discovery and Signaling

RFC 4762 Virual Private LAN Service (VPLS) Using
labe! Distribution Protocol (LDP) Signaling

Nehwork management

IEEE 802.1AB Link Lloyer Discovery Proocol {LLDP)
IEEE 802.1D (STP)

RFC 1155 Structure of Management Informolion
RFC 1157 SNMPv1

RFC 1215 SNMP Generic trops

RFC 1757 RMON 4 groups: Sals, History, Alarms
ond Events

RFC 1905 SNMPv2 Prolocel Operalions
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HP A12518 Switch Chassis (IF430B)

RFC 2273 SNMPv3 Applications

RFC 2274 USM for SNMPY3

RFC 2571 SNMP Monagement Frameworks
RFC 2572 SNMPv3 Messoge Processing

RFC 2573 SNMPv3 Applications

RFC 2576 Coexistence belween SNMP versions
RFC 2578 5MIv2

RFC 2819 Four groups of RMON: 1 (statistics), 2
(history), 3 {alorm) ond 9 (events)

RFC 3164 BSD syslog Protocol

RFC 3415 SNMPv3 View-bosed Access Conlrol
Model VACM)

ANSI/TIA-1057 LLDP Media Endpoinl Discovery
(LLDP-MED)

SNMPv1 /v2e/v3

OSPF

RFC 1245 OSPF protocel analysis

RFC 1246 Experience with OSPF

RFC 1587 OSPF NSSA

RFC 1765 OSPF Databose Overflow

RFC 1850 OSPFv2 Monogemen! Informalion Bose
(MIB), Iraps

HP A12508 Swilch Chassis (IF431B)

RFC 2328 OSPFv2

RFC 2370 OSPF Opoque LSA Oplion
RFC 3101 OSPF NSSA

RFC 3623 Graceful OSPF Restart

Qo5/CoS

IEEE 802.1P (CoS)

RFC 2212 Guoronteed Quality of Service

RFC 2474 DS Field in the IPv4 and IPvé Headers
RFC 2475 DiffServ Architecture

RFC 2597 DilfServ Assured Forwarding (AF)
RFC 2598 DillServ Expedited Forwarding [EF)
RFC 2697 A Single Role Three Color Marker
RFC 2698 A Two Rote Three Color Marker
Bi-direclional Rate Shaping

Securlty

IEEE 802.1X Porl Based Network Access Conlrol
RFC 1321 The MD5 Message-Diges! Algorithm
RFC 2082 RIP-2 MD5 Autherlicalion

RFC 2104 Keyed-Hashing for Message

Authentication

RFC 2716 PPP EAP TLS Authentication Protocol
RFC 2865 RADIUS Authenticotion

RFC 2866 RADIUS Accounling

RFC 2867 RADIUS Accounting Medificalions for
Tunnel Prolocol Support

RFC 2868 RADIUS Aliributes for Tunnel Protacel
Support

RFC 2869 RADIUS Extensions

RFC 3567 Intermediate System (IS) to IS
Cryptogrophic Authenticotion

Access Conlrol Lists (ACLs)

Guest VIAN for 802.1x

MAC Authenlication

SSHv2 Secura Shell

Web Authentication

IKEv1
RFC 2865 - Remote Authenticolion Diel In User
Service (RADIUS)

Q)



HP A12500 Swilch Series accessories

Modules

HP A12500 Main Processing Unit (JCO72A)

HP A12508 Fabric Module (JC067B)

HP A12518 Fabric Module (JCO66A)

HP A12500 48-porl Gig-T LEB Module (ICO74A)

HP A12500 48-port Gig-T LEC Madule (JCO65A)

HP A12500 48-port GhE SFP LEB Module (JCO75A)

HP A12500 48-port GbE SFP LEC Module (JCO69A)

HP A12500 4-port 10-GbE XFP LEB Module (JCO76A)
HP A12500 4-port 10-GbE XFP LEC Module (JCO70A)
HP A12500 8-port 10-GbE XFP LEB Module (JCO73A)
HP A12500 8-port 10-GbE XFP LEC Module (JCO68A)
HP A12500 32-port 10-GbE SFP+ REB Module (JCO64A)
HP A12500 32-port 10-GbE SFP+ REC Module (JC476A)
HP A12500 Spare Power Moniler Module (JC502A)

| ransceivers

HP X124 1G SFP LC LH40 1310nm Transceiver {IDO61A)
HP X120 1G SFP LC LH40 1550nm Transceiver (IDO62A)
HP X125 1G SFP LC LH70 Transceiver (JD063B)

HP X125 1G SFP RJ45 T Transceiver (JDO898B)

HP X120 1G SFP LC BX 10-U Transceiver (JDO98B)

HP X120 1G SFP LC BX 10-D Transceiver (JDO99B)

HP X120 1G SFP LC LH100 Transceiver (JD103A)

HP X130 10G XFP SC ZR Transceiver (JD107A)

HP X130 10G XFP SC LR Transceiver (ID108B)

HP X170 1G SFP LC LH70 1550 Transceiver (ID109A)
HP X170 1G SFP LC LH70 1570 Transceiver (JD110A)
HP X170 1G SFP LC LH70 1590 Transceiver (ID111A)
HP X170 1G SFP LC LH70 1610 Transceiver (JD112A)
HP X170 1G SFP LC LH70 1470 Transceiver (JD113A)
HP X170 1G SFP LC LH70 1490 Transceiver (JD114A)
HP X170 1G SFP LC LH70 1510 Transceiver {ID115A)
HP X170 1G SFP LC LH70 1530 Tronsceiver {ID116A)
HP X130 10G XFP LC SR Transceiver (ID1178)

HP X120 1G SFP LC SX Transceiver {JD118B)

HP X120 1G SFP LC LX Transceiver (ID119B)

HP X135 10G XFP LC ER Transceiver (ID121A)

!

] / .
o learn more, visil waww hp.comy nehworking

© Copyright 2010-2011 Hewlelt-Packard Development Company, L.P. The infermalion contained herein is

subject lo change wilhoul natice. The only warranties for HP products and services are set forth in the express

warranty stalements accompanying such producls ond services. Nothing herein should be construed as

ﬁonsiifufing an additional warranty. HP sholl not be liable for technical or editorial errors or omissions contained
erein,

4AA3-0666ENW, Created August 2010; Updated February 2011, Rev. |

HP X120 100M/1G SFP LC LX Transceiver (JF832A)

HP X110 100M SFP LC FX Transceiver (JF833A)

HP X240 SFP+ SFP+ 3 m Direct Attach Cable (JD0978)
HP X240 SFP+ SFP+ 5m Direct Attach Cable (JG0818)
Cables

HP A12500 Side Cable Management Guide (IC084A)
NEW HP 0.5 m PremierFlex OM3+ LC/LC Optical Cable
(BKB37A)

NEW HP 1 m PremierFlex OM3+ LC/LC Oplical Cable
(BK838A)

NEW HP 2 m Premierflex OM3+ LC/LC Optical Cable
(BK839A)

NEW HP 5 m PremierFlex OM3+ LC/LC Oplical Cable
(BK840A)

NEW HP 15 m PremierfFlex OM3+ LC/LC Oplical Cable
(BK841A)

NEW HP 30 m Premierflex OM3+ LC/LC Optical Cable
(BK842A)

NEW HP 50 m Premierflex OM3+ LC/LC Oplical Cable
(BK843A)

Power Supply

HP A12500 AC Power Entry Module (IF426A)

HP A12500 2000W AC Power Supply (IF429A)

Fan lray

HP A12508 Fan Assembly (JCO81A)

HP A12518 Fan Assembly (JCO80A)

HP A12508 Opticnal Air Filter {({C082A)

HP A12518 Optional Air Filter (JCO83A)

Memory

HP A-Series 1GB SDRAM (ICO71A)

Produzts wihin this series hove achisved sufficient scores
in eoch of tre rated criteria lo ochisve the Mercom

“\%‘c““‘“\ Certfied Green distinction Award. See Ine Specificat ens

s \“‘ section of this series for more informotien,
et
e 4




LID ALLADD Darioe Carlac
HP A6600 Roulter Series

Dala sheel

Product overview

As the first service convergence routers based on a
multi-core processor, the HP A6600 series roulers
dramatically enhance service processing capacity with
HP FlexNetwork architecture. Distributed processing
architecture, isolated routing, and service engines, as
well as isolated control and service panels, provide
higher reliability and continual services. Different
software service engines can handle different services
such as network address translation (NAT), Quality of
Service (QoS), IPSec, and NelSiream with no services
modules needed. A6600 routers feature a modular
design, embedded hardware encryption, as well as
Hexible deployment configurations, including
High-speed Interface Modules (HIMs), Multi-function
Interface Modules (MIMs), and Open Application
Architecture (OAA)-enabled modules that provide
nelwork customization and investment protection.
These routers provide carrier-class reliability at
network, device, link, and service layers.

Key features

* Multi-core CPU and distributed processing

» Carrierclass reliability and aggregation

* Open Application Architecture platform

» Embedded hardware encryption

» Fully redundant and hotswappable hardware




I i
Fectures ond benel
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(%isc;hiy of Service {(\}uf:]

* Traffic policing: supports Commilled Access Rale
(CAR) and line rate

* Congestion management: supports FIFO, PQ,
CQ, WFQ, CBQ, and RTPQ

* Other QoS technologies: support iraffic
shaping, FR QaS, MPLS QoS, and MP QoS/LFI

* Congestion avoidance: weighted Random Early
Detection (WRED)/RED

Management

* Management interface control: provides
management access through modem port, terminal
interface, as well as in-band and out-of-band
Ethernet ports

Management security: includes multiple
adminisiration levels, with password protection and
resiricted access fo crilical configuration commands;
access control lists (ACLs) provide telnet and SNMP
access; local and remole syslog capability allows
logging of all access

SNMP v1, v2, and v3: provides complete
support of SNMP as well as full support of
industry-standard MIBs and private MIB exlensions

e

Industry-standard €Ll with a hierarchical
structure: reduces Iraining needs and increases
productivity in multivendor installations

Remote monitoring (RMON): uses standord
SNMP to manitor essential network functions;
supports events, alarm, history, and statistics group
plus a private alarm extension group

Debug and sampler utility: supporis ping and
traceroute for both IPv4 and IPvé

Network Quality Analyzer (NQA): unalyzes
network performance and service quality by sending
test packets, and provides network performance and
service qualily paramelers such as jilter, TCP, or FTP
connection delays and file transfer rates; allows
network manager to defermine overall network
performance and to diagnose and locate network
congestion points or failures

Network Time Protocol (NTP): synchronizes
timekeeping among distributed time servers and
clients; keeps consistent timekeeping among all
clock-dependent devices within the nelwork so that
the devices can provide diverse applications based
on the consistent lime

* Info center: provides a central information center
for system and network information; aggregates all
logs, traps, and debugging information generated
by the system and maintains them in order of
severily; oulpuls the network information to multiple
channels based on user-defined rules

* FTP and TFTP support: File Transfer Protocol
allows bi-directional transfers over a TCP/IP network
and is used for configuration updates; Trivial FTP is
a simpler method using User Datagram Protocol

(UDP)

* Loopback: supporls internal loopback testing for
maintenance purposes and high availability;
loopback detection profecs the system from
incorrect cabling or network configurations and can
be enabled on a port or VLAN

* Internet Group Management Protocol
(IGMP): is used by IP hosis to establish and
maintain mullicast groups; supporls v1, v2, and v3;
utilizes Any-Source Multicast (ASM) or
Source-Specific Mullicast (SSM) to manage Pv4
multicost networks

Connee %é\fiiy

* NEW High port density: provides up fo 16
interface module slots, and high-density Ethernet
interface cards; a single card can provide up to 48
GbE interfaces; therefare, the routers can fully satisfy
the demand of high-density Ethernet (MSTP) link
disiribution

* Multiple WAN interfaces: support Fast
Ethernet/Gigabit Ethernet/ 10 GbE ports,
OC3~0C48 POS/CPOS, and ATM porls

* Flexible port selection: provides a combination
of fiber and copper interface modules,
100/1000Base-X auto-speed selection, and
10/100/1000Base-T auto-speed detection plus
aulo duplex and MDI/MDI-X; speed is adaptable
between 155 M POS and 622 M POS

f
Pertormance

* NEW Industry-leading performance: provides
up to 252 Mpps forwarding performance

* Flexible chassis selection: consists of 4 models:
16 HIMslot chassis, 8 HIM-slot chassis, 4 HIM-slot
chassis, and 2 HIM-slot chassis

* Scalable system design: backplane is designed
for smooth bandwidth upgrade

)



Resiliency and high availability
* Separate data and control planes: provide
greater flexibility and enable conlinual services

* Hitless software upgrades: allow patches to
be installed without restarting the device, increasing
network uptime and simplifying maintenance

* Redundant design of main processing unit
and power supply: increases the overall system
availability

* Virtual Router Redundancy Protocol
(VRRP): enables fast convergence of routes and
packet forwarding when links fail, ensuring high
network availability

* IP Fast Reroute Framework (FRR): nodes are
configured with backup ports and routes; local
implementalion requires no cooperation of adjacent
devices, simplifying the deployment; solves the
fraditional convergence fauls in IP forwarding;
realizes restoralion within 50 ms, with the
restoralion time independent of the number of routes
and fast link switchovers without route convergence

* Graceful restart: fealures are fully supported,
including graceful restart for OSPF, 15-1S, Border
Galeway Protocol (BGP), LDP, and RSVP; netwaork
remains stable during the active-standby switchover;
after the switchover, the device quickly learns the
network routes by communicating with adjacent
routers; forwarding remains uninterrupted during the
switchover to realize nonstop forwarding (NSF)

* Hot-swappuable modules: help ensure the
replacement of hardware interface modules without
impacting the fraffic flow through the system

Layer 3 services

* Address Resolution Protocol (ARP):
delermines the MAC address of another IP host in
the same subnet; supports static ARPs; gratuitous
ARP allows detection of duplicate IP addresses;
proxy ARP allows normal ARP operation between
subnets or when subnels are separated by a Layer 2
network

* User Datagram Protocol (UDP) helper:
redirects UDP broadcasts 1o specific IP subnets fo
prevent server spoofing

* Dynamic Host Configuration Protocol
(DHCP): simplifies the management of large IP
networks and supports client and server; DHCP
Relay enables DHCP operation across subnets

* Domain Name System (DNS): is a distributed
database that provides franslation between a
domain name and an IP address, which simplifies
network design; supporis client and server

Layer 3 rouling

* Static IPv4 routing: provides simple, manually
configured IPv4 routing

* Routing Information Protocol: uses a distance
vector algorithm with UDP packets for route
defermination; supports RIPv1 and RIPv2 routing;
includes loop protection

OSPF; Interior Gateway Protocol (IGP) using
link-state protocol for faster convergence; supports
ECMP, NSSA, and MD5 authentication for
increased security and graceful restart for fasier
failure recovery

L]

Intermediate system to intermediate
system (IS-1S): Interior Galeway Protocol (IGP)
using path-vector protocol, which is defined by the
ISO crganization for IS5 routing and extended by
IETF RFC 1195 1o operale in both TCP/IP and the
OS| reference model (Integrated 15-15)

Static IPv6 routing: provides simple, manually
configured IPvé routing

Dual IP stack: maintains separate stacks for IPv4
and IPv6 1o ease fransition from an IPv4-only
network to an IPvé-only network design

Routing Information Protocol next
generation (RIPng): extends RIPv2 o supporl
IPv6 addressing

OSPFv3: exiends OSPFv2 fo support [Pv6
addressing

BGP+: exlends BGP-4 to support Multiprotocol BGP
(MBGP), including support for IPv6 addressing

IS-IS for IPv6: exiends 1SS to support IPvé
addressing

IPv6 tunneling: is an important element for the
fransition from IPv4 1o IPv6; allows IPvé packels to
traverse IPv4-only networks by encapsulaling the
IPvé packet into a standard IPv4 packet; supports
manually configured, éio4, and Intra-Site Automatic
Tunnel Addressing Protocol (ISATAP) tunnels

Multiprotocol Label Switching (MPLS): uses
BGP 1o advertise routes across Label Switched Paths
(LSPs), but uses simple labels to forward packets
from any Layer 2 or Layer 3 protocol, thus reducing
complexity and increasing performance; supports
graceful restarl for reduced failure impact; supporls
LSP tunneling and multilevel stacks

Multiprotocol Label Switching (MPLS) Layer
3 VPN: allows Layer 3 VPNs across a provider
network; uses MP-BGP 1o establish private routes for
increased securily; supports RFC 2547his mulliple
autonomous system VPNs for added flexibility



* Multiprotocol Label Switching (MPLS) Layer
2 VPN: establishes simple layer 2 point-to-poini
VPNs across a provider network using only MPLS
LDPs; requires no routing and therefore decreases
complexity, increases performance, and allows
VPNs of non-routable protocols; uses no routing
information for increased security; supports Circuil
Cross Connect (CCC), Static Virlual Circuits (SVCs),
Martini draft, and Kompella-draft technologies

* Policy routing: allows custom filters for increased
performance and securily; supporls ACLs, IP prefix,
AS paths, community lists, and aggregale policies

* Multicast VPN: supporis Multicast Domain (MD)
multicast VPN, which can be distribuled on separate
service cards, providing high performance and
flexible configuration

* Border Gateway Protocol 4: Exterior Gateway
Protocol (EGP) with path vector protocol uses TCP
for enhanced reliability for the route discovery
process, reduces bandwidth consumplion by
advertising only incremental updates, and supports
exlensive policies to increase flexibility and scale to
large networks

* OSPFv3 MCE: Mulli-VPN-Instance CE (MCE) binds
different VPNs to different inferfaces on one single
CE; the OSPFv3 MCE feature creates and maintains
separate OSPFv3 rouling tables for each IPvé VPN

to isolate VPN services in the device

sSecurity

* Access control list: supporls powerful ACLs for
both IPv4 and IPv6; ACLs are used for filtering iraffic
fo prevent illegal users from accessing the network
or for controlling network traffic flow; rules can
either deny or permit traffic to be forwarded; rules
can be based on a layer 2 header or a Layer 3
protocol header; rules can also be set to operate on
specific dates or times

* RADIUS: eases switch securily access
administration by using a password authentication
server

* TACACS+: is an authentication tool using TCP with
encryption of the full authentication request that
provides additional security

* Network address translation (NAT): supports
repeated mulliplexing of a port and automatic
5-uple collision detection, enabling NAPT to support
unlimited connections; supports blacklist in
NAT/NAPT/internal server, a limit on the number of
connections, session log, and mulli-instance

* Secure Shell (SSHv2): uses external servers to
securely log in fo a remole device; with
authentication and encryption, it protects against IP
spoofing and plaintext password interception;
increases the security of Secure FTP (SFTP) iransfers

Unicast Reverse Path Forwarding (URPF):
allows normal packets to be forwarded correclly,
but discards the attaching packet due to lack of
reverse path route or incorrect inbound interface;
prevenis source spoofing and distributed altacks;
supporls distributed URPF

DVPN (Dynamic Virtual Private Network):
collects, maintains, and distributes dynamic public
addresses through the VPN Address Management
(VAM) protocol, making VPN establishment
available belween enterprise branches that use
dynamic addresses lo access the public network;
compared to fraditional VPN technologies, DVPN
technology is more flexible and has richer features,
such as NAT traversal of DVPN packets, AAA
identity authentication, IPSec protection of data
packets, and multiple VPN domains

Multicast suppor

* Internet Group Management Protocol
(IGMP): is used by IP hosts 1o establish and
maintain multicast groups; supports v1, v2, and v3;
ulilizes Any-Source Mullicast (ASM) or
Source-Specific Multicast (SSM) fo manage IPv4
multicast networks

* Protocol Independent Multicast (PIM): is used
for IPv4 and IPv6 multicast applications; supports
PIM Dense Mode (PIM-DM), Sparse Mode (PIM-SM),
and Source-Specific Mode (PIM-SSM)

* Multicast Source Discovery Protocol
(MSDP): is used for inferdomain multicast
applications, allowing multiple PIM-SM domains to
interoperate

* Multicast Border Gateway Protocol (MBGP):
allows multicast iraffic to be forwarded across BGP
nelworks, separate from unicast traffic

Integration

* Embedded VPN firewall: provides enhanced
stateful packet inspection and filtering; provides
advanced VPN services with 3DES and AES
encryplion al high performance and low latency

* Open Application Architecture (OOA):
provides both software and hardware platform
based on open standards so that third-party
applications can be integrated seamlessly inlo
routers



Additional information

* Green initiative support: provides support for
RoHS and WEEE regulations

Product architecture
* Multi-core CPU: he first service convergence

router based on mulli-core, multithread processing,
with eight cores and 32 hardware threads

* Distributed processing: the main processing
engine and service engine have separate hardware
for high performance and parallel processing; the
main processing engine is used for route calculation
and system managemeni, while the service engine is
used for service processing

* Separate FIP card and interface card:
interface cards are separated from the FIP card to
support flexible service configurations

Warranty and suppori
* 1-year warranty: with advance replacement

and 30-calendar-day delivery (available in most
countries)

* Electronic and telephone support: limited
electronic and telephone support is available from
HP; refer to www.hp.com/networking/warranty for
details on the support provided and the period
during which support is available

* Software releases: refer to
www hp.com/networking/warranty for details on
the software releases provided and the period
during which software releases are available for
your producl(s)
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Physical choraderistics
Dimensions
Full configuralion weight

Memory and processor

Mounting

Performance

Throughpul

Routing table size
Environment

Operaling temperature
Operoting relotive humidity
Eledricol characeristics
Maximum heot dissipation
Velloge

Maoximum power rofing
Frequency

Noles

Safety

Emissions

Management

\

J
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KOouer series

2 HIM slots

18.11{d) x 17.40(w) x 1.73(h) in, (46 x 44,2 x 4.4 cm) {1U height)
1653 Ib. (7.5 kg)

Multicore MIPS @ 1000 MHz, 2 GB DDR2 SDRAM, 4 GB DDR2 SDRAM, 256
MB flash, 1 GB llash; packet buffer size: 128 MB DDR2 SDRAM

EIA standard 19 in. rack

4.5 million pps
1000000 entries

32°Fto 113°F (0°Clo 45°C)
10% 1o 95%, noncondensing

512 BTU/hr (540,16 k)/hr)

100-120/200-240 YAC

150 W

50/60 Hz

Maximum power rating and maximum heal dissipation are the worst-cose
theoretical maximum numbers provided for planning the infrostructure with fully
loaded PoE (il equipped), 100% Iralfic, oll poris plugged in, ond oll modules
populated

CSA 22.2 No. 60950; cUL (CSA 22.2 No. 60950); CSA 22.2 No. 60950
3rd edilion; CSA 22.2 No. 950; CSA 950; cUL (CSA 950); EN 60950/IEC
60950; UL 1950 3rd edition; UL 1950; UL 60950; UL 60950-1; CAN/CSA
22.2 No. 60950; CAN/CSA 22.2 No, 60950-1; EN 60825; AS/NZS
60950; KN 60950; GOST R MEK60950; EN 60825:1 Scfety of Laser
Producis-Part 1; EN 60825-2 Salety of Laser Producls-Part 2; EN 609500 Salety
Information Technology Equipmenl; UL 60950; CSA 22.2 No. 60950/cUL; IEC
60950; IEC 60950-1; EN 60950; EN 60950-1; IEC 60825; CSA 22.2 No.
950.95; [EC 60950-1:2001 {with CB Report); CAN/CSAC22.2 No.
60950-1.03; CAN/CSAC22.2 No. 60950-1; CSA 60950-1; CSA C22.2
60950-1; EU ReHS Compliont; EN 60950-1/A11; CSA 22.2 60950-1; EN
60950: 2000, ZB and ZC Devigtions; IEC 60950: 1999, Corr Feb 2000, oll
notionol deviolions; As/NZS 60950:2000, Auslralio; UL 60950-1:2003; UL
60950-1:2001; CSA 22,2 60950-1:2003; JEC 60950-1:200); EN
60950-1:2001; CSA 22.2:60950; AS/NZS§ 60950; 2000 Auslralio, Russian
GOST Salety Approval; CSA 22.2 No. 950 3rd Edition 1995; UL 60950 3rd
Edition; CAN/CSA 22.2 No. 60950-00/UL 60950 3rd Edition, Sofety
Infermation for Technology Equipmenl; EN 60950/1EC 60950 3rd Edition; UL
60950 Stondord for the Safely of Information Technology Equipment; EN
60825: Safety of Laser Products

FCC port 15 Closs A; FCC Rules Port 15, Subpart B Closs A; EN
55022/CISPR-22 Closs A; VCCl Class A; EN 55022/CISPR 22 Closs A; EN
55022 Closs A; CISPR 22 Class A; EN 55024; CISPR 22/A2; |EC/EN
61000-3-2; IEC/EN 61000-3-3; EN 55024/A1; IEC 61000:4-2, 43, 4.4, 4.5,
4-6, 4-8, 4-11; BSMI CNS 13438; EMC Direclive 89/336/EEC; ICES-003
Closs A; ANSI C63.4 2003; CISPR 24; ETSIEN 300 386 V1.3.3; AS/NZS
CISPR22 Class A; EN 61000-3-2; EN 61000-3-3; Korecon EMI Class A; CNS
13438 Closs A; EN 55024:1998; EN 61000-4-2; EN 61000-4-3; EN
61000-4-4; EN 61000-4-5; EN 61000-4-6; EN 61000-4-11

IMC - Intelligent Monogement Center; commanddine interface; limited
commandine interface; ovt-ol-band manogement (seriol RS-232C); outofband
managemenl (DB.9 seriol port console); outotband management; SNMP
Manager; Telnel; RMON1; FTP; indine and eutofband; terminal interface (serial
R§-232C); modem interface; IEEE 802.3 Ethernet MIB; Ethernet Interfoce MIB

HP A6604 Router Chassis (JC178B)
4 HIM slots

2 MPU (for management modules) slots

18.9(d) x 17.17(w) x 8.66(h) in. (48.01 x 43.61 x 22 cm) [5U heighi)
83.77 |b. (38 kg)

EIA standard 19 in. rack

up lo 36 million pps
2000000 entries

32°F 1o 113°F (0°C lo 45°C)
10% lo 95%, nencondensing

2217 BTU/hr (2338.94 ki/hi)
100-120/200-240 VAC

650 W

50/60 Hz

Maximum power rating ond maximum heal dissipalion are the worst-cose
theorelical maximum numbers provided lor planning the infrastructure with fully
loaded PoE (if equipped), 100% lraffic, oll poris plugged in, ond oll modules
populoted.

CSA 22,2 No. 60950; cUL (CSA 22.2 No. 60950); CSA 22.2 No. 60950
3rd edition; CSA 22.2 No. 950; CSA 950; cUL (CSA 950); EN 60950/IEC
60950; UL 1950 3rd edition; UL 1950, UL 60950, UL 60950-1; CAN/CSA
22.2 No, 60950, CAN/CSA 22,2 No. 60950-1; EN 60825; AS/NZS
60950; KN 60950; GOST R MEK60950; EN 60825.1 Solely of Laser
ProductsPort 1; EN 60825-2 Safety of Loser Products-Part 2; EN 609500 Safety
Information Technolegy Equipment; UL 60950; CSA 22.2 No. 60950/cUL; IEC
60950; IEC 60950-1; EN 60950; EN 60950-1; IEC 60825; CSA 22.2 No.
950-95; IEC 60950-1:2001 (with CB Repod); CAN/CSA-C22.2 No.
60950-1.03; CAN/CSA-C22.2 No. 60950-1; CSA 60950-1; CSA C22.2
60950-1; EU RoHS Compliont; EN 60950-1/A11; CSA 22.2 60950-1; EN
40950: 2000, 28 ond ZC Deviations; IEC 60950: 1999, Corr Feb 2000, all
national devialions; As/NZ$ 60950:2000, Ausralio; UL 60950-1:2003; UL
60950-1:2001; CSA 22.2 60950-1:2003; IEC 60950-1:2001; EN
60950-1:2001; CSA 22,2-60950; AS/NZS 60950: 2000 Aus'ralia, Russian
GOST Salely Approval; CSA 22.2 No. 950 3rd Edition 1995; UL 60950 3rd
Edition; CAN/CSA 22.2 No. 60950-00/UL 60950 3rd Editian, Sofety
Information for Technology Equipment; EN 60950/IEC 60950 3rd Edition; UL
60950 Standard for the Sofety of Information Technology Equipment; EN
60825: Sofety of Loser Producls

FCC port 15 Class A; FCC Rules Part 15, Subpant B Class A; EN
55022/CISPR-22 Closs A; VCCI Class A; EN 55022/CISPR 22 Closs A; EN
55022 Closs A; CISPR 22 Closs A; EN 55024; CISPR 22/A2; IEC/EN
61000-3-2; IEC/EN 61000-3-3; EN 55024/A1; IEC 61000:4-2, 4-3, 4-4, 4.5,
46, 48, 411; BSMI CNS 13438; EMC Direclive 89/336/EEC; ICES-003
Class A; ANSI C43.4 2003; CISPR 24; ETSI EN 300 386 V1.3.3; AS/NZS
CISPR22 Class A; EN 61000-3-2; EN 61000-3-3; Korean EMI Class A; CNS
13438 Closs A; EN 55024:1998; EN 61000-4-2; EN 61000-4-3; EN
61000-4-4; EN 61000-4-5; EN 61000-4-6; EN 61000-4-11

IMC - Intelligent Monagemenl Center; commondiine interface; limited
commandine inlerface; oulofband management (serial RS-232C); out-ofband
manogement {DB-9 seriol port console); outolband management; SMIMP
Manager; Telnel, RMONI; FTP; indine and outolbond, terminol interface (serial
RS-232C); modem interfoce; IEEE 802.3 Ethernel MIB; Ethernet Interloce MIB

)



HP A6600 Router

Services

3

itications (continued)

ries

HP A6602 Router {IC176A)

J-year, pors only, global next-day odvance exchonge (HP826E)

J-year, 4-hour onsite, 13x5 coverage for hardware {HP830E)

3-year, 4-hour onsite, 24x7 coverage for hardwore (HP817E)

3:year, 4-hour onsite, 24x7 coverage for hardware, 24x7 SW phone supporl
ond SW updotes (HP820E)

J-year, 24x7 SW phone supporl, softwore updotes (HP823E)

1-year, postwarranty, 4hour onsile, 13x5 coverage for hardwore (HR524E)
1-year, postwarranty, 4 hour ansite, 24x7 coverage for hardwore (HR525E)
1-year, postwarranty, 4-hour onsite, 24x7 coverage for hardware, 24x7
soliwore phone supporl (HR526E)

4year, 4-hour onsite, 13x5 coverage for hardware (HP831E)

4.year, 4-hour onsite, 24x7 coverage for hardware (HP818E)

4+year, 4-hour onsile, 24x7 coverage for hardware, 24x7 software phone
{HP821E)

4+year, 24x7 SW phone supporl, software updoles (HPB24E)

S+yeor, 4-hour onsile, 13x5 coveroge for hordware (HPB32E)

S-year, 4-hour onsile, 24x7 coverage for hardware (HP819E)

5.year, 4-hour onsile, 24x7 coverage for hardware, 24x7 software phone
{HPB22E)

S-year, 24x7 SW phone suppori, software updoles (HPB25E)

3 Yr 6 hr Collio-Repair Onsile {HP827E)

4 Yr 6 hr ColHo-Repair Onsile {HP828E)

5 ¥r & hr Calllo-Repoir Onsile (HPB29E)

1-year, & hour Call-To-Repair Onsite for hardwore (HR528E)

1-year, 24x7 software phone supporl, software updates (HR527E)

Refer to the HP websile of www hp.com/nghvorting/services for delails on the
servicelevel descriptions and product numbers. For details aboul services and
response limes in your area, please contact your locol HP soles olffice.

HP A6604 Router Chassis (/C178B)

3-year, porls only, globol nexi-doy odvance exchonge (UWO054E)

3year, 4hour onsite, 13x5 coverage for hardwore (UWO062E)

3year, 4-hour onsite, 24x7 coverage for hardwore (UV930E)

3-year, 4-hour onsite, 24x7 coverage for hardware (HR530E)

3-year, 4-hour onsite, 24x7 coverage for hardware, 24x7 SW phone support
ond SW updales {UVP43E)

3year, 24x7 SW phone supporl, softwore updates (UV955E)

1year, postwarronty, 4-hour onsite, 13x5 caverage lor hardware (HR529E)
1+year, postwarranty, 4-hour onsile, 24x7 coverage for hardware, 24x7
software phone support (HRS31E)

4-year, 4hour onsite, 13x5 coverage for hordwore (UWO63E)

4-year, 4hour onsile, 24x7 coverage lor hardwore (UV931E)

4year, 4hour onsite, 24x7 coverage for hardware, 24x7 software phone
(UV944E)

4-year, 24x7 SW phone suppor, software updates (UV956E)

S-yeor, 4hour onsite, 13x5 coveroge lor hordwore (UWO064E)

S-year, 4hour onsile, 24x7 coverage lor hardware (UV932E)

5-year, 4hour onsite, 24x7 caverage for hardware, 24x7 softwore phone
{UV945E)

S-year, 24x7 SW phone support, software updates (UV957E)

3 Yr 6 hr Callto-Repoir Onsile {UWO055E)

4 Yr 6 hr CollHoRepair Cnsile (UWO056E)

5 Yr 6 hr Callto-Repair Onsite {UWO57E)

1-yeor, 6 hour CollTo-Repair Onsite for hardware (HR533E)

1-year, 24x7 software phone suppor, software updates (HR532E)

Refer to the HP websile of wwse. by com/neteaiking/services for details on the
servicelevel descriplions and producl numbers. For delails obout services and
response limes in your area, please contact your locol HP soles office.
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BGP

RFC 1267 Border Galewoy Frotocol 3 (BGP-3)
RFC 1657 Delinilions of Monaged Objecls for
BGPv4

RFC 1771 BGPv4

RFC 1772 Application of the BGP

RFC 1773 Experience with the BGP-4 Protocol
RFC 1774 BGP-4 Protocol Anolysis

RFC 1965 BGP4 con'ederotions

RFC 1997 BGP Communities Atlribute

RFC 1998 PPP Gandolf FZA Compression Protocol
RFC 2385 BGP Session Prolection via TCP MD5
RFC 2439 BGP Roule Flap Damping

RFC 2796 BGP Roule Reflection

RFC 2842 Copabilily Advertisement with BGP-4
RFC 2B58 BGP-4 Multi-Protocol Extensions

RFC 2918 Route Refresh Capability

Denial of service protection
CPU Do$ Praleclion
Rate Limiting by ACLs

. Device management

RFC 1155 Struclure and Mgmt Informalion [SMIv1)
RFC 1157 SNMPv] /v2c

RFC 1305 NTPv3

RFC 1901 (Community based SNMPv2)

RFC 1901-1907 SNMPv2¢, SMIv2 and Revised
MBI

RFC 1902 (SNMPv2)

RFC 1908 (SNMP v1/2 Coexistence)

RFC 1945 Hypertext Transfer Profocol - HTTP/1.0
RFC 2068 Hyperiex Transfer Protocol - HTTP/1.1
RFC 2271 Frome\Work

RFC 2452 MIB for TCP6

RFC 2454 MIB for UDPS

RFC 2573 (SNMPv3 Apgplications)

RFC 2576 {Coexistence between SNMP V1, V2,
V3)

RFC 2578-2580 SMIv2

RFC 2579 (SMIv2 Text Conventians)

RFC 2580 {SMIv2 Conformance)

RFC 2819 (RMON groups Alarm, Evenl, History
and Statistics only)

RFC 2819 RMON

RFC 3410 {Manogement Fromework)

RFC 3416 (SNMP Prolocel Operotions v2)

RFC 3417 (SNMP Tronspord Moppings)

Multiple Configuration Files

Multiple Software Images

SNMP v3 ond RMON RFC supporl
SSHv1/5SHv2 Secure Shell

TACACS/TACACS+

General protocols

IEEE 802.10d GinQ

IEEE 802.10d Q-inQ

IEEE BO2.1ag Service Loyer OAM

IEEE 802.10h Pravider Backbone Bridges

IEEE 802.1AX-2008 link Aggregation

IEEE 802.1D MAC Bridges

IEEE 802.1p Priority

IEEE 802.1Q (GVRP)

IEEE 802.1Q VIANs

IEEE 802.1s (MSTP)

IEEE 802.1s Multiple Spanning Trees

IEEE 802.1v VLAN clossificotion by Protocol and
Port

IEEE 802. 1w Rapid Recenliguration of Spanning
Tree

IEEE 802.1X PAE

IEEE 802.3 Typs 10BASE-T

IEEE 802.30b 1000BASE.T

IEEE 802.3ac (VIAN Togging Exlension)

IEEE 802.30d link Aggregation (LAG)

IEEE 802.30d link Aggregation Conlrol Protocol
{LACF)

HP A6604 Rouler Chassis (IC178B)

|EEE 802.3ce 10-Gigabit Ethernel

IEEE 802.30g Ethernet OAM

IEEE 802.3ch Ethernel in First Mile over Poinl to
Point Fiber - EFMF

IEEE 802.3i 10BASE-T

IEEE 802.3u 100BASEX

IEEE 802.3x Flow Control

IEEE 802.3z 1000BASE-X

RFC 768 UDP

RFC 783 TFTP Protocol (revision 2)

RFC 791 1P

RFC 792 ICMP

RFC 793 TCP

RFC 826 ARP

RFC 854 TELNET

RFC 855 Telnet Option Specification

RFC 856 TELNET

RFC 857 Telnet Echo Option

RFC 858 Telnet Suppress Go Ahead Option

RFC 894 IP over Ethernel

RFC 896 Congestion Control in IP/TCP
Internetworks

RFC 906 TFTP Boolstrap

RFC 925 MultiLAN Address Resolution

RFC 950 Internet Stondord Subnefling Procedure
RFC 951 BOQTP

RFC 959 File Tronsfer Protocol (FTP)

RFC 1006 ISO tronsporl services on top of the TCP:
Version 3

RFC 1027 Proxy ARP

RFC 1034 Domoin Concepts ond Facililies

RFC 1035 Domain Implementalion ond
Specification

RFC 1042 IP Dalogroms

RFC 1058 RIPv1

RFC 1071 Computing the Internel Checksum

RFC 1091 Telnet Terminal-Type Option

RFC 1093 NSFMET rouling archilecture

RFC 1122 Hosl Requirements

RFC 1141 Incremental updaling of the Infernet
checksum

RFC 1142 OSI 184S Introdomoin Routing Protocol
RFC 1144 Compressing TCP/IP headers lor
low-speed seriol links

RFC 1171 Pointto-Poinl Protocol for the Iransmission
of multi-protocol datagrams aver Pointio-Point links
RFC 1195 OSI SIS for IP ond Dual Environments
RFC 1213 Monagemenl Informolion Base for
Network Management of TCP/IPbosed inlernels
RFC 1253 {OSPF v2)

RFC 1256 ICMP Router Discovery Protocol (IRDP)
RFC 1293 Inverse Address Resolution Protocal
RFC 1305 NTPv3

RFC 1315 Management Information Bose for Frame
Relay DTEs

RFC 1321 The MD5 Messoge-Digest Algorithm
RFC 1332 The PPP Internel Protocal Control Protocol
IPCF)

RFC 1333 PPP Link Quality Moniloring

RFC 1334 PPP Authenticotion Protocols (PAP)

RFC 1334 PPP Authenticotion Protocols (PAP)

RFC 1349 Type of Service

RFC 1350 TFTP Prolocol (revision 2)

RFC 1377 The PPP OS5I Network Layer Control
Protocol (OSINLCP)

RFC 1381 SNMP MIB Exension for X 25 LAPB
RFC 1389 RIPv2 MIB Extension

RFC 1471 The Definitions of Managed Objecis for
the Link Control Protocol of the Pointio-Poinl Protocol
RFC 1472 The Definitions of Managed Objecls for
the Security Protocels of the Pointo-Point Protocol
RFC 1490 Multiprotocol Interconnect over Frame
Relay

RFC 1519 CIDR

RFC 1531 Dynomic Hos! Configuration Protocol
RFC 1533 DHCP Options and BOOTP Vendor

Extensions

RFC 1534 DHCP/BOOTP Inleroperation

RFC 1541 DHCP

RFC 1542 BOQITP Exlensions

RFC 1542 Clarifications and Extensions for the
Bootstrap Protocol

RFC 1552 The PPP Internetworking Pocket Exchange
Conirol Profocol (IPXCP)

RFC 1577 Clossical IP and ARP over ATM

RFC 1631 NAT

RFC 1638 PPP Bridging Conlrol Protocol (BCP)
RFC 1661 The Pointto-Poin! Protocol (FPP)

RFC 1662 PPP in HDLC like Framing

RFC 1695 Delinitions of Maraged Objects for ATM
Manogemen! Version 8.0 using SMIv2

RFC 1700 Assigned Numbers

RFC 1701 Generic Rouling Encopsulation

RFC 1702 Generic Rouling Encapsulation over IPv4
nelworks

RFC 1721 RIP-2 Anclysis

RFC 1722 RIP-2 Applicobility

RFC 1723 RIP v2

RFC 1812 IPv4 Routing

RFC 1829 The ESP DES-CBC Transform

RFC 1877 PPP Internel Protocel Control Protocol
Exlensions for Nome Server Addresses

RFC 1944 Benchmorking Methodology for Network
Interconnec! Devices

RFC 1945 Hyperlex Tronsfer Protocol - HTTP/1.0
RFC 1973 PPP in Frame Relay

RFC 1974 PPP Stoc LZS Compression Protocol
RFC 1981 Path MTU Discovery for IP version 6
RFC 1990 The PPP Multilink Protocol (MP)

RFC 1994 PPP Chollenge Handshake Authenticalion
Protocol {(CHAP)

RFC 2082 RIP-2 MD5 Authenlication

RFC 2091 Trigger RIP

RFC 2104 HMAC: Keyed-Hashing for Messoge
Authenticotion

RFC 2131 DHCP

RFC 2132 DHCP Oplions and BOOTP Vendor
Extensions

RFC 2138 Remole Authenticotion Dial In User
Service (RADIUS)

RFC 2205 Resource ReSerVation Protocol (RSVF) -
Version 1 Functional Specification

RFC 2209 Resource ReSerVation Protocol (RSVP) -
Version 1 Messoge Processing Rules

RFC 2236 IGMP Snooping

RFC 2246 The TL$ Protocol Version 1.0

RFC 2251 Lightweight Direclory Access Protocol
v3)

RFC 2252 lightweight Directory Access Protocol
[v3): Afribute Syntox Delinitions

RFC 2280 Routing Policy Specification longuage
RPSL)

RFC 2283 MBGP

RFC 2284 EAP over LAN

RFC 2338 VRRP

RFC 2338 VRRP (Premium Edge License)

RFC 2364 PPP Over AALS

RFC 2374 An Aggregotable Global Unicast
Address Formal

RFC 2451 The ESP C8C-Mode Cipher Algorithms
RFC 2453 RIPv2

RFC 2510 Internet X 509 Public Key Infrostructure
Ceificate Monagemen! Protocols

RFC 2511 Internet X 509 Cedilicate Reques!
Message Formal

RFC 2516 A Method for Transmitting PPP Over
Ethernet (PPPOE)

RFC 2529 Tronsmission of IPv6 over IPv4 Domains
without Explicit Tunnels

RFC 2616 HTTP Compolibility v1.1

RFC 2622 Routing Policy Specification language
{RPSL)

i,
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HP A6602 Router (IC176A)

RFC 2663 MAT Terminology and Considerations
RFC 2684 Mulliprolocel Encapsulation aver ATM
Adaplation loyer 5

RFC 2694 DNS exlensions to Network Address
Translators (DNS_ALG)

RFC 2702 Requirements for Troffic Engineering
Over MPLS

RFC 2716 PPP EAP TLS Authenlication Protocel
RFC 2747 RSVP Cryplographic Authentication
RFC 2763 Dynamic Nameto-Syslem 1D mopping
sup

RFC 2765 Stoteless IP/ICMP Translation Algorithm
(sIm)

RFC 2766 Network Address Translation - Protocol
Translotion (NAT-PT)

RFC 2767 Dual Stacks IPv4 & IPvé

RFC 2784 Generic Routing Encapsulation (GRE)
RFC 2787 Definilions of Manoged Objects for VRRP
RFC 2865 Remote Authenticotion Diol In User
Service (RADIUS)

RFC 2866 RADIUS Accounting

RFC 2868 RADIUS Aftributes for Turrel Protocol
Suppor

RFC 2869 RADIUS Exlensions

RFC 2961 RSVP Refresh Overhead Reduction
Exfensions

RFC 2966 Domain-wide Prefix Distribution with
Twolevel 184S

RFC 2973 155 Mesh Groups

RFC 2993 Architectural Implicotions of NAT

RFC 3022 Traditional IP Netwark Address
Transhator (Traditional NAT)

RFC 3027 Protocol Complications with the IP
Network Address Translator

RFC 3031 Multiprotocol Lobel Switching
Architeclure

RFC 3032 MPLS label Stack Enceding

RFC 3036 LDP Specification

RFC 3046 DHCP Relay Agent Informotion Cplion
RFC 3063 MPLS Loop Prevenlion Mechanism

RFC 3065 Support AS confederation

RFC 3137 OSPF Siub Router Adverisement

RFC 3209 RSYP-TE Extensions to RSVP for LSP
Tunnels

RFC 3210 Applicability Statement for Exlensions lo
RSVP for LSP-Tunnels

RFC 3212 Constraint-Based LSP setup using LDP
(CRLDP)

RFC 3214 LSP Modificalion Using CRADP

RFC 3215 LOP State Machine

RFC 3246 Expedited Forwarding PHB

RFC 3268 Advaonced Encryption Standard [AES)
Ciphersuites for Transporl Layer Security (TLS)
RFC 3277 1545 Transient Blackhole Avoidance
RFC 3279 Algorithms ond Identifiers for the Infernet
X.509 Public Key Infrostruclure Cenrtificate ond
Cerlificate Revocation List (CRL) Profile

RFC 3280 Internet X. 509 Public Key Infrastructure
Cerlificate ond Cerlificate Revocalion List (CRL)
Profile

RFC 3392 Support BGP copablilies odverisemenl
RFC 3410 Applicability Statements for SNMP
RFC 3416 Protocol Operotions for SNMP

RFC 3417 Transport Mappings for the Simple
Netvrork Monagement Protocol (SNIP)

RFC 3479 Foull Tolerance for the Lobel Distribution
Protocol (LDP)

RFC 3487 Groceful Restort Mechanism for LDP
RFC 3509 OSPF ABR Behavior

RFC 3526 More Modular Exponential (MODP)
DiffieHellman groups lor Internel Key Exchange
(IKE)

RFC 3564 Requirements for Support of
Differentiated Servicesaware MPLS Trolfic
Engineering

RFC 3567 Intermediate System to In'ermediate
System (I515) Cryptogrophic Authenticalion

HP A6604 Router Chassis (IC1788)

RFC 3602 The AES-CBC Cipher Algorithm and Its
Use with IPsec

RFC 3619 Ethernet Aulomalic Proteclion Swiilching
(EAPS)

RFC 3623 Graceful OSPF Restarl

RFC 3704 Unicas! Reverse Path Forwarding (URPF)
RFC 3706 A Tralffic-Bosed Method of Detecting
Deod Internet Key Exchange (IKE) Peers

RFC 3768 VRRP

RFC 3768 VRRP

RFC 3768 VRRP (Premium Edge License)

RFC 3784 ISIS TE support

RFC 3786 Extending the Number of 155 LSP
Fragmenls Beyond the 256 Limil

RFC 3811 Delinitions of Textual Conventions (TCs)
for Multiprotocol Label Switching [MPLS)
Manogement

RFC 3812 Multiprotocol Label Switching (MPLS)
Trolfic Engineering (TE) Monagement Information
Base (MIB)

RFC 3847 Restart signaling for 1515

RFC 4213 Basic Pvé Transition Mechanisms

IP Ping

IP multicast

RFC 1112 IGMP

RFC 2236 IGMPv2

RFC 2283 Multiprolocol Extensions for BGP-4
RFC 2362 PIM Sparse Mode

RFC 2362 PIM Sporse Mode (Premium Edge
license)

RFC 2362 PIM Sparse Mode

RFC 2934 Protocol Independent Multicast MIB for
1Pv4

RFC 3376 IGMPv3

RFC 3376 IGMPV3 (host [oins only)

RFC 3569 An Overview of Source-Specilic Multicast
(SSM)

RFC 3618 Muliicost Source Discovery Prolacol
(MSDP)

RFC 3973 Dralt 2 PIM Dense Mode

RFC 3973 Draft 2 PIM Dense Mode

RFC 3973 PIM Dense Mode

RFC 3973 PIM Dense Mode (Premium Edge license)
RFC 3973 PIM Dense Mode

RFC 4601 Droft 10 PIM Sparse Mode

RFC 4601 Droft 10 PIM Sparse Mode

RFC 4605 IGMP/MLD Proxying

IPvé

RFC 1350 TFTP

RFC 1881 [Pvé Address Allocotion Management
RFC 1886 DNS Extension for IPv6

RFC 1887 IPv6 Unicosl Address Allocation
Architecture

RFC 1981 IPv6 Poth MTU Discovery

RFC 2080 RIPng for IPvé

RFC 2292 Advanced Sockets AP] for IPvé

RFC 2373 IPv6 Addressing Architecture

RFC 2375 IPv6 Multicast Address Assignments
RFC 2460 IPv6 Specification

RFC 2461 IPv6 Neighbor Discovery

RFC 2462 IPv6 Slaleless Address Aulo-conligurotion
RFC 2463 ICMPVG

RFC 2464 Transmission of IPvé over Ethernet
Networks

RFC 2472 IP Vetsion 6 over PPP

RFC 2473 Generic Packel Tunneling in IPv6

RFC 2475 IPvé DiliServ Archilecture

RFC 2529 Transmission of IPv6 Packets over IPv4
RFC 2545 Use of MP-BGP-4 for IPvé

RFC 2553 Basic Socket Interface Extensions for IPv&
RFC 2710 Multicosl Listener Discovery (MLD) for
1Pvé

RFC 2711 IPv6 Router Alert Option

RFC 2740 OSPFv3 for IPv&

RFC 2893 Transition Mechanisms for IPvé Hosts
ond Routers

RFC 2925 Delinilions of Managed Objects for
Remole Ping, Traceroute, ond lookup Operclions
{Ping only)

RFC 2925 Remole Operations MIB (Ping only)
RFC 3056 Conneclion of IPvé Domains via IPv4
Clouds

RFC 3162 RADIUS ond IPvé

RFC 3306 Unicast-Prelix-based IPvé Multicas!
Addresses

RFC 3307 IPv6 Multicast Address Allocation

RFC 3315 DHCPv6 (client and relay)

RFC 3315 DHCPv6 (client only)

RFC 3363 DNS support

RFC 3484 Defoult Address Selection for IPv6
RFC 3493 Basic Socket Interfoce Extensions for IPvé
RFC 3513 IPvé Addressing Architecture

RFC 3542 Advanced Sockets APl for IPv6

RFC 3587 IPv6 Globol Unicast Address Formal
RFC 3596 DNS Extension for IPvé

RFC 3810 MLDv2 (host joins only)

RFC 3810 MLDv2 for IPvé

RFC 3810 Mulficast Listener Discavery Version 2
(MLDV2) for IPvé

RFC 4022 MIB for TCP

RFC 4113 MIB for UDP

RFC 4251 SSHv6 Architeclure

RFC 4252 SSHv6 Authenlication

REC 4252 SSHv6 Tronsport layer

RFC 4253 SSHvb Tronsporl layer

RFC 4254 S5Hv6 Connection

RFC 4291 IP Version 6 Addressing Architecture
RFC 4293 MIB for IP

RFC 4419 Key Exchange for SSH

RFC 4443 ICMPvS

RFC 4541 IGMP & MLD Snooping Switch

RFC 4861 IPv6 Neighbor Discovery

RFC 4862 IPv6 Stateless Address Avtoconliguration
RFC 5095 Deprecalion of Type 0 Rouling Headers
in IPv6

RFC 5340 OSPF lor IPvé

RFC 5340 OSPFv3 for IPvé

RFC 5722 Hondling of Overlapping IPvé Fragments

MIBs

|EEE 802 1-PAE-MIB

|IEEE BO23-LAG-MIB

RFC 1156 ([TCP/IP MIB)

RFC 1212 Concise MIB Delinilions
RFC 1213 MBI

RFC 1229 Interfoce MI8 Exlensions
RFC 1286 Bridge MIB

RFC 1493 Bridge MIB

RFC 1573 SNMP MIB Il

RFC 1643 Ethernet MIB

RFC 1650 Ethernet-Like MIB

RFC 1657 BGP-4 MIB

RFC 1724 RiPv2 MIB

RFC 1757 Remole Network Monitoring MIB
RFC 1850 OSPFv2 MIB

RFC 1907 SNMPv2 MI3

RFC 2011 SNMPv2 MIB [or IP
RFC 2012 SNMPv2 MI3 for TCP
RFC 2013 SNMPv2 MI for UDP
RFC 2021 RMONv2 MIB

RFC 2096 IP Forwarding Toble MIB
RFC 2233 In'erface MIB

RFC 2233 Interfoces MIB

RFC 2273 SNMP-NOTIFICATION-MIB
RFC 2452 IPV&TCP-MIB

RFC 2454 |PV&UDP-MIB

RFC 2465 IPvé MIB

RFC 2466 ICMPv6 MIB

RFC 2571 SNMP Fromework MIB
RFC 2572 SNMP-MPD MIB

#
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RFC 2574 SNMP USM MIB

RFC 2618 RADIUS Client MIB

RFC 2620 RADIUS Accounting MIB
RFC 2665 Ethernet-like-MIB

RFC 2668 802.3 MAU MIB

RFC 2674 802.1p ond [EEE 802.1Q Bridge MIB
RFC 2688 MAU-MIB

RFC 2737 Erhty MIB {Version 2)

RFC 2787 VRRP MIB

RFC 2819 RMON MI8

RFC 2863 The Interlaces Group MIB
REC 2925 Ping MIB

RFC 2932IP (Multicas! Routing MIB)
RFC 2933 IGMP MIB

RFC 3273 HCRMON M8

RFC 3414 SNMP-User based-SM MIB
RFC 3415 SNMPView bosed-ACM MIB
RFC 3418 MIB for SNMPv3

RFC 3621 Power Ethernel MIB

RFC 3813 MPLS LSR MIB

RFC 3814 MFLS FTN MIB

RFC 3815 MPLS LDP MIB

RFC 3826 AES for SNMP's USM MIB
RFC 4113 UDP MIB

RFC 4133 Enlity MIB (Version 3)

RFC 4221 MFLS FTN MIB
LLDP-EXT-DOT1-MIB
LLDP-EXT-DOT3-MIB

LLDP-MIB

Network management

IEEE 802.1AB link Loyer Discovery Protocol (LLDF)
IEEE 802.1D (STP)

RFC 1098 A Simple Network Management Protocol
(SNMP)

RFC 1155 Shucture of Monagement Information
RFC 1157 SNMPv]

RFC 1215 SNMP Generic traps

RFC 1757 RMON 4 groups: Stots, History, Alarms
ond Evenls

RFC 1901 SNMPv2 Inlroduction

RFC 1902 SNMPv2 Structure

RFC 1903 SNMPv2 Textual Convenlions

RFC 1904 SNMPv2 Conlormance

RFC 1905 SNMPv2 Pratocol Operations

RFC 1906 SNMPv2 Transport Moppings

RFC 1918 Privote Internel Address Allacotion
RFC 2272 SNMPv3 Maonagement Protecel

RFC 2273 SNMPv3 Applications

RFC 2274 USM for SNMPv3

RFC 2275 VACM for SNMPv3

RFC 2570 SNMPv3 Overview

RFC 2571 SNMP Manogement Fromeworks

RFC 2572 SNMPv3 Messoge Processing

RFC 2573 SNMPv3 Applications

RFC 2574 SNMPv3 Userbased Security Model
(USM)

RFC 2575 SNMPv3 View-bosed Access Conlrol
Model [VACM)

RFC 2575 VACM for SNMP

RFC 2576 Coexistence between SNMP versions
RFC 2578 SMiv2

RFC 2581 TCP6

RFC 2819 Four groups of RMON: 1 (stotistics), 2
(history), 3 (alorm) ond 9 {events)

RFC 3164 BSD syslog Protocol

RFC 3176 sHow

RFC 3411 SNMP Monagemenl Frameworks

RFC 3412 SNMPv3 Message Processing

HP A&604 Router Chassis (IC178B)

RFC 3414 SNMPv3 User-bosed Securily Model
(USM)

RFC 3415 SNMPv3 Viewbased Access Control
Model VACM)

ANSI/TIA-1057 LLDP Media Endpaint Discovery
(LLDP-MED)

SNMPv1 /v2

SNMPv] /v2c

SNMPv1/v2c (read only)

SNMPv1/v2c/v3

OSPF

RFC 1245 QSPF protocol onalysis

RFC 1246 Experience with OSPF

RFC 1253 OSPFv2 MIB

RFC 1583 OSPFy2

RFC 1587 OSPF NSSA

RFC 1745 OSPF Interactions

RFC 1765 OSPF Da'abase Overflow

RFC 1850 O5PFv2 Management Informalion Bose
[MIB), trops

RFC 2178 OSPFv2

RFC 2328 OS5PFv2

RFC 2328 OSPFv2

RFC 2328 OSPFv2 (Premium Edge License)
RFC 2370 OSPF Opaque LSA Cption

RFC 3101 OSPF NSSA

RFC 3623 Gracelul OSPF Restart

RFC 5340 OSPF for IPvé

RFC 5340 OSPFv3 for IPv6

Qo5/CoS

IEEE 802.1P (CoS)

RFC 2474 DilfServ Precedence, including 8
queues/por

RFC 2474 DilfServ precedence, with 4 queues per
pori

RFC 2474 DS Field in the IPv4 ond IPv6 Headers
RFC 2474 DSCP DiffServ

RFC 2474, with 4 queves per port

RFC 2475 DillServ Architecture

RFC 2597 DillServ Assured Forwarding (AF)

RFC 2597 DillServ Assured Forwarding (AF) partiol

support
RFC 2598 DillServ Expedited Forwarding (EF)
Ingress Rate Limiling

Security

IEEE 802.1X Port Based Network Access Conlrol
RFC 1321 The MDS Messoge-Diges! Algorithm
RFC 1492 TACACS+

RFC 2082 RIP-2 MD5 Authenticalion

RFC 2104 KeyedHashing for Message
Authentication

RFC 2138 RADIUS Authenticolion

RFC 2139 RADIUS Accounting

RFC 2209 RSVP-Message Processing

RFC 2246 Transpori layer Security (TLS)

RFC 2459 Interrel X.509 Public Key Infrostruclure
Cerlifica'e and CRL Profle

RFC 2548 Microsoft Vendor-specilic RADIUS
Aftributes

RFC 2716 PPP EAP TLS Authentication Protocol
RFC 2818 HTTP Over TLS

RFC 2865 RADIUS {client only)

RFC 2865 RADIUS Authenticalion

RFC 2866 RADIUS Accounling

RFC 2867 RADIUS Accounling Modificotions for
Tunnel Protecel Support

RFC 2868 RADIUS Attributes for Tunnel Protocol
Support

RFC 2869 RADIUS Extensions

RFC 3567 Intermediate System (I5) to IS
Cryptogrophic Authertication

RFC 3574 Dynamic Authorization Extensions to
RADIUS

RFC 3579 RADIUS Supporl For Extensible
Authenlicclion Protocol (EAP)

RFC 3580 IEEE 802,1X RADIUS

Access Control Lists {ACLs)

Gues! VIAN for 802.1x

MAC Authenticotion

Pert Security

Secure Sockets Layer (551)

SSHv1 Secure Shell

SSHv1.5 Secure Shell

SSHv1/55Hv2 Secure Shell

SSHv2 Secure Shell

VPN

RFC 2403 - HMAC-MD5-96

RFC 2404 - HMAC-SHA1-96

RFC 2405 - DES-CBC Cipher olgorithm

RFC 2407 - Domain of interprelation

RFC 2547 BGP/MPLS VPNs

RFC 2764 A Framework for IP Based Virtual Private
Networks

RFC 2796 BGP Roule Reflection - An Alternative lo
Full Mesh [BGP

RFC 2842 Copobililies Adverisement with BGP-4
RFC 2858 Multiprotocal Extensions for BGP-4

RFC 2917 A Core MPLS IP VPN Architecture

RFC 2918 Roule Refresh Copability for BGP-4

RFC 3107 Carrying Lobel Informotion in BGP-4
RFC 4301 - Security Architecture lor Ihe Internel
Protocol

RFC 4302 - IP Authenticalion Header (AH)

RFC 4303 - IP Encapsulating Security Payload (ESF)
RFC 4305 - Cryplogrophic Algorithm
Implementation Requirements for ESP ond AH

IPsec

RFC 1828 IP Authentication using Keyed MD5
RFC 2401 IP Security Architecture

RFC 2402 IP Authenlication Heoder

RFC 2406 IP Encopsuloling Securily Paylood

RFC 2407 - Domain of interpretation

RFC 2408 - Internel Security Associotion and Key
Management Protocol (ISAKMP)

RFC 2409 - The Inferne! Key Exchange

RFC 2410 - The NULL Encryption Algerithm and its
use with IPsec

RFC 2411 IP Securily Documen! Roadmap

RFC 2412 - OAKIEY

RFC 2865 - Remote Authentication Dial In User
Service {RADIUS)

IKEv1

RFC 2865 - Remote Authentication Diol In User
Service (RADIUS)

RFC 3748 - Extensible Authenlication Protocol (EAP)
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Physical charaderistics
Dimensions

Full configuration weight
Mounling

Performance

Throughput

Routing loble size
Environment

Operaling lemperolure
Operaling relative humidity
Eledricol charaderistics
Maximum heal dissipation
Velloge

Moximum power roling
Frequency

Noles

Sofety

Emissions

Managemen!

HP A8616 Router Chossis (IC476A)
16 HIM slots

2 MPU (for monagement modules) slots

18.74(d) x 17.17(w) x 34.88(h) in. (47.6 x 43.61 x 88.6 cm) (20U height)
220.46 b, (100 kg)

ElA stondard 19 in, rock

up lo 252 million pps
2000000 entries

32°F 10 113°F {0°C to 45°C)
10% to 95%, noncondensing

6650 BTU/hr (7015.75 ki/hr)
100-120/200-240 VAC
1950 W

50/60 Hz

Moximum power roling ond moximum heot dissipalion ore the worst<case
theorelicel maximum numbers provided for planning the infrastructure with fully
loaded PoE (il equipped), 100% Iraffic, all ports plugged in, and all modules
populated.

CSA 22.2 No. 60950; cUL (CSA 22.2 Mo. 60%50); CSA 22.2 No, 60950
3rd edition; CSA 22.2 No. 950; CSA 950; cUL (CSA 950); EN 60950/IEC
60950; UL 1950 3rd edition; UL 1950; UL 60950, UL 60950-1; CAN/CSA
22.2 No. 60950; CAN/CSA 22.2 No. 60950-1; EN 60825; AS/NZS
60950; KN 60950; GOST R MEK60950; EN 60825-1 Sofely of Loser
Producls-Par 1; EN 60825-2 Solely of Laser Producis-Part 2; EN 609500 Solety
Information Technology Equipment; UL 60950; CSA 22.2 No. 60950/<UL; 1EC
60950; IEC 60950-1; EN 60950; EN 60950-1; IEC 60825; CSA 22.2 No.
950-95; IEC 60950-1:2001 (with CB Report); CAN/CSA-C22.2 No.
60950-1-03; CAN/CSA-C22.2 No. 60950-1; CSA 60950-1; CSA C22.2
60950-1; EU RoHS Complionl; EN 60950-1/A11; CSA 22.2 60950-1; EN
60950: 2000, ZB and ZC Deviations; IEC 60950; 1999, Corr Feb 2000, ol
notionol devictions; As/NZS 60950:2000, Australio; UL 60950-1:2003; UL
60950-1:2001; CSA 22.2 60950-1:2003; IEC 60950-1:2001; EN
60950-1:2001; CSA 22.2-60950; AS/NZS 60950: 2000 Austrolia, Russion
GOST Safety Approval; CSA 22.2 No. 950 3rd Edition 1995; UL 60950 3rd
Edition; CAN/CSA 22.2 No. 60950-00/UL 60950 3rd Edilion, Solely
Information for Technology Equipment; EN 60950/1EC 60950 3¢d Edition; UL
60950 Standard for the Salely of Information Technelogy Equipment; EN
60825: Solety of Laser Products

FCC part 15 Class A; FCC Rules Part 15, Subpod B Closs A; EN
55022/CISPR-22 Class A; VCCI Class A; EN 55022/CISPR 22 Closs A; EN
55022 Class A; CISPR 22 Closs A; EN 55024; CISPR 22/A2; IEC/EN
61000-3-2; IEC/EN 61000-3-3; EN 55024/A1; IEC 61000:4-2, 4-3, 44, 4:5,
4-6, 4-8, 4-11; BSMI CNS 13438; EMC Directive 89/336/EEC; ICES-003
Class A; ANSI C63.4 2003; CISPR 24; ETSI EN 300 386 V1.3.3; AS/NZS
CISPR22 Class A; EN 61000-3-2; EN 61000-3-3; Koreon EMI Closs A; CNS
13438 Closs A; EN 55024:1998; EN 61000-4-2; EN 61000-4-3; EN
61000-4-4; EN 61000-4-5; EN 61000-4-6; EN 61000411

IMC - Intelligenl Monagement Center; commondine interloce; limited
commandine interface; out-ofbond management (seriol R$:232C); eutolband
management (D89 seriol port conscle); outofband management; SNMP
Manager; Telnel; RMON1; FTP; indine and outofband; terminol interface (seriol
R§-232C); modem interfoce; IEEE 802.3 Ethernel MIB; Ethernel Interface MIB

r Mlaggr
w Pty

HP A6608 Router Chossis (IC1778)
8 HIM slots

2 MPU (for management modules) slols

18.74(d) x 17.17{w) x 12.13(h) in. (47.6 x 43.61 x 30.81 cm) (7U height)
110.23 Ib, {50 kg)

EIA standard 19 in. rack

up to 108 million pps
2000000 en'ries

32°F 1o 113°F (0°C 1o 45°C)
10% to 95%, noncondensing

2217 BTU/hr (2338.94 ki/hr)
100-120/200-240 VAC

650 W

50/60 Hz

Maoximum power roling ond moximum heal dissipation are the worsi-case
theorelicol moximum numbers provided for planning the infrastructure with fully
loaded PoE {if equipped), 100% troflic, oll pors plugged in, and oll modules
populated.

CSA 22.2 No. 60950; cUL (CSA 22.2 No. 60950); CSA 22,2 Mo, 60950
3rd edition; CSA 22.2 No. 950; CSA 950; cUL {CSA 950); EN 60950/IEC
60950; UL 1950 3rd edition; UL 1950; UL 60950; UL 60950-1; CAN/CSA
22.2 No. 60950; CAN/CSA 22.2 No. 60950-1; EN 60825; AS/NZS
60950; KN 60950; GOST R MEK60950; EN 60825-1 Salely of Loser
Producis-Port 1; EN 60825-2 Salely of Loser Producis-Port 2; EN 609500 Safety
Information Technology Equipmenl; UL 60950; CSA 22,2 No. 60950/cUL; IEC
60950; [EC 60950-1; EN 60950; EN 60950-1; [EC 60825; CSA 22.2 No,
950-95; IEC 60950-1:2001 {with CB Repor); CAN/CSA-C22,2 No.
60950-1-03; CAN/CSA-C22.2 No. 60950-1; CSA 60950-1; CSA C22.2
60950-1; EU RoHS Compliant; EN 60950-1/A11; CSA 22.2 60950-1; EN
60950: 2000, Z8 ond ZC Deviations; I[EC 60950: 1999, Corr Feb 2000, oll
nationol deviations; As/NZS 60950:2000, Ausirelio; UL 60950-1:2003; UL
60950-1:2001; CSA 22.2 60950-1:2003; IEC 60950-1:2001; EN
60950-1:2001; CSA 22.2-60950; AS/NZS 60950; 2000 Aus'rolia, Russian
GOST Solety Approval; CSA 22.2 No. 950 3rd Edition 1995; UL 60950 3rd
Edition; CAN/CSA 22.2 No. 60950-00/UL 60950 3rd Edition, Salety
Information for Technology Equipment; EN 60950/IEC 60950 3rd Edilion; UL
60950 Standord for the Safely of Information Technology Equipmenl; EN
60825: Sofety of laser Products

FCC por 15 Closs A; FCC Rules Porl 15, Subport B Class A; EN
55022/CISPR-22 Closs A; VCCI Class A; EN 55022/CISPR 22 Closs A; EN
55022 Closs A; CISPR 22 Class A; EN 55024; CISPR 22/A2; IEC/EN
6100032; [EC/EN 61000:3-3; EN 55024/A1; IEC 61000:4.2, 4.3, 4.4, 45,
4-6, 4-8, 4-11; BSMI CNS 13438; EMC Directive 89/336/EEC; ICES-003
Closs A; ANSI C43.4 2003; CISPR 24; ETSI EN 300 386 V1.3.3; AS/NZS
CISPR22 Closs A; EN 61000-3-2; EN 61000-3-3; Korean EMI Class A; CNS
13438 Closs A; EN 55024:1998; EN 61000-4-2; EN 61000-4-3; EN
61000-4-4; EN 61000-4-5; EN 61000-4-6; EN 61000-4-11

IMC - Intelligent Management Center; commandire interface; limited
commondine interfoce; outolbond management (seriol RS-232C); outolband
management (DB-9 serial port conscle); oulolbond manogemenl; SNMP
Manager; Telnel, RMON1; FTP; indine ond outolband; terminol interloce (seriol
RS-232C); modem interfoce; IEEE 802.3 Ethernet MIB; Ethernet Interloce MIB
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HP A6616 Router Chossis (IC496A)

3-yeor, parls only, global nextday advance exchange (UWO54E)

3-yeor, 4-hour onsite, 13x5 coveroge for hordwore (UWO062E)

3yeor, 4-hour onsite, 24x7 coverage for hardwore (UV930E)

3-year, 4-hour onsite, 24x7 coverage for hardware (HR530E)

3-year, 4-hour onsite, 24x7 coverage for hardware, 24x7 SW phone support
ond SW updates (UV943E)

3-yeor, 24x7 SW phone suppor, softwore updates (UV955E)

1-year, postwarranly, 4-hour onsite, 13x5 coverage for hardwore (HR529E)
1.yeor, postwarranly, 4-hour onsile, 24x7 coverage for hardwore, 24x7
software phone support (HR531E)

4-yeor, 4-hour onsile, 13x5 coverage for hardwore {UWO63E)

4-yeor, 4-hour onsile, 24x7 coveroge lor hordwore (UV931E)

4-yeor, 4-hour onsite, 24x7 coverage for hardwore, 24x7 software phone
{UV944E)

4-year, 24x7 SW phone suppor, softwore updates (UV956E)

5-year, 4-hour onsite, 13x5 coverage for hardware (UWO64E)

5-yeor, 4-hour onsite, 24x7 coverage for hardware (UY932E)

5year, 4-hour ensite, 24x7 coverage for hardware, 24x7 sofiware phone
{UV945E)

5-year, 24x7 SW phone supporl, software updates (UV?57E)

3 Yr 6 hr Collio-Repair Onsile (UW055E)

4 Yr 6 hr Calldo-Repair Onsile (UWO054E)

5 Yr & hr Calldo-Repair Onsile (UWO0S57E)

1-year, 6 hour CollTo-Repair Onsite for hordwore {HR533E)

1-year, 24x7 software phone suppor, software updates (HR532E)

Refer lo the HP website of vewrw hp com/retwert ng/servicer for details on the
servicelevel descriptions and producl numbers. For details obout services and
response limes in your oreo, please contact your local HP scles office.

HP A6608 Router Chassis (IC1778)

3-year, pars orly, global next<day odvance exchange (UWO054E)

3-yeor, 4hour onsite, 13x5 coveroge for hardware (UW062E)

3year, 4hour onsile, 24x7 coveroge for hardware (UV93I0E)

3year, 4hour onsite, 24x7 coverage for hardware (HR530E)

3year, 4hour onsite, 24x7 coveroge for hardware, 24x7 SW phone suppori
and SW updales (UV943E)

3year, 24x7 SW phone suppor, softwore updotes (UV955E)

I-year, postwarcanly, 4-hour ensite, 13x5 coverage for hardwore (HR529E)
Iyeor, postwarranly, 4-hour onsite, 24x7 caverage for hardware, 24x7
softwore phone support (HR531E)

4-year, 4hour onsite, 13x5 coveroge for hardware (UWO63E)

4-year, 4-hour onsite, 24x7 coveroge for hardwore (UV931E)

4-yeor, 4hour onsite, 24x7 coverage for hardwore, 24x7 software phene
(UV944E)

4-year, 24x7 SW phone suppor, software updates (UV256E)

5-year, 4-hour onsite, 13x5 coveroge for hordwore (UWO64E)

5-yeor, 4-hour onsite, 24x7 coveroge for hardwore (UV932E)

S-yeoar, 4-hour onsite, 24x7 coveroge for hardware, 24x7 soliware phone
(UVS45E)

S-year, 24x7 SW phone support, software updates (UV957E)

3 Yr 6 hr Callto-Repair Cnsite (UW0S55€)

4 Yr 6 hr Colldo-Repair Onsite (UWO054E)

5 Yr & hr ColHo-Repair Onsite (UWO0S57E)

1-year, 6 hour CollTo-Repair Onsite for hardwore (HR533E)

1:year, 24x7 software phone supper, software updates (HR532E)

Refer to the HP website ot wevr hip cum/netwarking /services for details on the
servicelevel descriptions and product numbers. For details obout services and
response limes in your orea, please conact your local HP sales ollice.
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HP A6616 Router Chassis (JCA96A)

BGP

RFC 1267 Border Galeway Protocol 3 (BGP-3)
RFC 1657 Delinitions of Manoged Objecls for
BGPv4

RFC 1771 BGPv4

RFC 1772 Application of the BGP

RFC 1773 Experience with the BGP-4 Protocol
RFC 1774 BGP-4 Protocol Analysis

RFC 1965 BGP4 confederations

RFC 1997 BGP Communities Allribute

RFC 1998 PPP Gandalf FZA Compression Protocol
RFC 2385 BGP Session Proleclion via TCP MDS
RFC 2439 BGP Roule Flop Domping

RFC 2796 BGP Route Reflection

RFC 2842 Capobilily Advertisement with BGP-4
RFC 2858 BGP-4 Multi-Protocol Extensions

RFC 2918 Rou'e Refresh Copability

Denlal of service protection
CPU DoS Protection
Rate Limiting by ACLs

Device management

RFC 1155 Structure ond Mgmt Information (SMiv1)
RFC 1157 SNMPv1/v2¢

RFC 1305 NTPv3

RFC 1901 {Community bosed SNAMPY2)

RFC 1901-1907 SNMPv2c, SMIv2 and Revised
MIBI

RFC 1902 (SNMPv2)

RFC 1908 (SNMP v1/2 Coexistence)

RFC 1945 Hypertexd Tronsfer Protocol - HTTP/1.0
RFC 2068 Hypertex! Tronsfer Protocol - HTTP/1.1
RFC 2271 FrameWork

RFC 2452 MIB for TCPS

RFC 2454 MI for UDP6

RFC 2573 {SNMPv3 Applications)

RFC 2576 {Coexislence between SNMP V1, V2,
v3)

RFC 2578-2580 SMiv2

RFC 2579 (SMIv2 Tex! Convenlions)

RFC 2580 (SM2 Conformance)

RFC 2819 (RMON groups Alarm, Event, History
ond Stalistics only)

RFC 2819 RMON

RFC 3410 (Monagemenl Framework)

RFC 3416 (SNMP Prolocol Operations v2)

RFC 3417 (SNMP Transport Mappings)

Multiple Conliguration Files

Mulliple Software Images

SNAAP v3 and RMON RFC support
SS5Hv1/55Hv2 Secure Shell
TACACS/TACACS +

General protocols

IEEE 802.1ad GiinQ

IEEE 802.10d GinQ

IEEE 802.1ag Service layer OAM

IEEE 802.1ah Provider Backbone Bridges

IEEE 802.1AX-2008 link Aggregation

IEEE 802.1D MAC Bridges

IEEE 802. 1p Priority

IEEE 802.1Q (GVRP)

IEEE 802.1Q VIANs

IEEE 802.15 (MSTP)

IEEE 802.1s Mulliple Spanning Trees

IEEE 802.1v VIAN classification by Protocol ond
Port

IEEE 802. 1w Rapid Recenfiguration of Spanning
Tree

IEEE 802.1X PAE

IEEE 802.3 Type 10BASE-T

IEEE 802.30b 1000BASET

IEEE 802 .3ac (VLAN Tagging Extension)

IEEE 802.3cd link Aggregation (LAG)

IEEE B802.30d link Aggregotion Conlrol Protocol
(LACP)

HP A6608 Router Chassis [IC1778)

IEEE 802.3ae 10-Gigabit Ethernel

IEEE 802.30g Ethernet OAM

[EEE 802.3ah Ethernet in First Mile over Point fo
Point Fiber - EFMF

IEEE 802.3i 10BASE-T

|EEE 802.3u 100BASEX

IEEE 802.3x Flow Control

IEEE 802.3z 1000BASE-X

RFC 768 UDP

RFC 783 TFTP Prolocol [revision 2)

REC 791 1P

RFC 792 ICMP

RFC 793 TCP

RFC 826 ARP

RFC 854 TELNET

RFC 855 Telnet Option Specification

RFC 856 TELNET

RFC 857 Telnet Echo Oplion

RFC 858 Telnet Suppress Go Ahead Oplion

RFC 894 IP over Ethernel

RFC 896 Congestion Control in IP/TCP
Internetworks

RFC 906 TFTP Boolstrap

RFC 925 Mulii-LAN Address Resolution

RFC 950 Infernel Stondard Subneting Procedure
RFC 951 BOOTP

RFC 959 File Tronsfer Protocol (FTF)

RFC 1006 ISO tronspor services on top of the TCP:
Version 3

RFC 1027 Proxy ARP

RFC 1034 Domoin Concepts ond Focililies

RFC 1035 Domain Implementation and
Specification

RFC 1042 IP Dalograms

RFC 1058 RiPvl

RFC 1071 Computing the Inlerne! Checksum

RFC 1091 Telnet Terminal-Type Oplion

RFC 1093 NSFNET routing architeclure

RFC 1122 Hos! Requirements

RFC 1141 Incrementol updating of the Internet
checksum

RFC 1142 OS5I 1545 Intro-domain Routing Protacol
RFC 1144 Compressing TCP/IP headers lor
low-speed serial links

RFC 1171 Pointo-Paint Protocol for the Iransmission
of multiprotocel datograms over Poinlto-Point links
RFC 1195 OSIISIS for IP ond Dual Environmenls
RFC 1213 Management Informotion Bose for
Network Management of TCP/IP-based internels
RFC 1253 {OSPF v2)

RFC 1256 ICMP Rouler Discovery Protocol (IRDP)
RFC 1293 Inverse Address Resolution Protocol
RFC 1305 NTPv3

RFC 1315 Manogement Information Bose for Frome
Relay DTEs

RFC 1321 The MD5 Message-Digest Algorithm
RFC 1332 The PPP Internel Prolocol Control Protocol
(IPCP)

RFC 1333 PPP Link Quality Monitoring

RFC 1334 PPP Authentication Protocols (PAF)

RFC 1334 PPP Authentication Protocols (PAP)

RFC 1349 Type of Service

RFC 1350 TFTP Protocol {revision 2)

RFC 1377 The PPP OSI Network layer Control
Protocol (OSINLCP)

RFC 1381 SNMP MIB Extension for X 25 LAPB
RFC 1389 RiPv2 MIB Exlension

RFC 1471 The Definitions ol Manoged Objecls for
the link Conlrol Protocol of the PoinHo-Poinl Prolocol
RFC 1472 The Definilions of Monoged Objecls for
the Security Protocols of the Pointo-Point Protocol
RFC 1490 Multiprotocol Interconnect over Frame
Relay

RFC 1519 CIDR

RFC 1531 Dynamic Hosl Configuration Protocol
RFC 1533 DHCP Options ond BOOTP Vendor

Extensions

RFC 1534 DHCP/BOOQTP Interoparalion

RFC 1541 DHCP

RFC 1542 BOOTP Exlensions

RFC 1542 Clorificalions and Extensions for the
Bootstrap Protocal

RFC 1552 The PPP Internetworking Packet Exchange
Control Protocel {IPXCP)

RFC 1577 Classical IP and ARP over ATM

RFC 1631 NAT

RFC 1638 PPP Bridging Conlrol Prolocol (BCFP)
RFC 1661 The Pointo-Poin! Protocol (PPP)

RFC 1662 PPP in HDLClike Froming

RFC 1695 Definitions of Managed Objects for ATM
Manogemenl Version 8.0 using SMiv2

RFC 1700 Assigned Numbers

RFC 1701 Generic Routing Encapsulation

RFC 1702 Generic Routing Encapsulation over IPv4
nelworks

RFC 1721 RIP-2 Analysis

RFC 1722 RiP-2 Applicability

RFC 1723 RiPv2

RFC 1812 IPv4 Routing

RFC 1829 The ESP DES-CBC Transform

RFC 1877 FPP Internel Protocal Conlrol Protacal
Exlensions for Name Server Addresses

RFC 1944 Benchmarking Methodology for Network
Interconnect Devices

RFC 1945 Hyperiext Transfer Profocol - HTTP/1.0
RFC 1973 PPP in Frome Relay

RFC 1974 PPP Stoc LZS Compression Profocol
RFC 1981 Path MTU Discovery for IP version &
RFC 1990 The PPP Mulilink Protocol (MF)

RFC 1994 PPP Challenge Hondshake Authenlicalion
Protocol (CHAP)

RFC 2082 RiP-2 MD5 Authenlicalion

RFC 2091 Trigger RIP

RFC 2104 HMAC: Keyed-Hoshing lor Messoge
Authenlication

RFC 2131 DHCP

RFC 2132 DHCP Options ond BOOTP Vendor
Extensions

RFC 2138 Remole Aufhenticolion Diol In User
Service (RADIUS)

RFC 2205 Resource ReSerVation Protocol (RSVP) -
Version 1 Functional Specificolion

RFC 2209 Resource ReSerValion Pratocol (RSVP) -
Version 1 Messoge Processing Rules

RFC 2236 IGMP Snooping

RFC 2246 The TS Protocol Version 1.0

RFC 2251 lightweight Directory Access Pro'ocol
v3)

RFC 2252 lightweight Direclory Access Protocol
{v3): Afiribute Synlox Delinilions

RFC 2280 Routing Policy Specificotion language
(RPS1)

RFC 2283 MBGP

RFC 2284 EAP over LAN

RFC 2338 VRRP

RFC 2338 VRRP (Premium Edge license)

RFC 2364 PPP Cver AALS

RFC 2374 An Aggregatable Global Unicast
Address Format

RFC 2451 The ESP CBC-Mode Cipher Algarithms
RFC 2453 RIPv2

RFC 2510 Internet X 509 Public Key Infrastructure
Cenlilicole Managemenl Pratocols

RFC 2511 Internet X.509 Certificate Request
Messoge Formal

RFC 2516 A Method for Transmitling PPP Qver
Ethernel (PPPoE)

RFC 2529 Tronsmission of IPvé over IPvd Domains
without Explicit Tunnels

RFC 2616 HTTP Compalibility v1.1

RFC 2622 Routing Policy Specification languoge
RPSL)

(S
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HP A&616 Router Chassis (IC4964)

RFC 2663 NAT Terminclogy and Considerations
RFC 2684 Mulliprotocel Encopsulation over ATM
Adaplation loyer 5

RFC 2694 DNS extensions lo Network Address
Translators (DNS_ALG)

RFC 2702 Requiremenls for Trallic Engineering
Over MPLS

RFC 2716 PPP EAP TLS Authentication Protocol
RFC 2747 RSYP Cryplographic Authenlication
RFC 2763 Dynamic Nome+o-System ID mopping

supporl

RFC 2765 Slateless [P/ICMP Translotion Algorithm
(51m)

RFC 2766 Network Address Translation - Protocol
Translation (NAT-PT)

RFC 2767 Dual Stacks IPv4 & IPv6

RFC 2784 Generic Rouling Encopsulotion (GRE)
RFC 2787 Delinitions of Managed Objecls for VRRP
RFC 2865 Remote Authenticotion Dial In User
Service (RADIUS)

RFC 2866 RADIUS Accounting

RFC 2868 RADIUS Afiributes for Tunnel Prolocol
Support

RFC 2869 RADIUS Extensions

RFC 2961 RSVP Refresh Overhead Reduction
Extensions

RFC 2966 Domoin-wide Prefix Disinbution with
Tworlevel 1545

RFC 2973 I54S Mesh Groups

RFC 2993 Architecturol Imglications of NAT

RFC 3022 Trodtional IP Network Address
Translator (Tradilional NAT)

RFC 3027 Protocol Complications with the P
Netwaork Address Translator

RFC 3031 Multiprotocel Label Switching
Architecture

RFC 3032 MFLS label Stack Encoding

RFC 3036 LDP Specification

RFC 3046 DHCP Reloy Agent Informolion Oplion
RFC 3063 MPLS Loop Prevenlion Mechonism
RFC 3065 Support AS confederotion

RFC 3137 OSPF Stub Router Advertisement

RFC 3209 RSVP-TE Exlensions to RSVP lor LSP
Tunnels

RFC 3210 Applicability Stotement for Extensions lo
RSVP for LSP-Tunnels

RFC 3212 Conslraint-Bosed LSP setup using LDP
{CR-LDP)

RFC 3214 LSP Modificotion Using CR-LDP

RFC 3215 LDP Stale Mochine

RFC 3246 Expedited Forwarding PHB

RFC 3268 Advonced Encryption Stondard (AES)
Ciphersuites lor Transport Layer Security (TLS)
RFC 3277 1545 Transient Blackhole Avoidance
RFC 3279 Algorithms ond Identifiers for the Infernet
X.509 Public Key Infrostructure Certificate and
Cerlificate Revocalion List (CRL) Profile

RFC 3280 Internet X.509 Public Key Infrostructure
Cerlificole ond Cerfilicate Revocalion List (CRL)
Profile

RFC 3392 Supper! BGP capabilities odverisement
RFC 3410 Applicability Statements for SNMP
RFC 3416 Protocol Operalions for SNMP

REC 3417 Transport Mappings for Ihe Simple
Network Manogemenl Protocol (SNMP)

RFC 3479 Faull Tolerance for the Label Distribution
Protocol (LDP)

RFC 3487 Graceful Restort Mechanism for LDP
RFC 3509 OSPF ABR Behavior

RFC 3526 More Modular Expanenticl (MODP)
Diffie-Hellman groups for Infernel Key Exchange
(IKE)

RFC 3564 Requirements for Support of
Differentinted Services-aware MPLS Tralfic
Engineering

RFC 3567 Intermediale Syslem lo Inermediate
System (I5-15) Cryplographic Authentication

HP A6608 Router Chossis (1C1778)

RFC 3602 The AES-CBC Cipher Algorithm ond Fs
Use with IPsec

RFC 3619 Ethernet Automalic Protection Swilching
(EAPS)

RFC 3623 Groceful OSPF Restarl

RFC 3704 Unicast Reverse Path Forwarding (URFPF)
RFC 3706 A Troffic-Bosed Method of Delecling
Dead Internel Key Exchange (IKE) Peers

RFC 3768 VRRP

RFC 3768 VRRP

RFC 3768 VRRP [Premium Edge license)

RFC 3784 SIS TE support

RFC 3786 Extending the Number of 1545 ISP
Frogmenls Beyond the 256 Limil

RFC 3811 Definitions of Textual Conventions (TCs)
for Multiprotocol Label Switching (MPLS)
Managemeni

RFC 3812 Multipretocol Lobel Switching (MPLS)
Traffic Engineering (TE) Manogemen! Information
Base (MIB)

RFC 3847 Restort signaling for 155

RFC 4213 Bosic IPvS Transilion Mechanisms

IP Ping

IP multicast

RFC 1112 IGMP

RFC 2236 IGMPv2

RFC 2283 Multiprotocol Exlensions for BGP-4
RFC 2362 PIM Sporse Mode

RFC 2362 PIM Sparse Mode (Premium Edge
license)

RFC 2362 FIM Sparse Mode

RFC 2934 Protocol Independent Muliicast MIB for
IPvd

RFC 3376 IGMPV3

RFC 3376 IGMPv3 (hos! jains only)

RFC 3569 An Overview of Source-Specific Multicast
(SSM)

RFC 3618 Multicos! Source Discavery Protocol
{MSDP)

RFC 3973 Draht 2 PIM Dense Mode

RFC 3973 Draft 2 PIM Dense Mode

RFC 3973 PIM Dense Mode

RFC 3973 PIM Dense Mode (Premium Edge license)
RFC 3973 PIM Dense Mode

RFC 4601 Dralt 10 PIM Sparse Mode

RFC 4601 Draft 10 PIM Sparse Mede

RFC 4605 IGMP/MILD Proxying

IPvé

RFC 1350 TFTP

RFC 1881 IPv6 Address Allocalion Manogement
RFC 1886 DNS Extension for IPvé

RFC 1887 IPvS Unicost Address Allocation
Architecture

RFC 1981 IPv6 Poth MTU Discovery

RFC 2080 RiPng for IPv6

RFC 2292 Advonced Sockels API for IPv6

RFC 2373 IPv6 Addressing Architecture

RFC 2375 IPv& Mullicas! Address Assignments
RFC 2460 IPv6 Specification

RFC 2461 IPv6 Neighbor Discovery

RFC 2462 IPv6 Sloteless Address Avtoconfigurolion
RFC 2463 ICMPv&

RFC 2464 Transmission of IPvé over Ethernet
Metworks

RFC 2472 IP Version 6 over PPP

RFC 2473 Generic Packel Tunneling in IPvé

RFC 2475 IPv6 DiffServ Architecture

RFC 2529 Transmission of IPvé Packels aver IPv4
RFC 2545 Use of MP-BGP-4 for IPv6

RFC 2553 Basic Sockel Inlerfoce Extensions for IPv6
RFC 2710 Mullicast Listener Discovery (MLD) for
IPvé

RFC 2711 IPv6 Router Alert Option

RFC 2740 OSPFv3 for IPvé

RFC 2893 Transilion Mechanisms for IPv6 Hosls
ond Routers

RFC 2925 Delinitions of Manoged Obijecls for
Remote Ping, Traceroute, ond Lookup Operations
[Ping only)

RFC 2925 Remole Operalions MIB [Ping orly)
RFC 3056 Conneclion of IPv6 Domains via Pv4
Clouds

RFC 3162 RADIUS and IPvé

RFC 3306 Unicost-Prefix-based IPvé Multicast
Addresses

RFC 3307 IPv6 Mullicost Address Allocotion

RFC 3315 DHCPvS (client and reloy)

RFC 3315 DHCPv6 (client only)

RFC 3363 DNS support

RFC 3484 Defoult Address Selection for IPvé
RFC 3493 Basic Sockel Interface Extensions for IPvé
RFC 3513 IPv6 Addressing Architeclure

RFC 3542 Advanced Sockets APl for IPv6

RFC 3587 IPvé Global Unicost Address Formal
RFC 3596 DNS Exdension for IPvé

RFC 3810 MLDv2 {hos! joins only)

RFC 3810 MLDv2 for IPv6

RFC 3810 Multicost Listener Discovery Version 2
(MLDV2) for IPv6

RFC 4022 MIB for TCP

RFC 4113 MIB for UDP

RFC 4251 SSHv6 Architecture

RFC 4252 55Hv6 Authenlication

RFC 4252 55Hv6 Transpor Layer

RFC 4253 S5Hv6 Transpori Layer

RFC 4254 55Hv6 Connection

RFC 4291 IP Version 6 Addressing Archdecture
RFC 4293 MIB for IP

RFC 4419 Key Exchange for $5H

RFC 4443 ICMPvS

RFC 4541 IGMP & MLD Snooping Switch

RFC 4861 IPvé Neighbor Discovery

RFC 4862 IPv6 Stateless Address Auloconliguration
RFC 5095 Deprecolion of Type 0 Rouling Headers
in IPv6

RFC 5340 OSPF lor IPvé

RFC 5340 OSPFv3 for IPv6

RFC 5722 Handling of Overlapping IPv6 Frogments

MIBs

IEEE 802 1-PAE-MIB

|EEE BO23-LAG-MIB

RFC 1156 (TCP/IP MIB)

RFC 1212 Concise MIB Definitions
RFC 1213 MBIl

RFC 1229 Interloce MIB Extensions
RFC 1286 Bridge MIB

RFC 1493 Bridge MIB

RFC 1573 SNMP MIB 1l

RFC 1643 Ethernel MIB

RFC 1650 Ethernet-like MIB

RFC 1657 BGP-4 MIB

RFC 1724 RIPv2 MIB

RFC 1757 Remole Nefwork Monitoring MIB
RFC 1850 OSPFv2 MIB

RFC 1907 SNMPv2 MIB

RFC 2011 SNMPv2 MIB for IP
RFC 2012 SNMPv2 MIB for TCP
RFC 2013 SNMPv2 MIB for UDP
RFC 2021 RMONv2 MIB

RFC 2096 [P Forwording Toble MIB
RFC 2233 Interfoce MIB

RFC 2233 Interfoces MIB

RFC 2273 SNMP-NOTIFICATION-MIB
RFC 2452 IPV&TCP-MIB

RFC 2454 IFV&-UDP-MIB

RFC 2465 IPvé MIB

RFC 2466 ICMPy6 MIB

RFC 2571 SNMP Framework MIB
RFC 2572 SNMP-MPD MIB

4
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HP A6616 Router Chossis (IC496A)

RFC 2574 SNMP USM MIB

RFC 2618 RADIUS Client MIB

RFC 2620 RADIUS Accounting MIB
RFC 2665 Ethernet-like-MIB

RFC 2668 802.3 MAU MIB

RFC 2674 802.1p ond |EEE 802.1Q@ Bridge MIB
RFC 2688 MAU-MIB

RFC 2737 Enlity MI8 (Version 2)

RFC 2787 VRRP MIB

RFC 2819 RMON MIB

RFC 2863 The Inlerfaces Group MIB
RFC 2925 Ping MIB

RFC 2932IP (Mullicos! Routing MiB)
RFC 2933 IGMP MIB

RFC 3273 HCRMON MIB

RFC 3414 SNMP-User bosed-SM MIB
RFC 3415 SNMP-View based-ACM MIB
RFC 3418 MIB for SNMPV3

RFC 3621 Power Ethernel MIB

RFC 3813 MPLS LSR MIB

RFC 3814 MPLS FTN MIB

RFC 3815 MFPLS LDP MIB

RFC 3826 AES for SNAP's USM MIB
RFC 4113 UDP MI8

RFC 4133 Entity MIB (Version 3)

RFC 4221 MPLS FTN MIB
LLDP-EXT-DOT1-MIB
LLDP-EXT-DOT3-M18

LLDP-MIB

Network management

IEEE B02.1AB Link Layer Discovery Protocol (LLDP)
|EEE 802.1D (STP)

RFC 1098 A Simple Network Manogement Protocol
(SNMP)

RFC 1155 Structure of Management Infarmalion
RFC 1157 SNMPv1

RFC 1215 SNMP Generic traps

RFC 1757 RMON 4 groups: Stols, History, Alarms
and Events

RFC 1901 SNMPv2 Introduction

RFC 1902 SNMPv2 Struclure

RFC 1903 SNMPv2 Textual Conventions

RFC 1904 SNMPv2 Conformance

RFC 1905 SNMPv2 Protocol Operclions

RFC 1506 SNMPY2 Transporl Mappings

RFC 1918 Privote Internel Address Allocation
RFC 2272 SNMPv3 Management Prolocol

RFC 2273 SNMPv3 Applications

RFC 2274 USM for SNMPv3

RFC 2275 VACM for SNMPV3

RFC 2570 SNMPv3 Overview

RFC 2571 SNMP Manogemenl Frameworks

RFC 2572 SNMPv3 Messoge Processing

RFC 2573 SNMPv3 Applications

RFC 2574 SNMPv3 Userbased Security Model
{USA)

RFC 2575 SNMPv3 View-based Access Conlrel
Model (VACM)

RFC 2575 VACM for SNMP

RFC 2576 Coexistence between SNMP versions
RFC 2578 SMIv2

RFC 2581 TCP6

RFC 2819 Four groups of RMON: 1 (statistics), 2
{histery), 3 (olorm) ond 9 {events)

RFC 3164 BSD syslog Prolocol

RFC 3176 sFlow

RFC 3411 SNMP Monagement Fromeworks

RFC 3412 SNMPv3 Message Processing

HP A6608 Router Chossis (IC1778)

RFC 3414 SNMPv3 User-based Security Model
{USM)

RFC 3415 SNMPv3 View-bosed Access Confrol
Model VACM)

ANSI/TIA-1057 LLOP Medio Endpoint Discavery
(LLDP-MED)

SNMPY1/v2

SNMPY1/v2e

SNMPy1/v2¢ (read only)

SNMPv1/v2¢/v3

OSPF

RFC 1245 OSFF prolocol anolysis

RFC 1246 Experience with OSPF

RFC 1253 O5PFv2 MIB

RFC 1583 OSPFv2

RFC 1587 OSPF NSSA

RFC 1745 OSPF Interaclions

RFC 1765 OSPF Do'abose Overflow

RFC 1850 OSPFv2 Managemenl Information Base
(MIB), traps

RFC 2178 OSPFv2

RFC 2328 OSPFv2

RFC 2328 OSPFv2

RFC 2328 OSPFv2 (Premium Edge license)
RFC 2370 OSPF Opague LSA Option

RFC 3101 OSPF NSSA

RFC 3623 Graceful OSPF Restarl

RFC 5340 OSFF for IPv6

RFC 5340 OSPF3 for IPv6

QoS5/CoS

IEEE 802, 1P (CoS)

RFC 2474 DilfServ Precedence, including 8
queues/port

RFC 2474 DilfServ precedence, with 4 queues per
port

RFC 2474 DS Field in the IPv4 ond IPvé Headers
RFC 2474 DSCP DiflSery

RFC 2474, with 4 queues per port

RFC 2475 DilfServ Architecture

RFC 2597 DiffServ Assured Forwarding (AF)

RFC 2597 DiffServ Assured Forwarding {AF}- partial
support

RFC 2598 DilfServ Expedited Forwarding (EF)
Ingress Rote Limiling

Securily

IEEE 802.1X Porl Based Network Access Control
RFC 1321 The MD5 Messoge-Digesl Algorithm
RFC 1492 TACACS+

RFC 2082 RIP-2 MDS Authentication

RFC 2104 Keyed-Hoshing for Messoge
Authentication

RFC 2138 RADIUS Authentication

RFC 2139 RADIUS Accounling

RFC 2209 RSVP-Messoge Processing

RFC 2246 Transporl Layer Securily (TLS)

RFC 2459 Internet X.509 Public Key Infrostructure
Cerlificate and CRL Profile

RFC 2548 Microsoft Vendor-specilic RADIUS
Alfributes

RFC 2716 PPP EAP TLS Authenticalion Protocol
RFC 2818 HTTP Over TLS

RFC 2865 RADIUS {client only)

RFC 2845 RADIUS Authenticolion

RFC 2866 RADIUS Accounling

RFC 2867 RADIUS Accounling Modificalions for
Tunnel Protocol Suppor

RFC 2868 RADIUS Attributes for Tunnel Protocol
Support

RFC 2869 RADIUS Extensions

RFC 3567 Infermediate Syslem (I5) fo 1S
Cryptogrophic Authenticalion

RFC 3576 Dynemic Autherization Exlensions to
RADIUS

RFC 3579 RADIUS Supporl For Extensible
Authentication Prolocol (EAP)

RFC 3580 IEEE 802 1X RADIUS

Access Control Lists [ACLs)

Guest VIAN for 802 1x

MAC Authentication

Port Security

Secure Sockels Layer (S51)

55Hv] Secure Shell

SSHv1.5 Secure Shell

SSHv1/55Hv2 Secure Shell

SSHv2 Secure Shell

VPN

RFC 2403 - HMAC-MD5-96

RFC 2404 - HMACSHA1.96

RFC 2405 - DES-CBC Cipher clgorithm

RFC 2407 - Domain of inerprelolion

RFC 2547 BGP/MPLS VPNs

RFC 2764 A Fromework lor IP Based Virdual Private
Networks

RFC 2794 BGP Route Reflection - An Alternative to
Full Mesh 1BGP

RFC 2842 Capabililies Adverisement with BGP-4
RFC 2858 Multiprotocol Extensions for BGP-4

RFC 2917 A Core MPLS IP VPN Architecture

RFC 2918 Route Refresh Capability for BGP-4
RFC 3107 Carrying Label Information in BGP-4
RFC 4301 - Security Architecture for the Internet
Protocol

RFC 4302 - IP Authentication Header (AH)

RFC 4303 - IP Encopsilating Security Payload (ESP)
RFC 4305 - Cryptographic Algorithm
Implementation Requirements for ESP ond AH

IPsec

RFC 1828 IP Authenlication using Keyed MDS
RFC 2401 IP Security Architecture

RFC 2402 IP Authentication Header

RFC 2406 IP Encopsulating Security Paylood
RFC 2407 - Domain of inferprefation

RFC 2408 - Inferne! Security Associalion ond Key
Manogement Protocol (ISAKMP)

RFC 2409 - The Infernet Key Exchange

RFC 2410 - The NULL Encryption Algorithm and ils
use with IPsec

RFC 2411 IP Securily Document Roodmap

RFC 2412 - OAKIEY

RFC 2865 - Remole Authenticotion Dial In User
Service (RADIUS)

IKEv1

RFC 2865 - Remole Authenlication Dial In User
Service (RADIUS)

RFC 3748 - Extensible Authenticolion Protocol (EAP)



HP AG6600 Router Series accessories

lronsceivers

HP X110 100M SFP LC LH40 Transceiver (JDO90A)

HP X110 100M SFP LC LH80 Transceiver {JDO%1A)

HP X110 100M SFP LC FX Transceiver (JD102B)

HP X110 100M SFP LC LX Transceiver {ID120B)

HP X120 622M SFP LC LX 15km Transceiver (JF829A)
HP X120 622M SFP LC LH 40km 1310 Transceiver
(IF830A)

HP X120 622M SFP LC LH 80km 1550 Transceiver
(F831A)

HP X124 1G SFP LC LH40 1310nm Transceiver (JD061A)
HP X120 1G SFP LC LH40 1550nm Transceiver (JD062A)
HP X120 1G SFP LC BX 10-U Transceiver (IDO98B)

HP X120 1G SFP LC BX 10-D Transceiver (IDO99B)

HP X120 1G SFP LC LH100 Transceiver (JD103A)

HP X120 1G SFP LC SX Transceiver (JD118B)

HP X120 1G SFP LC LX Transceiver (ID1198)

HP X125 1G SFP LC LH70 Transceiver (JDO63B)

HP X125 1G SFP RI45 T Transceiver {(JDO89B)

HP X160 2.5G SFP LC 2km Transceiver (JDO84A)

HP X160 2.5G SFP LC 15km Transceiver (IDO85A)

HP X160 2.5G SFP LC 40km Transceiver (IDO86A)

HP X160 2.5G SFP LC 80km Transceiver (JDO87A)

HP X135 10G XFP LC ER Transceiver (JD121A)

HP X130 10G XFP LC LR Transceiver (JD108B)

HP X130 10G XFP LC SR Transceiver (ID1178)
Cables

HP X200 V.24 DTE 3m Serial Port Cable {ID519A)

HP X200 V.24 DCE 3m Serial Port Cable (ID521A)

HP X200 V.35 DTE 3m Serial Port Cable (JD523A)

HP X200 V.35 DCE 3m Serial Port Cable (ID525A)

HP X200 X.21 DTE 3m Serial Port Cable (ID527A)

HP X200 X.21 DCE 3m Serial Port Cable (ID529A)

HP X260 RS449 3m DTE Serial Port Cable (JF825A)
HP X260 R5449 3m DCE Serial Port Cable (JF826A)
HP X260 RS530 3m DTE Serial Port Cable (JF827A)
HP X260 RS530 3m DCE Serial Port Cable (JF828A)
HP X260 8E1 BNC 75 ohm 3m Router Cable (ID512A)
HP X260 E1 RJ45 BNC 75-120 ohm Conversion Rouler
Cable ID511A)

Security Mo lules

HP A6600 VPN Firewall Module (JC639A)

Router Maodules

HP A6600 1-port OC-3/STM-1 (E1/T1) CPOS SFP HIM
Module (JC161A)

HP A6600 2-port OC-3/STM-1 (E1/T1) CPOS SFP HIM
Module (JC162A)

HP A6600 2-port OC-3/STM-1 (E3/T3) CPOS SFP HIM
Module (IC169A)

HP A6600 1-port OC-3/STM-1 (E3/T3) CPOS SFP HIM
Module (IC170A)

HP A6600 4-port OC-3¢/STM-1c or 2-port OC-12¢/STM-4¢
POS SFP HIM Module (JC172A)

HP A6600 2-port OC-3¢/STM-1c or 1-port OC-12¢/STM-4¢
POS SFP HIM Module (JC173A)

HP A6600 1-port OC-48¢/STM-16c POS/CPOS SFP HIM
Module (JC494A)

HP A6600 1-port OC-3¢/STM-1c ATM SFP HIM Module
(JIC175A)

HP A6600 2-port OC-3¢/STM-1c ATM SFP HIM Module
(JC495A)

HP 4-port GbE SFP HIM A6600 Module (JC171A)

HP 8-port GbE SFP HIM A6600 Module (JC174A)

HP A6600 4-port Gig-T HIM Module (JC163A)

HP A6600 8-port Gig-T HIM Module (JC164A)

HP A6600 1-port 10-GbE XFP HIM Module (JC168A)

HP A-MSR 2-port Enhanced Sync/Async Serial MIM Module
(ID540A)

HP A-MSR 4-port Enhanced Sync/Async Serial MIM Module
(ID541A)

HP A-MSR 8-port Enhanced Sync/Async Serial MIM Module
(ID552A)

HP A-MSR 2-port Gig-T MIM Module (JD548A)

HP A-MSR 8-port E1/CE1/PRI (750hm) MIM Module
(ID563A)

HP A-MSR 8-port E1/Fraclional E1 (750hm) MIM Module
(F255A)

HP A-MSR 8-port T1/CT1/PRI MIM Module (IC160A)

HP A-MSR 1-port E3/CE3/FE3 MIM Mcdule (ID630A)

HP A-MSR 8-port T1/Fractional T1 MIM Module (JC159A)
HP A-MSR 1-port T3/CT3/FT3 MIM Module (ID628A)
NEW HP A6600 8-port 10/100Base-T HIM Module
(IC575A)

NEW HP A6600 2-port OC-48¢/STM-16c RPR SFP HIM
Module (JC576A)

Memory

HP A6600 1 GB SDRAM Memory (JC179A)

HP AGGO? Router {}{ . f(’)/‘\)
HP A-RPS800 Redundani Power System (ID183A)
HP X290 1m RPS Cable (JD637A)

HP A6604 Router Chassis (JC1/78B)

HP A7500 650W DC Power Supply (ID209A)

HP A7500 650W AC Power Supply (ID217A)

NEW HP A6604 Dustproof Frame (JC572A)

NEW HP A6604 Spare Fan Assembly (JC569A)

HP A6600 Router Software License (JC180A)

HP A6600 RPE-X1 Main Processing Unit (JC165A)

HP FIP-100 A6600 Module (IC166A)

HP FIP-200 A6600 Module (IC167A)

NEW HP A6600 RSE-X1 Main Processing Unit (JC566A)

(J



HP A66OO Rouler Series accessories (continued)

NEW HP A6600 24-port GbE SFP Service Aggregation
Platform (SAP) Module (JC568A)

NEW HP A6600 48-port Gig-T Service Aggregation
Platform (SAP) Module (JC567A)

HP A6600 FIP-110 Flexible Interface Plaiform Module
(JC166B)

HP A6600 FIP-210 Flexible Interface Plalform Module
(JC167B)

HP A6600 VPN Firewall Module (ID250A)

HP A66 16 Router Chassis (JCA96A)

HP A6600 650W AC Power Supply (JC492A)

HP A6600 650W DC Power Supply (JC493A)

NEW HP A6616 Spare Fan Assembly (JC571A)

NEW HP A6616 Dustproof Frame (JC574A)

HP A6600 RPE-X1 Carrier Card (JC497A)

HP A6600 Router Software License (JC180A)

HP A6600 RPE-X1 Main Processing Unit (JC165A)

HP FIP-100 A6600 Module (JC166A)

HP FIP-200 A6600 Module (JC167A)

NEW HP A6600 RSE-X1 Main Processing Unit (JC566A)
NEW HP A6600 24-port GbE SFP Service Aggregalion
Platform (SAP) Module (JC568A)

NEW HP A6600 48-port Gig-T Service Aggregalion
Platform (SAP) Module (IC567A)

HP A6600 FIP-110 Flexible Interface Plaform Module
(JC166B)

[o learn more, wisil ‘.'-f*:‘.ﬂ.--.f‘ik;a.c (anl/’nf':i\-vm'!\in{}
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HP A6600 FIP-210 Flexible Interface Platform Module
(IC1678)
HP A6600 VPN Firewall Module (JD250A)

HP A6608 Router Chassis (JIC1778)

HP A7500 650W DC Power Supply (ID209A)

HP A7500 650W AC Power Supply (JD217A)

NEW HP A6608 Spare Fan Assembly (JC570A)

NEW HP A6608 Duslproof Frame {JC573A)

HP A6600 Router Software License (IC180A)

HP A6600 RPE-X1 Main Processing Unit (JC165A)

HP FIP-100 A6600 Module (IC166A)

HP FIP-200 A6600 Module (JC167A)

NEW HP A6600 RSE-X1 Main Processing Unit (IC566A)
NEW HP A6600 24-port GbE SFP Service Aggregalion
Platform (SAP) Module (JC568A)

NEW HP A6600 48-port Gig-T Service Aggregolion
Platform (SAP) Module (JC567A)

HP A4600 FIP-110 Flexible Interface Platform Module
(JC166B)

HP A6600 FIP-210 Flexible Interface Plalform Module
(JC1678)

HP A6600 VPN Firewall Module (JD250A)




