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VENDOR
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CASEPOINT LLC

Solicitation Number: CRFQ 0231 OOT2500000017

Total Bid: 60313.080000000001746229827404022216796875Response Date: 2025-03-06 Response Time: 21:43:27

Comments:  

FOR INFORMATION CONTACT THE BUYER
Toby L Welch
(304) 558-8802
toby.l.welch@wv.gov

Vendor
Signature X                                                                     FEIN#                                                       DATE
All offers subject to all terms and conditions contained in this solicitation



Date Printed: Mar 7, 2025 Page: 2 FORM ID: WV-PRC-SR-001 2020/05

Line Comm Ln Desc Qty Unit Issue Unit Price Ln Total Or Contract Amount
1 Contract Services: e-Discovery System    60313.08

Comm Code Manufacturer Specification Model #
43231511    

Commodity Line Comments:  

Extended Description:
Please see the attached Exhibit A Pricing Page
Please note: Vendor must provide Exhibit A Pricing Page with their submitted bid response.  Failure to do so will result in disqualification of your 
bid.
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March 6, 2025 

 

Toby L. Welch 

West Virginia Department of Administration 

Purchasing Division 

2019 Washington Street 

East Charleston, WV 25305 

 

RE: West Virginia Office of Technology Cybersecurity e-Discovery Software-as-a-Service CRFQ 

OOT2500000017 

 

Casepoint, LLC (“Casepoint” or “Offeror”) is pleased to submit the enclosed Bid Response for CRFQ 

OOT2500000017, for the purchase of an E-Discovery Software as a Service on behalf of the West 

Virginia Office of Technology (WVOT). As the incumbent vendor, we have a proven track record of 

successfully delivering an eDiscovery software platform that supports the state’s litigation and 

Freedom of Information Act (FOIA) needs and is committed to continuing our partnership with the 

WVOT. 

Casepoint is a FedRAMP moderate, end-to-end unified Software-as-a-Service (SaaS) solution with 

robust eDiscovery capabilities and built-in innovative technology to successfully manage and handle 

the entire discovery process from legal hold and cloud collections to review, analytics, and 

productions. Casepoint also provides a secure environment for highly sensitive data, while allowing 

for a collaborative environment: data is maintained in one place to reduce risks, increase 

collaborations, and improve defensibility. 

As the company point of contact, I have provided my contact information below if you have any 

questions. 

 

Best, 

 
 
Chris Kruse 
Chief Revenue Officer 
Casepoint 
1101 17th Street NW, Floor 12 
Washington, DC 20036 
Phone: 415-786-9471 
Email: ckruse@casepoint.com  

mailto:ckruse@casepoint.com


Section Description Unit of 

Measure

Estimated 

Quantity

 Unit Cost Extended Cost

4.1.1 Contract Item #1: Unlimited Concurrent user license for e-discovery SaaS LS 1.00 Zero Cost Zero Cost

4.12
Contract Item #2:  One (1) Gigabyte Data e-Discovery SaaS usage Monthly 

Charge(data must rounded to the nearest whole gigabyte for billing/ auditing 

purposes see section 4.1.9) 

EA 100.00 4.00$                         400.00$                  

4.1.7
Contract Item #3: Live individualized Agency virtual training session for up 

to 25 users per session (See specifications section 4.1.7 for further details)
EA 1.00 Zero Cost Zero Cost

4.1.7.4
Contract Item #4:  e-Discovery SaaS access to an online knowledge base or 

help center.
LS 1.00 Zero Cost Zero Cost

4.1.7.5 Contract Item #5: Initial Setup and configuration of eDiscovery SaaS LS 1.00 Zero Cost Zero Cost

4.1.7.7 Contract Item #6: e-Discovery SaaS Project Management HR 100.00 146.60$                     14,660.00$              

4.1.8 Contract Item #7: e-Discovery SaaS Technical Support HR 100.00 Zero Cost Zero Cost

4.1.7.6 Contract Item #8: Maintenance and Support Year 1 LS 1.00 Zero Cost Zero Cost

4.1.1
Optional Renewal Year 2: Contract Item #1: Unlimited Concurrent user 

license for e-discovery SaaS
LS 1.00 Zero Cost Zero Cost

4.12
Optional Renewal Year 2: Contract Item #2:  One (1) Gigabyte Data e-

Discovery SaaS usage Monthly Charge(data must rounded to the nearest 

whole gigabyte for billing/ auditing purposes see section 4.1.9) 

EA 100.00 4.12$                         412.00$                  

4.1.7
Optional Renewal Year 2:Contract Item #3: Live individualized Agency 

virtual training session for up to 25 users per session (See specifications 

section 4.1.7 for further details)

EA 1.00 Zero Cost Zero Cost

4.1.7.4
Optional Renewal Year 2: #4:  e-Discovery SaaS access to an online 

knowledge base or help center.
LS 1.00 Zero Cost Zero Cost

4.1.7.5
Optional Renewal Year 2: Contract Item #5: Initial Setup and 

configuration of eDiscovery SaaS
LS 1.00 Zero Cost Zero Cost

4.1.7.7
Optional Renewal Year 2: Contract Item #6: e-Discovery SaaS Project 

Management 
HR 100.00 146.60$                     14,660.00$              

4.1.8
Optional Renewal Year 2: Contract Item #7: e-Discovery SaaS Technical 

Support
HR 100.00 Zero Cost Zero Cost

4.1.7.6
Optional Renewal Year 2: Contract Item #8: Maintenance and Support 

Year 1
LS 1.00 Zero Cost Zero Cost

4.1.1
Optional Renewal Year 3: Contract Item #1: Unlimited Concurrent user 

license for e-discovery SaaS
LS 1.00 Zero Cost Zero Cost

4.12
Optional Renewal Year 3: Contract Item #2:  One (1) Gigabyte Data e-

Discovery SaaS usage Monthly Charge(data must rounded to the nearest 

whole gigabyte for billing/ auditing purposes see section 4.1.9) 

EA 100.00 4.24$                         424.36$                  

4.1.7
Optional Renewal Year 3:Contract Item #3: Live individualized Agency 

virtual training session for up to 25 users per session (See specifications 

section 4.1.7 for further details)

EA 1.00 Zero Cost Zero Cost

4.1.7.4
Optional Renewal Year 3: #4:  e-Discovery SaaS access to an online 

knowledge base or help center.
LS 1.00 Zero Cost Zero Cost

4.1.7.5
Optional Renewal Year 3: Contract Item #5: Initial Setup and 

configuration of eDiscovery SaaS
LS 1.00 Zero Cost Zero Cost

4.1.7.7
Optional Renewal Year 3: Contract Item #6: e-Discovery SaaS Project 

Management 
HR 100.00 146.60$                     14,660.00$              

4.1.8
Optional Renewal Year 3: Contract Item #7: e-Discovery SaaS Technical 

Support
HR 100.00 Zero Cost Zero Cost

4.1.7.6
Optional Renewal Year 3: Contract Item #8: Maintenance and Support 

Year 1
LS 1.00 Zero Cost Zero Cost

4.1.1
Optional Renewal Year 4: Contract Item #1: Unlimited Concurrent user 

license for e-discovery SaaS
LS 1.00 Zero Cost Zero Cost

4.12
Optional Renewal Year 4: Contract Item #2:  One (1) Gigabyte Data e-

Discovery SaaS usage Monthly Charge(data must rounded to the nearest 

whole gigabyte for billing/ auditing purposes see section 4.1.9) 

EA 100.00 4.37$                         436.72$                  

4.1.7
Optional Renewal Year 4:Contract Item #3: Live individualized Agency 

virtual training session for up to 25 users per session (See specifications 

section 4.1.7 for further details)

EA 1.00 Zero Cost Zero Cost

4.1.7.4
Optional Renewal Year 4: #4:  e-Discovery SaaS access to an online 

knowledge base or help center.
LS 1.00 Zero Cost Zero Cost

4.1.7.5
Optional Renewal Year 3: Contract Item #5: Initial Setup and 

configuration of eDiscovery SaaS
LS 1.00 Zero Cost Zero Cost

4.1.7.7
Optional Renewal Year 4: Contract Item #6: e-Discovery SaaS Project 

Management 
HR 100.00 146.60$                     14,660.00$              

4.18
Optional Renewal Year 4: Contract Item #7: e-Discovery SaaS Technical 

Support
HR 100.00 Zero Cost Zero Cost

4.1.7.6
Optional Renewal Year 4: Contract Item #8: Maintenance and Support 

Year 1
LS 1.00 Zero Cost Zero Cost

Contract will be evaluated on all lines but only awarded on first year. Renewal options for years 2, 3, and 4 will be initiated by the Agency, agreed to by the Vendor and processed by the West Virginia Purchasing Division as Change Orders for subsequent years.

Vendor Signature: Date:

EXHIBIT A – Pricing Page

eDiscovery SaaS - (OT25112)

Total Cost 60,313.08$                                           

March 6, 2025
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Company Name: Casepoint, LLC 

Address: 1101 17th Street NW, Floor 12 
Washington, DC 20036 

Website: http://www.casepoint.com 

Point of Contact:  Danielle Gray 

Account Manager / Project Manager, Government 

Mobile: 202-681-2086 

Email: dgray@casepoint.com 

CASEPOINT.COM 



 

 
   

 

WVOT Cybersecurity e-Discovery SaaS CRFQ 

Confidential & Proprietary 

 

Table of Contents 

1. The Casepoint Platform’s Capabilities for WVOT ....................................................... 1 

2. Response to WVOT’s Requirements ............................................................................ 2 



 

 

1 

 

WVOT Cybersecurity e-Discovery SaaS CRFQ 
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1. The Casepoint Platform’s Capabilities for WVOT 

Since 2020 Casepoint has supported the West Virginia Office 

of Technology (WVOT)’s e-Discovery Software-as-a-Service 

(SaaS) program, successfully transitioning WVOT from 

manual processes to an end-to-end eDiscovery platform. 

Throughout this contract, Casepoint has worked closely with 

WVOT to provide the customization, user training, scalability, 

and flexibility to balance increasing eDiscovery needs with 

fixed budget requirements.  

Casepoint’s detailed understanding of the WVOT’s processes 

combined with our continued innovation in the Casepoint 

platform and commitment to user enablement will provide the 

following key benefits to the eDiscovery SaaS program:    

• Continuity of operations for WVOT: Casepoint 

eDiscovery is known and trusted by WVOT users, and they can continue to use existing features 

while working with our customer success team to leveraging the value of new feature releases 

and capabilities within Casepoint eDiscovery.  

• Avoid unnecessary risk and invest in the best value proposition: A technology transition 

inherently comes with risks to both workflow disruption and budgetary constraints through the 

cost of data migration, implementation, and investing time in user training on a new solution. With 

Casepoint, WVOT is assured of continued success and can focus efforts on increasing user 

efficiency through refining workflows, leveraging new features, and devoting time to advanced 

user training and enablement.  

As WVOT has already experienced, with Casepoint eDiscovery they can continue to: 

• Protect WVOT’s data with the most secure eDiscovery solution in the industry: Casepoint 

has achieved StateRAMP, FedRAMP Moderate, and FedRAMP High accreditation, and 

maintains SOC 1 Type II, SOC 2 Type II, SOC 3, and ISO 27001:2022 authorizations, 

attestations, and certifications. 

• Enhance efficiency with comprehensive AI, analytics, and review capabilities: Casepoint 

continues to provide regular product releases with evolving advanced capabilities, analytics, and 

AI features to enable WVOT to continue modernizing workflows, accelerating data review, and 

streamlining data ingestion and production.  

• Enable users with dedicated training and support: Casepoint’s Customer Success team is 

dedicated to continued support of our long-term customers like WVOT. Through regular 

engagements, Casepoint’s Customer Success team will work to identify the most beneficial 

resources for continuing education, including new feature release seminars, tailored training, and 

educational resources for users.  

The following section highlights Casepoint’s continued ability to meet or exceed all of WVOT’s 

requirements.  

 Why Casepoint?  

• Casepoint is known and trusted by 

WVOT users enabling eDiscovery 

efficiency since 2020. 

• Casepoint meets higher security 

standards than any other legal 

eDiscovery software on the market 

with StateRAMP, FedRAMP, and 

DOD IL5 and IL6 accreditations.  

• Casepoint’s Customer Success team 

will continue to support WVOT users 

with resources to improve efficiency 

with new features and capabilities. 
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2.  Response to WVOT’s Requirements 

Table 1 demonstrates Casepoint’s compliance with all technical requirements identified in WVOT’s 

CRFQ.  

Table 1. Casepoint’s capabilities to fully meet or exceed WVOT’s requirements 

Section Requirement 

Meets or 

Exceeds 

Requirement 

Casepoint Response 

4.1.1. General Requirements – e-Discovery System  

4.1.1.1 The Vendor must provide an e-
Discovery System that is cloud-
based (Software as a Service 
Model) as well as support 
Automated Cloud Data 
Collections and Connectors.  

✓ Meets The Casepoint platform is a cloud-based 
Software-as-a-Service (SaaS).  

Casepoint supports automated cloud data 
collections with API integrations and 
connectors. Casepoint’s cloud collection 
capabilities provide a quick, secure, and 
streamlined method for loading data. 
Casepoint supports direct collections from 
Microsoft Purview (including Outlook, One 
Drive, Teams, and SharePoint), Google Drive, 
Gmail, Google Vault, Dropbox, Box, Slack, 
and Slack Enterprise. Casepoint continuously 
adds new connectors to meet customer 
requirements and can build a custom 
connector via an available API if required. 

4.1.1.2 The system must contain the 
following capabilities within a 
single platform that does not 
require integration with other 
software: self-service data 
loading, self-service data 
processing, client 
administration, self-service, 
productions, review, and 
analytics capabilities. 

✓+ Exceeds Casepoint provides end-to-end eDiscovery 
capabilities in a single platform. Casepoint 
supports self-service capabilities enabling 
users with appropriate permissions to set up 
workspaces, load data, perform cloud 
collections, process data with a multitude of 
processing options, work through exception 
handling, perform full reviews including the 
use of our AI-based features like CaseAssist 
and our various TAR options, full production 
capabilities, archive/delete and manage data, 
develop templates to drive workflow, custom 
reporting, and administrative management 
(e.g., workspace, organizational, and user 
management including security rights and 
permissions).  

4.1.1.3 The Vendor must provide an e-
Discovery System with 
unlimited user seats for a 
minimum of 12 months from 
date of award. 

✓ Meets Casepoint does not charge for user licenses. 
Our pricing model is based on total data 
volume hosted within the platform. We do not 
charge additional fees for processing, 
advanced analytics, or productions.  

4.1.1.4 The system must allow client 
administrators to have the 
ability to setup new users or 
workspaces and assign roles 
and permissions to new users. 

✓ Meets Casepoint provides self-service administrative 
capabilities that enable administrators to 
manage users in the platform, including 
designating user roles and access at a 
granular level. Administrators can add, 
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Section Requirement 

Meets or 

Exceeds 

Requirement 

Casepoint Response 

remove, clone, manage and assign users 
directly from the platform and at any time for 
any process. 

4.1.1.5 The system must allow a user 
to have multiple roles and 
toggle between roles. For 
example, a client administrator 
can toggle between user roles 
to validate user permissions 
and provide user support. 

✓ Meets Casepoint's user authentication model allows 
a user to be assigned to multiple roles, and 
they can easily switch between roles from 
their user profile for different system activities. 

4.1.1.6 The system must not require 
additional licenses and/or 
software from third parties. 

✓ Meets Casepoint offers unlimited user licenses and 
does not require software from third parties. 
Our pricing model is based total data volume 
hosted within our system. We do not charge 
additional fees for processing, advanced 
analytics, or productions.  

4.1.1.7 The system must allow the 
customer/client administrators 
the ability to remove/delete 
documents and create archives 
from the platform. 

✓ Meets  Casepoint allows customer/client 
administrators with the appropriate 
permissions to remove/delete documents and 
create archives from the platform.  

4.1.1.8 The system must be accessible 
to an unlimited number of users 
and allow access to at least 50 
concurrent cases each having 
at least one million documents 
without degradation to speed. 

✓+ Exceeds Casepoint is built to be a highly scalable 
platform. Our SaaS architecture includes 
server clusters that enable the application to 
spread jobs across multiple machines, 
supporting single-threaded functionality and 
lending our application nicely to horizontal 
scaling. Given Casepoint’s SaaS cloud-based 
architecture, as usage demands increase and 
based on the specific need, we can scale 
either vertically or horizontally to improve the 
application’s performance. 

Casepoint has demonstrated our ability to 
scale in our work with the U.S. Securities and 
Exchange Commission (SEC), currently 
serving 2,898 active users and processing a 
monthly average of 40 terabytes (TB) of data 
with peak productions up to 6 TB in a single 
day. Casepoint supports a high volume of 
SEC user unique views with a daily average 
of 33,894 and a monthly average of 847,345. 
SEC is averaging over 3,000 data uploads 
monthly in Casepoint and hosting 31 million 
documents in a single workspace. 

4.1.1.9 The system must be a 
configurable Platform that 
allows the administrators to 
configure applications like 
request tracking and FOIA 
requests. 

✓ Meets The Casepoint platform can be easily 
configured to meet evolving needs, use cases 
such as request tracking and FOIA, and user 
personas. Role-based permissions are used 
to customize, configure, and provide access 
to views, coding panels, redactions, bulk 
actions, batches, dashboards, and reports. 
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Section Requirement 

Meets or 

Exceeds 

Requirement 

Casepoint Response 

Users can configure views, search results, 
folders, coding panels, and redaction sets. 
Workspace templates can be used to create 
customized workspaces for users. Casepoint 
provides both standard and customizable 
reports to display an overview of datasets, 
data stores, workspace data, native 
processing details, user activity and 
productivity, document review progress, and 
work product.  

4.1.1.10 The system must be built on 
scalable architecture with a 
storage capacity of at least two 
petabytes of data. 

✓ Meets Casepoint's platform is built on a scalable 
architecture that can easily accommodate two 
petabytes of data. Our SaaS architecture 
includes server clusters that enable the 
application to spread jobs across multiple 
machines, supporting single-threaded 
functionality and lending our application nicely 
to horizontal scaling. Casepoint provides a 
highly scalable cloud environment that can 
accommodate growing data volumes over 
multiple years without impacting performance.   

4.1.1.11 The Vendor must provide an e-Discovery System that features the following: 

4.1.1.11.1 A system that has two-factor 
authentication access. 

✓+ Exceeds Only users with authorized credentials can 
access Casepoint. Casepoint’s security 
authentication method uses multi-factor 
authentication (MFA). Users need a 
username, password, and a 6-digit token 
received via an approved software token 
generator via a mobile application on a 
registered iPhone or Android (e.g., Google 
Authenticator, Microsoft Authenticator, 
Yubikey, etc.) or six-digit code received via 
text or email. 

In addition to MFA, Casepoint supports single 
sign-on with Azure AD, ADFS, Generic IDP, 
and Google SSO via SAML 2.0. Casepoint 
also supports Google WS-Federation and 
Okta Integration. 

4.1.1.11.2 A system that allows the 
Agency to have 100% data 
input automation. The Vendor 
must not have access to 
Agency-owned data.  

 

✓ + Exceeds As a Software-as-a-Service (SaaS) platform, 
customers load their data into Casepoint's 
secure SaaS environment. Casepoint 
personnel do not have access to customer 
data unless the customer specifically allows 
individual users from the Casepoint team 
access to provide support services. 
Customers have full control over what data 
they load into the platform and who has 
access to that data, including control over 
application users, roles, and permissions 
extended to the feature and folder level. 
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Section Requirement 

Meets or 

Exceeds 

Requirement 

Casepoint Response 

The Casepoint platform automation features 
to streamline processes and increase 
efficiency. These features include: 

• Workspace templates streamline the 
creation of new matters. Work product, 
user roles, and functionality can be 
customized in templates, providing a 
consistent user experience across 
matters.  

• Automation rules are available to 
perform certain actions based on a 
user's input, such as coding duplicates 
and families, requiring coding before 
advancing to the next record, etc.  

• Automated reports include dataset 
reports, data store reports, document set 
reports, processing reports, productivity 
reports, progress reports, and work 
product reports. 

4.1.1.11.3 A system that provides 256-bit 
encryption to the data when at 
rest and in transit. 

✓ Meets Casepoint encrypts data at rest using AES 
256-bit encryption and self-encrypting drives. 
Casepoint also encrypts data in transit using 
HTTPS, SFTP, and TLS 1.2. 

4.1.1.11.4 A system that scans files for 
viruses. 

✓ Meets Casepoint has deployed a rigorous threat 
detection system internally that includes virus 
and malware detection, removal, and 
protection. Casepoint has automated our 
process to look for new virus definitions and 
malware updates twice daily, and works to 
deploy it immediately to all the servers and 
workstations. We run scans multiple times 
whenever data is ingested into the Casepoint 
platform, as well as weekly "at rest" malware 
scans. Casepoint uses two different antivirus 
and malware protection tools. 

4.1.1.11.5 A system that allows for load 
file import and export. 

✓+ Exceeds Casepoint's fully integrated, intelligent 
data processing module supports the 
identification and ingestion of over 600 
different file types. Casepoint's 
intelligent processing module automates 
the process from file uploads, deNISTing, 
custodian assignment, deduplication (e.g., 
globally, within custodian), and exception 
handling through promotion to an ECA or 
Review environment. Administrators 
can create processing templates to pre-select 
common options for each case type. 

Users can easily export and/or produce 
selected documents using the 
production/export wizard. The 
production/export wizard guides an 
administrator through the configuration, 
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Section Requirement 

Meets or 

Exceeds 

Requirement 

Casepoint Response 

quality control, preparation, and validation 
steps for a production. Users can also create 
production templates to pre-select common 
options across cases. Creating templates for 
productions streamlines workflows for 
increased productivity. Casepoint's production 
capabilities include all industry-standard file 
formats for export, including native, single-
page TIFF, multi-page TIFF, PDF, and other 
formats, as needed, including the ability to 
endorse documents with customizable Bates 
schemes. Data can also be exported to any 
industry-standard load file format. Casepoint 
supports mixed productions with native files, 
slip sheets, placeholders, and image files.  

4.1.2 Data Loading & Processing – e-Discovery System 

4.1.2.1 The system must allow the 
Agency to have 100% data 
input automation. 

✓+ Exceeds The Casepoint platform is designed to be self-
service. Casepoint enables WVOT to upload, 
ingest, and process directly in Casepoint, 
supporting 100% data input automation.  

Casepoint's intelligent processing and 
powerful processing engine quickly and easily 
processes hundreds of file types, seamlessly 
promoting documents into a review workflow 
within the same platform. 

4.1.2.2 The system must allow the user 
to load raw data such as PSTs, 
zip files, and other ESI for 
processing. 

✓+ Exceeds Casepoint's intelligent processing capabilities 
include the ability to process content from a 
wide variety of containers and file formats, 
including .zip and .rar files, Microsoft 
Exchange email (PST/OST), MBOX, PDF 
portfolios, and standard EDRM Load files. 

Casepoint provides a variety of ways to 
collect and ingest files into the platform. 
Options for loading data include: 

• Uploading data directly into the 
Casepoint web interface via a browser. 

• Casepoint’s Desktop Client is designed 
to work with larger data sizes and 
production sets, including third-party 
data load files, TIFF images, text files, 
and native files. 

• Secure FTP 

• Directly from cloud-based data 
repositories such as Microsoft 365, 
Outlook, OneDrive, Microsoft Teams, 
SharePoint, Google Drive, Gmail, 
Google Vault, Box, Dropbox, Slack, and 
Slack Enterprise. 

Once ingested, Casepoint's fully integrated 
Intelligent Processing automatically unpacks, 
extracts, catalogs, deNISTs, deduplicates, 
OCRs, performs image conversion and 
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Section Requirement 

Meets or 

Exceeds 

Requirement 

Casepoint Response 

promotion to review, according to the selected 
processing configuration specifications.  

4.1.2.3 The system must allow the 
client administrator to move 
data between data stores and 
conduct early case 
assessment, including running 
search terms, and listing and 
counting file types reports, prior 
to making the data available to 
reviewers. 

✓+ Exceeds Casepoint allows administrators with the 
appropriate permissions to move data 
between data stores and conduct early case 
assessment.  

Casepoint supports a variety of Early Case 
Assessment (ECA) activities, including culling 
and advanced analytics to provide visibility 
into data collections, reduce the noise within a 
collection, and promote the smallest, most 
relevant set of data for review. Features 
include date filtering, deNISTing, de-duping, 
data visualization, communication graphing, 
word cloud, email threading, timeline views, 
near dupes, concept searching, clustering, 
and multiple technology-assisted review 
(TAR) workflows. 

4.1.2.4 The system must allow the 
customer to create, save, and 
upload templates for data 
processing. 

✓+ Exceeds Because Casepoint is designed to be self-
service, administrators can create processing 
templates to pre-select common options for 
each case type, and these templates can be 
used to streamline the data processing 
workflow.  

4.1.2.5 The system must have pre-built 
utilities to support processing 
for various files including 
imaging, loading, and text files. 

✓+ Exceeds The Casepoint platform includes pre-built 
utilities to support processing for various files 
including imaging, loading, and text files. 
Casepoint's intelligent processing module 
automates the process from file uploads, 
deNISTing, custodian assignment, 
deduplication, and exception handling through 
promotion to an ECA or Review environment. 
Additionally, Casepoint includes tools 
designed to assist with common eDiscovery 
data manipulation tasks such as 
backup/archive, data import, image 
processing, load file, and text file. 

4.1.2.6 The system must support 
uploading up to 10 GB of data 
directly from web-browser via 
“drag and drop”.   

✓+ Exceeds Customers can easily upload raw data directly 
into Casepoint through simple "drag and drop" 
functionality in the browser. The Processing 
Wizard assists with uploading electronic files 
into Casepoint eDiscovery and guides 
administrators through file uploads, 
processing requirements, custodian 
assignment, deduplication, and promotion to 
the review environment. 

For large volumes of data, Casepoint offers 
the Casepoint Desktop Client for large data 
uploads, downloads, and other data support 
tools, which is available for Windows (PC or 
Mac-based installation of Windows). 
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 4.1.2.7 The system must allow loading 
and processing of a data set 
that has at least 1 terabyte of 
documents, data, or ESI, into 
the review tool. 

✓ Meets Clients can upload large datasets via the 
Desktop Client. Although uploading raw data 
using a browser is easy, there are benefits to 
using the Desktop Client, especially when 
uploading a high volume of native files (over 
10 GB) into a workspace for data processing. 

4.1.2.8 The system must support data 
reduction and culling (De-NIST; 
custodial and global 
Deduplication; filtering by 
Custodian, file type, date; 
keyword searching) during 
processing. 

✓ Meets De-duplication and de-NISTing are standard 
features available in the Casepoint platform. 
With deduplication, our goal is to remove 
what’s unnecessary so users can focus on 
meaningful evidence, thereby saving time and 
decreasing costs. Casepoint creates hash 
values for all data file types received from a 
client and compares them against each other. 
Duplicates are identified and removed. This 
can be done at either the global or custodian 
level. 

The same process is used to de-NIST; 
Casepoint compares all data file types 
received against the known file type list from 
NIST, including their corresponding hash 
value for each file type, and then removes 
system files such as executables (*.exe), 
device drivers (such as a printer driver file), or 
files that are part of a software installation 
(i.e., *.dll, *.ini., *.chm).  

In addition to the hash values, Casepoint’s 
data processing engine also checks the file 
headers to identify any file that may have 
been changed.  

4.1.2.9 

 

The system must include built-
in ESI processing capabilities 
(extraction of text and 
metadata, imaging, numbering, 
OCR, load file creation). 

✓ Meets Casepoint includes built-in ESI processing 
capabilities. Our proprietary processing 
engine can extract text and metadata, perform 
imaging, numbering, Optical Character 
Recognition (OCR), and create load files. 
During processing, all basic and extended 
metadata is extracted and preserved. 
Casepoint supports converting native 
documents to images (e.g., TIFF) based on 
user-defined conversion parameters and 
provides OCR to extract any available text 
from image file formats. Casepoint can create 
industry-standard load files for importing into 
any litigation support tool. 

4.1.2.10 The system must keep emails 
and families together and locate 
orphaned documents during 
processing. 

✓ Meets Casepoint maintains the parent/child 
relationship when processing documents. 
Families can be identified within the grid view, 
and a parent/customer numbering option is 
available when assigning document ID 
numbers. 

Casepoint's advanced email threading 
streamlines the review process by presenting 
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entire conversation threads, intelligently 
constructed through a proprietary algorithm 
analyzing metadata and email content. Users 
can efficiently review threads by subject or 
conversation index, with the system 
highlighting the most inclusive thread. 

Casepoint's email conversation feature 
provides two ways to view email conversation 
threads: Grid view and chart view. Both the 
grid and chart views display relationships 
between email messages, attachments, and 
related messages, assisting reviewers in ease 
of navigation to related elements.  

Full email threading capabilities include 
displaying the string and recipient connection 
and the ability to identify the top email of an 
email thread. Email threading also displays a 
historical trail of emails exchanged between a 
specific sender and receiver, including any 
missing emails that may have been deleted or 
removed. Any deleted or removed messages 
are designated as missing in the email thread 
tree. 

4.1.2.11 The system must support 
extraction and processing of 
files within container files such 
as zip and rar, and support the 
processing of files in nested 
containers or folders. 

✓ Meets One of Casepoint’s strengths is our ability to 
work with a wide variety of digital files and 
formats, including files within container files 
such as zip and rar. Casepoint can handle 
over 600 different file types and formats 
for processing and online document review to 
meet various litigation support and eDiscovery 
needs regardless of whether ESI is provided 
as individual, container, or archive files. 

4.1.2.12 The system must have the 
ability to ingest, process, and 
view multiple file types. 

✓+ Exceeds Casepoint supports the identification, 
ingestion, processing, and review of over 600 
different file types. 

4.1.2.13 The system must allow for load 
file import and export. 

✓ Meets Casepoint enables both load file import and 
export. Casepoint supports the ingestion of 
industry-standard load files and can receive 
data from any application with Electronic Data 
Reference Model (EDRM) standard load files, 
including data exported from Concordance, 
Summation, Relativity, and Eclipse. 
Additionally, Casepoint enables data to be 
easily exported to any industry-standard load 
file format, including PDF, PST, and CSV. 
Casepoint has utilities and converters that 
allow for the customization and creation of 
various load file formats. 

4.1.2.14 The system must allow the user 
the ability to create templates 

✓+ Exceeds Casepoint provides wizards that walk users 
through the creation of templates for data 
processing, productions, data import, and 
exports. In addition, users can upload 
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for processing, production, 
import, export. 

templates to use during data processing. 
Templates can be saved and shared to 
streamline data processing and production 
workflows. 

4.1.2.15 The system must be able to 
securely transfer ESI to the 
review tool. 

✓ Meets Casepoint supports the highest security 
standards for the transfer of ESI. Collected 
data is integrated directly into Casepoint 
eDiscovery, eliminating the need for users to 
log in and out of other applications or 
manually transfer duplicate files. Casepoint 
maintains document-level audit logs that track 
when documents were coded and produced 
and by whom. Additionally, Casepoint uses 
APIs to directly collect from applications, 
cloud-based data repositories, collaboration 
tools, and email databases, ensuring a secure 
and accurate transfer process. 

4.1.3 Review  

4.1.3.1 The system must allow users to 
review and analyze ESI 
productions. 

 

✓ Meets Casepoint allows users to review and analyze 
ESI productions. Casepoint provides 
customers with full transparency of the 
production cycle and data sets produced with 
dashboard visuals and reporting functions. 
Full production history is maintained in 
Casepoint eDiscovery. Each version of the 
produced document is stored in Casepoint 
eDiscovery and can be viewed as part of each 
production. Each version is also cross-
referenced against its original document. All 
productions completed are delivered with a 
summary of metrics to include (but not limited 
to) document source, document counts, 
redacted counts, coding confirmations, 
branding information (bates and 
confidentialities), placeholder counts, high 
page counts, and more. 

4.1.3.2 The system must allow users to 
identify and remove duplicate 
documents and data.   

✓+ Exceeds Casepoint enables users to easily identify and 
remove duplicate documents and data. 
Deduplication and deNISTing are standard 
features in the Casepoint platform. All 
ingested files are given a hash value during 
processing, and deduplication can be 
performed across or within custodians. Users 
can deduplicate ingested data at the global or 
custodian level and can also turn 
deduplication on or off for a case. 

Users can also identify textually similar 
documents via the near dupe feature. Near 
duplicate assists in grouping documents 
which can then be batched for review based 
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on the similarity, or used to create new 
document sets for further analysis. 

4.1.3.3 The system must allow users to 
redact and highlight portions of 
the document. 

✓+ Exceeds Casepoint's redaction features include full-
page redactions, native redactions 
(spreadsheets only at this time), bulk (auto) 
redactions based on custom entity 
identification (e.g. SSN), face redactions, 
inverse redactions, highlighting, annotations, 
and these features allow for viewing of 
underlying content of a redaction. Custom 
redaction settings enable users with 
appropriate rights to create a unique redaction 
setting with a particular fill color, font color, 
font size, border, etc. Redactions can be 
made with black or white redaction boxes to 
the TIFF version of the document and can 
also include specific text, such as “Attorney-
customer Privilege” or “Trade Secret.” 
Redactions are maintained as image 
coordinates within the database. Casepoint 
also offers an auto-redact feature to locate 
specific text and patterns and add redactions. 
Casepoint leverages the Tesseract library for 
auto-redaction capabilities. At the time of 
production, redactions are burned into the 
production documents, and the document is 
re-OCRed to confirm that the underlying text 
is not included in any production.  

4.1.3.4 The system must allow users to 
search, tag, index, and code 
information and provide 
advance search features 
including but not limited to 
keyword, Boolean, stemming, 
wildcard, fuzzy, proximity and 
other search types. 

✓+ Exceeds Casepoint's advanced search features include 
keyword, Boolean, stemming, wildcard, fuzzy, 
proximity, and other search types. The 
platform supports both basic and advanced 
search functionalities, including literal and 
stemmed word searches, Boolean, wildcard, 
fuzzy, and phonic searches, approximate 
string match searching, concept searching 
and concept clustering, relevance ranking, 
and bulk search jobs. Users can build, test, 
save, and run search queries, and the system 
provides hit highlighting in text and 
attachments, allowing users to navigate from 
hit to hit with persistent highlighting of search 
terms, words, or phrases throughout the 
collection. 

4.1.3.5 The system must process 
searches, display documents, 
and allow users to perform 
document review with minimal 
loading times. 

✓+ Exceeds Casepoint processes searches efficiently, 
displays documents, and allows users to 
perform document review with minimal 
loading times. Casepoint uses a batched 
index design alongside a distributed resource 
service to search for terms in parallel, 
ensuring fast search times. Additionally, 
Casepoint is designed to handle an unlimited 
number of concurrent users accessing the 
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same case database and documents 
simultaneously without performance 
degradation. The platform also provides 
several enhanced views for quick document 
review, such as thumbnail view, summary 
view, timeline view, and pivot view, which 
facilitate efficient navigation and review of 
documents. 

4.1.3.6 The system must include a file 
viewer that easily and quickly 
opens files without needing to 
install additional applications.  
Supported files must include: 
[.docx, .xlsx, .pdf, .jpg, .jpeg, 
.mov, avi, .rtf, .txt., pub, .pptx] 

✓+ Exceeds Casepoint’s custom-built comprehensive file 
viewer supports WVOT’s required file types 
and allows the user to view a file in the native 
view, TIFF view, extracted text view (or OCR 
text), HTML view, original view, and 
production view versions of each document 
directly within our web browser. Our native 
view allows users to view documents in a 
near-native format without the need for the 
native application to be installed on a user’s 
machine and enables the user to see hidden 
data and in-document tracked 
changes/comments. 

4.1.3.7 The system must support 
searching on tags/codes and 
metadata. 

 

✓ Meets Casepoint's search functionality allows users 
to build search queries based on fielded text 
searches, tags, and metadata fields such as 
custodian name, doc date, file extension, file 
size, and has child (attachment) from the core 
metadata field group. 

4.1.3.8 The system must allow the user 
the option to assign and self-
assign batches for review. 

✓ Meets Casepoint has a batching tool that enables 
users to assign and self-assign documents for 
review and track the status of document 
review. Review batches can be organized by 
review phase (e.g., review project, sub-
project, or batch set). Review batches can be 
assigned to a review team or an individual. A 
reviewer can accept a batch and check it out 
to lock the batch for review. A reviewer can 
also share a batch or individual files within a 
batch with another user. Once all documents 
in a batch have been reviewed, the status of 
the review batch is automatically updated to 
complete. 

4.1.3.9 The system must provide 
search engines that support 
both Elasticsearch and 
dtSearch indexing and 
searching options within a 
single matter. 

✓ Meets The Casepoint platform provides basic and 
advanced search and filtering with both 
Elasticsearch and dtSearch search engines 
with custom indexes. Casepoint’s basic 
search features allow users to quickly and 
easily search using keywords and Boolean 
operators, and perform proximity searches in 
the search bar. Hit highlighting is shown in 
text and attachments, allowing users to 
navigate from hit to hit with persistent 
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highlighting of search terms, words, or 
phrases throughout the collection. 

Casepoint's Advanced Search provides a 
hybrid of content (text) search, Field search, 
and powerful analytics that focus searches to 
achieve more precise results. With 
Casepoint’s advanced search capabilities, 
users can build, test, save, and run search 
queries. Advanced Search includes a variety 
of options for building searches, such as 
including the family, e.g., an email (the 
parent) with attachments (the children) in the 
search results. Advanced Search supports 
both literal and stemmed word searches, 
Boolean, wildcard, fuzzy, and phonic 
searches, approximate string match 
searching, concept searching and concept 
clustering, relevance ranking, and bulk search 
jobs. 

4.1.3.10 The system must allow the user 
to create workspaces, folders, 
etc., for customizable document 
organization. 

✓+ Exceeds Casepoint enables users to create 
workspaces, folders, and sub-folders for 
customizable document organization. Users 
can categorize documents using tools such as 
tags, folders, and sub-folders, and documents 
can reside in multiple folders. Additionally, 
users can configure review and workspace 
templates, data views, menu options, coding 
panels, redactions, bulk actions, batches, 
dashboards, and reports to support specific 
workflows. 

4.1.3.11 The system must provide full 
administrator rights to the 
customer, including the ability 
to assign roles/permissions, 
create review assignments and/ 
or review batches for reviewers.  

✓ Meets Casepoint provides customers with 
comprehensive administrative rights, including 
the ability to assign roles and permissions, 
create review assignments, and manage 
review batches for reviewers. Administrators 
can define user roles at the most granular 
level, including access to fields, tagging 
panels, screens, files/documents, menu 
options, and folders. Casepoint has a 
batching tool that allows administrators to 
assign documents for review and track the 
status of document review. Review batches 
can be organized by review phase and 
assigned to a review team or an individual. A 
reviewer can accept a batch and check it out 
to lock the batch for review, and the status of 
the review batch is automatically updated to 
complete once all documents in a batch have 
been reviewed. 

4.1.3.12 The system must allow for the 
customization of coding panels. 

✓+ Exceeds Casepoint enables the customization of 
coding panels. Users can configure coding 
panels to support specific workflows, including 
creating templates for review, workspaces, 
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and productions. Role-based permissions are 
used to customize and configure coding 
panels. 

4.1.4 Advanced Analytics – eDiscovery System 

4.1.4.1 The system must include the 
following content & context 
analysis capabilities: topic 
clustering, email threading, 
near-duplicate analysis, entities 
recognition.  

✓+ Exceeds Casepoint includes content and context 
analysis capabilities for topic clustering, email 
threading, near-duplicate analysis, and 
entities recognition. These capabilities 
include:  

• Topic Clustering: Casepoint's clustering 
tool enables users to create groups of 
conceptually similar documents based 
on four types of clustering: Hierarchical 
Clustering, Document Clustering, 
Semantic Clustering, and Similar 
Clustering. 

• Email Threading: Casepoint's email 
threading feature allows users to review 
and tag emails while reviewing the entire 
thread at once, displaying relationships 
between email messages, attachments, 
and related messages. 

• Near-Duplicate Analysis: Casepoint 
identifies duplicate files using unique 
identifiers (hash values) and provides a 
'De-Dupe Report' for detailed information 
about duplicate documents. Near-
duplicate analysis identifies files and 
emails that are near duplicates of each 
other. 

• Entities Recognition: The Entity 
Recognition process extracts pertinent 
data regarding important places, 
organizations, products, people, identity 
information (e.g., PII), or other common 
data categories useful for reviewing 
documents. 

4.1.4.2 The system must provide 
predictive coding, advanced 
artificial intelligence (AI) and 
Technology Assisted Review 
(TAR) technologies including 
TAR 1.0 and TAR 3.0. 

✓ Meets Casepoint’s advanced analytics and artificial 
intelligence (AI) features to support TAR are 
woven throughout the platform to provide a 
quick and powerful way to evaluate relevant 
data and identify data for pattern recognition, 
content, context, topics, people/custodians, 
and more. CaseAssist is Casepoint’s artificial 
intelligence and active learning tool suite. 
CaseAssist is composed of two tools, 
CaseAssist Active Learning (CAAL) and 
CaseAssist Data Stories. 

CaseAssist Active Learning is simple to use 
and produces powerful results. CAAL uses 
continuous active learning based on users' 
input for responsive/unresponsive data to 
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predict and rank unreviewed documents. 
CAAL supports full verification, precision, 
recall, and F-measure reporting. 

4.1.4.3 The system must provide Active 
Learning (story builder with 
continuous active learning 
analytics). 

 

✓ Meets Using a key document or details copied from 
a client email or document, CaseAssist Data 
Story Builder will build a data story based on 
the important people, places, companies, and 
products from that text. The tool will generate 
a document outline that will identify key data 
points and associated documents quickly. 

4.1.5 Security – eDiscovery System 

 

4.1.5.1 The system must provide 
secure authorized access and 
have multifactor authentication 
for each user to prevent 
unauthorized access. 

 

 

 

✓+ Exceeds Casepoint’s security authentication method 
uses multi-factor authentication (MFA). Users 
need a username, password, and a 6-digit 
token received via an approved software 
token generator via a mobile application on a 
registered iPhone or Android (e.g., Google 
Authenticator, Microsoft Authenticator, 
Yubikey, etc.) or six-digit code received via 
text or email. 

In addition to MFA, Casepoint supports single 
sign-on with Azure AD, ADFS, Generic IDP, 
and Google SSO via SAML 2.0. Casepoint 
also supports Google WS-Federation and 
Okta Integration. 

4.1.5.2 The systems must provide 
automatic session termination if 
no activity with a prescribed 
period of time. 

✓ Meets Casepoint hosts are configured to terminate 
user sessions after 15 minutes of inactivity. 
Additionally, the Casepoint application is 
configured to automatically terminate a 
customer user session upon receiving a 
logout request from the user or after 15 
minutes of inactivity. All systems require re-
authentication to reestablish the session. 

4.1.5.3 The system must allow a client 
administrator to restrict security 
rights at the individual, group or 
role level. 

✓+ Exceeds Casepoint's user authentication model is 
governed by role-based security access rights 
based on case-level security and field-level 
security. Administrators can define the roles 
at the most granular level, including access to 
fields, tagging panels, screens, 
files/documents, menu options, and folders. 

4.1.5.4 The system must provide a 
security level that allows 
system administrators to add 
new users to the system and 
edit existing user permissions. 

✓ Meets Administrators can manage user roles at the 
most granular level, including adding or 
deleting users and configuring access rights 
to fields, tagging panels, screens, 
files/documents, menu options, and folders. 
This ensures precise control over user 
permissions and access levels within the 
platform. 
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4.1.5.5 The vendor must provide 
regular maintenance including 
new releases and updates. 

✓ Meets Casepoint performs regularly scheduled 
product updates, including software upgrades, 
enhancements, and bug fixes as well as back-
end hardware and software upgrades, 
maintenance, and patches.. 

4.1.5.6 The system must provide at 
least 256-bit encryption to the 
data when at rest and in transit. 

✓ Meets Casepoint encrypts data at rest using AES 
256-bit encryption and self-encrypting drives. 
Casepoint also encrypts data in transit using 
HTTPS, SFTP, and TLS 1.2. 

4.1.6 Production – eDiscovery System 

4.1.6.1 The system must provide 
production of the ESI in a 
variety of formats including as 
searchable PDF, native or 
images and text with a load file. 

✓ Meets Casepoint's production capabilities include all 
industry standard file formats for export, 
including native, single-page TIFF, multi-page 
TIFF, PDF and other formats, as needed. 
Data can also be exported to any industry 
standard load file format. Casepoint supports 
mixed productions with native files, slip 
sheets, placeholders and image files. 
Casepoint provides the case team with full 
transparency of the production cycle and data 
sets produced with dashboard visuals and 
reporting functions. 

4.1.6.2 The system must have a 
wizard-driven production 
process. 

✓ Meets Casepoint eDiscovery provides a step-by-step 
process for preparing and exporting 
production sets. The production/export wizard 
guides the user through the configuration, 
quality control, preparation, and validation 
steps for a production.  

4.1.6.3 The system must have self-
service production capabilities 
to allow the user to prepare and 
export from start to 
finish/download. 

✓ Meets Users can create productions at any time 
using the production/export wizard, which 
guides them through the configuration, quality 
control, preparation, and validation steps. 
Additionally, users can create production 
templates to streamline workflows and 
increase productivity. Productions can be 
downloaded directly from the web browser or 
from the Desktop Client. 

4.1.6.4 The system must allow the user 
to view all productions for a 
single file in the review 
platform. 

✓ Meets Casepoint allows users to view all productions 
for a single file in the review platform. Each 
version of the produced document is stored in 
Casepoint eDiscovery and can be viewed as 
part of each production. Each version is also 
cross-referenced against its original 
document. 

4.1.7 Professional Services and Training - eDiscovery 

4.1.7.1 The vendor must provide live 
training (which may be virtual) 

✓ Meets Casepoint works closely with our customers 
to provide them with the necessary training, 
knowledge, and skills to successfully use 
Casepoint and manage an electronic 
discovery case life cycle. Ensuring all 
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administrative and end-users receive the 
appropriate level and quality of training is 
fundamental in WVOT’s ability to leverage the 
power of Casepoint. 

Casepoint will conduct trainings and provide 
recordings to familiarize WVOT with the 
Casepoint technology. As matters are 
launched, project managers will schedule 
further trainings or new trainings as needed. 
As the technology evolves, Casepoint offers a 
series of training opportunities, from new 
feature release seminars to custom one-on-
one training. Those trainings are specifically 
tailored to how a new feature can impact 
WVOT’s specific needs. 

4.1.7.2 The vendor must provide 
reviewer training and client 
administrator / organization 
administrator training. 

✓ Meets Casepoint’s training courses include: 

• Reviewer: This training is for users who 
will perform reviews on Casepoint 
eDiscovery. Training includes navigating 
the system, reviewing, coding, redacting, 
printing, and exporting. Training will also 
cover basic and advanced searching. 

• Review Team: For teams using Batch 
Review Workflow, this training includes 
accepting and completing batches, 
coding, redacting, and basic search 
functionality. 

• Advanced Reviewer: This training is a 
step above Reviewer training for those 
who need more advanced search 
functionality. Advanced Reviewers will 
learn how to execute bulk searches, use 
analytics, bulk code documents, create 
highlight terms, run bulk redactions, and 
email threading 

• Customer Administrator: This training 
is for the team members responsible for 
uploading and processing documents 
within Casepoint eDiscovery and the 
overall administration of the workspace. 
This training has seven separate training 
sessions that total nine hours of 
training. The sessions cover: Workspace 
configuration and processing, Data 
validation and analysis, Web import of 
processed data, Productions, CAL, 
Overlays, utilities, and downloads, and 
Effective data management. Each 
module can also be taken individually. 

• Organization Administrator: The 
Organization Administrator training 
includes how to add workspaces to the 
system, add users to the organization, 
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and assign them to workspaces and 
roles. It also includes how to customize 
workspaces and add templates. 

4.1.7.3 The vendor must record live 
trainings and provide recorded 
training to the client at no 
additional cost. 

✓ Meets Casepoint will provide recordings of WVOT’s 
training sessions. Users also have access to 
Casepoint Academy for continuing education 
with recordings of Casepoint Certification 
courses, onboarding content for new users, 
and learning paths for specific roles and 
competencies. Casepoint Academy's training 
and certification programs are designed to 
help users grow their skills and maximize their 
abilities and efficiency in the platform. 

4.1.7.4 The system must provide 
access to a knowledge base or 
help center, technical 
documentation, and online 
support resources. 

✓ Meets Casepoint includes a comprehensive online 
Knowledge Base that is accessible directly 
from the platform. The Knowledge Base 
provides detailed information about all 
Casepoint features, including step-by-step 
processes for performing various functions. 
The Knowledge Base is easy-to-use, 
searchable, and links users to related 
capabilities. 

4.1.7.5 The vendor must provide 
support services for the initial 
setup. 

✓ Meets Casepoint will work with the WVOT 
administrator to configure Casepoint 
templates and views to meet WVOT 
requirements.  

4.1.7.6 The vendor must provide 
support services for the 
duration of the contract for 
ongoing maintenance. 

✓ Meets Casepoint provides customer support in 
accordance with our Service Level Agreement 
(SLA).   

4.1.7.7 The vendor must offer client 
services support including 
project management and 
technical support services. 

✓ Meets Casepoint has a team of experienced 
eDiscovery specialists and data analysts on 
stand-by to provide Project Management and 
Technical Support services. Our team is 
available to help with various services 
including user administration, search creation, 
custom report development, review and 
production support, workspace configuration, 
data collection, data migration, and data 
processing. 

4.1.8 Support - eDiscovery   

4.1.8.1 Support by telephone, online, 
in-app, and email 24 hours-a-
day, 7 days-a-week, 365 days-
a-year for troubleshooting 
technical issues. 

✓ Meets Casepoint’s Project Management team is 
available from 8am EST to 6pm EST. Our 
global support team provides 24/7 technical 
support. 

4.1.8.2 A response time of a minimum 
of 1 day to request for technical 
support. 

✓ Meets During regular business hours the Customer 
Service Team will respond to email requests 
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Casepoint Response 

sent to mycasepoint@casepoint.com within 
one hour of request receipt. 

Outside of normal business hours, the 
Customer Service Team will respond to 
requests the next business day at the start of 
regular business hours.  

At a minimum, Casepoint will respond within 
one business day to requests for technical 
support.    

4.1.8.3 Access to knowledge base, 
technical documentation, and 
online support resources. 

✓ Meets Casepoint eDiscovery includes a 
comprehensive online Knowledge Base that is 
accessible directly from the platform. The 
Knowledge Base provides detailed 
information about all Casepoint features, 
including step-by-step processes for 
performing various functions. The Knowledge 
Base is easy-to-use, searchable, and links 
users to related capabilities. 

Casepoint Academy is another resource for 
continuing education, offering Casepoint 
Certification courses, onboarding content for 
new users, and learning paths for specific 
roles and competencies. Casepoint 
Academy's training and certification programs 
are designed to help users grow their skills 
and maximize their abilities and efficiency in 
the platform. 

4.1.9 Billing - eDiscovery 

4.1.9.1 Vendor will round up to the 
nearest next whole gigabyte 
(GB) for billing and auditing 
purposes. (Example 1.2GB will 
be billed at 2.0 GB) 

✓ Meets Casepoint will round up to the nearest whole 
GB for billing purposes.  

4.1.9.2 Vendor will invoice monthly and 
will bill at the maximum 
gigabyte (GB) capacity used by 
the state. 

✓ Meets Casepoint will provide monthly invoices billed 
at the maximum GB capacity used.  

4.1.9.3 Vendor’s proposed solution 
must provide billing capabilities 
designed to simplify the 
procedures of a chargeback 
model, as well as provide a 
holistic view of service. The 
state desires the billing detail to 
include but not be limited to 
billing by agency, consumption 
usage by each agency. 

✓ Meets Casepoint provides monthly invoicing reports 
that display the volume of data hosted by 
matter. This is for easier “billing back” to 
simplify the procedures of a chargeback 
model.  

4.1.10 Software as a Service Addendum 
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Meets or 

Exceeds 
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Casepoint Response 

4.1.10.1 Vendor must sign the attached 
Software as a Service 
Addendum prior to award. 

 

✓ Meets Casepoint agrees to the terms in the Software 
as a Service Addendum and has provided a 
signed version with our quote. 

4.1.11 Optional Renewals 

4.1.11.1 Vendor will include in their bid 
the cost of optional Annual 
renewals for years 2, 3, and 4. 
These optional Annual 
renewals will be initiated on 
Agency request authorized 
under the authority of the 
Purchasing Division. 

✓ Meets Casepoint’s price quote includes costs for 
option years 2, 3, and 4. 
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Date Printed: Feb 6, 2025 Page: 1 FORM ID: WV-PRC-CRFQ-002 2020/05

Department of Administration
Purchasing Division
2019 Washington Street East
Post Office Box 50130
Charleston, WV 25305-0130

State of West Virginia
Centralized Request for Quote

Info Technology

Proc Folder: 1619676 Reason for Modification:
Doc Description: Cybersecurity e-Discovery Software as a Service (OT25112)

Proc Type: Central Contract - Fixed Amt

Date Issued Solicitation Closes Solicitation No Version

2025-02-06 2025-02-26     13:30 CRFQ     0231     OOT2500000017 1

BID RECEIVING LOCATION

BID CLERK
DEPARTMENT OF ADMINISTRATION

PURCHASING DIVISION

2019 WASHINGTON ST E

CHARLESTON          WV     25305

US

VENDOR

Vendor Customer Code:

Vendor Name :

Address :

Street :

City :

State : Country : Zip :

Principal Contact :

Vendor Contact Phone: Extension:

FOR INFORMATION CONTACT THE BUYER
Toby L Welch
(304) 558-8802
toby.l.welch@wv.gov

Vendor
Signature X FEIN#                         DATE

All offers subject to all terms and conditions contained in this solicitation

Casepoint, LLC

1101 17th Street NW, Floor 12

Washington

DC United States 20036

Chris Kruse, Chief Revenue Officer

415-786-9471

30-050-3533 3/5/2025

VS0000020805



Date Printed: Feb 6, 2025 Page: 2 FORM ID: WV-PRC-CRFQ-002 2020/05

 
 

ADDITIONAL INFORMATION
The West Virginia Purchasing Division is soliciting bids on behalf of West Virginia Office of Technology to establish a contract for an 
e-Discovery software as a service. This software will be used for discovery in legal proceedings to process emails and other files. 
The software will facilitate keyword searching, document review, privilege report creation, data tagging and redaction prior to final 
report being released per the terms and conditions and specifications as attached.

INVOICE TO SHIP TO

DEPARTMENT OF 
ADMINISTRATION

WV OFFICE OF 
TECHNOLOGY

OFFICE OF TECHNOLOGY BLDG 5, 10TH FLOOR

1900 KANAWHA BLVD E, 
BLDG 5 10TH FLOOR

1900 KANAWHA BLVD E

CHARLESTON WV CHARLESTON WV

US US

Line Comm Ln Desc Qty Unit Issue Unit Price Total Price
1 Contract Services: e-Discovery System   

Comm Code Manufacturer Specification Model #

43231511    

Extended Description:
Please see the attached Exhibit A Pricing Page

Please note: Vendor must provide Exhibit A Pricing Page with their submitted bid response.  Failure to do so will result in 
disqualification of your bid.

SCHEDULE OF EVENTS
Line Event Event Date
1 Questions are due by 3:00 p.m. 2025-02-18



Document Phase Document Description Page 

3

OOT2500000017 Final Cybersecurity e-Discovery Software 

as a Service (OT25112)



Date Printed: Feb 24, 2025 Page: 1 FORM ID: WV-PRC-CRFQ-002 2020/05

Department of Administration
Purchasing Division
2019 Washington Street East
Post Office Box 50130
Charleston, WV 25305-0130

State of West Virginia
Centralized Request for Quote

Info Technology

Proc Folder: 1619676 Reason for Modification:
Doc Description: Addendum No 1 Cybersecurity e-Discovery SAAS (OT25112 Addendum No 1 is issued to 

modify the bid opening date

Proc Type: Central Contract - Fixed Amt

Date Issued Solicitation Closes Solicitation No Version

2025-02-24 2025-03-05     13:30 CRFQ     0231     OOT2500000017 2

BID RECEIVING LOCATION

BID CLERK
DEPARTMENT OF ADMINISTRATION

PURCHASING DIVISION

2019 WASHINGTON ST E

CHARLESTON          WV     25305

US

VENDOR

Vendor Customer Code:

Vendor Name :

Address :

Street :

City :

State : Country : Zip :

Principal Contact :

Vendor Contact Phone: Extension:

FOR INFORMATION CONTACT THE BUYER
Toby L Welch
(304) 558-8802
toby.l.welch@wv.gov

Vendor
Signature X FEIN#                          DATE

All offers subject to all terms and conditions contained in this solicitation

Casepoint, LLC

1101 17th Street NW, Floor 12

Washington

DC United States 20036

Chris Kruse, Chief Revenue Officer

415-786-9471

30-050-3533 3/5/2025

VS0000020805



Date Printed: Feb 24, 2025 Page: 2 FORM ID: WV-PRC-CRFQ-002 2020/05

ADDITIONAL INFORMATION
Addendum No 1 is issued for the following reasons:

1) 1) To modify the bid opening date from 2/26/25 to 3/5/25.

--no other changes--

INVOICE TO SHIP TO

DEPARTMENT OF 
ADMINISTRATION

WV OFFICE OF 
TECHNOLOGY

OFFICE OF TECHNOLOGY BLDG 5, 10TH FLOOR

1900 KANAWHA BLVD E, 
BLDG 5 10TH FLOOR

1900 KANAWHA BLVD E

CHARLESTON WV CHARLESTON WV

US US

Line Comm Ln Desc Qty Unit Issue Unit Price Total Price
1 Contract Services: e-Discovery System

Comm Code Manufacturer Specification Model #

43231511

Extended Description:
Please see the attached Exhibit A Pricing Page

Please note: Vendor must provide Exhibit A Pricing Page with their submitted bid response.  Failure to do so will result in 
disqualification of your bid.

SCHEDULE OF EVENTS
Line Event Event Date
1 Questions are due by 3:00 p.m. 2025-02-18



Document Phase Document Description Page 

3

OOT2500000017 Final Addendum No 1 Cybersecurity e-

Discovery SAAS (OT25112



Date Printed: Mar 3, 2025 Page: 1 FORM ID: WV-PRC-CRFQ-002 2020/05

Department of Administration
Purchasing Division
2019 Washington Street East
Post Office Box 50130
Charleston, WV 25305-0130

State of West Virginia
Centralized Request for Quote

Info Technology

Proc Folder: 1619676 Reason for Modification:
Doc Description: Addendum No 2 Cybersecurity e-Discovery SAAS (OT25112 Addendum no 2 is issued to 

publish questions and answers 
and to modify the bid opening 
date.

Proc Type: Central Contract - Fixed Amt

Date Issued Solicitation Closes Solicitation No Version

2025-03-03 2025-03-07     13:30 CRFQ     0231     OOT2500000017 3

BID RECEIVING LOCATION

BID CLERK
DEPARTMENT OF ADMINISTRATION

PURCHASING DIVISION

2019 WASHINGTON ST E

CHARLESTON          WV     25305

US

VENDOR

Vendor Customer Code:

Vendor Name :

Address :

Street :

City :

State : Country : Zip :

Principal Contact :

Vendor Contact Phone: Extension:

FOR INFORMATION CONTACT THE BUYER
Toby L Welch
(304) 558-8802
toby.l.welch@wv.gov

Vendor
Signature X FEIN#                          DATE

All offers subject to all terms and conditions contained in this solicitation

Casepoint, LLC

1101 17th Street NW, Floor 12

Washington

DC United States 20036

Chris Kruse, Chief Revenue Officer

415-786-9471

30-050-3533 3/5/2025

VS0000020805



Date Printed: Mar 3, 2025 Page: 2 FORM ID: WV-PRC-CRFQ-002 2020/05

 
 

ADDITIONAL INFORMATION
Addendum No 2 is issued for the following reasons:

1) To Publish Vendor questions with the Agency's responses.

2) To modify the bid opening date from 3/5/25 to 3/7/25.

--no other changes--

INVOICE TO SHIP TO

DEPARTMENT OF 
ADMINISTRATION

WV OFFICE OF 
TECHNOLOGY

OFFICE OF TECHNOLOGY BLDG 5, 10TH FLOOR

1900 KANAWHA BLVD E, 
BLDG 5 10TH FLOOR

1900 KANAWHA BLVD E

CHARLESTON WV CHARLESTON WV

US US

Line Comm Ln Desc Qty Unit Issue Unit Price Total Price
1 Contract Services: e-Discovery System   

Comm Code Manufacturer Specification Model #

43231511    

Extended Description:
Please see the attached Exhibit A Pricing Page

Please note: Vendor must provide Exhibit A Pricing Page with their submitted bid response.  Failure to do so will result in 
disqualification of your bid.

SCHEDULE OF EVENTS
Line Event Event Date
1 Questions are due by 3:00 p.m. 2025-02-18



Document Phase Document Description Page 

3

OOT2500000017 Final Addendum No 2 Cybersecurity e-

Discovery SAAS (OT25112



Casepoint, LLC
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Washington
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Chris Kruse, Chief Revenue Officer
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