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Department of Administration State of West Virginia

Purchasing Division P
2019 Washington Street East Solicitation Response
Post Office Box 50130

Charleston, WV 25305-0130

Proc Folder: 1440403
Solicitation Description: Addendum No 2 Networking Equip Refresh for Bldg 4 & Logan

Proc Type: Central Purchase Order
Solicitation Closes Solicitation Response Version
2024-06-21 13:30 SR 0210 ESR06192400000007885 1
VENDOR

000000223571

ADVANTAGE TECHNOLOGY LLC

Solicitation Number: CRFQ 0210 ISC2400000015
Total Bid: 130680 Response Date: 2024-06-20
Comments:

Response Time:

06:35:16

FOR INFORMATION CONTACT THE BUYER
Toby L Welch

(304) 558-8802

toby.l.welch@wv.gov

Vendor
Signature X FEIN#

DATE

All offers subject to all terms and conditions contained in this solicitation

Date Printed:  Jun 24, 2024 Page: 1

FORM ID: WV-PRC-SR-001 2020/05




Line Comm Ln Desc Qty Unit Issue Unit Price Ln Total Or Contract Amount
1 3.1.1 Extreme Networks 48-Port Network 36.00000 EA 2987.000000 107532.00
Switch, or equal
Comm Code Manufacturer Specification Model #
43222612

Commodity Line Comments:
Extended Description:
3.1.1 Extreme Networks 48-Port Network Switch, or equal

Line Comm Ln Desc Qty Unit Issue Unit Price Ln Total Or Contract Amount
2 3.1.2 Extreme Networks 1M SFP+ Twinaxial 36.00000 EA 29.500000 1062.00
Cable, or equal

Comm Code Manufacturer

Specification
43222612

Model #

Commodity Line Comments:
Extended Description:

3.1.2 Extreme Networks 1M SFP+ Twinaxial Cable, or equal

Line Comm Ln Desc Qty Unit Issue Unit Price Ln Total Or Contract Amount
3 3.1.3 Extreme Networks 10000BSX SFP 36.00000 EA 522.000000 18792.00
Module, or equal
Comm Code Manufacturer Specification Model #
43222612

Commodity Line Comments:
Extended Description:

3.1.3 Extreme Networks 10000BSX SFP Module, or equal

Line Comm Ln Desc Qty Unit Issue Unit Price Ln Total Or Contract Amount
4 3.1.4 Extreme Networks 1000BSX SFP 36.00000 EA 69.500000 2502.00
Module, or equal

Comm Code

Manufacturer Specification
43222612

Model #

Commodity Line Comments:
Extended Description:
3.1.4 Extreme Networks 1000BSX SFP Module, or equal

Line Comm Ln Desc

Qty Unit Issue
5

Unit Price

Ln Total Or Contract Amount

3.1.5 Extreme Networks Power Cord, or equal 36.00000 EA 22.000000

792.00

Comm Code

Manufacturer Specification
43222612

Model #

Commodity Line Comments:
Extended Description:
3.1.5 Extreme Networks Power Cord, or equal

Date Printed:  Jun 24, 2024 Page: 2

FORM ID: WV-PRC-SR-001 2020/05




Department of Administration State of West Virgjnia

Purchasing Division ;
2019 Washington Street East Centralized Request for Quote

Post Office Box 50130 Info Technology
Charleston, WV 25305-0130

Proc Folder: 1440403 Reason for Modification:

Doc Description: Addendum No 2 Networking Equip Refresh for Bldg 4 & Logan Addendum No 2 is issued to
publish a copy of the vendor
questions and answers and
correction of error

Proc Type: Central Purchase Order
Date Issued Solicitation Closes Solicitation No Version
2024-06-12 2024-06-21  13:30 CRFQ 0210 1SC2400000015 3
BID RECEIVING LOCATION
BID CLERK

DEPARTMENT OF ADMINISTRATION
PURCHASING DIVISION

2019 WASHINGTON ST E
CHARLESTON WV 25305
us

VENDOR

Vendor Customer Code: 000000223571
Vendor Name : Advantage Technology

Address :

Street : 950 Kanawha Blvd East Ste 100

City : Charleston
State : WV Country : USA Zip: 25301

Principal Contact: James Stewart

Vendor Contact Phone: 304-941-4272 Extension:

FOR INFORMATION CONTACT THE BUYER
Toby L Welch

(304) 558-8802
toby.l.welch@wv.gov

Vendor
matumXQ@%‘M SM FEIN# 74-3077314 DATE 06.21.2024

All offers sul%ct to all terms and conditions contained in this solicitation

Date Printed:  Jun 12, 2024 Page: 1 FORM ID: WV-PRC-CRFQ-002 2020/05



ADDITIONAL INFORMATION

Addendum No 2 is issued for the following reasons:

2) To correct an error

--no other changes-—-.

1) To publish a copy of the vendor's questions with Agency response.

1900 KANAWHA BLVD E,
BLDG 5 10TH FLOOR

INVOICE TO SHIP TO

DEPARTMENT OF DEPARTMENT OF
ADMINISTRATION ADMINISTRATION

OFFICE OF TECHNOLOGY OFFICE OF TECHNOLOGY

908 BULLITT ST

Switch, or equal

CHARLESTON wv CHARLESTON WV

uUs us

Line Comm Ln Desc Qty Unit Issue Unit Price Total Price
1 3.1.1 Extreme Networks 48-Port Network 36.00000 EA

$2,987.00ea / $107,532.00

Comm Code Manufacturer Specification Model #
43222612
Extended Description:
3.1.1 Extreme Networks 48-Port Network Switch, or equal
[INvOICE TO SHIP TO
DEPARTMENT OF DEPARTMENT OF
ADMINISTRATION ADMINISTRATION
OFFICE OF TECHNOLOGY OFFICE OF TECHNOLOGY
1900 KANAWHA BLVD E, 908 BULLITT ST
BLDG 5 10TH FLOOR
CHARLESTON wv CHARLESTON wv
Us us
Line Comm Ln Desc Qty Unit Issue Unit Price Total Price
2 3.1.2 Extreme Networks 1M SFP+ Twinaxial 36.00000 EA
Gablé, or scual $29.50ea / $$1,062.00
Comm Code Manufacturer Specification Model #
43222612

Extended Description:
3.1.2 Extreme Networks 1M SFP+ Twinaxial Cable, or equal

Date Printed:  Jun 12, 2024 Page: 2

FORM ID: WV-PRC-CRFQ-002 2020/05




[INVOICE TO SHIP TO
DEPARTMENT OF DEPARTMENT OF
ADMINISTRATION ADMINISTRATION
OFFICE OF TECHNOLOGY OFFICE OF TECHNOLOGY
1900 KANAWHA BLVD E, 908 BULLITT ST
BLDG 5 10TH FLOOR
CHARLESTON wv CHARLESTON wv
us us
Line Comm Ln Desc Qty Unit Issue Unit Price Total Price
Module, or equal ’ T
Comm Code Manufacturer Specification Model #
43222612
Extended Description:
3.1.3 Extreme Networks 10000BSX SFP Module, or equal
INVOICE TO SHIP TO
DEPARTMENT OF DEPARTMENT OF
ADMINISTRATION ADMINISTRATION
OFFICE OF TECHNOLOGY OFFICE OF TECHNOLOGY
1900 KANAWHA BLVD E, 908 BULLITT ST
BLDG 5 10TH FLOOR
CHARLESTON wv CHARLESTON wv
us us
Line Comm Ln Desc Qty Unit Issue Unit Price Total Price
4 3.1.4 Extreme Networks 1000BSX SFP 36.00000 EA $69.50ea / $2,502.00
Module, or equal :
Comm Code Manufacturer Specification Model #
43222612
Extended Description:
3.1.4 Extreme Networks 1000BSX SFP Module, or equal
Date Printed: ~ Jun 12, 2024 Page: 3 FORM ID: WV-PRC-CRFQ-002 2020/05




INVOICE TO SHIP TO

DEPARTMENT OF DEPARTMENT OF

ADMINISTRATION ADMINISTRATION

OFFICE OF TECHNOLOGY OFFICE OF TECHNOLOGY

1900 KANAWHA BLVD E, 9C8 BULLITT ST

BLDG 5 10TH FLOOR

CHARLESTON wv CHARLESTON WV

us us

Line Comm Ln Desc Qty Unit Issue Unit Price Total Price
5 3.1.5 Extreme Networks Power Cord, or equal 36.00000 EA $22.00ea / $792.00
Comm Code Manufacturer Specification Model #

43222612

Extended Description:
3.1.5 Extreme Networks Power Cord, or equal

|SCHEDULE OF EVENTS
Line Event Event Date
1 Questions are due by 3:00 p.m. 2024-06-11

Date Printed:  Jun 12, 2024 Page: 4

FORM ID: WV-PRC-CRFQ-002 2020/05




Document Phase

Document Description

Page

1SC2400000015

Final

Addendum No 2 Networking Equip
Refresh for Bldg 4 & Logan

ADDITIONAL TERMS AND CONDITIONS

See attached document(s) for additional Terms and Conditions




ADDENDUM ACKNOWLEDGEMENT FORM

SOLICITATION NO.: CRFQ I1SC24*015

Instructions: Please acknowledge receipt of all addenda issued with this solicitation by completing this
addendum acknowledgment form. Check the box next to each addendum received and sign below.
Failure to acknowledge addenda may result in bid disqualification.

Acknowledgment: I hereby acknowledge receipt of the following addenda and have made the
necessary revisions to my proposal, plans and/or specification, etc.

Addendum Numbers Received:

(Check the box next to each addendum received)

[ ] Addendum No. 1 [ ] Addendum No. 6
[>X1 Addendum No. 2 [ ] Addendum No. 7
[ ] Addendum No.3 [ 1 Addendum No. 8
[ 1 Addendum No. 4 [ 1 Addendum No.9
[ 1 Addendum No. 5 [ 1 Addendum No. 10

I understand that failure to confirm the receipt of addenda may be cause for rejection of this bid. I
further understand that any verbal representation made or assumed to be made during any oral
discussion held between Vendor’s representatives and any state personnel is not binding. Only the
information issued in writing and added to the specifications by an official addendum is binding.

Advantage Technology
Company

Oames Stacvant

¢/ Authorized Signature

06.21.2024
Date

NOTE: This addendum acknowledgement should be submitted with the bid to expedite document processing.
Revised 6/8/2012



ACORD’
——

DATE (MM/DD/YYYY)
06/18/2024

CERTIFICATE OF LIABILITY INSURANCE

THIS CERTIFICATE IS ISSUED AS A MATTER OF INFORMATION ONLY AND CONFERS NO RIGHTS UPON THE CERTIFICATE HOLDER. THIS
CERTIFICATE DOES NOT AFFIRMATIVELY OR NEGATIVELY AMEND, EXTEND OR ALTER THE COVERAGE AFFORDED BY THE POLICIES
BELOW. THIS CERTIFICATE OF INSURANCE DOES NOT CONSTITUTE A CONTRACT BETWEEN THE ISSUING INSURER(S), AUTHORIZED
REPRESENTATIVE OR PRODUCER, AND THE CERTIFICATE HOLDER.

IMPORTANT: If the certificate holder is an ADDITIONAL INSURED, the policy(ies) must have ADDITIONAL INSURED provisions or be endorsed.
If SUBROGATION IS WAIVED, subject to the terms and conditions of the policy,
this certificate does not confer rights to the certificate holder in lieu of such endorsement(s).

certain policies may require an endorsement. A statement on

PRODUCER ﬁmﬁ Jennifer Drake
Mountain State Insurance Agency THENE .y (304) 720-2000 wgg. Noj: (304) 720-2002
1206 Kanawha Blvd. E. Eb"g}{'éss: jdrake@mountainstateinsurance.com
Suite 100 INSURER(S) AFFORDING COVERAGE NAIC #
Charleston WV 25301-2949 [ ysyrera: Creat Northern Insurance Company 20303
INSURED INSURER B: Federal Insurance Company 20281
Advantage Technology, LLC & Aridea, LLC, DBA: Aridea Solutions insurer ¢ : ACE American Insurance Co 22667
950 Kanawha Bivd. E INSURER D :
INSURER E :
Charleston YW 25301 INSURER F -
COVERAGES CERTIFICATE NUMBER: 23 24 Liab REVISION NUMBER:
THIS IS TO CERTIFY THAT THE POLICIES OF INSURANCE LISTED BELOW HAVE BEEN ISSUED TO THE INSURED NAMED ABOVE FOR THE POLICY PERIOD
INDICATED. NOTWITHSTANDING ANY REQUIREMENT, TERM OR CONDITION OF ANY CONTRACT OR OTHER DOCUMENT WITH RESPECT TO WHICH THIS
CERTIFICATE MAY BE ISSUED OR MAY PERTAIN, THE INSURANCE AFFORDED BY THE POLICIES DESCRIBED HEREIN IS SUBJECT TO ALL THE TERMS,
EXCLUSIONS AND CONDITIONS OF SUCH POLICIES. LIMITS SHOWN MAY HAVE BEEN REDUCED BY PAID CLAIMS.
LTR TYPE OF INSURANCE ?NDD" WVD POLICY NUMBER ann}'v"irvw (MM/DDIYYYY) LIMITS
>¢| COMMERCIAL GENERAL LIABILITY EACH OCCURRENCE ¢ 1,000,000
[ DAMAGE TO RENTED
CLAIMS-MADE OCCUR PREMISES (Ea oceurrence) ¢ 1,000,000
= MED EXP (Any one person) | g 10,000
A 36060996 11/01/2023 | 11/01/2024 | pepsonal aapv inuRy | s 1,000,000
| GEN'L AGGREGATE LIMIT APPLIES PER: GENERAL AGGREGATE s 2,000,000
| X Poicy B Loc PRODUCTS - COMPIOPAGG | 5 2:000,000
OTHER: %
JBINED SIN M
| AUTOMOBILE LIABILITY ik s 1,000,000
> ANY AUTO BODILY INJURY (Per person) | §
| OWNED SCHEDULED
A || As iy AUToS 73617949 11/01/2023 | 11/01/2024 | BODILY INJURY (Per accident) | §
HIRED NON-OWNED PROPERTY DAMAGE s
|| AUTOS ONLY AUTOS ONLY | (Per accident)
$
ﬁ UMBRELLA LIAB || ocour EACH OGCURRENGE ¢ 5,000,000
B EXCESS LIAB CLAIMS-MADE 76192586 11/01/2023 | 11/01/2024 [, corcoare s 5,000,000
DED | [ RETENTION § 3
WORKERS COMPENSATION PER OTH- | WV Code 23-4-2
AND EMPLOYERS' LIABILITY Vi X Efure [X[EF ET
B [ommoman el ORCARTNEREXECUTIVE D NIA 71764043 11/01/2023 | 11/01/2024 | L EACH ACCIDENT il
{Mandatory in NH) E.L. DISEASE - EAEMPLOYEE | 5 1,000,000
If yes, describe under 1.000.000
DESCRIPTION OF OPERATIONS below EL DISEASE-PoLiICY miT | s 1.UUD,
Maximum Policy $2,000,000
Commercial Cyber and Privacy Liabili
c . s 4 D95688615 11/01/2023 | 11/01/2024 |Deductible $50,000
DESCRIPTION OF OPERATIONS / LOCATIONS / VEHICLES (ACORD 101, Additional R Sct , may be attached if more space is required)
CERTIFICATE HOLDER CANCELLATION
SHOULD ANY OF THE ABOVE DESCRIBED POLICIES BE CANCELLED BEFORE
THE EXPIRATION DATE THEREOF, NOTICE WILL BE DELIVERED IN
West Virginia Office of Technology ACCORDANCE WITH THE POLICY PROVISIONS.
1900 Kanawha Blvd E
AUTHOR PRESENTATIVE
Bldg 5 10th Floor Rl
Charleston WV 25301 oy .
© 1988-2015 ACORD CORPORATION. All rights reserved.
ACORD 25 (2016/03) The ACORD name and logo are registered marks of ACORD




WV-10 State of West Virginia

Approved / Revised

06/08/18 VENDOR PREFERENCE CERTIFICATE

Certification and application is hereby made for Preference in accordance with West Virginia Code, §5A-3-37. (Does not apply to
construction contracts). West Virginia Code, §5A-3-37, provides an opportunity for qualifying vendors to request (at the time of bid)
preference for their residency status. Such preference is an evaluation method only and will be applied only to the cost bid in
accordance with the West Virginia Code. This certificate for application is to be used to request such preference. The Purchasing
Division will make the determination of the Viendor Preference, if applicable.

Application is made for 2.5% vendor preference for the reason checked:

Bidder is an individual resident vendor and has resided continuously in West Virginia, or bidder is a partnership, association
or corporation resident vendor and has maintained its headquarters or principal place of business contin uously in West
Virginia, for four (4) years immediately preceding the date of this certification; or,

Bidder is a resident vendor partnership, association, or corporation with at least eighty percent of ownership interest
of bidder held by another entity that meets the applicable four year residency requirement; or,

Bidder is a nonresident vendor which has an affiliate or subsidiary which employs a minimum of one hundred state residents
and which has maintained its headquarters or principal place of business within West Virginia continuously for the four (4)
years immediately preceding the date of this certification; or,

Application is made for 2.5% vendor preference for the reason checked:

Bidder is a resident vendor who certifies that, during the life of the contract, on average at least 75% of the employees
working on the project being bid are residents of West Virginia who have resided in the state continuously for the two years
immediately preceding submission of this bid: or,

Uo g

I!‘-’
Y

Application is made for 2.5% vendor preference for the reason checked:

Bidder is a nonresident vendor that employs a minimum of one hundred state residents, or a nonresident vendor which
has an affiliate or subsidiary which maintains its headquarters or principal place of business within West Virginia and
employs a minimum of one hundred state residents, and for purposes of producing or distributing the commodities or
completing the project which is the subject of the bidder's bid and continuously over the entire term of the project, on
average at least seventy-five percent of the bidder’s employees or the bidder’s affiliate’s or subsidiary’'s employees are
residents of West Virginia who have resided in the state continuously for the two immediately preceding years and the
vendor's bid; or,

D.«o

Application is made for 5% vendor preference for the reason checked:
Bidder meets either the requirement of both subdivisions (1) and (2) or subdivision (1) and (3) as stated above: or,

Application is made for 3.5% vendor preference who is a veteran for the reason checked:

Bidder is an individual resident vendor who is a veteran ofthe United States armed forces, the reserves or the National Guard
and has resided in West Virginia continuously for the four years immediately preceding the date on which the bid is
submitted; or,

Application is made for 3.5% vendor preference who is a veteran for the reason checked:

Bidder is a resident vendor who is a veteran of the United States armed forces, the reserves or the National Guard, if, for
purposes of producing or distributing the commodities or completing the project which is the subject of the vendor’s bid and
continuously over the entire term of the project, on average at least seventy-five percent of the vendor's employees are
residents of West Virginia who have resided in the state continuously for the two immediately preceding years.

Application is made for preference as a non-resident small, women- and minority-owned business, in accor-
dance with West Virginia Code §5A-3-59 and West Virginia Code of State Rules.

[ Bidder has been or expects to be approved prior to contract award by the Purchasing Division as a certified small, women-
and minority-owned business.

8. Application is made for reciprocal preference.
[ Bidderis a West Virginia resident and is requesting reciprocal preference to the extent that it applies.

Bidder understands if the Secretary of Revenue determines that a Bidder receiving preference has failed to continue to meet the
requirements for such preference, the Secretary may order the Director of Purchasing to: (a) rescind the contract or purchase order;
or (b) assess a penalty against such Bidder in an amount not to exceed 5% of the bid amount and that such penalty will be paid to
the contracting agency or deducted from any unpaid balance on the contract or purchase order.

D!" I:"‘
<

Ds»

o

By submission of this certificate, Bidder agrees to disclose any reasonably requested information to the Purchasing Division and
authorizes the Department of Revenue to disclose to the Director of Purchasing appropriate information verifying that Bidder has paid
the required business taxes, provided that such information does not contain the amounts of taxes paid nor any other information
deemed by the Tax Commissioner to be confidential.

Bidder hereby certifies that this certificate is true and accurate in all respects; and that if a contract is issued to Bidder
and if anything contained within this certificate changes during the term of the contract, Bidder will notify the Purchas-
ing Division in writing immediately.

Bidder: Advantage Technology Signed: Otecwants
Date: 06.21.2024 Title: S&es Engineer

*Check any combination of preference consideration(s) indicated above, which you are entitled to receive.



DESIGNATED CONTACT: Vendor appoints the individual identified in this Section as the
Contract Administrator and the initial point of contact for matters relating to this Contract.

(Printed Name and Title) James Stewart, Sales Engineer

(Address) 950 Kanawha Blvd East 100, Charleston, WV 25301

(Phone Number) / (Fax Number) 304-973-9537 / N/A

(email address) Jstewart@advantage.tech

CERTIFICATION AND SIGNATURE: By signing below, or submitting documentation
through wvOASIS, I certify that: I have reviewed this Solicitation/Contract in its entirety; that I
understand the requirements, terms and conditions, and other information contained herein; that
this bid, offer or proposal constitutes an offer to the State that cannot be unilaterally withdrawn;
that the product or service proposed meets the mandatory requirements contained in the
Solicitation/Contract for that product or service, unless otherwise stated herein; that the Vendor
accepts the terms and conditions contained in the Solicitation, unless otherwise stated herein; that
['am submitting this bid, offer or proposal for review and consideration; that this bid or offer was
made without prior understanding, agreement, or connection with any entity submitting a bid or
offer for the same material, supplies, equipment or services; that this bid or offer is in all respects
fair and without collusion or fraud; that this Contract is accepted or entered into without any prior
understanding, agreement, or connection to any other entity that could be considered a violation of
law; that I am authorized by the Vendor to execute and submit this bid, offer, or proposal, or any
documents related thereto on Vendor’s behalf; that | am authorized to bind the vendor in a
contractual relationship; and that to the best of my knowledge, the vendor has properly registered
with any State agency that may require registration.

By signing below, I further certify that I understand this Contract is subject to the
provisions of West Virginia Code § 54-3-62, which automatically voids certain contract
clauses that violate State law: and that pursuant to W. Va. Code 5A-3-63, the entity
entering into this contract is prohibited from engaging in a boycott against Israel.

Advantage Technology

(Company)
N

ignature of Authorized Representative)
James Stewart, Sales Engineer 06.21.2024

(Printed Name and Title of Authorized Representative) (Date)
304-973-9537 / N/A

(Phone Number) (Fax Number)
Jjstewart@advantage.tech

(Email Address)



STATE OF WEST VIRGINIA

PURCHASING AFFIDAVIT

CONSTRUCTION CONTRACTS: Under W. Va. Code § 5-22-1(i), the contracting public entity shall not award a construction
contract to any bidder that is known to be in default on any monetary obligation owed to the state or a

political subdivision of the state, including, but not limited to, obligations related to payroll taxes, property taxes, sales and
use taxes, fire service fees, or other fines or fees.

ALL CONTRACTS: Under W. Va. Code §15A-3-14, no contract or renewal of any contract may be awarded by the state
or any of its political subdivisions to any vendor or prospective vendor when the vendor or prospective vendor or a related

party to the vendor or prospective vendor is a debtor and: (1) the debt owed is an amount greater than one thousand dollars
in the aggregate; or (2) the debtor is in em ployer default.

EXCEPTION: The prohibition listed above does not apply where a vendor has contested any tax administered pursuant to chapter
eleven of the W. Va. Code, workers’ compensation premium, permit fee or environmental fee or assessment and the matter has not

become final or where the vendor has entered into a payment plan or agreement and the vendor is not in default of any of the
provisions of such plan or agreement.

DEFINITIONS:

“Employer default” means having an outstanding balance or liability to the old fund or to the uninsured employers' fund or being
in policy default, as defined in W. Va, Code § 23-2¢-2, failure to maintain mandatory workers' compensation coverage, or failure to
fully meet its obligations as a workers' compensation self-insured employer. An employer is not in employer default if it has entered
into a repayment agreement with the Insurance Commissioner and remains in compliance with the obligations under the
repayment agreement.

“Related party” means a party, whether an individual, corporation, partnership, association, limited liability company or any other
form or business association or other entity whatsoever, related to any vendor by blood, marriage, ownership or contract through
which the party has a relationship of ownership or other interest with the vendor so that the party will actually or by effect receive or
control a portion of the benefit, profit or other consideration from performance of a vendor contract with the party receiving an amount
that meets or exceed five percent of the total contract amount.

AFFIRMATION: By signing this form, the vendor’'s authorized signer affirms and acknowledges under penalty of
law for false swearing (W. Va. Code §61-5-3) that: (1) for construction contracts, the vendor is not in default on any
monetary obligation owed to the state or a political subdivision of the state, and (2) for all other contracts, that
neither vendor nor any related party owe a debt as defined above and that neither vendor nor any related party are
in employer default as defined above, unless the debt or employer default is permitted under the exception above.

WITNESS THE FOLLOWING SIGNATURE:
Vendor's Name: __Advantage Technology

Authorized Signature: SM Date: 06.21.2024
State of__ (W s ll:ghm‘la

County of _gémdb;\_ to-wit:

Taken, subscribed, and sworn to before me this21st day of June ,2024 .

My Commission expires (OC')G)})U o 2028

AFFIX SEAL HERE . NOTARY PUBLIC M

OFFICIAL SEAL
STATE OF WEST VIRGINIA
NOTARY PUBLIC

Todd Fowler -
1053 Greentand Cirtle South Charesion, WV
My Commission Expires October 26, 2025

Purchasing Affidavit (Revised 03/09/2019)

[
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Cover Letter

June 18, 2024
Dear Sir or Madam:

Juniper’s Al-driven wired and wireless solutions improve digital continuity for governments while
easing the burden on your IT team.

Government agencies looking to modernize legacy IT, including some of the country’s largest,
have standardized on Juniper to elevate experiences for staff, and residents, while automating
processes that have proven efficiency in time and effort saved. You can read about the
experiences of City of Philadelphia No. 6 (Pennsylvania), VA Medical Center (Florida), Office of
Management and Enterprise Services (Oklahoma), and California Department of Natural
Resources (California).

With the acquisition of Mist, Juniper is the fastest-growing company in the history of the
wireless LAN industry. Gartner has selected Juniper as the leader of leaders in the Magic

Quadrant (view report).

Government agencies, as you know, have unique and diverse requirements to improve the
experience of their staff and the residents they serve. This places incredible demands on the
network when improving experience is a top priority. Juniper helps improve both staff and
resident experiences by providing Al-driven, real-time insights into network, device, and
application activities. This enables you to proactively identify and troubleshoot problems before
users report them. Once a problem is identified, the system will dynamically capture packets and
perform an automated root cause analysis. If your day starts and ends with firefighting network
problems, this is the solution for you. In most cases, it can save you travelling to remote locations
to solve tricky problems.

The Juniper Mist microservices cloud architecture delivers greater reliability, unlimited scale, and
automatic and non-disruptive upgrades. And it makes legacy controllers a thing of the past.

We greatly appreciate your consideration and look forward to demonstrating how Juniper can
help you and your agency. Contact your Juniper Partner or Juniper Account Sales
Representative today.

Sincerely,

Tom Wilburn

VP Sales
Al-Driven Enterprise

lJuniper Business Use Only



Juniper at a Glance
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RECOGNITION

LEADER 2024 Gartner

Magic Quadrant Wired and
Wireless Access Infrastructure
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JUNIPER GLOBAL REACH

1 O ,4 OO employees
1 20 locations in 43 countries
24/7 availability tech support

to address all customer needs

EXECUTIVE SUMMARY

Introduction

At Juniper Networks, we strive to deliver network
experiences that transform how people connect, work,
and live. By challenging the inherent complexity in the
5G and cloud era, our solutions power connections that
matter most—from government to education to
healthcare and the citizens they serve. Our commitment
is to advance real outcomes for network teams and
every individual they serve by providing a simplified
experience in running networks and those who depend
on them. Our mission is to help advance government
innovation, productivity, and citizen experience.

It all starts with Juniper software innovation. From the
Junos operating system to Mist Al, to Apstra and
Paragon, we push the envelope on predictability,
programmability, automation, and actionable insights.
By making experience the top priority, we help you
build more agile networks upon simplified operations
that transcend expectations and position governments
for success when facing future challenges. It's that
simple.

Juniper has helped many governments and other
companies modernize by improving the experience for
users and operators and automating processes material
to government, both leading to financial benefit
calculated in time and effort saved. Please see the
attachment at the end for more references.

Juniper Business Use Onlv



STATE & LOCAL GOVERNMENT TECHNOLOGY CHALLENGES

.;“‘I
v ”g'
OKLAHOMA

Office of Management
& Enterprise Sarvices

“The State of Oklahoma accomplished
incredible things over the past year.
Working with great partners, like
Juniper Networks, OMES secured one
of Oklahoma'’s most valuable
resources—2.6 million gigabytes of
data. Our team should be proud of the
work we accomplished together.
Ultimately, it's the people of our great
state who will benefit from this project
for decades to come.”

Jerry Moore,
Chief Information Officer,
State of Oklahoma

City of

Philadelphia

"Being a Juniper shop makes my life
and my team’s lives easier. We run a
network that supports 30,000
employees with four people. We have
efficient network operations.”

Dennis Doyne,
Chief Network Operations Officer,
City of Philadelphia

Governments want to elevate digital experiences for
staff and citizen services. Traditional networking creates
complexity and unnecessary overhead for hybrid and
remote governing models. Equally challenging is ensuring
governments are ready for what’s next. To succeed in
this ever-changing environment, many government
networks are not up to the task. Networks need to be
modernized, not refreshed:

e MISSION CRITICAL GOVERNMENT: Advanced
networks must operate reliably all day and night to
delight agency staff and citizens they serve. Network
downtime is measured in failure of agencies to deliver
services to citizens, government productivity, and
reduced situational awareness needed for agency
office safety. A smooth journey to Cloud is essential
to accelerate enable digital services for staff and
citizens.

e MORE SERVICES, MORE DEVICES, MORE
INNOVATION - IT DEPARTMENT ASKED TO DO
MORE: While the number of devices and technology
integration at the network edge has increased, so has
the extension of the network and security perimeter.
IT department head count has not kept up. Overall,
team size remains the same, and staffing remains a
critical challenge. IT needs efficiency, which starts
with reducing complexity, simplifying operations, and
automating workflows. Network tools focus only on
managing the network equipment and lack focus on
the end-user experience. They also don’t want more
data and alarms across multiple dashboards; they

Juniper Business Use Only



Juniper partners with industry leading
system integrators, managed service
providers and consulting firms to
ensure digital experiences delivered by
staff and citizens scale with agility and
assurance enabled by Juniper Al Driven
networking solutions and real time
location services.

DISTRIBUTED AP ARCHITECTURE

Al Driven Assurances and Services
Wireless Assurance
Wired Assurance
loT Assurance
AlOps
WAN Assurance
Advanced Threat Protection
Risk Profiling
Mist Al and Cloud

Cloud Services

want actionable insights to help them reduce and
eliminate trouble tickets from users complaining
about accessing Wi-Fi or applications critical for
government continuity.

. MODERN GOVERNMENT: As an example, the
pandemic stunned the transportation industry. Now
aviation agencies are looking to modernize digital
experiences to better engage with travelers, airport staff
and tenants by leveraging actionable insights for each
user experience, while improving processes, efficiency,
and safety. Airport systems are now looking to cloud, Al,
ML, loT and a rich suite of APIs to accelerate reliable
service delivery well into the future. The network
architecture needs to firmly align to this strategy by
being foundationally architected for modernized cloud,
microservices, Al, ML, loT and a rich suite of APIs to scale
services and simplify IT operations.

e AIDRIVEN ASSURANCES: Whether a government
agency wants to self-manage the network or leverage
managed services providers, Juniper Al Driven Enterprise
delivers differentiated functionality and services:

. Wi-Fi APs with vBLE beacon technology onboard
combines best in class Wi-Fi and Bluetooth for accurate real
time location services for experience and public safety

o Capture 150+ experience measurements on every
network connected user or asset to ensure a great
experience and drastically reduce trouble tickets

. Dynamically capture experience issues without
disturbing staff to recreate issues

o Gain actionable insights on each staff or citizen
experience, illusive until now

. Marvis virtual network assistant simplifies operations
with natural query language and attract young IT talent

. Seamlessly integrate future services as needed: track
assets, alert janitorial services, and blue tooth enabled
badges. Even more services can be employed to advance
public safety safe zones for all forms of government

A modernized architecture drives positive outcomes for all
agencies:

° Simplify IT operations - know the experience of every
connected user or asset

° Seamlessly enable accurate wayfinding - citizen
experience and efficiency

luniner Business llse Only



* Use Al-driven queue reporting and management - data driven resourcing
» Digitally connect concessions with citizens - improve experience, send notifications
* Future Innovation - Al on a modern cloud architecture with seamless API integration

Every government agency should demand more from their network to ensure an
exceptional experience for every connected user or asset. The network must be
foundationally architected to measure each experience, provide insights on each
experience, and automatically recommend actions to maintain exceptional experiences.
Traditional networks only focus on network health. Modernized networks expand visibility
and actionable insights well beyond network health to ensure a great experience for each
connected user and asset.

* DIGITAL GOVERNMENT AND HYBRID WORKFORCE EXPANDS VULNERABILITY TO
CYBER THREATS: Public sector is bound by data privacy and security state-federal
guidelines, laws and maintain certifications of compliance. Government authorities have
raised alerts warning of an increase in cyber actor activity causing disruptions and
stealing data. Phishing and ransomware are perceived as top risk concerns.

With these unrelenting pressures, government agencies are considering new options that will
meet their needs today and for the next decade. This is where Juniper Networks has helped
governments and we are ready to help your agency on all these fronts, plus more.

Juniper Business Use Only



JUNIPER NETWORKS, RECOGNIZED LEADER, PIONEER OF Al
FORIT

The Juniper Mist Al-Driven Network for Digital Government includes Juniper’s industry
recognized wired and wireless access, all driven by Mist Al. This solution has been recognized
in the 2024 Gartner Magic Quadrant for Enterprise Wired and Wireless LAN Infrastructure
where Gartner positioned Juniper as a Leader, furthest in completeness of vision and highest in
ability to execute across all vendors. This announcement reaffirms Juniper’s leadership in wired
and wireless networking, driven by AlOps, the lynchpin to realize the vision of a self-driving
network.

Figure 1: Magic Quadrant for Enterprise Wired and Wireless LAN Infrastructure

2024 GARTNER MAGIC QUADRANT FOR
WIRED AND WIRELESS LAN ACCESS
INFRASTRUCTURE

Juniper Networks is a TOP SCORE Leader for S

furthest in Completeness of Vision and highest LT i
in Ability to Execute across all vendors.
4x Magic Quadrant ™ Leader . (VRN s

3 Years a Leader
Positioned

Furthest in Execution & Vision

COMPLETERERS OF ViSION - An of Janaary 2004

Juniper Networks is proud to be recognized in Goniioes

the 2024 Gartner® Magic Quadrant™ for INdoOr rigure 1 tagic Qusdantfor inéoor Location Servicss
Location Services. Gartner has positioned
Juniper as a Leader and furthest in
Completeness of Vision. We offer:

®  Highly accurate location service using patented
virtual BLE technology

®  Simplified deployment and operations enabled by -
Mist Al and 100% API-based platform i

®  Comprehensive analytics platform _ o @ sy @

®  Rich portfolio of partner solution integrations ——
®  Very positive customer feedback on experience

The Only Networking company
Leading in the Location Services MQ

Source: Gantnor (February 2024} Gartner

Juniper Reviews

Juniper Networks was recognized as a 2024
Gartner Peer Insights™ Customers’ Choice
Vendor for Wired and Wireless LAN Access Juniper
Infrastructure, based on a high satisfaction
rate of 4.9/5.0 across all end-user reviews. 4.8 Yoiodriok 513
Juniper received the highest rating in this
market.

in Enterp ired and W
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THE JUNIPER PROPOSED SOLUTION OFFERS UNMATCHED
CAPABILITIES GIVING GOVERNMENTS REAL BENEFITS THAT
ALIGN TO THEIR PRIORITIES

ASSURED USER EXPERIENCES

Only solution with service levels down to the device. client, session, and application level

The solution focuses on delivering great user experiences, not just managing the
network. Even when the network says it is up, does not mean governments, agency staff,
or citizens are happy. For every device or client on the government network, the Ju niper
Mist Cloud tracks 150 pre- and post-connection states in real time and understanding
exactly what is happening at every moment. No more wasting valuable time chasing IT
ghosts during static or changing environments. You can focus IT efforts for maximizing
government innovation and citizen outcomes.

SELF-DRIVING AUTOMATION

Best programmability; leader in intent-based networking and AlOps; only Al-driven support

The solution harnesses quality data and leverages artificial intelligence to enable a
proactive IT team. When trouble occurs, automated dynamic packet captures (PCAP) are
taken, and automated root cause analysis tells you exactly what is wrong with that student,
educator, or staff user experience with industry leading efficacy. Powerful Al-driven
network tools deliver end-to-end actionable insights for monitoring, troubleshooting, and
streamlining operations and support. No more fumbling with multiple dashboards, disparate
alarms, network sniffer traces and time-consuming troubleshooting or trying to recreate
intermittent troubles. Let Marvis™ Virtual Network Assistant do the heavy work of locating
and troubleshooting problems quickly so IT can solve issues fast and stay ahead of trouble,
many times without the end user being aware of the issue -reducing trouble tickets and
speeding mean time to resolution (MTTR). When it comes time to get your network and
devices ready for assessments, let Marvis quickly identify compliant and non-compliant
devices for you so you can prepare your district for assessment readiness. When
commissioning a new government office, leverage best-in-class zero-touch provisioning.

CLOUD FIRST AND CLOUD READY

Bringing Saa$ agility to best-in-class hardware, including weekly production updates with
no downtime

The solution is designed with a modern microservices cloud to future-proof your
government agencies, increase the reliability of the network, and bring agility not
possible from networks built on traditional legacy architectures. Adding more users,
agency services, or loT devices is no problem. The solution scales as you need. Inherent to
the solution is the ability for the network to evolve as rapidly as the endpoints and loT
devices that connect to it. No more fussing with cumbersome and complex controller
updates. With this solution, updates are pushed out weekly with NO DOWNTIME, and it
is 100% programmable (API driven).
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LOCATION—ENGAGEMENT

Engage citizens and staff digitally without overlay systems

The solution can make your government’s wireless network more valuable by enabling
location and engagement services. Enhance government innovation and operational
strategic initiatives such as boosting citizen and staff engagement, locating assets, and
supporting future contact tracing. By leveraging Juniper’s patented Bluetooth technology
antenna array, quickly and accurately identify people and assets, and engage people on
their devices in the network and provide engagement services that are unparalleled. These
are all executed with ease and accuracy through optional software su bscriptions, built on
virtual BLE, machine learning, and integrated loT technologies that eliminate the need for
costly, inaccurate overlay hardware and software solutions commonly found in lesser
competitive offerings.
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WHAT JUNIPER BRINGS TO GOVERNMENT THAT
COMPETITION CLAIMS BUT CAN'T

Juniper

Benefits
Best
Operational
Experience

=

Fewest
Tickets

o2
=

Fastest
Rollout

What Juniper Brings to Government

Simplest Ongoing Operations

Become proactive with the user

experience monitoring in Marvis Actions

Enable a first-line helpdesk to support
the network

Eliminate site visits with Dynamic PCAP
Reduce wired provisioning burden with
dynamic port configuration

Improve agency staff safety and asset

tracking with integrated location services

Realize cloud driven bi-weekly updates
for wired, wireless, and SD-WAN with
service interruption

Self-Driving Netw

ork Reduces Tickets

Deliver the best RF network for
governments with Al-Driven Radio
Resource Management (RRM)

Fix problems with self-healing network
without IT intervention

Receive fewer trouble tickets

Resolve issues faster when problems
occur

Automated, No Mistakes

Zero Touch Provisioning for wired,
wireless, and SD-WAN in one cloud
APs compatible with Cisco brackets

Complete templatization (no CLI needed)

for wired, wireless, SD-WAN
Fewer templates with more flexibility
Automated loT onboarding

Juniper Business Use Only

Real Customer Results

“...dramatically decreased rollout time”
“...85% reduced site visits”

“...it’s like we woke up from a dream,
watching Mist roll out”

"Being a Juniper shop makes my life and
my team’s lives easier. We run a network
that supports 30,000 employees with
four people. We have efficient network
operations."

“...over 90% reduction in user opened
support tickets”

“...since Marvis, escalated tickets are
down by factor of 10"

“..MTTR down 96% on average per
ticket”

“40% reduction in troubleshooting time.”

“...fully automated deployments for wired
and wireless”

“Al-driven operations allowed IT team to
install 35 to 40 APs in five hours”

“< 4 hours to set up and install 45 access
points”



SCALABLE SOLUTIONS

In meeting the needs and requirements of any project, the solution proposed contains the
following Juniper products and services.

AECLSIEIEE Juniper Networks® EX Series Switches: Designed for
the converged government agency and data center to address
demands for high availability, unified communications, and
virtualization, EX Series switches are cloud-ready, and they
offer high-performance, scalable, fixed-configuration 1GbE,
and multigigabit platforms. The fixed configuration 10GbE
aggregation switches are ideal for high-density office deployments, and the
modular core switches are optimized for high-density, mission-critical applications.
With the EX Series, wired access networks don’t have to be complex and difficult to
manage. Network administrators can easily onboard, configure, and manage the
switches and operate agency fabrics at scale with Juniper Mist Cloud. When the EX
Series is combined with the Juniper Wi-Fi portfolio for a unified wired and wireless
solution, driven by Mist Al, government agencies gain simple and secure
connectivity at scale. Juniper solutions reduce network complexities while
addressing scalability by managing multi ple devices as one. Government entities
can design end-to-end agency fabric architectures using Virtual Chassis technology
or open, standards-based Ethernet VPN-Virtual Extensible LAN (EVPN-VXLAN) to
avoid costly rip-and-replace upgrades.

AU ETLEEE Juniper Networks QFX Series Switches: QFX Series Switches, ideally suited
for government agency traffic aggregation points and

data centers, improve the efficiency of agency fiber ——— o
networks by aggregating traffic for WAN and Internet S——

access transport. The QFX5100 line of Switches consists

of scalable Layer 2/Layer 3 switches that are optimized for application delivery and
contain a powerful feature set for virtualized data centers. The QFX10000 line of
Switches offers a highly scalable, high-density network foundation for supporting
today’s most demanding data center and cloud environments, including midsize to
large data centers, private clouds, and public clouds.

Juniper Networks
Session Smart Router:

The Juniper Session Smart
Router (SSR) powers
| Juniper’s Al-driven SD-
WAN solution that is
designed to provide users with
exceptional experiences. Built
on an application-aware and zero-trust secure network fabric, the SSR meets the
most stringent enterprise performance, security, and availability requirements.
The SSR overcomes inherent inefficiencies of conventional solutions with a tunnel-
free architecture that enables improved performance, fast deployments, and cost
savings. The solution can run on customer premises equipment (CPE), data center
network servers, and in the cloud for flexible deployments.

10
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SLECU SRS Junos® Operating System: all Juniper

switches, security platforms, and routers run

Junos OS—the net':vorking operating system that * Junos 0OS
defines carrier-grade. With best-in-class protocol

support, Junos OS offers the most flexible and capable CLI, including automation
capabilities, open programmability for automation, and extensive libraries for
Ansible, Python, Ruby, PowerShell, and others. Every Juniper device with Junos 0S
includes configuration management. For example, the agency network
administrator can work on the switching infrastructure during the workday, writing
configurations and testing, then when ready, “commit” the changes to the devices.
This can even be done safely during the day since the device will not accept an
incorrectly formed configuration. Junos OS can automatically recover in the event
of a fat-fingered IP address or similar human error. With other network operating
systems, such errors would result in significant downtime and be difficult to
diagnose and resolve, often requiring a device reboot. Each Juniper device holds up
to 50 previous configurations and the agency gets a full audit trail of changes made

for easy comparison and for rollback to a previous configuration if needed for
resolving problems quickly.

Wireless Access Juniper Series of High-Performance Access Points:

Points Designed for the demands of digital government, Juniper .
makes Wi-Fi predictable, reliable, and measurable by e B
providing unprecedented visibility into the user experience. w
Wi-Fi, Bluetooth Low Energy (BLE), and IoT are merged with

our enterprise-grade access points. They work in conjunction with the Juniper Mist
Cloud architecture and Mist Al so government entities can easily customize Wi-Fi
service levels, easily provide guest services, quickly identify compliant and
noncompliant devices for assessment readiness, replace frustrating, time-
consuming manual IT tasks with proactive automation, gain insights through
detailed analytics, and leverage location-based services to support functions such
as contact tracing and locating valuable assets.

Juniper Mist Al Mist Al and Cloud Family of Services: Government network administrators
SUCHSCEEREE S save time and money with faster problem resolution 5

and fewer onsite agency visits. Citizens and staff JUﬂlper 1
benefit from a network infrastructure that is more arvensyMist AL I
predictable, reliable, and measurable. Mist Al uses a combination of artificial
intelligence, machine learning, and data science techniques to optimize user
experiences and simplify operations across the wireless access, wired access, and
SD-WAN domains.

Marvis is the first virtual network assistant (VNA) purpose-built with Mist Al for
enterprise WLANs, LANs, and WANSs. It fundamentally transforms network

operations from reactive troubleshooting to proactive remediation through self-
driving actions.

Routers Juniper Networks MX Series Universal Routing
Platforms: The Juniper portfolio of high-performance,
software-centric physical and virtual routers delivers all of
the performance, features, and functionality government
applications need, including private WAN for multisite
connectivity through a private backbone; data center
interconnect for connecting multiple data centers for disaster recovery; geo

clustering and virtualization; and Internet edge to act as the agency’s Internet
gateway.

Juniper Business Use Oniv
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Security

Maintenance

Juniper Networks SRX Series Firewalls: SRX Series
Firewalls are rightsized for multiple agency applications.
These next-generation firewalls reduce risk of attack and
safeguard users, applications, and devices through identity-
based policies, micro segmentation, VPN connectivity, and
validated threat prevention.

Juniper Care Services: This comprehensive and flexible
portfolio of support services delivers mission-critical support
for Juniper hardware and software products around the clock,
365 days a year. Tailored offerings help keep your network
running reliably, reduce network risk, decrease operational
costs, and protect network investment.

Juniper Business Use Only
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CONCLUSION

Government agencies must be ready to seamlessly deliver digital government services across
traditional, remote, or hybrid governing models while protecting against ever-evolving
cybersecurity threats and keeping government employees healthy and safe. The process of
procuring network equipment can be as complex and challenging as it is vital to their mission.
Juniper has a deep history in helping governments, and with our partners, we are ready to help
you with your future projects.

Juniper Networks, driven by Mist Al is a central piece of any digital transformation. Our
technologies would provide faster and more reliable broadband and Wi-Fi connections, more
effective cyber threat protection, and readiness to support value-add services such as asset
location and customer engagement. Juniper’s Al-Driven solution helps support the mission of
advancing government with streamlined operations, simplified troubleshooting, and self-driving
operations that let you focus on agency staff and customer outcomes instead of the network.
Digital transformation should start with a modernized network architecture to ensure each user
and asset connects to the right applications at the right time with the best experience.

Thank you for your consideration of Juniper Networks. We leave you with the Top 10 reasons
why governments choose Juniper Networks:

1. Maximizes government and citizen outcomes through great user experiences: The first and
only solution that measures the experience of every government staff member, government
device and citizen in places of government, every minute to make it better for all.

2. Future-proofs your governments with a modern network architecture: The only solution
providing weekly feature updates—with no downtime or the complexities of upgrading
controllers or access points in controller-based architectures.

3. Adds bench strength to IT team and attract talent: Let Marvis ™ Virtual Network Assistant
do the heavy work of locating and troubleshooting problems quickly so IT can solve issues
fast and stay ahead of trouble.

4. Stops chasing IT ghosts: Juniper’s patented, dynamic packet capture technology captures
packets automatically when an issue occurs.

5. Keeps government and operational continuity with the only Al-Driven network
management: Juniper provides powerful Al-driven network tools that deliver end-to-end
insights for monitoring, troubleshooting, and streamlining operations and support.

6. Set up personal Wi-Fi space for staff and citizens: Give governments control of their
engagement with citizens with per-user, pre-shared keys. You can enable security at scale,
while using the same SSID to establish Wi-Fi bubbles for offices, users, or |OT devices.

7. The network takes care of itself: Automated radio management and Al-driven, self-healing
help maintain a great user experience, reducing the number of support help tickets typically
associated with legacy government networks.

13
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8. Speeds error-free network provisioning: Using 100% API-driven automation, all devices and
connected clients are automatically detected and configured for faster processes, minimizing
errors.

9. Enhances digital experiences with location-based services: Location-based services can be
turned on with optional software subscriptions through the integrated, patented Bluetooth
antenna arrays in Juniper access points to avoid battery-operated beacons.

10. Lowest TCO: Unlike traditional, controller-based architectures, governments with Juniper
realize faster network deployments, fewer trouble tickets, faster mean time to repair, and
easier, more cost-efficient operations.

14
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Juniper Advantages over Extreme

Thank you for evaluating our Juniper Networks based proposal. In the following tables, Juniper
Networks demonstrates its equivalency or superiority in the key essential networking features
through a side-by-side comparison to Extreme. These essential features are extremely important
to:

- achieve a top performing network;
- provide users and network administrators the best user experience;

- achieve the lowest possible total cost of ownership; and

- maximize the return on your network infrastructure project investment.

Juniper, driven by Mist Al Extreme

Essential Wireless Features

Wired Assurance L X RN N L
B .\.. .'.‘.
S tfe Devr
N
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X Se witet )
e I ot
LA AN N L N
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High avallability for redundancy

Muitigigabit

Power over Ethernet

Integrates with standard network access control

Security

Common hardware bullding blocks

Fabric architectures

[ N NN N ]

- Virtual Chassis leads the wiring closet solution with
NSSU, GRES, high capacity backplane, et

- Juniper switches support redundant hot swappable

power supplies and fans
- Offers a variety of choices: MC-LAG, ESI-LAG,
EVPN-VXLAN

1/2.5/5/10GbE speeds

eseee
UPoE/PoE /PoE+

Compatible with 3rd parties such as Forescout,
Clearpass, ISE, FreeRadius and other, ete.

- Juniper Connected Security brings visibility and
enforcement to every part of the network,

- Secintel leverages EX Switches to quarantine
compromise devices and Mist APs to monitor signs of
compromise in connected devices,

- MACSEC256 on select platforms.

- FedRAMP In-Process,

[ A XN N ]
- A single operating system across the Juniper
hardware portfolio.

- Common building blocks for WAN, WLAN and
wired networks,

EVPN-VXLAN, GPB, MC-LAG, ESI-LAG, VC supports
10 devices for stacking, microsegmentation.

Built on open standard technologies like EVPN-
VXLAN and NAC.

Juniper Business Use Only

eese
Yes, virtual chassis SummitStack.

1/2.5/5/10/40GbE speeds.

eescee
UPoE/PoE/PoE+/UPoE+,

Supported Unified Policy management.

LN N N
Radsec.

TrustSec.
FedRAMPicert)

Ditferent depending on the line. New release of white
box like Open switch.

ese
Virtual Chassis for Enterprise

Supported BPG-EVPN
Not deep enough visibility on CloudExtreme Q.

Built with open standards, but very limited.

16



Juniper, driven by Mist Al

| Extreme

Essential Wired Features

infine rosegmentation [ A N N N ] LN

Nety

Nee

N b
F nal WLAN (privat i (N NN N LN

WLAN f t
Fast AP boot LA N N N ]
Automati ! Optimization (R NN N ] L
X e W No / s

Instaliatior L NN N L X N ]

Extreme

Essential Access Features

N
Scala L E NN N LN N ]
N e e t 1
irat v ot
| I
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Extreme

Artinicial Intelligence

service level monitoring L E NN N ] e
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Virtual assistant to accelerate help des) ecsee

Baselining and anomaly detection L X N N N ] (N ]

Juniper, driven by Mist Al Extreme
Al Ops

BLE antenna in APs [ X NN N ]

ervised machine lear LA NN N o9

20

Juniper Business Use Only



Location analytics LA RN N e

LA OLE
I i t
"4
Asset tracking LA NN N} L N ]
Tr ' | 1 .
i i pa

BLE averlay for existing Wi-Fi deployment (L E R N N LN

prehensive built-in applicatior (AN NN ee

Technology versatility L RN N LR B N

Juniper, driven by Mist Al | Extreme
Location Engagement and Insight
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Juniper, driven by Mist Al Extreme

Future Proofing
Cloud native NA( il E ; y y NA
£ ._I. see \ e
i.. | .' |
:
Sk essse 2

Legal Disclaimer: This information is confidential to, and the property of, Juniper Networks, Inc.

Information regarding competitive offeri ngs is derived from public sources and is subject to change
without notice.
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Government Agency Experience

State: https://www._juniper.net/us/en/customers/ california-natural-resources-agency-case-study.html|

City: https://www.juniper.net/us/en/customers/cTty-of—philaderhia~case-study.html

State: https://www.juniper.net/us/en/customers/state-of-oklahoma-omes—case-study.html

Airport Experience: Juniper Networks leverages our global partner community of Value Added
Resellers, System Integrators and Service Providers to meet modernization requirements of aviation
agencies. Few public references are available currently:

POPNPE

a. ATop 20 Airport - Modernize the Traveler Experience, automate processes, and Simplify IT
Operations with Juniper Al Driven Enterprise - wired, wireless and real time location services.

b. ATop 40 Airport - Modernize the Traveler Experience, automate processes, and Simplify IT
Operations with Juniper Al Driven Enterprise - wired, wireless and real time location services.

c. ATop 30 Airport - BWI Airport - Modernize the Traveler Experience, automate processes,
and Simplify IT Operations with Juniper Al Driven Enterprise - wired, wireless and real time
location services.

d. ATop 10 Airport - Modernize core wired network with Juniper.

e. Major US Airline Lounges - Provide the best wireless experience in approximately 50 airport
lounges globally, with over 500 APs connecting 40,000 unique wireless customers every day,
leveraging AlOps 7x24x365 for actionable insights - 14.6 million happy wireless customers
annually.

ACTIVE MEMBER OF GOVERNMENT ASSOCIATIONS

NACo 5oy~ NAsEle \STDD
& . R ey Lo
“XR¥TT /' COUNTIES N NASTD

JUNIPER MIST ACHIEVES STATERAMP AUTHORIZATION

<HOR;
v,\\ ?@o

W %
ol - T
E | ! I »

» #

StateRAMP

Agencies seeking efficiency from the cloud need assurances that supporting products meet
rigorous standards to protect their infrastructures. Juniper Mist has now demonstrated the
highest level of compliance with all required security controls for moderate impact level. With
the approval of the StateRAMP organization, governments and educational agencies can
confidently leverage Mist to effectively manage their cloud networking environment in a more
automated and cost-effective way.
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The StateRAMP certification is a green light for building cloud networks to serve agency
objectives and the people who depend on them for vital services. The certification not only
provides a stamp of approval regarding the security of the technology, but streamlines the

procurement process, helping agencies plan and execute new projects and select from a pre-
vetted list of cloud service providers.

With this certification, government agencies and educational institutions can have the assurance
that their cloud data is securely handled according to strict standards set by the FedRAMP

program[1], the National Institute of Standards and Technology (NIST), and the International
Standards Organization (ISO).
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Non-Government Related Industry Experience

1. Healthcare - Orlando VA Hospital - Veterans receive proper care through wireless with Mist
Al. The U.S. Department of Veterans Affairs’ Orlando VA Medical Center (VAMC) serves more
than 400,000 veterans across a brand-new 65-acre, 1.2 million square-foot facility. As a state-
of-the-art medical center, the Orlando VAMC is constantly looking for innovative ways to
leverage technology to deliver a high-touch experience to patients, guests, and staff.

2. Media and Entertainment - Walmart AMP - The Walmart Arkansas Music Pavilion (AMP)
brings big-name entertainment to the northwest corner of the state. To meet the digital
expectations of artists, patrons, and staff, Walmart AMP turned to Al-driven networking from
Juniper,

3. Retail - Gap Inc. - The IT team wanted a WLAN that would leverage the scale and resiliency
of public cloud and be based on modern engineering principles. It also wanted a network
platform that offered full access to rich APIs so IT could integrate the network with its in-
house-developed tool suite.
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Juniper Networks Corporate Overview

THE JUNIPER WAY

BE BUILD DELIVER

BOLD TRUST EXCELLENCE

OUR ENGINEERING ROOTS

In 1996, Juniper Networks was founded by Pradeep Sindhu under the premise of connecting
everything and empowering everyone. Pradeep and his team engineered a revolutionary new
product, the M40 Router. This unique design, which for the first time separated the user and

control planes, forever changed routing technology industry wide.

Our mission is “Power connections. Empower change.”
Our vision is “Driven by Experience.”

This spirit of taking on difficult challenges and applying the discipline of engineering to create a
breakthrough solution is deeply ingrained in our company culture.

Juniper Networks is dedicated to dramatically simplifying network operations and driving superior
experiences for end users. Our solutions deliver industry-leading insight, automation, security, and Al
to drive real business results. We believe that powering connections will bring us closer together
while empowering us all to solve the world’s greatest challenges of well-being, sustainability, and
equality.
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FINANCIAL STABILITY

From a financial standpoint, Juniper Networks continues to execute on our objective of
delivering high-quality financial metrics, including continued non-GAAP profitability, positive
cash flow from operations, strong gross margins, and a strong balance sheet.

The table below highlights several of Juniper Networks financial accomplishments for the 2022
Financial Year.

Revenue growth $5,301.2 million in FY 2022

Net Income $471.0 million

Strong cash position $880.1 million

Net cash flow from operations $97.6 million

Geographical diversification Americas: 59.6% - $3,156.8 million in revenue

EMEA: 25.8% - $1,370.0 million in revenue
APAC: 14.6 % - $774.4 million in revenue
Product revenue $3,539.9 million
Market diversification Cloud: $1,393.6 million
Service Provider: $1,891.2 million
Enterprise: $2,016.4 million
Software & Related Services: $994.0 million
Automated WAN: $1,865 million
Cloud-Ready Data Center: $879 million
Al-Driven Enterprise: $1,026 million
Employees 10,400 employees
Research and development spending  $1,036.1 million

Further details on Juniper Networks financials, including annual reports and documents filed
with the SEC, can be found at the following website:
http://www.juniper.net/company/ investor/.
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Juniper Networks, Inc. Disclaimer

Juniper Networks Inc. (Juniper”) is extremely pleased to present this proposal for your evaluation and consideration. Please note
that the information contained in this proposal is proprietary and confidential to Juniper and is furnished in confidence to you with
the understanding that it will not, without the express written permission of Juniper, be used or disclosed for other than proposal
evaluation purposes.

For public sector customers, please note that this proposal may include information of a type that Juniper considers to be a trade
secret and not subject to disclosure under any public records act. In the event such information is provided to you, Juniper retains all
rights and remedies available under the public records act and requests that you provide us with written notice and an opportunity to
respond in the event that a third party seeks disclosure of all or part of this response pursuant to such statutes. Juniper recognizes
that public sector customers have particular procurement rules and processes that they must follow, and we will gladly work with you
to ensure that we appropriately address and follow your procurement rules and processes.

This proposal is not, and should not be construed as, an offer to contract with Juniper. If you ultimately decide to purchase any or all
of the products and/or services described in this proposal directly with Juniper, then all terms and conditions (inclusive of all business
terms and conditions) will only be pursuant to a final and definitive written agreement, in the form of either: (i) an existing written
agreement between us, or (ii) a mutually negotiated final written agreement. For purposes of clarity, for a direct relationship with
Juniper, the final agreement would replace any other suggested terms and conditions, and Juniper hereby takes exceptions to any
such purported terms and conditions. Notwithstanding anything to the contrary, Juniper makes no representations, warranties, or
covenants in this proposal (including without limitation as to any products, services, service levels, third-party products or services or
interoperability} separate from, in contravention of, or in addition to those contained in the final agreement, and any purported
representation, warranty or covenant in this proposal shall be of no force or effect. If you desire a direct relationship with Juniper, we
will welcome the opportunity to discuss mutually acceptable terms and conditions.

Alternatively, you may choose, and Juniper may require you, to purchase the Juniper products and services through a Juniper
authorized reseller, and the terms and conditions, and all pricing, would be governed by your contract with such reseller. Juniper
cannot, in any fashion, dictate or control resale pricing.

Any information contained in this proposal relating to pricing or to future technology under development may be subject to change,
including as a result of the negotiations which might occur in contemplation of the final agreement. If any pricing is provided by
Juniper in this proposal, it is provided solely for your convenience and budgetary purposes only and does not constitute a bid or an
offer from Juniper. Any other pricing will be provided directly by an authorized reseller, and any discussions relating thereto should
be held directly with such reseller and not Juniper. Any descriptions, documentation, or references to third-party products not on
Juniper’s price list are provided for informational purposes only and shall not be considered a part of Juniper's proposal.

Thank you for considering Juniper for this exciting opportunity. We look forward to further assisting you with your technology
requirements.

Copyright (©) 2024 Juniper Networks. All Rights Reserved.
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o
State of Oklahoma assures operational Tn€

. . . . . OKLAHOMA
continuity during pandemic with 10x T

network expansion

OVERVIEW
The pandemic put massive strain on Company State of Oklahoma
government functions, but the state Industry Government and Non-Profit
government of Oklahoma continued Products used Juniper EX Series Switches,
¢ S Juniper MX Series Universal
to serve the needs of its 3.9 million L L
people. Switches

The Office of Management and Resion Amarica

Enterprise Services (OMES), the
technology arm of the State of
Oklahoma, acted swiftly to ensure
that the IT systems needed to operate CUSTOMER SUCCESS AT-A-GLANCE
state and local agencies, the schools,
and emergency response worked
smoothly. The state relies on Juniper
networking for its statewide
backbone, data center, and offices.

Maonths to complete

statewide network refresh
.O CHALLENGE

Swift action to ensure smooth o
government operations in a crisis o

Network capacity increase
With 30,000 state workers suddenly to support operational
working from home, providing reliable and
secure connectivity to staff and residents
was the top priority for the state’s IT

leadership.

continuity

2.6

When COVID-19 first swept the nation,
the state’s OMES accelerated its digital
transformation plans, and took bold action
to design and execute a tenfold capacity
increase for its statewide network. OMES
also established a secondary data center
in Texas to strengthen business continuity
and disaster recovery readiness.

Million gigabytes of data

secured

30,000

The state relies on thousands of applications, ranging from administrative and
collaborative apps like finance, human resources, productivity, and voice, to specialized
applications like public safety, case management, and licensing for agencies and boards. securely

Staff worked from home




Jerry Moore

‘O SOLUTION

“Working with great partners like Juniper Networks, OMES secured one of
Oklahoma'’s most valuable resources—2.6 million gigabytes of data”

State Chief Information Officer, State of Oklahoma

Massive network expansion in less than three months

With demand for digital government services spiking, the
project timeline was compressed. OMES designed and built an
all-new 100-Gbps core network and a greenfield data center in
Texas in less than three months.

No downtime occurred during the rip-and-replace of the
statewide network.

“Juniper is customer-service driven,” says Aleta Seaman,
technology services director, Office of Management and

Enterprise Services, State of Oklahoma. “Their team is always
available when issues arise and willing to assist at a moment's
notice. They are a true partner and are dedicated to helping
OMES achieve our goals and drive innovation.”

Juniper MX Series Universal Routers connect 500 state and
local government offices, data centers, and schools, libraries,
and other community institutions in 77 counties. It uses Juniper
QFX Series Switches and Juniper EX Series Switches for the IP
network fabric in its data centers in Oklahoma City and Texas.

© OUTCOME

30,000 kept critical government
services open

Within weeks of the pivot to remote work, 30,000 state employees could securely access their
applications and digital resources from home. A more powerful core network meant more
responsive applications so employees could stay focused on helping constituents without lags
or slow downloads.

The effort was huge. For instance, the Oklahoma Employment Security Commission went from
handling 500 unemployment calls a day to 50,000—a 1000% increase. With a strong digital
foundation, the agency was able to process claims and cut checks within 24 to 48 hours.

The network expansion underpins ongoing digital transformation efforts, including ok.gov, a one-stop shop for government services.
Oklahoma'’s accelerated digital transformation may help keep more college graduates from leaving the state for more opportunities as
well as entice people with remote jobs to trade an urban lifestyle for the wide open spaces of Oklahoma.
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California Natural Resources Agency
takes a sustainable approach

Water is precious, and the
California Department of Water
Resources (DWR) works to
sustainably manage the state’s
water resources to benefit the
people and protect, restore, and
enhance the environment,

.O CHALLENGE

Digital roots for 36 natural resource

agency entities

‘DWR is the technical custodian of the
connectivity and communications ecosystem
for all the California Natural Resource Agency
entities,” says Tim Garza, technology director,
California Natural Resources Agency and CIO,
California Department of Water Resources.

When DWR'’s leadership set out to modernize
the IT infrastructure to improve the staff
experience and meet a new state mandate,
they disrupted the status quo. “We left
old-school government thought processes
behind," says Sarb Takhar, CTO of California Natural Resources Agency and CTO,
California Department of Water Resources. “We looked at how we would design the data
center and office networks as if we were a Fortune 500 corporation.”

A state mandate to enhance business resilience led to the creation of a new Level 3 data
center in Northern California. The data center move coincided with the development of 3
20-story building in downtown Sacramento, which would be home to the Natural
Resources Agency, Parks and Recreation, Fish and Wildlife, Water Resources, California
Conservation Corps, and others. The networks for nine different organizations were
consolidated.

These two massive projects were underway when the state issued strict stay-at-home
orders during the initial spread of COVID. The work, from design to production, was
completed in 13 months.

z CALIFORNIA DEFARTMENT OF

5 WATER RESOURCES

OVERVIEW

Company
Industry
Products used

Region

California Natural Resources Agency
Government and Non-Profit
Juniper Contrail Service
Orchestration, Juniper EX

Series Switch, Juniper Marvis Virtual
Network Assistant, Juniper Mist
Wi-Fi Assurance, Juniper MX Series
Universal Routers, Juniper

QFX Serles Switches, Juniper
Wireless Access Points

Americas

CUSTOMER SUCCESS AT-A-GLANCE

>$1 Million

Saved in network operating
penses by building a

shared network

infrastructure

California Natural
esources Agen
are supported by the new

data center

80%

Increase in data center
network capacity

Day to refresh data center
and headquarters

networks




Sarb Takhar

“Having a single network platform ecosystem allows us to reduce capital
expenditures and operational overhead, and expand capabilities, and
increase sustainability. This is what Juniper provides.

CTO, California Natural Resources Agency and CTO, Department of Water Resources

‘O SOLUTION

Al-driven networking brings scale and agility

“We designed a new data center with greater capacity and
capabilities, including Al, for today and the future” says Jim
Cooley, Senior Network Engineer at DWR, who was the lead
architect for the data center and campus networks.

Business continuity is strengthened across the departments,
conservancies, and other entities of the Natural Resources
Agency. The data center and new headquarters use an IP
network fabric, comprised of EVPN/VXLAN for the overlay
network and Juniper QFX10000 Switches for the underlay
network, to deliver greater performance, agility, and scalability.

“The data center and campus network design is one of the most

innovative in state government, giving us both flexibility and
optimization,” says Garza.

© OUTCOME

The user experience is transformed for the 4200 staff at the
new Sacramento building and across the state. Juniper access
points provide fast, reliable Wi-Fi, while Juniper EX Series
Switches provide campus core and access switching.

“We can update the wireless in all of our Southern and Northern
California offices in less than an hour” says Cooley. “Previously,
it would have taken us two or three weeks”

Juniper Mist cloud services transformed campus network
operations, with Al that automates key tasks and proactively
addresses networking issues before they impact service levels.
“Mist Al helps reduce our mean time to repair when tracing
endpoint problems,” says Cooley.

Sustainable IT outcomes align with agency’s mission

DWR sees sustainability advantages with Juniper networking,
which aligns with the agency’s mission. The team reduced power
consumption at its data center and other facilities, with Al
knowing when to lower output.

“We have saved over $1 million in operational time and effort”
says Takhar. “We can prevent problems, and we have better
capacity, capabilities, and sustainability of the components.”
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The new building in Sacramento is zero net energy and LEED
Platinum certified. “The way we engineered the network, it requires
less power and our carbon footprint is lower," says Cooley,

Al-driven operations deliver value in surprising ways. “One
return on value that people don't talk about is that Al operations
helps us cultivate younger engineers as they are effective in a
shorter time,” says Takhar.
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Philadelphia advances smart city vision ¥ Cityof

Philadelphia

More than 1.5 million people call
the City of Philadelphia home. It's OVERVIEW
the birthplace of liberty and
cheesesteaks. Philadelphia is also Company City of Philadelphia
an innovator in advanced IT Industry Government and Non-Profit
services, with a citywide network Productsused Juniper Advanced Threat Prevention,
that supports 30,000 workers in Juniper EX Series Switches, Juniper
dozens of departments from first Junos Space Security Director,

Juniper Mist Edge, Juniper Mist Wi-Fi

responders to urban planners.
Assurance, Juniper Mist Wired

The city's Juniper backbone has Gw;emnﬁeé:ufew]w: Ser;,e;i
: y niversal Routers, Juniper Policy
delivered 99.99% uptime for more Enforcer, Juniper QFX Series
than five years. Switches, Juniper SRX Firewalls,
Juniper Wireless Access Point

Region Americas

CUSTOMER SUCCESS AT-A-GLANCE

30,000

.OCHALLENGE B S

City workers have
sustained network service

Delivering digital city services

The city’s Office of Innovation and
Technology (OIT) operates CityNet, an
advanced MPLS network, to meet the
rising demands of city administration.
Based on proven success of its Juniper
backbone network, the city expanded its
use of Juniper networking to connect
and secure hundreds of offices, private
data centers, and cloud instances.

Empowered

City workers and visitors
with superior network
user experiences from any
device

“Juniper is a service provider network
solution that crosses into the enterprise,”
says Dennis Doyne, chief network
operations officer for the City of
Philadelphia.

Developed

The foundation for smart
city services for a safer,
more sustainable city




Dennis Doyne

@ SOLUTION

Connect and protect the city

With a highly segmented and secure MPLS network based on the
Juniper MX Series Universal Routers, OIT can ensure that
departmental traffic is isolated over a shared infrastructure,
CityNet's virtual routing and firewall architecture provides
microsegmentation and detailed logical separation of traffic.

OIT saw an improvement in network user experience after
installing Juniper wireless networks in agency offices. Juniper
wireless access points work in conjunction with the Juniper Mist
cloud architecture, driven by Al, to deliver optimized operations
experiences to city workers and visitors while streamlining and
automating network operations. With Juniper Mist Edge to
extend the Mist cloud architecture to distributed locations, staff
can securely access to applications and data from home.

© OUTCOME

“Being a Juniper shop makes my life and my team’s lives easier. We run
a network that supports 30,000 employees with four people.”

Chief Network Operations Officer, City of Philadelphia

A threat-aware network helps OIT helps protect the city’s
network and endpoints against heightened cyberattack
conditions. OIT consolidated and simplified its security
ecosystem with Juniper, including SRX Firewalls for next-
generation firewalls, Advanced Threat Prevention for threat
intelligence, and Policy Enforcer, a component of Junos Space
Security Director, to manage threat management policies.

Ultimately, a threat-aware network reduces risk. “'m in charge
of the network, but | have no responsibility over the servers and
workstations,” Doyne says. “If an endpoint is breached, people
will blame the network. Policy Enforcer is helpful to mitigate
that risk.”

Operational simplicity powers scale

City employees in police, fire, public health, tax, streets, and in
other departments access critical data and applications over the
all-Juniper network. The network supports 311 for municipal
information and reporting, public safety, gunshot detection,
prison inmate location and management, and other services.

CityNet provides an agile foundation to launch smart city
services, including 100,000 smart LED streetlights to support
safer neighborhoods while shrinking energy expenses.
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Leveraging its resilient, agile network, OIT also offers IT services
like E911 to surrounding communities, monetizing its
investment and enhancing citizen services.

Juniper delivered secure, reliable networking for the City of
Philadelphia. “CityNet has run at four nines of reliability every
year since we deployed Juniper for the core,” Doyne says. It's
that kind of dependability that enables the network team to
focus on delivering strategic value.
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EX4100 LINE OF ETHERNET
SWITCHES DATASHEET

Product Description

The Juniper Networks® EX4100 line of Ethernet Switches offers a secure, cloud-ready
portfolio of access switches ideal for enterprise branch, campus, and data center networks.
The EX4100 switches combine the simplicity of the cloud, the power of Mist A" and a
robust hardware foundation with best-in-class security and performance to deliver a
differentiated approach to access switching in the cloud, mobile, and 16T era. With Juniper”
Mist” Wired Assurance, the EX4100 line of Switches can be effortlessly onboarded,
configured, and managed from the cloud. This simplifies operations, improves visibility, and
ensures a much better experience for connected devices.

Key features of the EX4100 include:

¢ Cloud-ready, driven by Mist Al with Juniper Mist Wired Assurance and Marvis Virtual

Network Assistant

Ethernet VPN-Virtual Extensible LAN (EVPN-VXLAN) to the access layer

Standards-based microsegmentation using group-based policies (GBPs)

s Switch-to-switch encryption using Media Access Control Security (MACsec) AES256

* |EEE 802.3bz Multigigabit

 |EEE 802.3bt Power over Ethernet Plus (PoE++)

* Flow-based telemetry to monitor traffic flows for anomaly detection, ability to
measure packet delays and report drop reasons

* Precision Timing Protocol-Transparent Clock

* 10-member Virtual Chassis support

Offering a full suite of Layer 2 and Layer 3 capabilities, the EX4100 enables multiple
deployments, including campus, branch, and data center top-of-rack deployments. As scale
requirements increase, Juniper's Virtual Chassis technology allows up to 10 EX4100
switches to be seamlessly interconnected and managed as a single device, delivering a
scalable, pay-as-you-grow solution for expanding network environments.

The EX4100 family of Ethernet switches consists of the following models:

* The EX4100-48MP, which offers 16 x 100 MB/1GbE/2.5GbE and 32 x 10 MB/100
MB/1GbE Power over Ethernet (PoE++) access ports, delivering up to 90 W per PoE
port with an overall total 1620 W of PoE power budget (using two power supplies)

* The EX4100-24MP, which offers 8 x 100 MB/1GbE/2.5GbE/5GbE/10GbE and 16 x
10 MB/100 MB/1GbE PoE++ access ports, delivering up to 90 W per port with an
overall total 1620 W of PoE power budget (using two power supplies)

* The EX4100-24T, which offers 24 x 1GbE non-PoE access ports

* The EX4100-24P, which offers 24 x 1GbE PoE+ access ports, delivering up to 30 W
per port with an overall total 1440 W of PoE power budget (using two power supplies)

¢ The EX4100-48T, which offers 48 x 1GbE non PoE-access ports

* The EX4100-48P, which offers 48 x 1GbE PoE+ access ports, delivering up to 30 W
per port with an overall total 1440 W of PoE power budget (using two power supplies)

=



EX4100 Line of Ethernet Switches Data

Each EX4100 model offers 4 x 1/10GbE small form-factor
pluggable plus transceiver (SFP+) fixed uplink ports. The EX4100
switches include 4 x 10GbE/25GbE SFP28 ports to support Virtual
Chassis connections, which can be reconfigured for use as Ethernet
ports for uplink connectivity. EX4100 switches also include high
availability (HA) features such as redundant, hot-swappable power
supplies and field-replaceable fans to ensure maximum uptime. In
addition, -24 port and -48 port Multi-Gigabit Ethernet EX4100
switch models offer standards-based 802.3af/at/bt (PoE/PoE+/PoE
++) for delivering up to 90 watts on any access port. The EX4100
switches can be configured to deliver fast PoE capability, which
enables the switches to deliver PoE power to connected PoE
devices within a few seconds of power being applied to the
switches.

Architecture and Key Components

Cloud Management with Juniper Mist Wired Assurance Driven by
Mist Al

EX4100 switches can be quickly and easily onboarded (Day 0),
provisioned (Day 1), and managed (Day 2+) from the cloud with
Juniper Mist Wired Assurance, which brings Al-powered
automation and insights that optimize experiences for end users
and connected devices. The EX4100 provides rich

Junos® operating system telemetry data for Mist Al, which helps
achieve simpler operations, shorter mean time to repair (MTTR),
and streamlined troubleshooting. For more information, read the
Juniper Mist Wired Assurance datasheet.

In addition to Juniper Mist Wired Assurance, Marvis Virtual
Network Assistant—a key part of The Self-Driving Network™—
makes the Mist Al engine interactive. A digital extension of the |T
team, Marvis offers automatic fixes or recommended actions,
allowing IT teams to streamline how they troubleshoot and manage
their network operations.
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Figure 1: EX4100 Virtual Chassis configuration interconnected via dedicated front-panel
25GBE ports

EVPN-VXLAN Technology

Most traditional campus networks have a single-vendor, chassis-
based architecture that worked well for smaller, static campuses
with few endpoints. However, this approach is too rigid to support
the changing needs of modern campus networks. The EX4100
supports EVPN-VXLAN, extending an end-to-end fabric from
campus core to distribution to the access layer.

An EVPN-VXLAN fabric is a simple, programmable, highly scalable
architecture built on open standards. This technology can be
applied in both data centers and campuses for architectural
consistency. A campus EVPN-VXLAN architecture uses a Layer 3
IP-based underlay network and an EVPN-VXLAN overlay network,
A flexible overlay network based on a VXLAN overlay with an
EVPN control plane efficiently provides Layer 2 and/or Layer 3
connectivity throughout the network. EVPN-VXLAN also offers a
scalable way to build and interconnect multiple campus sites,
delivering:

« Greater consistency and scalability across all network layers

* Multivendor deployment support

* Reduced flooding and learning

* Location-agnostic connectivity

+ Consistent network segmentation

* Simplified management




EX4400 Line ¢ s Datasheet

Virtual Chassis Technology

Juniper's Virtual Chassis technology allows multiple interconnected
switches to operate as a single, logical unit, enabling users to
manage all platforms as one virtual device. Up to 10 EX4100
switches can be interconnected as a Virtual Chassis using 4 x
25GbE SFP28 dedicated front-panel ports. Although configured as
Virtual Chassis ports by default, the 4 x 25GhE SFP28 uplinks can
also be configured as uplink ports. The EX4100 switches can form a
Virtual Chassis with any other models within the EX4100 product
line.

Microsegmentation Using Group-Based Policy

GBP leverages underlying VXLAN technology to provide location-
agnostic endpoint access control. This allows network
administrators to implement consistent security policies across the
enterprise network domains. The Ex4 100 supports a standards-
based GBP solution, allowing different levels of access control for
endpoints and applications even within the same VLAN. Customers
can simplify their network configuration by using GBP, avoiding the
need to configure large numbers of firewall filters on all their
switches. GBP can block lateral threats by ensuring consistent
application of security group policies throughout the network,
regardless of the location of endpoints and/or users,

Flow-Based Telemetry

Flow-based telemetry enables flow-level analytics, allowing network
administrators to monitor thousands of traffic flows on the EX4100
without burdening the CPU. This improves network security by
monitoring, baselining, and detecting flow anomalies. For example,
if predefined flow thresholds are breached due to an attack, IP Flow
Information Export (IPFIX) alerts can be sent to an external server
to quickly identify the attack. Network administrators can also
automate specific workflows, such as further examining the traffic
or guarantining a port, to triage the issue. In addition to DOS
attacks, Flow-Based Telemetry on EX4100 switches can measure
packet delays at ingress, chip, and egress points, as well as report
drop reasons.

Features and Benefits
Simplified Operations with Juniper Mist Wired Assurance

The EX4100 is fully cloud onboarded. provisioned, and managed by
Juniper Mist Wired Assurance. The EX4100 is designed from the
ground up to deliver the rich telemetry that enables Al for IT
Operations (AIOps) with simplified operations from Day O to Day 2
and beyond. Juniper Mist Wired Assurance provides detailed switch
insights for easier troubleshooting and improved time to resolution
by offering the following features:

* Day 0 operations—Onboard switches seamlessly by claiming a
greenfield switch or adopting a brownfield switch with a single
activation code for true plug-and-play simplicity.

« Day1 operations—Implement a template-based configuration
model for bulk rollouts of traditional and campus fabric
deployments, while retaining the flexibility and control required
to apply custom site- ar switch-specific attributes, Automate
provisioning of ports via Dynamic Port Profiles.

s Day 2 operations—Leverage the Al in Juniper Mist Wired
Assurance to meet service-level expectations such as
throughput. successful connects, and switch health with key
pre- and post-connection metrics (see Figure 1). Add the self-
driving capabilities in Marvis Actions to detect loops, add
missing VLANS, fix misconfigured ports, identify bad cables,
isolate flapping ports, and discover persistently failing clients
(see Figure 2). And perform software upgrades easily through
Juniper Mist Cloud.

AA & &

——

Figure 2: Juniper Mist Wired Assurance service-level expectations screen
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Figure 3: Marvis Actions for wired switches

The complimentary addition of Marvis Virtual Network Assistant,
driven by Mist Al, lets you start building a Self-Driving Network that
simplifies network operations and streamlines troubleshooting via
automatic fixes for Juniper Networks EX Series Switches or
recommended actions for external systems.

For more information. see Juniper Mist Wired Assurance.

Campus Fabric Deployments
EVPN-VXLAN for Campus Core, Distribution, and Access
The main advantages of EVPN-VXLAN in campus networks are:

* Flexibility of consistent VLANS across the network: Endpoints
can be placed anywhere in the network and remain connected
to the same logical L2 network, enabling a virtual topology to
be decoupled from the physical topology.

 Microsegmentation: The EVPN-VXLAN-based architecture lets

you deploy a common set of policies and services across
campuses with support for L2 and L3VPNs.

Scalability: With an EVPN control plane, enterprises can scale

out easily by adding more core, aggregation, and access layer

devices as the business grows without having to redesign the
network or perform a forklift upgrade., Using an L3 IP-based
underlay coupled with an EVPN-VXLAN overlay, campus
network operators can deploy much larger and more resilient
networks than would otherwise be possible with traditional L2

Ethernet-based architectures.

Juniper offers complete flexibility in choosing any of the following
validated EVPN-VXLAN campus fabrics that cater to networks of
different sizes, scale, and segmentation requirements:

EVPN multihoming (on collapsed core or distribution): A collapsed
core architecture combines the core and distribution layers into a
single layer, turning the traditional three-tier hierarchal network into
a two-tier network, EVPN Multihoring on a collapsed core
eliminates the need for Spanning Tree Protocol (STP) across campus
networks by providing link aggregation capabilities from the access
layer to the core layer. This topology is best suited for small to
medium distributed enterprise networks and allows for consistent
VLANSs acrass the network. This topology uses ESI (Ethernet
Segment Identifier) LAG (Link Aggregation) and is a standards-based
protocol.

Campus Fabric Core distribution: When EVPN VXLAN is
configured across core and distribution layers, it becomes a campus
Fabric Core Distribution architecture, which can be configured in
two modes: centrally or edge routed bridging overlay. This
architecture provides an opportunity for an administrator to move
towards campus-fabric IP Clos without fork-lift upgrade of all
access switches in the existing network, while bringing in the
advantages of moving to a campus fabric and providing an easy way
to scale out the network.

Campus Fabric IP Clos: When EVPN VXLAN is configured on all
layers including access, it is called the campus fabric IP Clos
architecture. This model is also referred to as “end-to-end” given
that VXLAN tunnels are terminated at the access layer. Due to the
availability of VXLAN at access, it provides us with the opportunity
to bring policy enforcement to the access layer (closest to the
source) using Group Based Policy (GBP). Standards-based GBP tags
bring the unique option to segment traffic both at a micro and
macro level. GBP tags are assigned dynamically to clients as part of
Radius transaction by Mist Cloud NAC. This topology works for
small-medium and large campus architectures that need macro and
micro segmentation.
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Figure 4: Campus fabrics showing Virtual Chassis and EVPN-VXLAN-based architectures

All three topologies are standards-based and interoperable with g e
third-party vendors.

The EX4100 switches can be deployed in campus and branch e
access layer networks in the EVPN-VXLAN architectures shownin E=l
Figure 4.

Managing Al-Driven Campus Fabric with the Juniper Mist Cloud — S -

Juniper Mist Wired Assurance brings cloud management and Mist

Al to the campus fabric. It sets a new standard that moves away

from traditional network management towards Al-driven o
operations, while delivering better experiences to connected Figure 5: EVPN multihoming configuration via the Juniper Mist cloud
devices. Juniper Mist Cloud streamlines deployment and Chassis-Class Availability

) e P
management of campus fabric architectures by allowing: The EX4100 switches deliver high availability through redundant

power supplies and fans, graceful Routing Engine switchover
(GRES), and nonstop bridging and routing when deployed in a
Virtual Chassis configuration.

» Automated deployment and zero-touch deployment (ZTD)
* Anomaly detection
¢ Root cause analysis

In a Virtual Chassis configuration, each EX4100 switch is capable of
functioning as a Routing Engine (RE). When two or more EX4100
switches are interconnected, a single control plane is shared among
all Virtual Chassis member switches, Junos OS automatically
initiates an election process to assign a primary (active) and backup
(hot-standby) RE. An integrated L2 and L3 GRES feature maintains
uninterrupted access to applications, services, and IP
communications in the unlikely event of a primary RE failure.
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When mare than two switches are interconnected in a Virtual
Chassis configuration, the remaining switch elements act as line
cards and are available to assume the backup RE position should
the designated primary RE fail, Primary, backup, and line card
priority status can be assigned to dictate the order of ascension:
this N+1 RE redundancy, coupled with the GRES, nonstop active
routing (NSR), and nonstop bridging (NSB) capabilities of Junos Qs,
assures a smooth transfer of control plane functions following
unexpected failures.

The EX4100 implements the same slot/module/po_rt numbering
scheme as other Juniper chassis-based products when numbering
Virtual Chassis ports, providing true chassis-like operations. By
using a consistent operating system and a single configuration file,
all switches in a Virtual Chassis configuration are treated as a single
device, greatly simplifying overall system maintenance and
management.

Individually, the EX4100 offers a number of HA features that are
typically associated with modular chassis-based switches. When
combined with the field-proven Junos OS and L2/L3 failover
capabilities, these features provide the EX4100 with true carrier-
class reliability.

* Redundant power supplies: The £X4100 line of switches
supports redundant, load-sharing, hot-swappable, and field-
replaceable power supplies to maintain uninterrupted
operations. Thanks to its compact footprint, the EX4100
requires significantly less power than chassis-based switches
delivering equivalent port densities.

Hot-swappable fans: The EX4100 includes hot-swappable
fans, providing sufficient cooling (for a short duration) even if
one of the fans were to fail,

Nonstop bridging and nonstop active routing: NSB and NSR
on the EX4100 ensure that control plane protocaols, states, and
tables are synchronized between primary and standby REs to
prevent protocol flaps or convergence issues following an RE
failover.

Redundant trunk group (RTG): To avoid the complexities of
STP without sacrificing network resiliency, the EX4100
employs redundant trunk groups to provide the necessary port
redundancy and simplify switch configuration.

* Cross-member link aggregation: Cross-member link
aggregation allows redundant link aggregation connections
between devices in a single Virtual Chassis configuration,
providing an additional level of reliability and availability.

IPv4 and IPvé6 routing support: IPv4 and IPvé Layer 3 routi ng
(OSPF and BGP) is available with a Flex license, enabling highly
resilient networks.

MACsec AES256

The EX4100 switches support IEEE 802.1ae MACsec with
AES-256-bit encryption to increase security of point-to-point traffic
communications, MACsec provides encrypted communication at
the link layer that is capable of identifying and preventing threats
from denial of service (DoS) and other intrusion attacks, as well as
man-in-the-middle, masquerading, passive wiretapping, and
playback attacks launched from behind the firewall. When MACsec
is deploved on ports, the traffic is encrypted on the wire, but the
traffic inside the switch is not. This allows the switch to apply
network policies such as quality of service (QoS) or deep packet
inspecton (DPI) to each packet without compromising the security
of packets on the wire,

PoE/PoE+/PoE++ Power, Perpetual and East PoE

The EX4100 delivers PoE for supporting connected devices such as
phones, surveillance cameras, loT devices, and 802.11AX/Wi-Fi 6
access points, offering a PoE power budget of up to 1620W and
supporting up to 90W per port based on the |EEE 802.3bt PoE
standard.

EX4100 switches support perpetual PoE, which provides
uninterrupted power to connected PoE powered devices (PDs)
even when the EX4100 switch is rebooting.

The EX4100 switches also support a fast PoE capability that
delivers PoE power to connected endpoints during a switch power-
up, even before the switch is fully operational. This is especially
beneficial in situations where the endpoint only needs the power
and is not necessarily dependent on network connectivity.

Junos Telemetry Interface

The EX4100 supports Junos telemetry interface (JTI), a modern
telemetry streaming feature desighed for switch health and
performance monitoring. Sensor data can be streamed to a
management system at configurable periodic intervals, enabling
network administrators to monitor individual link and node
utilization as well as troubleshoot issues such as network
congestion in real time. JTI delivers the following features;

* Performance management by provisioning sensors to collect
and stream data and analyze application and workload flow
paths through the network

« Capacity planning and optimization by proactively detecting
hotspots and monitoring latency and microbursts

* Troubleshooting and root cause analysis via high-frequency
monitoring and correlation of overlay and underlay networks

o



s Datastieet

Line of Etherpot Switc

Junos Operating System

The EX4100 switches run Junos QS, Juniper's powerful and robust
network operating system that powers all Juniper switches, routers,
and firewalls. By utilizing a common operating system, Juniper
delivers a consistent implementation and operation of control plane
features across all products. To maintain that consistency, Junos 0%
adheres to a highly disciplined development process that uses a
single source code and employs 2 highly available modular
architecture to prevent isolated failures from bringing down an
entire system.

These attributes are fundamental to the care value of the software,
enabling all Junos OS-powered products to be updated
simultaneously with the same software release. All features are fully
regression tested, making each new release a true superset of the
previous version. Customers can deploy the software with
complete confidence that all existing capabilities are maintained and
operate in the same way.,

Flex Licensing

Juniper Flex licensing offers a common., simple, and flexible
licensing model for EX Series access switches, enabling customers
to purchase features based on their network and business needs.
Flex licensing is offered in Standard, Advanced, and Premium Hers.
Standard tier features are available with the Junos OS image that
ships with EX Series switches. Additional features can be unlocked
with the purchase of a Flex Advanced or Flex Premium license.

The Flex Advanced and Flex Premium licenses for the EX Series
platforms are class-based, determined by the number of access
ports on the switch. Class 1 (C1) switches have 12 ports, Class 2
(C2) switches have 24 ports, and Class 3 (C3) switches have 32 or
48 ports.

The EX4100 switches support both subscription and perpetual Flex
licenses. Subscription licenses are offered for three- and five-year
terms. In addition to Junos 0% features, the Flex Advanced and Flex
Premium subscription licenses include Juniper Mist Wired
Assurance. Flex Advanced and Flex Premium subscription licenses
also allow portability across the same Her and class of switches,
ensuring investment protection for the customer.

For a complete list of features supported by the Flex Standard,
Advanced, and Premium tiers, or to learn about Junos OS EX Series

licenses, please visit: https:/www juniper.net/

documcntat‘io;1/us/en/sof-twaro/licenso/ficensing/touics/conceut/

flex-licenses-for-ex.html.

Enhanced Limited Lifetime Warranty

The EX4100 includes an enhanced limited lifetime hardware
warranty that provides return-to-factory switch replacement for as
long as the original purchaser owns the product. The warranty
includes lifetime software updates, advanced shipping of spares
within one business day, and 24x7 Juniper Networks Technical
Assistance Center (JTAC) support for 90 days after the purchase
date. Power supplies and fan trays are covered for a period of five
years. For complete detalls, please visit https:/support.juniper.net/

support/pdf/warranty/990240.pdf.




Product Options

Available EX4100 models are listed in Table 1
Table 1. EX4100 Line of Ethernet Switches

EX4100-24T

EX4100-48T

EX4100-48T-AF|

EX4100-247-DC

EX4100-48T-DC

EX4100-24P

EX4100-48P

EX4100-24MmP

EX4100-48MP

24-porl
10/100/1000BASE-T

48-port
10/100/1000BASE-T

48-port
10/100/1000BASE-T

24-port
10/100/1000BASE-T

48-port
10/100/ 1000BASE-T

24-port
10/100/1000BASE-T

48-port
10/100/ 1000BASE-T

8x 100
MB/1GbE/2.5GbE/SGhE/10GHE + 16x
10 MB/100 MB/1GhE

16x 100 MB/1GbE/2.5GbE
+32x 10 MB/100 MB/1GhE

24

48

24

N/A

N/A

N/A

740 W/1440 W

740 W/ 1440 W

740W/1620 W

740 W/1620 W

TOGHE

12

150 W AC

150 W AC

150w DC

150W DC

920 W AC

P20'W AC

920 W AC

920 W AC

Cooling

AFO (front-to-back
airflow)

AFO (front-to-back
airflow)

AF| (back-to-front
airflow)

AFO (front-to-back
airflow)

AFO (front-to-back
airflow)

AFO (front-to-back
airflow)

AFQ {front-to-back
airflow)

AFQ {front-to-back
airflow)

AFO {front-to-back
airflow)

The EX4100 also offers spare chassis options without power su

Table 2), See the Ordering Information section for additional details.

Table 2. EX4100 Spare Chassis SKUs

<

EX4100-24T-CHAS

EX4100-48T-CHAS

EX4100-24P-CHAS

EX4100-48T-CHAS

EX4100-24MP-CHAS

EX4100-48MP-CHAS

i pHorn

Spare chassis, 24-part
10/100/1000BASE-T

Spare chassis, 48-porl
10/100/1000BASE-T

Spare chassis, 24-port
10/100/1000BASE-T

Spare chassis, 48-port
10/100/1000BASE-T

Spare chassis,
Bx100 MB/1GbE/2,5GhE/5GhE/10GLE +
16x10 MB/100 MB/1GbE ports

Spare chassis,
16%100 MB/1GbE/2.5GhE +
32x10 MB/100 MB/1GbE ports

pplies or fans, providing customers with the flexibility to stock SKUs (see

—AFO ¢

\N=AFD

¥ = supported; X = not supported

Figure 6: EX4100 line of Switches
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EX4100 Line Specifications
Physical Specifications
Backplane

* 200 Cbps Virtual Chassis interconnect to combine up to 10
units as a single logical device

Power Options

* Power supplies: Autosensing; 100-120 V/200-240 V: 150 W,
920 W AC AFO, and 150 W AC AFI dual load sharing hot-
swappable internal redundant power supplies

» Maximum current inrush: 30 amps

* DC power supply: 150 W DC AFO; input voltage range 48-60
V max; dual load-sharing hot-swappable internal redundant
power supplies

* Minimum number of PSUs required for fully loaded chassis: 1
per switch-

Dimensions (W x H x D)

* Base Unit: 17.36 x 1.72 x 13.78 in (44.1 x 4.37 x 35 cm)

* With power supply installed: 17.36 x 1.72 x 15.05 in (44.1 x
4.37 % 38.24 cm)

* Height: 1 U

System Weight

* EX4100-24T switch (with no power supply or fan module);

9.721b (4.41 kg)

EX4100-24P switch (with no power supply or fan module); 10

Ib (4.54 kg)

EX4100-48T switch (with no power supply or fan module): 10

Ib (4.54 kg)

EX4100-48P switch (with no power supply or fan module):

10.27 Ib (4.66 kg)

EX4100-24MP switch (with no power supply or fan module):

10.06 Ib (4.57 kg)

* EX4100-48MP switch (with no power supply or fan module):
1041 1b (4.72 kg)

* 150 W AC power supply: 1.43 Ib (0.65 kg)

* 150 W DC power supply: 1.43 Ib (0.65 kg)

* 920 W AC power supply: 1.87 Ib (0.85 kg)

Fan module: 0.16 Ib (0.07 kg)

Environmental Ranges

* Operating temperature: 32° to 113° F (0° toc 45° C)
* Storage temperature: -40° to 158° F (-40° to 70° C)

» Opereating altitude: Up to 5000 ft at 40° C (1828.8 m)
 Nonoperating altitude: Up to 16,000 ft (4877 m)

* Relative humidity operating; 5% to 90% (noncondensing)

* Relative humidity non-operating: 0% to 90% (noncondensing)

Cooling [CFM] - Total maximum airflow with two power supplies
and fans

* Field-replaceable fans: 2

o EX4100-24MP : 60.9

* EX4100-48MP: 61.7

* EX4100-24T : 65.6
EX4100-24T-DC : 64.8
e EX4100-24P: 61.6
* EX4100-48T:65.8
* EX4100-48T-DC: 66.2
* EX4100-48T-AFI: 61.8
» EX4100-48P: 641

Hardware Specifications Switching Engine Mode

* Store and forward

Memaory

* DRAM: 4 GB with Error Correcting Code (ECC) on all models
* Storage: 8 GB on all models

CPU
e 1.7 GHz ARM CPU on all models

GbE Port Density per System

» EX4100-24P/24T: 32 (24 1GbE host ports + 4 10GbE/25GbE
ports + 4 1GbE/10GbE ports)

* EX4100-48P/48T: 56 (48 1GbE host ports + 4 10GbE/25GbE
ports + 4 1GbE/10GbE ports)

* EX4100-24MP: 32 (8 10GbE host ports + 16 1GhE host ports
+4 10GbE/25GbE ports + 4 1GbE/10GbE ports)

* EX4100-48MP: 56 {16 2.5GbE host ports + 32 1GbE haost
ports + 4 10GbE/25GbE ports + 4 port 1GbE/10GhE ports)

Physical Layer
* Time domain reflectometry (TDR) for detecting cable breaks
and shorts: EX4100-24P/T and EX4100-48P/T,
EX4100-24MP and EX4100-48MP




* Auto medium-dependent interface/medium-dependent
interface crossover (MDI/MDIX) support: EX4100-24P/T,
EX4100-48P/T, EX4100-24MP and EX4100-48MP

= Port speed downshift/setting maximum advertised speed on

- 10/100/1000BASE-T ports on EX4100-24P/T and
EX4100-48P/T

- 100/1000BASE—T/2.5GBASE-T/SGBASE-T/1OGBASE-T
on EX4100-24MP

- 100/1000BASE-T/2.5GBASE-T on EX4100-48MP

Packet Switching Capacities (Maximum with 64 Byte Packets)

* EX4100-24P/24T: 164 Gbps (unidirectional)/328 Ghps
(bidirectional)

* EX4100-48P/48T: 188 Gbps (unidirectional)/376 Gbps
(bidirectional)

« EX4100-24MP: 236 Gbps (unidirectional)/472 Ghps
(bidirectional)

* EX4100-48MP: 212 Gbps (unidirectional)/424 Ghps
(bidirectional)

Software Specifications
Layer 2/Layer 3 Throughput (Mpps) (Maximum with 64 Byte
Packets)

* EX4100-48P/T 279 Mpps

o EX4100-24P/T 244 Mpps

* EX4100-48MP 315 Mpps

* EX4100-24MP 351 Mpps

Security
¢ Media Access Control (MAC) limiting (per port and per VLAN)
* Allowed MAC addresses: ¢4.000
* Dynamic Address Resolution Protocol (ARP) dynamic ARP
inspection (DAI)
* IP source guard
= Local proxy ARP
= Static ARP support
Dynamic Host Configuration Protocol (DHCP) snooping
* Captive portal
Persistent MAC address configurations
Distributed denial of service (DDoS) protection (CPU control
path flooding protection)

Layer 2 Switching

» Maximum MAC addresses per system: 64,000
* Jumbo frames: 9216 bytes

Range of possible VLAN IDs: 1 to 4094
* Virtual Spanning Tree (VST) instances: 253
Port-based VLAN
Voice VLAN
Physical port redundancy: Redundant trunk group (RTG)
Compatible with Per-VLAN Spanning Tree Plus (PVST+)
Routed VLAN interface (RVI)
* Uplink failure detection (UFD)
ITU-T G.B032: Ethernet Ring Protection Switching
IEEE 802.1AB: Link Layer Discovery Protocol (LLDP)
¢ LLDP-MED with VolP integration
Default VLAN and multiple VLAN range support
* MAC learning deactivate
* Persistent MAC learning (sticky MAC)
MAC notification
Private VLANs (PVLANS)
Explicit congestion notification (ECN)
* Layer 2 protocol tunneling (L2PT)
» |[EEE 802.1ak: Multiple VLAN Registration Protocol (MVRP)
IEEE 802.1p: Class of service (CoS) prioritization
IEEE 802.1Q: VLAN tagging
IEEE 802.1X: Port Access Control
IEEE 802.1ak: Multiple Registration Protocol
IEEE 802.3: 10BASE-T
* |IEEE 802.3u: 100BASE-T
IEEE 802.3ab: 1000BASE-T
I[EEE 802.3z: 1000BASE-X
IEEE 802.3bz: 2.5GBASE-T and 5GBASE-T
IEEE 802.3ae: 10-Gigabit Ethernet
IEEE 802.3by: 25-Gigabit Ethernet
» |IEEE 802.3af: Power over Ethernet
IEEE 802.3at: Power aver Ethernet Plus
« IEEE 802.3bt: 90 W Power over Ethernet
IEEE 802.3x: Pause Frames/Flow Control
- IEEE 802.3ah: Ethernet in the First Mile

L]

L]

Spanning Tree

+ |EEE 802.1D: Spanning Tree Protocol

* IEEE 802.1s: Multiple Spanning Tree Protocol (MSTP)

* Number of MST instances supported: 64

+ Number of VLAN Spanning Tree Protocol (VSTP) instances
supported: 253
IEEE 802.1w: Rapid reconfiguration of Spanning Tree Protocol

Link Aggregation
+ IEEE 802.3ad: Link Aggregation Control Protocol
« 802.3ad (LACP) support:

10



» Number of LAGs supported: 128
- Maximum number of ports per LAG: 8
* LAG load-sharing algorithm bridged or routed (unicast or
multicast) traffic;
- IP:S/DIP
- TCP/UDP: S/D IR, S/D Port
- Non-IP: /D MAC
- Tagged ports support in LAG

Layer 3 Features: IPv4

¢ Maximum number of ARP entries: 32.000

* Maximum number of IPv4 unicast routes in hardware: 32,650
prefixes; 32,150 host routes

* Maximum number of IPv4 multicast routes in hardware:
16,100 multicast routes

* Routing protocols: RIPv1/v2, OSPE, BGP, IS-IS

» Static routing

= Routing policy

* Bidirectional Forwarding Detection (BFD)

*» L3 redundancy: Virtual Router Redundancy Protocol (VRRP)

VRF-Lite: 1000

Layer 3 Features: IPvé

« Maximum number of neighbor discovery (ND) entries: 16,000

* Maximum number of IPvé unicast routes in hardware: 16,200
prefixes; 16,050 host routes

* Maximum number of IPvé multicast routes in hardware: 8000
multicast routes

* Routing protacols: RIPng, OSPFv3, [Pvé, 15-1S

* Stafic routing

Access Control Lists (ACLs) (Junos OS Firewall Filters)

* ACL entries (ACE) in hardware per system:
- Port-based ACL (PACL) ingress: 4092
- VLAN-based ACL (VACL) ingress: 4092
- Router-based ACL (RACL) ingress: 4092
- Port-based ACL (PACL) egress: 1022
- VLAN-based ACL (VACL) egress: 511
- Egress across RACL: 1022
- ACL counter for denied packets
* ACL counter for permitted packets
* Ability to add/remove/change ACL entries in middle of list
(ACL editing)
e L2-14 ACL

Access Security

s 802.1X port-based

* 802.1X multiple supplicants

¢ 802.1X with VLAN assignment

+ 802.1X with authentication bypass access (based on host MAC

address)

802.1X with VolP VLAN support

+ 802.1X dynamic ACL based on RADIUS attributes

» 802.1X Supported Extensible Authentication Protacol (EAP)
types: Message Digest 5 (MDS), Transport Layer Security (TLS),
Tunneled TLS (TTLS). Protected Extensible Authenticated
Protocol (PEAP)

* MAC authentication (RADIUS)

Control plane DoS protection

Radius functionality over IPvé for authentication,

authorization, and accounting (AAA)

» DHCPv6 snooping

IPvé neighbor discovery

IPvé source guard

IPvé router advertisement (RA) guard

IPvé Neighbor Discovery Inspection

* MACsec

L]

High Availability

* Redundant, hot-swappable power supplies

* Redundant, field-replaceable, hot-swappable fans

* GRES for Layer 2 hitless forwarding and Layer 3 protocols on
RE failover

* Graceful protocol restart (OSPF, BGP)

* Layer 2 hitless forwarding on RE failover

» Nonstop bridging: LACP. xSTP

* Nonstop routing: PIM, OSPF v2 and v3, RIP v2, RIPng, BGP,
BGPvé, 15-IS, IGMP v1, v2, v3

Quality of Service

* L2 QoS

* [3QoS

* Ingress policing: 1 rate 2 color

 Hardware queues per port: 12 (8 unicast + 4 multicast)

* Scheduling methods (egress): Strict priority (SP), weighted

deficit round-robin (WDRR)

802.1p, DiffServ code point (DSCP)/IP precedence trust and

marking

* L2-14 classification criteria: Interface, MAC address, Ethertype,
802.1p, VLAN, IP address, DSCP/|P precedence, TCP/UDP
port numbers, and more

11
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* Congestion avoidance capabilities: Tail drop, weighted random
early detection (WRED)

Multicast
o IGMP: v1, v2, v3
¢ IGMP snooping
e Multicast Listener Discovery (MLD) snooping
* Protocol Independent Multicast-Sparse Mode (PIM-SM), PIM
Source-Specific Mode (PIM-SSM), PIM Dense Mode (PIM-DM)

Management and Analytics Platforms

* Juniper Mist Wired Assurance for campus
= Junos Space® Network Director for campus
* Junos Space Management Applications

Device Management and Operations

* Junos OS CLI

* Out-of-band management: Serial; 10/100/1000BASE-T
Ethernet

Rescue configuration

Configuration rollback

* Image rollback

RMON (RFC2819) groups 1, 2, 3, 9
Remote performance monitoring

* SNMP: v1, v2¢, v3

Network Time Protocol (NTP)

DHCP server

* DHCP client and DHCP proxy

* DHCP relay and helper

* DHCP local server support

* RADIUS

* TACACS+

e SSHv2

* Secure copy

e HTTP/HTTPs

+ Domain Name System (DNS) resolver
= System logging

* Temperature sensor

» Configuration backup via FTP/secure copy

Supported RFCs

* RFC 768 UDP
* RFC 783 TFTP
* RFC 791 IP

« RFC 792 ICMP
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RFC 793 TCP

RFC 826 ARP

RFC 854 Telnet client and server

RFC 894 IP over Ethernet

RFC 903 RARP

RFC 906 TFTP Bootstrap

RFC 951, 1542 BootP

RFC 1027 Proxy ARP

RFC 1058 RIP v1

RFC 1112 IGMP v1

RFC 1122 Host Requirements

RFC 1195 Use of OSI IS-IS for Routing in TCP/IP and Dual
Environments (TCP/IP transport only)

RFC 1256 IPv4 ICMP Router Discovery (IRDP)

RFC 1492 TACACS+RFC 1519 CIDR

RFC 1587 OSPF NSSA Option

RFC 1591 DNS

RFC 1812 Requirements for IP Version 4 Routers

RFC 1981 Path MTU Discovery for IPvé

RFC 2030 SNTP, Simple Network Time Protocol

RFC 2068 HTTP server

RFC 2080 RIPng for IPvé

RFC 2131 BOOTP/DHCP relay agent and DHCP server
RFC 2138 RADIUS Authentication

RFC 2139 RADIUS Accounting

RFC 2154 OSPF w/Digital Signatures (password, MD-5})
RFC 2236 IGMP v2

RFC 2267 Network Ingress Filtering

RFC 2328 OSPF v2 (edge-mode)

RFC 2338 VRRP

RFC 2362 PIM-SM (edge-mode)

RFC 2370 OSPF Opaque LSA Option

RFC 2453 RIP v2

RFC 2460 Internet Protacol, Version 6 (IPvé) Specification
RFC 2461 Neighbor Discovery for IP Version 6 (IPvé)
RFC 2463 Internet Control Message Protocol (ICMPvé) for the
Internet Protocol Version & (IPvé) Specification

RFC 2464 Transmission of IPvé Packets over Ethernet
Networks

RFC 2474 DiffServ Precedence, including 12 queues/port
RFC 2475 DiffServ Core and Edge Router Functions
RFC 2526 Reserved IPvé Subnet Anycast Addresses
RFC 2597 DiffServ Assured Forwarding (AF)

RFC 2598 DiffServ Expedited Forwarding (EF)

RFC 2740 OSPF for IPvé

RFC 2925 MIB for Remote Ping, Trace

RFC 3176 sFlow

RFC 3376 IGMP v3
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RFC 3484 Default Address Selection for Internet Protocol
Version 6 (IPvé)

RFC 3513 Internet Protocal Version 6 (IPv6) Addressing
Architecture

RFC 3569 draft-ietf-ssm-arch-06.txt PIM-S5M PIM Source
Specific Multicast

RFC 3579 RADIUS EAP support for 802.1x

RFC 6614 RadSec

RFC 3618 Multicast Source Discovery Protocol (MSDP)
RFC 3623 OSPF Graceful Restart

RFC 4213 Basic Transition Mechanisms for IPvé Hosts and
Routers

RFC 4291 IPvé Addressing Architecture

RFC 4443 ICMPv6 for the IPvé Specification

RFC 4541 IBMP and MLD snooping services

RFC 4552 OSPFv3 Authentication

RFC 4861 Neighbor Discavery for IPvé

RFC 4862 IPvé Stateless Address Autoconfiguration

RFC 4915 MT-QSPF

RFC 5095 Deprecation of Type 0 Routing Headers

RFC 5176 Dynamic Authorization Extensions to RADIUS
RFC 5798 WVRRPv3 for IPvé

Draft-ietf-bfd-base-05.txt Bidirectional Forwarding Detection
Draft-ietf-idr-restart-10.txt Graceful Restart Mechanism
Draft-ietf-isis-restart-02 Restart Signaling for 15-1S
Draft-fetf-isis-wg-multi-topology-11 Multi Topology (MT)
Routing in I1S-1S for BGP

Internet draft-ietf-isis-ipvé-06.txt, Routing IPvé with 1S-15
LLDP Media Endpoint Discovery (LLDP-MED), ANSI/
TIA-1057, draft 08

PIM-DM Draft IETF PIM Dense Mode draft-ietf-idmr-
pimdm-05.txt, draft-ietf-pim-dm-new-v2-04 txt

Supported MIBs

RFC 1155 SM|

RFC 1157 SNMPv1

RFC 1212, RFC 1213, RFC 1215 MIB-II, Ethernet-Like MIB
and TRAPs

RFC 1493 Bridge MIB

RFC 1643 Ethernet MIB

RFC 1657 BGP-4 MIB

RFC 1724 RIPv2 MIB

RFC 1850 OSPFv2 MIB

RFC 1905 RFC 1907 SNMP v2¢, SMIv2 and Revised MIB-I|
RFC 2011 SNMPv2 for Internet Protocol using SMiv2

RFC 2012 SNMPv2 for transmission control protocol using

SMIv2

RFC 2013 SNMPv2 for user datagram protocol suing SMiv2

L ]

RFC 2096 IPv4 Forwarding Table MIB

RFC 2287 System Application Packages MIB

RFC 2570-2575 SNMPv3, user based security, encryption,
and authentication

RFC 2576 Coexistence between SNMP Version 1, Version 2.
and Version 3

RFC 2578 SNMP Structure of Management Information MIB
RFC 2579 SNMP Textual Conventions for SMIv2

RFC 2665 Ethernet-like interface MIB

RFC 2787 VRRP MIB

RFC 2819 RMON MIB

RFC 2863 Interface Group MIB

RFC 2863 Interface MIB

RFC 2922 LLDP MIB

RFC 2925 Ping/Traceroute MIB

RFC 2932 IPv4 Multicast MIB

RFC 3413 SNMP Application MIB

RFC 3414 User-based Security model for SNMPv3

RFC 3415 View-based Access Control Model for SNMP
RFC 3621 PoE-MIB (PoE switches only)

RFC 4188 STP and Extensions MIB

RFC 4363 Definitions of Managed Objects for Bridges with
Traffic Classes, Multicast Filtering, and VLAN extensions
RFC 5643 OSPF v3 MIB support

Draft - blumenthal - aes - usm - 08

Draft - reeder - snmpv3 - usm - 3desede -00
Draft-ietf-bfd-mib-02.txt

Draft-ietf-idmr-igmp-mib-13

Draft-ietf-idmr-pim-mib-09
Draft-ietf-idr-bgp4-mibv2-02.txt - Enhanced BGP-4 MIB
Draft-ietf-isis-wg-mib-07

Troubleshooting

-

Debugging: CLI via console, Telnet, or SSH
Diagnostics: Show and debug command, statistics
Traffic mirroring (port)

Traffic mirroring (VLAN)

IP tools: Extended ping and trace

Juniper Networks commit and rollback

Traffic Monitoring

ACL-based mirroring
Mirroring destination ports per system: 4
- LAG port monitoring
- Multiple destination ports monitored to 1 mirror {N:1)
Maximum number of mirroring sessions: 4
Mirroring to remote destination (over L2): 1 destination VLAN
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Safety and Compliance
Electromagnetic Compatibility (EMC) Requirements

* FCC 47 CFR Part 15
ICES-003 / ICES-GEN
EN 300 386 Vv1.6.1
EN 300 386 v2.1.1

* EN 55032

e CISPR 32

« EN 55024

« CISPR 24

s EN 55035

* CISPR 35

IEC/EN 61000 Series
* AS/NZS CISPR 32
VCCI-CISPR 32

BSMI CNS 13438

KN 32 and KN 35

e KN 61000 Series
TEC/SD/DD/EMC-221/05/0CT-16
TCVN 7189

TCVN 7317

-

-

Safety Requirements Chassis and Optics

e CAN/CSA-C22.2 No. 62368-1 and 60950-1

UL 62368-1 and 60950-1

* |EC 62368-1 and 60950-1 (All country deviations): CB
Scheme report

IEC 62368-3 for USB and PoE: CB Scheme report
CFR, Title 21, Chapter 1, Subchapter J, Part 1040
REDR ¢ 1370 OR CAN/CSA-E 60825-1-Part 1

IEC 60825-1

o |IEC 60825-2

Energy Efficiency

* AT&T TEER (ATIS-06000015.03.2013)
« ECR3.0.1

* ETSIES 203 136 V.1.1.1

* Verizon TEEER (VZ.TPR.9205)

Environmental

* Reduction of Hazardous Substances (ROHS) 6/6

Telco

s CLEl code

Noise Specifications

* Noise measurements based on operational tests taken from
bystander position (front) and performed at 23° C in
compliance with ISO 7779,

Table 3: Acoustic in dBA

Model Number |

{17

EX4100-24T MNA 380
EX4100-48T INA 392
EX4100-24T-DC NA 374
EX4100-48T-DC NA 77
EX4100-48T-AF NA 382
EX4100-24P 394 50.1
EX4100-48P 387 48.2
EX4100-24MP 389 51.1
EX4100-48MP 348 54.3

Typical: Acoustics measurement at 50% PoE load with 1 Power Supply Unit installed,
i Acoustics at 100% PoE load with 2 Power Supgly Units installed.

Juniper Networks Services and Support

Juniper Networks is the leader in performance-enabling services
that are designed to accelerate, extend, and optimize your high-
performance network. Our services allow you to maximize
operational efficiency while reducing costs and minimizing risk,
achieving a faster time to value for yvour network, Juniper Networks
ensures operational excellence by optimizing the network to
maintain required levels of performance, reliability, and availability.

For more details, please visit https:/'www.juniper.net/us/en/
products.html.

Table 4: EX4100 Power Supply Ratings

Product | Pewer Supply Rating
EX4100-24T 150 W AC AFO
EX4100-48T 150 W AC AFO
EX4100-48T-AF)| 150 W AC AFL
EX4100-24T-DC 150 W DC AFO
EX4100-48T-DC 150 W DC AFO
EX4100-24P 920 W AC AFO
EX4100-48P P20 W AC AFO
EX4100-24MP P20 W AC AFO
EX4100-48MP P20 W AC AFO
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EX4100-48MP

EX4100-48MP-TAA

EX4100-24MmpP

EX4100-24MP-TAA

EX4100-48P

EX4100-48P-TAA

EX4100-24p

EX4100-24P-TAA

EX4100-48T

EX4100-48T-TAA

EX4100-24T

EX4100-24T-TAA

EX4100-48T-AF|

EX4100-48T-AFI-TAA

EX4100-48T-DC

EX4100-48T-DC-TAA

Multigigabit 48 port, PoE++ (up to 90 W) switch with 1éx100 MB/
1GbE/2.5GbE + 32x10 MB/100 MB/1GbE, 4x10GhE uplinks,
4x25GbE stacking/uplink ports, MACsce AES256, redundant fans,
1x JPSU-920-AC-AFO included wilh Standard SW, oplics sold
separately,

Multigigabit 48 port, PoE++ (Up to 90 W) switch with 16x100 MB/
1GbE/2.5GBE + 32x10 MB/100 MB/1GbE, 4x10GbE uplinks,
Ax25GhE stacking/uplink ports, MACsec AES256, redundant fans,
1x JPSU-920-AC-AFO included with Standard SW. optics sold
separately, TAA-compliant,

Muiltigigabit 24 port, PoE++{up to 90 W) switch with 8x100 MB/
1GbE/2.5GhE/5GbE/10GbE + 16x10 MB/100 MB/1GbE, 4x10GhE
uplinks, 4x25GhE stacking/uplink ports, MACsec AES256, redundant
fans, 1x JPSU-920-AC-AFO included with Standard SW, optics sold
separately.

Multigigabit 24 port, PoE + 1{up to 90 W) switch with 8x100 MB/
1GbE/2.5GbE/SGbE/10GHE + 16x10 MB/100 IMB/1GbE, 4x10GbE
uplinks, 4x25GhE stacking/uplink ports, MACsec AES256, redundant
fans, 1x JPSU-920-AC-AFO included with Standared SW, optics sold
separately. TAA-compliant.

48-port 10/100/1000BASE-T PoE+ switch, 4x10GhE uplinks,
4x25GhE stacking/uplink ports, MACsee AES256, redundant fans,
1x JP5U-920-AC-AFQ included with Standard SW. aplics sold
scparately.

48-port 10/100/1000BASE-T PoE+ switch, 4x10GHE uplinks,
4x25GhE slacking/uplink ports, MACsec AES256, redundant fans,
L1x JPSU-920-AC-AFQ included with Standard SW. optics sold
separately, TAA-compliant.

24-port 10/100/1000BASE-T PoE+ switch, 4x10GHE uplinks,
4x25GbE stacking/uplink ports, MACsec AES256, redundant fans.
1x JPSU-920-AC-AFO included with Standard SW, oplics seld
separately.

24-port 10/100/1000BASE-T PaE 1 switch, 4x10GbE uplinks,
4x25GhE stacking/uplink ports, MACsee AES258, redundant fans,
1x JPSU-920-AC-AFO included with Standard SW, optics sold
scparately. TAA-compliant.

48-port 10/100/1000BASE-T switch, 4x10GDE uplinks, 4x25GhE
stacking/uplink ports, MACsec AES256, redundant fans, 1x
JPSU-150-AC-AFO included with Standard SW, optics sold
separalely.

48-porl 10/100/1000BASE-T swilch. 4x10GhE uplinks, 4x25GhE
stacking/uplink ports, MACscc AFS256, redundant fans, 1x
JPSU-150-AC-AFO included with Standard SW, optics sold
separately, TAA-compliant,

24-port 10/100/1000BASE-T switch, 4x10GbE uplinks, 4x25GhE
stacking/uplink ports, MACsec AES256, redundant fans, 1x
JPSU-150-AC-AFO included with Standard SW, optics sold
scparately.

24-port 10/100/1000BASE-T switch, 4x10GhE uplinks, 4x25GbhE
stacking/uplink ports, MACsec AES2564, redundant fans, 1x
JPSU-150-AC-AFO included with Standard SW, optics sold
separately, TAA-compliant,

48-port 10/100/1000BASE-T switch, 4x10GbE uplinks, 4x25GhE
stacking/uplink ports, MACsec AES256, redundant fars, back-to-
front airflow, 1x JPSU-150-AC-AFI included with Standard SW,
optics sold separately,

48-port 10/100/1000BASE-T switch, 4x10GhE uplinks, 4x25GhE
stacking/uplink ports. MACsec AES256, redundant Fans. back-to-
front airflow, 1x JPSU-150-AC-AFI included with Standard SW,
oplics sold separately, TAA-compliant.

45-porl 10/100/1000BASE-T swilch, 4x10GhE uplinks, 4x25GbE
stacking/uplink ports, MACsec AES256, redundant fans, 1x
JPSU-150-DC-AFO included with Slandard SW., optics sold
separately,

48-port 10/100/1000BASE-T switch, 4x10GhE uplinks, 4x25G0E
stacking/uplink ports, MACsec AES256, redundant fans, 1x
JPSU-150-DC-AFO included with Standard SW, optics sald
scparately, TAA-compliant.

EX4100-24T-DC

EX4100-24T-DC-TAA

. 24-port 10/100/1000BASE-T switch, 4x10GBE uplinks, 4x25GhE

stacking/uplink ports, MACsec AES256, redundant fans, 1x
JPSU-150-DC-AFQ included with Standard SW, optics sold
separately.

24-port 10/100/1000BASE-T switch, 4x10GbE uplinks, 4x25GhE
stacking/uplink ports, MACsec AES256, redundant fans, 1x
JPSU-150-DC-AFO included with Standard SW, optics sold
separately, TAA-compliant.

Perpetual Licenses
S-EX-A-C2-P

S-EX-P-C2-P

S-EX-A-C3-P

S-EX-P-C3-P

5-EX-MACSEC-C2-P

S-EX-MACSEC-C3-P

5-EX4100-FBT-P

Software, EX Series Advanced license, Class 2 (24 ports), Perpetual
license for EX4100 24-port switches

Software, EX Series Premium license, Class 2 (24 ports). Perpetual
license for EX4100 24-port switches

Software, EX Series Advanced license, Class 3 (32 or 48 ports,
Perpetual license for EX4100 48-port switches

Software, EX Series Premium license. Class 3 (32 or 48 ports),
Perpetual license for EX4100 48-port switches

Software, EX Series MACsec license, Class 2 (24 ports), Perpetual
license for EX4100 24-porl swilches

Software, EX Series MACsec license. Class 3 (48 ports), Perpetual
license for EX4100 48-port switches

Software, EX Scries Flow Based Telemetry License. Perpetual liconse
for all EX4100 swilches.

Subscription Licenses
5-EX-A-C2-1

5-EX-A-C2-3

S-EX-A-C2-5

S-EX-P-C2-1

5-EX-P-C2-3

S-EX-P-C2-5

S-EX-A-C3-1

5-EX-A-C3-3

S-EX-A-C3-5

5-EX-P-C3-1

S-EX-P-C3-3

S-EX-P-C3-5

5-EX-A-C2-1-COR

S-EX-A-C2-3-COR

Software, EX Series Advanced license. Class 2 (24 ports), includes
Juniper Mist Wired Assurance and VINA subscription for EX Serics
24-port swilches, 1 year

Software, EX Series Advanced license. Class 2 (24 ports). includes
Juniper Mist Wired Assurance and VNA subscription for EX Scrics
24-porl swilches, 3 year

Soflware, EX Series Advanced license. Class 2 (24 porls}, includes
Juniper Mist Wired Assurance and VINA subscription for EX Serics
24-port switches, 5 year

Soflware, EX Series Premium license, Class 2 (24 ports), includes
Juniper Mist Wired Assurance and VINA subscription for EX Serics
24-port switches, 1 year

Software, EX Series Premium license, Class 2 (24 ports), includes
Juniper Mist Wired Assurance and VNA subscription for EX Series
24-port switches, 3 yoar

Software, EX Series Premium license, Class 2 (24 ports), includes
Juniper Mist Wired Assurance and VNA subscription for EX Series
24-port switches, 5 year

Software, EX Series Advanced license, Class 3 (32 or 48 parts),
includes Juniper Mist Wired Assurance and YNA subscription for EX
Series 48-port switches, 1 year

Software, EX Scries Advanced license, Class 3 (32 or 48 ports),
includes Juniper Mist Wired Assurance and VA subscription for EX
Series 48-port switches, 3 yoar

Saftware, EX Series Advanced license, Class 3 {32 or 48 ports),
includes Juniper Mist Wired Assurance and VINA subscription for EX
Series 48-port switches, 5 yoar

Seftware, EX Series Premium license, Class 3 (32 or 48 ports),
includes Juniper Misl Wired Assurance and VNA subscriplion for EX
Series 48-port switches. 1 year

Software, EX Series Premium license, Class 3 (32 or 48 ports),
includes Juniper Misl Wired Assurance and VNA subscriplion for EX
Serics 48-port switches, 3 year

Software, EX Serics Premium ficense, Class 3 (32 or 48 ports),
includes Juniper Misl Wired Assurance and VA subscription for EX
Serics 48-port switches, 5 year

Software, EX Series Advanced license, Class 2 (24 ports), includes
Juniper Mist Wired Assurance and VINA subscription for EX Series
24-port switches with SYC CORE support. 1 year

Software, EX Series Advanced license, Class 2 (24 ports), includes
Juniper Mist Wired Assurance and VINA subscription for EX Series
24-port switches with SVC CORE support. 3 year
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Prodiect
S-EX-A-C2-5-COR

S-EX-P-C2-1-COR

S-EX-P-C2-3-COR

5-EX-P-C2-5-COR

S-EX-A-C3-1-COR

S5-EX-A-C3-3-COR

S-EX-A-C3-5-COR

S-EX-P-C3-1-COR

5-EX-P-C3-3-COR

S-EX-P-C3-5-COR

S-EX-A-C2-1-ND

S-EX-A-C2-3-ND

S-EX-A-C2-5-ND

S-EX-P-C2-1-ND

S5-EX-P-C2-3-ND

S-EX-P-C2-5-ND

5-EX-A-C3-1-ND

S-EX-A-C3-3-ND

S-EX-A-C3-5-ND

S-EX-P-C3-1-ND

S-EX-P-C3-3-ND

5-EX-P-C3-5-ND

Software, EX Series Advanced license, Class 2 (24 ports), includes
Juniper Mist Wired Assurance and VNA subscription for EX Series
24-port switches with SVC CORE support, 5 year

Software, EX Series Premium license, Class 2 (24 ports), includes
Juniper Mist Wired Assurance and VNA subscription for EX Series
24-port switches with SYC CORE support, 1 yiear

Software. EX Series Premium license, Class 2 (24 ports), includes
Juniper Mist Wired Assurance and VNA subscription for EX Series
24-port switches with SWC CORE support, 3 year

Software. EX Series Premium license, Class 2 (24 ports), includes
Juniper Mist Wired Assurance and VNA subscription for EX Series
24-port switches with SVC CORE support, 5 year

Software. EX Series Advanced license, Class 3 (32 or 48 ports),
includes Juniper Misl Wired Assurance and VNA subscription for EX
Series 48-port switches with SVC CORE support, 1 year

Software, EX Series Advanced license, Class 3 {32 or 48 ports),
includes Juniper Mist Wired Assurance and VNA subscription for EX
Serics 48-port switches with SYC CORE support, 3 year

Software, EX Scries Advanced license. Class 3 {32 ar 48 ports),
includes Juniper Mist Wired Assurance and VNA subscription for EX
Series 48-part switches vith SVC CORE support, 5 year

Software. EX Series Premium license, Class 3 (32 or 18 ports).
includes Juniper Mist Wired Assurance and VNA subscription for EX
Series 48-port switches with SVC CORE support. 1 year

Software, EX Series Premium license, Class 3 (32 ar 48 ports),
includes Juniper Mist Wired Assurance and VINA subscription far EX
Series 48-port switches with SWC CORE support, 3 year

Software, EX Series Premium license, Class 3 (32 or 48 ports),
includes Juniper Mist Wired Assurance and WNA subscription far EX
Series 48-port switches with SVC CORE support, 5 year

Software. EX Series Advanced license, Class 2 (24 ports), inclucdes
Juniper Mist Wired Assurance and VINA subscription for EX Series
24-port switches with SVC NEXT DAY support, T year

Suftware, EX Series Advanced license, Class 2 (24 ports), includes
Juniper Mist Wired Assurance and VNA subscripdon for EX Scrics
24-port switches with SVC NEXT DAY support. 3 year

Software, EX Series Advanced license, Class 2 (24 ports), includes
Juniper Mist Wired Assurance and WNA subscription for EX Scrics
24-port swilches with SVC NEXT DAY supporl, 5 year

Software, EX Series Premium license, Class 2 (24 ports), includes
Juniper Mist Wired Assurance and VINA subscription for EX Scries
24-porl swilches with SVC NEXT DAY supporl. 1 year

Soltware, EX Series Premium license, Class 2 (24 parts), includes
Juniper Mist Wired Assurance and VINA subscription for EX Serics
24-port switches with SVC NEXT Day support, 3 year

Software, EX Series Premium license, Class 2 (24 ports), includes
Juniper Mist Wired Assurance and VNA subscription for EX Scrics
24-port switches with SVC NEXT DAY support. 5 year

Software, EX Series Advanced license, Class 3 (32 or 48 ports),
includes Juniper Mist Wired Assurance and VNA subscription for EX
Serics 48-port switches with SYC NEXT DAY support, 1 year

Software, EX Serles Advanced license, Class 3 (32 or 48 ports),
includes Juniper Mist Wired Assurance and VNA subscription for EX
Series 48-port switches with SWC NEXT DAY support, 3 year

Software, EX Series Advanced license, Class 3 (32 or 48 ports),
includes Juniper Mist Wired Assurance and VNA subscription for EX
Scries 48-port switches with SVC NEXT DAY support, 5 year

Software, EX Serics Premium license, Class 3 (32 or 48 ports),
includes Juniper Mist Wired Assurance and VNA subseription for EX
Series 48-port switches with SVC NEXT DAY support, 1 year

Software, EX Series Premium license, Class 3 (32 ar 48 ports),
includes Juniper Mist Wired Assurance and YNA subscription for EX
Series 48-port switches with SVC NEXT DAY support, 3 year

Software. EX Series Premium license, Class 3 (32 or 48 ports),
includes Juniper Mist Wired Assurance and WNA subscription for EX
Series 48-port switches with SVC NEXT DAY support, 5 year

Product

S-EX-A-C2-1-5D

S-EX-A-C2-3-5D

S-EX-A-C2-5-SD

S-EX-P-C2-1-5D

5-EX-P-C2-3-5D

5-EX-P-C2-5-5D

S-EX-A-C3-1-5D

S-EX-A-C3-3-5D

5-EX-A-C3-5-5D

5-EX-P-C3-1-5D

5-EX-P-C3-3-5D

S-EX-P-C3-5-SD

Software, EX Scrics Advanced license, Class 2 (24 ports), includes
Juniper Mist Wired Assurance and VNA subscription for EX Series
24-port switches with SVC SAME DAY suppart, 1 year

Software, EX Series Advanced license, Class 2 {24 ports), includes
Juniper Mist Wired Assurance and VINA subscription for EX Series
24-port switches with SVC SAME DAY support. 3 year

Software, EX Series Advanced license, Class 2 (24 parts), includes
Juniper Mist Wired Assurance and VNA subscription for EX Series
24-port switches with SVC SAME DAY suppart, 5 year

Software, EX Series Premium license, Class 2 (24 ports), includes
Juniper Mist Wired Assurance and VNA subscription for EX Series
24-port switches with SVC SAME DAY suppart, 1 year

Softwarc, EX Series Premium license, Class 2 (24 ports). includes
Juniper Mist Wired Assurance and WNA subscription for EX Series
24-port switches with SVC SAME DAY support, 3 Yoar

Softwarc, EX Series Premium ficense, Class 2 (24 ports). includes
Juniper MisL Wired Assurance and WVNA subscriplion for EX Series
24-part switches with SVC SAME DAY support. 5 year

Software. EX Serfes Advanced license, Class 3 (32 ar 48 ports),
includes Juniper Mist Wired Assurance and VINA subscription for EX
Series 48-port switches with SVC SAME DAY support, 1 vear

Software, EX Serics Advanced license, Class 3 (32 or 48 ports),
includes Juniper Mist Wired Assurance and VNA subscription for EX
Series 48-port switches with SVC SAME DAY support, 3 year

Software, EX Series Advanced license. Class 3 (32 or 48 ports),
includes Juniper Mist Wired Assurance and VINA subscription for EX
Series 48-port switches with SYC SAME DAY support. 5 year

Software, EX Serles Premium license, Class 3 (32 or 48 ports),
includes Juniper Mist Wired Assurance and VINA subscription for £X
Series 48-port switches with SVC SAME DAY support, 1 vear

Software, EX Series Premium license. Class 2 (32 or 48 ports),
includes Juniper Mist Wired Assurance and VNA subscription for EX
Series 48-port switches with SVC SAME DAY support, 2 wear

Software, EX Series Premium license, Class 3 (32 or 48 ports).
includes Juniper Mist Wired Assurance and WNA subscription for EX
Serles 48-port switches with SVC SAME DAY support. 5 vear

Power Supplies
JP5U-150-AC-AFO

JPSU-150-AC-AF
JP5U-150-DC-AFO

JPSU-920-AC-AFO

EX Series 150 W AC power supply (power cord needs to he ordered
separately) (front-to-back airflow)

EX Serics 150 W AC power supply (power cord needs to be ardered
separately) (back-to-front airflow)

EX Series 150 W DC power supply (power cord needs to be ordered
separately) (front-to-back airflow)

EX Series 920 W DC power supply (power cord needs to be ordered
separately} (front-to-back airflow)

Fans

EX4100-FAN-AFO Spare fan with front-to-back airflow

EX4100-FAN-AFI Spare fan with back-to-front airflow

Meounting Options

EX-4PST-RMK Adjustable 4-post rack-mount kit for EX4100

EX-WMEK Wall-mount kit for EX4100

EX-RMK EX Series Rack Maunt Kit

Spare Chassis

EX4100-48MP-CHAS  Sparc chassis, 16x100 MB/1GbE/2.5GbE + 32%10 MB/100 MB/
1GbE ports PoE++ (optics. power supplies, and fans sold separately)

EX4100-24MP-CHAS  Spare chassis, 8x100 MB/1GbE/2.5GbE/5GhE/10GhE + 16x10
MB/100 MB/1GbE ports PoE++ (optics. power supplies, and fans
sold separately)

EX4100-48P-CHAS  Spare chassis, 48-port 10/100/1000BASE-T PoE+ (optics, power

EX4100-21P-CHAS

EX4100-48T-CHAS

supplies. and fans sold separately)

Spare chassis. 24-port 10/100/1000BASE-T PoE+ {optics. power
supplies, and fans sold separately)

Spare chassis, 48-port 10/100/ 1000BASE-T (optics, power supplies.
and fans sold separately)
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About Juniper Networks

Juniper Networks believes that connectivity is not the same as
experiencing a great connection. Juniper's Al-Native Networking
Platform is built from the ground up to leverage Al to deliver

the best and most secure user experiences from the edge to the
data center and cloud. Additional information can be found at
Juniper Networks (www.juniper.net) or connect with Juniper on X
(Twitter), LinkedIn, and Facebook.
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EX-SFP-1GE-SX-AO
Juniper Networks® EX-SFP-1GE-SX Compatible TAA Compliant 1000Base-SX SFP Transceiver (MMF, 850nm,
550m, LC)

Features
* INF-8074 and SFF-8472 Compliance
* VCSEL transmitter and PIN receiver
* Duplex LC Connector
* Commercial Temperature 0 to 70 Celsius
* Multi-mode Fiber
* Hot Pluggable
* Excellent ESD Protection
* Metal with Lower EMI
* RoHS Compliant and Lead Free

Applications
* 1x Fibre Channel
¢ 1000Base-SX Ethernet
* Access and Enterprise

Product Description

This Juniper Networks® EX-SFP-1GE-SX compatible SFP transceiver provides 1000Base-SX throughput up to
550m over multi-mode fiber (MMF) using a wavelength of 850nm via an LC connector. It is guaranteed to be
100% compatible with the equivalent Juniper Networks® transceiver. This easy to install, hot swappable
transceiver has been programmed, uniquely serialized and data-traffic and application tested to ensure that it
will initialize and perform identically. It is built to meet or exceed the specifications of Juniper Networks®, as
well as to comply with MSA (Multi-Source Agreement) standards to ensure seamless network integration. This
transceiver is Trade Agreements Act (TAA) compliant. We stand behind the quality of our products and proudly
offer a limited lifetime warranty.

AddOn’s transceivers are RoHS compliant and lead-free.

TAA refers to the Trade Agreements Act (19 U.5.C. & 2501-2581), which is intended to TAA
foster fair and open international trade. TAA requires that the U.S. Government may co M P L I A N'I'
acquire only “U.S. — made or designated country end products.”

Rev. 112123



Absolute Maximum Ratings

Supply Voltage Vce -0.5 4.0 Vv
Storage Temperature TS -40 85 °C
Case Operating Temperature Tc (1] 70 °C
Operating Humidity RH 5 95 %
Data Rate (Gigabit Ethernet) 1.25 Gbps
Data Rate (Fibre Channel) 1.063 Gbps
50/125um MMF L 550 m

Electrical Characteristics (TOP=25°C, Vce=3.3V)

Parameter

Power Supply Voltage

Power Supply Current

Input differential impedance

Single ended data input swing Vin, pp 250 1200 mV
TX Disable-High Vee-1.3 Vce v
TX Disable-Low Vee Vee+0.8 V
TX Fault-High Vee-0.5 Vee v
TX Fault-Low Vee Vee+0.5 v
Receiver
Single ended data output swing
Data output rise time tr 175 ps
Data output fall time tf 175 ps
LOS-High Vee-0.5 Vee \
LOS-Low Vee Vee+0.5
Notes:

1. ACcoupled.

2. Into 100 ohm differential termination.

3. 20%-80%




Optical Characteristics

Parameter Symbol

Transmitter

Average Output Power

Optical Wavelength A 830 850 860 nm

Spectral Width ] 0.85 nm

Optical Rise/Fall Time tr/tf 260 ps 2
Total Jitter TI 200 | ps

Optical Extinction Ratio ER 9 dB

Receiver Sensitivity RSENS -18 dBm 34
Maximum Received Power RXwax 0 dBm

Centre Wavelength AC 770 860 nm

LOS De-Assert LOSD -26 dBm

LOS Assert LOSA -40 dBm

LOS Hysteresis 0.5 5 dB

Notes:

1. Class1Laser Safety.

2. Unfiltered, 20%-80%. Complies with GE and 1x FC eye masks when filtered.

3. Measured with conformance signals defined in FC-PI-2 Rev. 10.0 specifications.
4. Measured with PRBS 27-1 at 10"° BER.



Pin Descriptions

1 VeeT Transmitter Ground (Common with Receiver Ground) 1
2 TX Fault Transmitter Fault,

3 TX Disable Transmitter Disable. Laser output disabled on high or open, 2
4 MOD DEF (2) Module Definition 2. Data line for Serial ID. 3
5 MOD_DEF (1) Module Definition 1. Clock line for Serial ID. 3
6 MOD_DEF (0) Module Definition 0. Grounded within the module. 3
7 Rate Select No connection required.

8 LOS Loss of Signal indication. Logic 0 indicates normal operation. 4
9 VeeR Receiver Ground (Common with Transmitter Ground) 1
10 VeeR Receiver Ground (Common with Transmitter Ground} 1
11 VeeR Receiver Ground (Common with Transmitter Ground) 1
12 RD- Receiver Inverted DATA out. AC Cou pled.

13 RD+ Receiver Non-inverted DATA out. AC Cou pled.

14 VeeR Receiver Ground (Common with Transmitter Ground) 1
15 VecR Receiver Power Supply.

16 VecT Transmitter Power Supply.

17 VeeT Transmitter Ground (Common with Receiver Ground) 1
18 TD+ Transmitter Non-Inverted DATA in. AC Coupled.

19 TD- Transmitter Inverted DATA in. AC Coupled.

20 VeeT Transmitter Ground (Common with Receiver Ground) 1
Notes:

1. Circuit ground is internally isolated from chassis ground.

2. Laser output disabled on TX Disable 2.0V or open, enabled on TX Disable <0.8V.

3. Should be pulled up with 4.7k-10kohms on host board to a voltage between 2.0V and 3.6V. MOD_DEF
(0) pulls line low to indicate module is plugged in.

4. LOSis open collector output. Should be pulled up with 4.7k-10kohms on host board to a voltage
between 2.0V and 3.6V. Logic 0 indicates normal operation; logic 1 indicates loss of signal.
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Mechanical Specifications

Small Form Factor Pluggable (SFP) transceivers are compatible with the dimensions defined by the SFP Multi-
Sourcing Agreement (MSA).
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EEPROM Information
EEPROM memory map specific data field description is as below:
2 wire address 1010000X {AOh) 2 wire address 1010001X {A2h)
0 2 Alarm and Warning
Sefial ID Defined by 55 |_TTresholds (56 byles)
SFP MSA (95 bytes) ol Constania
40
95 95 (40 bytes)
) Real Time Diagnostic
Vendor Specific Interface (24 bytes)
(32 bytes) 119
Vendor Specific (8 bytes)
127 127
Reserved, SFF8079 User Writable
(128 bytes) EEPROM (120 bytes)
247

255 255 Vendor Specific (8 bytes)




About AddOn Networks

In 1999, AddOn Networks entered the market with a single product. Our founders fulfilled a severe shortage
for compatible, cost-effective optical transceivers that compete at the same performance levels as leading
OEM manufacturers. Adhering to the idea of redefining service and product quality not previously had in the
fiber optic networking industry, AddOn invested resources in solution design, production, fulfiliment, and
global support.

Combining one of the most extensive and stringent testing processes in the industry, an exceptional free
tech support center, and a consistent roll-out of innovative technologies, AddOn has continually set industry
standards of quality and reliability throughout its history.

Reliability is the cornerstone of any optical fiber network and is in engrained in AddOn's DNA. It has played a
key role in nurturing the long-term relationships developed over the years with customers. AddOn remains
committed to exceeding industry standards with certifications from ranging from NEBS Level 3 to ISO
9001:2005 with every new development while maintaining the signature reliability of its products.

U.S. Headquarters
Email: sales@addonnetworks.com
Telephone: +1 877.292.1701

Fax: 949.266.9273

Europe Headquarters
Email: salessupportemea@addonnetworks.com

Telephone: +44 1285 842070
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EX-SFP-10GE-LR-AO

Juniper Networks® EX-SFP-10GE-LR Compatible TAA 10GBase-LR SFP+ Transceiver (SMF, 1310nm, 10km, LC,
DOM)

Features

* SFF-8432 and SFF-8472 Compliance

* Uncooled DFB transmitter and PIN receiver
* Duplex LC Connector

* Commercial Temperature 0 to 70 Celsius

e Single-mode Fiber

* Hot Pluggable

* Excellent ESD Protection

* Metal with Lower EMI

* RoHS Compliant and Lead Free

Applications

* 8%/10x Fibre Channel

* 10GBase-LR Ethernet

* Access, Datacenter and Enterprise
* Mobile Fronthaul CPRI/OBSAI

Product Description

This Juniper Networks® EX-SFP-10GE-LR compatible SFP+ transceiver provides 10GBase-LR throughput up to
10km over single-mode fiber (SMF) using a wavelength of 1310nm via an LC connector. It is guaranteed to be
100% compatible with the equivalent Juniper Networks® transceiver. This easy to install, hot swappable
transceiver has been programmed, uniquely serialized and data-traffic and application tested to ensure that it
will initialize and perform identically. Digital optical monitoring (DOM) support is also present to allow access
to real-time operating parameters. This transceiver is Trade Agreements Act (TAA) compliant. We stand behind
the quality of our products and proudly offer a limited lifetime warranty.

AddOn’s transceivers are RoHS compliant and lead-free.

TAA refers to the Trade Agreements Act (19 U.S.C. & 2501-2581), which is intended to TM
foster fair and open international trade. TAA requires that the U.S. Government may (0 M P l | A N'I'
acquire only “U.S. — made or designated country end products.”

Rev. 092623



Absolute Maximum Ratings

Parameter Symbol

Maximum Supply Voltage

Storage Temperature T8 -40 85 "C

Operating Case Temperature rc (0] 70 °C

Operating Humidity RH 5 85 %

Receiver Power Rmax 0.5 dBm

Maximum Bitrate Bmax 11.3 Gbps
Electrical Characteristics (TOP=25°C, Vee=3.3Volts)

Power Supply Voltage Vee 3.15 3.30 3.43 Vv

Power Supply Current Icc 303 mA

Power Consumption

Differential data input swing

Ppiss

Input differential impedance Zin 80 100 120 O
Differential data output swing Vout, pp 300 850 mV
Output differential impedance Zin 80 100 120 0

Optical Characteristics
Parameter

Transmitter

Optical Power {aﬁerage}

Symbol

Optical Modulation amplitude (OMA) | POMA -5.2 dBm
Optical Extinction Ratio ER 3.5 dB
Optical Wavelength TA 1260 1310 1355 nm

Insertion loss

Receiver

Receiver Sensitivity (average) -14.4

Receiver Sensitivity (OMA) Roma 126 2
Receiver overload Priss 0.5 dBm 4
Receiver wavelength RA 1260 1565 n;




Notes:
1. Coupled into a Single-mode fibre
2. Per IEEE 802.3ae specification
3. Average power, back-to-back, @10.31Gbps, BER 1E12, PRBS 231-1,
4. Exceeding the Receiver overload can physically damage the module. Please use appropriate
attenuation.

Pin Descriptions

P bo o /De ntio .
1 VeeT Transmitter Ground (Common with Receiver Ground). 1
2 TX Fault Transmitter Fault. LVTTL-O 2
3 TX Disable Transmitter Disable. Laser output disabled on high or open. LVTT-I, 3
4 SDA 2-Wire Serial Interface Data Line (Same as MOD-DEF2 in INF-8074i). LVTTL-I/O.

5 SCL 2-Wire Serial Interface Data Line (Same as MOD-DEF2 in INF-8074i). LVTTL-I.

6 MOD_ABS Module Absent, Connect to VeeT or VeeR in Module. 4
7 RSO Rate Select 0. Not used 5
8 LOS Loss of Signal indication. Logic 0 indicates normal operation. LVTTL-O. 2
9 RS1 Rate Select 1. Not used 5
10 VeeR Receiver Ground (Common with Transmitter Ground). 1
11 VeeR Receiver Ground (Commeon with Transmitter Ground). 1
12 RD- Receiver Inverted DATA out. AC Coupled. CML-O.

13 RD+ Receiver Non-inverted DATA out. AC Coupled. CML-O.

14 VeeR Receiver Ground (Common with Transmitter Ground ). 1
15 VeeR Receiver Power Supply.

16 VeeT Transmitter Power Supply.

17 VeeT Transmitter Ground (Common with Receiver Ground), 1
18 TD+ Transmitter Non-Inverted DATA in. AC Coupled. CML-I.

19 TD- Transmitter Inverted DATA in. AC Coupled. CML-O.

20 VeeT Transmitter Ground (Common with Receiver Ground). 1

Notes:

1. The module signal ground contacts, VeeR and VeeT, should be isolated from the module case.

2. This contact is an open collector/drain output and should be pulled up to the Vcc_Host with resister in
the range 4.7KQ to 10KQ. Pull ups can be connected to one or several power supplies, however the host
board design shall ensure that no module contract has voltage exceeding module VccT/R +0.5.V.

3. Tx_Disable is an input contact with a 4.7KQ to 10KQ pull-up resistor to VccT inside module.

4. Mod_ABS is connected to VeeT or VeeR in the SFP+ module. The host may pull the contract up to



Vee_Host with a resistor in the range from 4.7KQ to 10KQ. Mod_ABS is asserted “High” when the SFP+

module is physically absent from a host slot.
5. Internally pulled down per SFF-8431
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Mechanical Specifications

Small Form Factor Pluggable (SFP) transceivers are compatible with the dimensions defined by the SFP Multi-

Sourcing Agreement (MSA).

EEPROM Information

EEPROM memory map specific data field description is as below:

2 wire address 1010000X {ACh)

0

127

11.8 0.2

- __6.'.}-2._,:
e l';
e m 1
S 25
-0 S

Serial ID Defined by
SFP MSA (95 bytes)

Vendor Specific
(32 bytes)

Reserved, SFF8079
(128 bytes)

2 wire address 1010001X (AZh)

a

55

95

119
127

247
255

Alarm and Warning
Thresholds (56 bytes)

Cal Constants
{40 bytes)

Real Time Diagnostic
Interface (24 bytes)

Vendor Specific (8 bytes)

User Writable
EEPROM (120 bytes)

Vendor Specific (8 bytes)




About AddOn Networks

In 1999, AddOn Networks entered the market with a single product. Our founders fulfilled a severe shortage
for compatible, cost-effective optical transceivers that compete at the same performance levels as leading
OEM manufacturers. Adhering to the idea of redefining service and product quality not previously had in the
fiber optic networking industry, AddOn invested resources in solution design, production, fulfillment, and
global support.

Combining one of the most extensive and stringent testing processes in the industry, an exceptional free
tech support center, and a consistent roll-out of innovative technologies, AddOn has continually set industry
standards of quality and reliability throughout its history.

Reliability is the cornerstone of any optical fiber network and is in engrained in AddOn's DNA. It has played a
key role in nurturing the long-term relationships developed over the years with customers. AddOn remains
committed to exceeding industry standards with certifications from ranging from NEBS Level 3 to 1SO
9001:2005 with every new development while maintaining the signature reliability of its products.

U.S. Headquarters
Email: sales@addonnetworks.com
Telephone: +1 877.292.1701

Fax: 849.266.9273

Europe Headquarters
Email: salessupportemea@addonnetworks.com

Telephone: +44 1285 842070



