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ADDENDUM ACKNOWLEDGEMENT FORM
SOLICITATION NO.: CRFQ INS 22704

Instructions: Please acknowledge receipt of all addenda issued with this solicitation by completing this
addendum acknowledgment form. Check the box next to each addendum received and sign below.
Failure to acknowledge addenda may result in bid disqualification.

Acknowledgment: I hereby acknowledge receipt of the following addenda and have made the
necessary revisions to my proposal, plans and/or specification, etc.

Addendum Numbers Received:
(Check the box next to each addendum received)

D1 Addendum No. I [ ] Addendum No.6
[ ] Addendum No.?2 [ ] Addendum No.7
[ ] Addendum No.3 [ 1 Addendum No. 8
[ 1 Addendum No. 4 [ 1 Addendum No.9

! [ ] Addendum No.5 : [ ] Addendum No. 10

I understand that failure to confirm the receipt of addenda may be cause for rejection of this bid. I
further understand that any verbal representation made or assumed to be made during any oral
discussion held between Vendor’s representatives and any state personnel is not binding. Only the
information issued in writing and added to the specifications by an official addendum is binding.

Shacred Seq vees, LLE

Company

Authorized Si ure

May 4, 2033

Date

NOTE: This addendum acknowledgement should be submitted with the bid to expedite document processing.
Revised 6/8/2012
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PROFESSIONAL SUMMARY:
An Accomplished Database Administrator with over 10 years of IT related experience. Extensive

knowledge and proficiency in Design, Performance Monitoring & Tuning, Database Migration,
Upgrades, Backup & Recovery, Cloning, Replication, and Security Implementations. Possess
exceptional written, verbal, analytical and organizational abilities. Proven leader with
motivational management style, a solid reputation for building and retaining highly motivated
teams, and development of innovative solutions. An energetic achiever who can successfully
manage multiple priorities and produce results under pressure with optimal calm.

Sekou Kanneh

Database Administrator

AREA’s OF EXPERTISE INCLUDE:

e Installation, Configuration and Capacity planning
e Database Security

e Performance monitoring and tuning

e Backup and Recovery using RMAN

e Database Upgrade and Migration

e Patching

® Oracle RAC and ASM

® Oracle Data Guard

Experience

Minnesota IT Services Jul 2019 — Present
Oracle Database Administrator

Saint Paul, MN

Responsibilities:

¢ Implement monitoring procedures to maximize availability and performance of the
database, while meeting defined SLA's.

e (reate physical database structures based on physical design for development, test, and
production environments.

e  Working with the various application teams on supporting and implementing application
changes, database enhancements, and database production support, including incident,
problem and change management.

¢ Investigate, troubleshoot, and resolve database problems.

¢ Database management (MS SQL Server, Oracle) and computer systems backup
requirements and procedures
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Perform maintenance operations daily, weekly, and monthly on Oracle servers and
databases and information systems for the purpose of ensuring efficient program
operations.

Assist in enhancement of current systems to ensure backend scalability and data integrity.
Perform database backups and restorations and recovers corrupted databases.

Prepare written materials for the purpose of documenting activities, providing written
reference, and/or conveying information.

Develop and implement Database security policies and procedures, in line with State of
Minnesota policies

Build database schemas, tables and manage user permissions.

Resolve critical business issues by providing technical expertise for Oracle RDBMS and
Grid Infrastructure, including RAC and other underlying infrastructure technologies
inside the database: ASM, OEM Cloud Control, RMAN Backup/Recovery

Apply Interim Patches, Bundle Patches and Security Patches Update (SPU) on Oracle
Database Servers, Grid and Databases

Upgrade Oracle Fusion Middleware environments to new versions, OEM 13.2 to 13.4
and apply OMS, Agents, Grid and Database Patches.

Experience in monitoring oracle instances and maintaining databases performance using
OEM (Oracle Enterprise Manager 13c).

Extensive experience implementing Oracle Advanced Security: Transparent Data
Encryption (TDE) to enforce data-at-rest encryption and Data Redaction.

Database upgrade from 11g to 12¢

Experience with Oracle 18c infrastructure

Create PL/SQL Packages for routine data load.

Installed ASM environment and migrated databases from NON-ASM to ASM.
Excellent use of Data Pump for database migration across environments and use
Transportable tablespaces for cross platform migration.

Work with developers to create or debug procedures, triggers, and functions.

Lead on Oracle Database Upgrade from 12c to 19c.

Health Partners Jul 2016 - Jun 2019
Oracle Database Administrator

Minneapolis, Minnesota

Responsibilities

Performance tuning, system security, database installation configuration, patching,
technical database support in a 24X7 environment to ensure System performance and
stability.

Responsible for architecting, deploying, and managing multiple 24 x7 databases for
business-critical applications using RAC, Data Guard (physical and logical standby)
RMAN and Transportable Tablespaces.

Install and configure Oracle 10g, 11g and 12c¢ software on UNIX/LINUX operating
system.



PO Box 1187
m a r Charleston WV 25324
: 855-807-6278 phone
Shared Services Samc80.Cene o

).

Fixed various database performance issues using Automated Workload Repository
(AWR), Automatic Database Diagnostics Monitor (ADDM) and Active Session History
(ASH).

Create PL/SQL Scripts.

Create and debug PL/SQL procedures, functions, triggers and packages.

Loading data into database tables using SQL Loader.

Daily incremental backup and weekly full backup of databases using RMAN.
Experience in managing Oracle RAC for high availability.

Frequently monitor emails with regards to any database issues.

Successfully configure and manage Data Guard for disaster recovery, data protection and
high availability.

Perform data and metadata migration to newly installed servers using Data Pump
Expdp/Impdp.

Experience in data replication using snapshot, materialized views and dblinks.

Create database objects like views, procedures, functions, triggers, tables, synonyms,
and indexes.

Plan and perform Backup/Recovery using RMAN base on SLAs, test backup for
corruption, Work with Flash Recovery Area as well.

Check for locking issues, inconsistencies and assists in batch processes.

Redesigned table and index partitioning strategies, using HINTS to improve the query
Performance.

Extensively worked on complete & incomplete recoveries of the databases including
Point in time recovery (PITR) and Tablespace point in time recovery (TSPITR) using
RMAN utility.

Monitoring the CPU, memory usage, I/O contention on servers using top, iostat, SAR,
glance, vmstat etc.

Clone production databases as needed for testing, development using RMAN.

Work on database security including Auditing (standard auditing, fine grain, valued
based and statement auditing), Encrypting (Transparent Data Encryption).

Hands-on experience in UNIX scripting.

Apply Oracle quarterly patches and Interim patches to databases using Opatch utility.
Experience in monitoring oracle instances and maintaining database performance using
OEM (Oracle Enterprise Manager 12c).

Perform Data Guard switchover/failover as per requirements.

Use SQL Developer to connect to databases, navigate tables inside databases, create
tables and other database objects with GUI, insert data into tables and create reports.
Involved in each phase of the lifecycle (SDLC) including requirement gathering,
technical design, development, system integration phase, quality assurance phase,
development, and production support activities.

Part of the 24/7 on call production support team.
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Minco Products, Inc Feb 2012 - Jun 2016
Oracle Database Administrator

Fridley, Minnesota

Responsibilities

¢ (reated and managed database objects such as tables, indexes, materialized views and
referential integrity constraints.

¢ Automated DBA task utilizing SQL and UNIX shell

e Participated and supported Oracle server installations and standalone installations

e Worked on various types of system units monitoring and fixing technical problems that
might possibly prevent the database instances from their daily run.

e Restoration and Recovery of database from offline, online using RMAN and Data Pump
backup.

¢ Interacted with users and troubleshoot problems related to privileges and resources.

* Monitored databases activities and files usage, ensured databases function properly by
removing or deleting old or obsolete files.

e Part of support team for 24/7 on-call production support.

e Table space monitoring, Performance monitoring and tuning for performance
improvement.

¢ Performed administrative activities like user creation and administration, profiles,
privileges and roles administration, space and schema management.

e  Work with developers to diagnose Database related application problems, provided
development support to maintain application schema and distribution of data.

® Managing, troubleshooting and resolving Oracle database and application issues.

e Experience in applying patches such as CPU/PSU patches, One-Off Patches, Interim
patches as per the oracle recommendations.

Monitored and performed database sizing, tablespaces and data files management.

e Resolved database network problems using Oracle Net Configuration Assistant (NETCA)
Monitored the state of the listener by checking the status of the listener and restarting
listener.

¢ (Constantly monitored data files, control files, redo log files for space and availability.

e Refreshed databases from Production to Test environments using a hot backup and data
pump.

¢ (loned databases in Test, Development and production environments using RMAN and
DATA PUMP utilities for various Database sizes.

e  Monitor AWR, ADDM, ASH, Alert log, dynamic performance views,

e DBMS_STATS, Trace Files, System Event Logs for unusual events and took appropriate
action according to company policies of incident reports.

® Good knowledge in setting parameter files (both Pfile & Spfile).

¢ Automated job processes using CRONTAB.

Education:
Rasmussen University
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WV STATE GOVERNMENT

HIPAA BUSINESS ASSOCIATE ADDENDUM

This Health Insurance Portability and Accountability Act of 1996 (hereafter, HIPAA)
Business Associate Addendum (“Addendum”) is made a part of the Agreement (“Agreement”)
by and between the State of West Virginia (“Agency”), and Business Associate (“Associate”),
and is effective as of the date of execution of the Addendum.

The Associate performs certain services on behalf of or for the Agency pursuant to the
underlying Agreement that requires the exchange of information including protected health
information protected by the Health Insurance Portability and Accountability Act of 1996
("HIPAA"), as amended by the American Recovery and Reinvestment Act of 2009 (Pub. L. No.
111-5) (the "HITECH Act"), any associated regulations and the federal regulations published at
45 CFR parts 160 and 164 (sometimes collectively referred to as “HIPAA"). The Agency is a
“Covered Entity” as that term is defined in HIPAA, and the parties to the underlying Agreement
are entering into this Addendum to establish the responsibilities of both parties regarding
HIPAA-covered information and to bring the underlying Agreement into compliance with HIPAA.

Whereas it is desirable, in order to further the continued efficient operations of Agency to
disclose to its Associate certain information which may contain confidential individually
identifiable health information (hereafter, Protected Health Information or PHI); and

Whereas, it is the desire of both parties that the confidentiality of the PHI disclosed
hereunder be maintained and treated in accordance with all applicable laws relating to
confidentiality, including the Privacy and Security Rules, the HITECH Act and its associated
regulations, and the parties do agree to at all times treat the PHI and interpret this Addendum
consistent with that desire.

NOW THEREFORE: the parties agree that in consideration of the mutual promises
herein, in the Agreement, and of the exchange of PHI hereunder that:

1. Definitions. Terms used, but not otherwise defined, in this Addendum shall have the same
meaning as those terms in the Privacy, Security, Breach Notification, and Enforcement
Rules at 45 CFR Part 160 and Part 164.

a. Agency Procurement Officer shall mean the appropriate Agency individual
listed at: http://www.state. wv.us/admin/purchase/vrc/agencyli.html.

b. Agent shall mean those person(s) who are agent(s) of the Business Associate,
in accordance with the Federal common law of agency, as referenced in 45 CFR
§ 160.402(c).

G Breach shall mean the acquisition, access, use or disclosure of protected health
information which compromises the security or privacy of such information,
except as excluded in the definition of Breach in 45 CFR § 164.402.

d. Business Associate shall have the meaning given to such term in 45 CFR §
160.103.
e. HITECH Act shall mean the Health Information Technology for Economic and

Clinical Health Act. Public Law No. 111-05. 111" Congress (2009).
1
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Privacy Rule means the Standards for Privacy of Individually Identifiable Health
Information found at 45 CFR Parts 160 and 164.

Protected Health Information or PHI shall have the meaning given to such term
in 45 CFR § 160.103, limited to the information created or received by Associate
from or on behalf of Agency.

Security Incident means any known successful or unsuccessful attempt by an
authorized or unauthorized individual to inappropriately use, disclose, modify,
access, or destroy any information or interference with system operations in an
information system.

Security Rule means the Security Standards for the Protection of Electronic
Protected Health Information found at 45 CFR Parts 160 and 164.

Subcontractor means a person to whom a business associate delegates a
function, activity, or service, other than in the capacity of a member of the
workforce of such business associate.

2. Permitted Uses and Disclosures.

a.

PHI Described. This means PHI created, received, maintained or transmitted on
behalf of the Agency by the Associate. This PHI is governed by this Addendum
and is limited to the minimum necessary, to complete the tasks or to provide the
services associated with the terms of the original Agreement, and is described in
Appendix A.

Purposes. Except as otherwise limited in this Addendum, Associate may use or
disclose the PHI on behalf of, or to provide services to, Agency for the purposes
necessary to complete the tasks, or provide the services, associated with, and
required by the terms of the original Agreement, or as required by law, if such
use or disclosure of the PHI would not violate the Privacy or Security Rules or
applicable state law if done by Agency or Associate, or violate the minimum
necessary and related Privacy and Security policies and procedures of the
Agency. The Associate is directly liable under HIPAA for impermissible uses and
disclosures of the PHI it handles on behalf of Agency.

Further Uses and Disclosures. Except as otherwise limited in this Addendum,
the Associate may disclose PHI to third parties for the purpose of its own proper
management and administration, or as required by law, provided that (i) the
disclosure is required by law, or (ii) the Associate has obtained from the third
party reasonable assurances that the PHI will be held confidentially and used or
further disclosed only as required by law or for the purpose for which it was
disclosed to the third party by the Associate; and, (iii) an agreement to notify the
Associate and Agency of any instances of which it (the third party) is aware in
which the confidentiality of the information has been breached. To the extent
practical, the information should be in a limited data set or the minimum
necessary information pursuant to 45 CFR § 164.502, or take other measures as
necessary to satisfy the Agency’s obligations under 45 CFR § 164.502.
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3. Obligations of Associate.

a.

Stated Purposes Only. The PHI may not be used by the Associate for any
purpose other than as stated in this Addendum or as required or permitted by
law.

Limited Disclosure. The PHI is confidential and will not be disclosed by the
Associate other than as stated in this Addendum or as required or permitted by
law. Associate is prohibited from directly or indirectly receiving any remuneration
in exchange for an individual's PHI unless Agency gives written approval and the
individual provides a valid authorization. Associate will refrain from marketing
activities that would violate HIPAA, including specifically Section 13406 of the
HITECH Act. Associate will report to Agency any use or disclosure of the PHI,
including any Security Incident not provided for by this Agreement of which it
becomes aware.

Safeguards. The Associate will use appropriate safeguards, and comply with
Subpart C of 45 CFR Part 164 with respect to electronic protected health
information, to prevent use or disclosure of the PHI, except as provided for in this
Addendum. This shall include, but not be limited to:

i. Limitation of the groups of its workforce and agents, to whom the PHI is
disclosed to those reasonably required to accomplish the purposes
stated in this Addendum, and the use and disclosure of the minimum
PHI necessary or a Limited Data Set;

ii. ' Appropriate notification and training of its workforce and agents in order
to protect the PHI from unauthorized use and disclosure;

iii. Maintenance of a comprehensive, reasonable and appropriate written
PHI privacy and security program that includes administrative, technical
and physical safeguards appropriate to the size, nature, scope and
complexity of the Associate's operations, in compliance with the Security
Rule;

iv. In accordance with 45 CFR §§ 164.502(e)(1)(ii) and 164.308(b)(2), if
applicable, ensure that any subcontractors that create, receive,
maintain, or transmit protected health information on behalf of the
business associate agree to the same restrictions, conditions, and
requirements that apply to the business associate with respect to such
information.

Compliance With Law. The Associate will not use or disclose the PHI in a
manner in violation of existing law and specifically not in violation of laws relating
to confidentiality of PHI, including but not limited to, the Privacy and Security
Rules.

Mitigation. Associate agrees to mitigate, to the extent practicable, any harmful
effect that is known to Associate of a use or disclosure of the PHI by Associate in
violation of the requirements of this Addendum, and report its mitigation activity
back to the Agency.
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f.

Support of Individual Rights.

Access to PHI. Associate shall make the PHI maintained by Associate
or its agents or subcontractors in Designated Record Sets available to
Agency for inspection and copying, and in electronic format, if
requested, within ten (10) days of a request by Agency to enable
Agency to fulfill its obligations under the Privacy Rule, including, but not
limited to, 45 CFR § 164.524 and consistent with Section 13405 of the
HITECH Act.

Amendment of PHI. Within ten (10) days of receipt of a request from
Agency for an amendment of the PHI or a record about an individual
contained in a Designated Record Set, Associate or its agents or
subcontractors shall make such PHI available to Agency for amendment
and incorporate any such amendment to enable Agency to fulfill its
obligations under the Privacy Rule, including, but not limited to, 45 CFR
§ 164.526.

Accounting Rights. Within ten (10) days of notice of a request for an
accounting of disclosures of the PHI, Associate and its agents or
subcontractors shall make available to Agency the documentation
required to provide an accounting of disclosures to enable Agency to
fulfill its obligations under the Privacy Rule, including, but not limited to,
45 CFR §164.528 and consistent with Section 13405 of the HITECH
Act.  Associate agrees to document disclosures of the PHI and
information related to such disclosures as would be required for Agency
to respond to a request by an individual for an accounting of disclosures
of PHI in accordance with 45 CFR § 164.528. This should include a
process that allows for an accounting to be collected and maintained by
Associate and its agents or subcontractors for at least six (6) years from
the date of disclosure, or longer if required by state law. At a minimum,
such documentation shall include:

° the date of disclosure;

° the name of the entity or person who received the PHI, and
if known, the address of the entity or person;

o a brief description of the PHI disclosed: and

° a brief statement of purposes of the disclosure that

reasonably informs the individual of the basis for the
disclosure, or a copy of the individual's authorization, or a
copy of the written request for disclosure.

Request for Restriction. Under the direction of the Agency, abide by
any individual's request to restrict the disclosure of PHI, consistent with
the requirements of Section 13405 of the HITECH Act and 45 CFR §
164.522, when the Agency determines to do so (except as required by
law) and if the disclosure is to a health plan for payment or health care
operations and it pertains to a health care item or service for which the
health care provider was paid in full “out-of-pocket.”

Immediate Discontinuance of Use or Disclosure. The Associate will
immediately discontinue use or disclosure of Agency PHI pertaining to
any individual when so requested by Agency. This includes, but is not
limited to, cases in which an individual has withdrawn or modified an
authorization to use or disclose PHI.

4
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g. Retention of PHI. Notwithstanding section 4.a. of this Addendum, Associate and
its subcontractors or agents shall retain all PHI pursuant to state and federal law
and shall continue to maintain the PHI required under Section 3.f of this
Addendum for a period of six (6) years after termination of the Agreement, or
longer if required under state law.

h. Agent’s, Subcontractor’s Compliance. The Associate shall notify the Agency
of all subcontracts and agreements relating to the Agreement, where the
subcontractor or agent receives PHI as described in section 2.a. of this
Addendum. Such notification shall occur within 30 (thirty) calendar days of the
execution of the subcontract and shall be delivered to the Agency Procurement
Officer. The Associate will ensure that any of its subcontractors, to whom it
provides any of the PHI it receives hereunder, or to whom it provides any PHI
which the Associate creates or receives on behalf of the Agency, agree to the
restrictions and conditions which apply to the Associate hereunder. The Agency
may request copies of downstream subcontracts and agreements to determine
whether all restrictions, terms and conditions have been flowed down. Failure to
ensure that downstream contracts, subcontracts and agreements contain the
required restrictions, terms and conditions may result in termination of the
Agreement.

j. Federal and Agency Access. The Associate shall make its internal practices,
books, and records relating to the use and disclosure of PHI, as well as the PHI,
received from, or created or received by the Associate on behalf of the Agency
available to the U.S. Secretary of Health and Human Services consistent with 45
CFR § 164.504. The Associate shall also make these records available to
Agency, or Agency's contractor, for periodic audit of Associate’s compliance with
the Privacy and Security Rules. Upon Agency’s request, the Associate shall
provide proof of compliance with HIPAA and HITECH data privacy/protection
guidelines, certification of a secure network and other assurance relative to
compliance with the Privacy and Security Rules. This section shall also apply to
Associate's subcontractors, if any.

k. Security. The Associate shall take all steps necessary to ensure the continuous
security of all PHI and data systems containing PHI. In addition, compliance with
74 FR 19006 Guidance Specifying the Technologies and Methodologies That
Render PHI Unusable, Unreadable, or Indecipherable to Unauthorized
Individuals for Purposes of the Breach Notification Requirements under Section
13402 of Title XIll is required, to the extent practicable. If Associate chooses not
to adopt such methodologies as defined in 74 FR 19006 to secure the PHI
governed by this Addendum, it must submit such written rationale, including its
Security Risk Analysis, to the Agency Procurement Officer for review prior to the
execution of the Addendum. This review may take up to ten (10) days.

L. Notification of Breach. During the term of this Addendum, the Associate shall
notify the Agency and, unless otherwise directed by the Agency in writing, the
WV Office of Technology immediately by e-mail or web form upon the discovery
of any Breach of unsecured PHI; or within 24 hours by e-mail or web form of any
suspected Security Incident, intrusion or unauthorized use or disclosure of PH! in
violation of this Agreement and this Addendum, or potential loss of confidential
data affecting this Agreement. Notification shall be provided to the Agency
Procurement Officer at www.state.wv.us/admin/purchase/vre/agencyli.htm and,

5
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unless otherwise directed by the Agency in writing, the Office of Technology at
incident@wv.gov or https://apps.wv.gov/ot/ir/Default. aspx.

The Associate shall immediately investigate such Security Incident, Breach, or
unauthorized use or disclosure of PHI or confidential data. Within 72 hours of the
discovery, the Associate shall notify the Agency Procurement Officer, and, unless
otherwise directed by the Agency in writing, the Office of Technology of: (a) Date
of discovery; (b) What data elements were involved and the extent of the data
involved in the Breach; (c) A description of the unauthorized persons known or
reasonably believed to have improperly used or disclosed PHI or confidential
data; (d) A description of where the PHI or confidential data is believed to have
been improperly transmitted, sent, or utilized; (e) A description of the probable
causes of the improper use or disclosure; and (f) Whether any federal or state
laws requiring individual notifications of Breaches are triggered.

Agency will coordinate with Associate to determine additional specific actions
that will be required of the Associate for mitigation of the Breach, which may
include notification to the individual or other authorities.

All associated costs shall be borne by the Associate. This may include, but not
be limited to costs associated with notifying affected individuals.

If the Associate enters into a subcontract relating to the Agreement where the
subcontractor or agent receives PH| as described in section 2.a. of this
Addendum, all such subcontracts or downstream agreements shall contain the
same incident notification requirements as contained herein, with reporting
directly to the Agency Procurement Officer. Failure to include such requirement
in any subcontract or agreement may result in the Agency’s termination of the
Agreement.

Assistance in Litigation or Administrative Proceedings. The Associate shall
make itself and any subcontractors, workforce or agents assisting Associate in
the performance of its obligations under this Agreement, available to the Agency
at no cost to the Agency to testify as witnesses, or otherwise, in the event of
litigation or administrative proceedings being commenced against the Agency, its
officers or employees based upon claimed violations of HIPAA, the HIPAA
regulations or other laws relating to security and privacy, which involves inaction
or actions by the Associate, except where Associate or its subcontractor,
workforce or agent is a named as an adverse party.

4, Addendum Administration.

a.

Term. This Addendum shall terminate on termination of the underlying
Agreement or on the date the Agency terminates for cause as authorized in
paragraph (c) of this Section, whichever is sooner.

Duties at Termination. Upon any termination of the underlying Agreement, the
Associate shall return or destroy, at the Agency’s option, all PHI received from, or
created or received by the Associate on behalf of the Agency that the Associate
still maintains in any form and retain no copies of such PHI or, if such return or
destruction is not feasible, the Associate shall extend the protections of this
Addendum to the PHI and limit further uses and disclosures to the purposes that
make the return or destruction of the PHI infeasible. This shall also apply to all
agents and subcontractors of Associate. The duty of the Associate and its agents

6
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and subcontractors to assist the Agency with any HIPAA required accounting of
disclosures survives the termination of the underlying Agreement.

Termination for Cause. Associate authorizes termination of this Agreement by
Agency, if Agency determines Associate has violated a material term of the
Agreement.  Agency may, at its sole discretion, allow Associate a reasonable
period of time to cure the material breach before termination.

Judicial or Administrative Proceedings. The Agency may terminate this
Agreement if the Associate is found guilty of a criminal violation of HIPAA. The
Agency may terminate this Agreement if a finding or stipulation that the Associate
has violated any standard or requirement of HIPAA/HITECH, or other security or
privacy laws is made in any administrative or civil proceeding in which the
Associate is a party or has been joined. Associate shall be subject to prosecution
by the Department of Justice for violations of HIPAA/HITECH and shall be
responsible for any and all costs associated with prosecution.

Survival. The respective rights and obligations of Associate under this
Addendum shall survive the termination of the underlying Agreement.

5. General Provisions/Ownership of PHI.

a.

Retention of Ownership. Ownership of the PHI resides with the Agency and is
to be returned on demand or destroyed at the Agency's option, at any time, and
subject to the restrictions found within section 4.b. above.

Secondary PHI. Any data or PHI generated from the PHI disclosed hereunder
which would permit identification of an individual must be held confidential and is
also the property of Agency.

Electronic Transmission. Except as permitted by law or this Addendum, the
PHI or any data generated from the PHI which would permit identification of an
individual must not be transmitted to another party by electronic or other means
for additional uses or disclosures not authorized by this Addendum or to another
contractor, or allied agency, or affiliate without prior written approval of Agency.

No Sales. Reports or data containing the PHI may not be sold without Agency's
or the affected individual's written consent.

No Third-Party Beneficiaries. Nothing express or implied in this Addendum is
intended to confer, nor shall anything herein confer, upon any person other than
Agency, Associate and their respective successors or assigns, any rights,
remedies, obligations or liabilities whatsoever.

Interpretation. The provisions of this Addendum shall prevail over any
provisions in the Agreement that may conflict or appear inconsistent with any
provisions in this Addendum. The interpretation of this Addendum shall be made
under the laws of the state of West Virginia.

Amendment. The parties agree that to the extent necessary to comply with
applicable law they will agree to further amend this Addendum.

Additional Terms and Conditions. Additional discretionary terms may be
included in the release order or change order process.

7
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AGREED:

Name of Agency:

Signature:

Title:

Date:

Form - WVBAA-012004
Amended 06.26.2013

Name of Associate: S€kou kanneh

DocuSigned by:

Sthow B kanncl

Signature:

~——6DB43FAG83564AA

Title: Oracle DBA

Date: May 03 2022

APPROVE TO FORM THISAZL‘?_
201

DAY Of

oy (CSormamad




DocuSign Envelope ID: 3D508661-6487-4E0D-A1A6-7D20060E9ACD

Appendix A

(To be completed by the Agency’s Procurement Officer prior to the execution of the Addendum,
and shall be made a part of the Addendum. PHI not identified prior to execution of the
Addendum may only be added by amending Appendix A and the Addendum, via Change
Order.)

Name of Associate: Sekou Kanneh |

Name of Agency:

Describe the PHI (do not include any actual PHI). If not applicable, please indicate the same.

The Database Administrator will have full access to PII including SSNs and PHI
including but not limited to full claimants’ medical records, x-rays, CT scans, psyche
reports and more.



Department of Administration State of West Virginia

% |Purchasing Division .
% 2\ 2019 Washington Street East Centralized Request for Quote
/") [Post Office Box 50130 Service - Prof

Charleston, WV 25305-0130

Proc Folder: 1025461 Reason for Modification:
Doc Description: Technical Staffing Service- Data Base Administrator

Proc Type: Central Master Agreement
Date Issued Solicitation Closes Solicitation No Version
2022-04-20 2022-05-04 13:30 CRFQ 0704 [INS2200000004 1
BID RECEIVING LOCATION
BID CLERK

DEPARTMENT OF ADMINISTRATION
PURCHASING DIVISION

2019 WASHINGTON ST E
CHARLESTON wv 25305

us

VENDOR
Vendor Customer Code: \] SO O 00 d4R GO
Vendor Name 5“\@(‘\ SV\G(QA 5-6( 9 ces., L.LC

Address: © D eo)( \|®—7

Street :

ciy: Chnac | €O

state: \\ V' Country : \)SA— Zip : 3552y
Principal Contact : g\jA \Lﬁ °<A‘(5k‘/

Vendor Contact Phone: 3 SS - %D’) /ba—)‘g Extension: an‘

FOR INFORMATION CONTACT THE BUYER
Joseph E Hager 1l

(304) 558-2306
joseph.e.hageriii@wv.gov

\Slfgn:a(::lre X MMMOLQ/ remne ) -114 BIL R DATE N\a),'{ o , QA0

All offers subject to all terms and conditgs contained in this solicitation

Date Printed:  Apr 20, 2022 Page: 1 FORM ID: WV-PRC-CRFQ-002 2020/05



REQUEST FOR QUOTATION
Database Administrator

11. MISCELLANEOUS:

11.1. Contract Manager: During its performance of this Contract, Vendor must designate
and maintain a primary contract manager responsible for overseeing Vendor’s
responsibilities under this Contract. The Contract manager must be available during
normal business hours to address any customer service or other issues related to this
Contract. Vendor should list its Contract manager and his or her contact information
below.

Contract Manager: E LA KO rclusl*’x 2 Y-
Telephone Number: - - ]f IZ X

Fax Number:
Email Address:

Revised 12/12/2017



DESIGNATED CONTACT: Vendor appoints the individual identified in this Section as the
Contract Administrator and the initial point of contact for matters relating to this Contract.

(Name, Title) /= J Kord \45\44 ’ \ P of Eus O‘Oe,rat\'rOnS
(Printed Name and Title) _& ya_Ko(d wsKv / VP o Rus Openthons
(Address) L}QS CQP 4o\ S‘]’ S—\{ bo?,C&:Qg\eg\‘D wv 957/
(Phone Number) / (Fax Number) 855 - 30’7 T8 #3991 e - 435
(email address) _ & Vo1 - A ocd u$\4~l Q—SSS“C emm\

CERTIFICATION AND SIGNATURE: By signing below, or submitting documentation
through wvOASIS, I certify that: 1have reviewed this Solicitation/Contract in its entirety; that I
understand the requirements, terms and conditions, and other information contained herein; that
this bid, offer or proposal constitutes an offer to the State that cannot be unilaterally withdrawn;
that the product or service proposed meets the mandatory requirements contained in the
Solicitation/Contract for that product or service, unless otherwise stated herein; that the Vendor
accepts the terms and conditions contained in the Solicitation, unless otherwise stated herein; that
I am submitting this bid, offer or proposal for review and consideration; that I am authorized by
the vendor to execute and submit this bid, offer, or proposal, or any documents related thereto on
vendor’s behalf’ that I am authorized to bind the vendor in a contractual relationship; and that to
the best of my knowledge, the vendor has properly registered with any State agency that may
require registration.

By signing below, I further certify that I understand this Contract is subject to the
provisions of West Virginia Code § 54-3-62, which automatically voids certain contract
clauses that violate State law; and that pursuant to W. Va. Code 54-3-63. the entity
entering into this contract is prohibited from engaging in a boycott against Israel.

Seract S\N\rec\ Se_cv'\ ces , LLC

(Company)
_MM%Q_EJA Kodus&v } \J P o-? b vsS. Opgra‘\’\bf\s
(Authorized Signajure) (R®¥presentative Nam !

Eva Kocdusky VP ‘évsmessoma\ao.\s, May < 303

(Printed Name and Title of Authoﬁzkd Representatlve) (Date)

R5£-RoN)-bang xaaq Z8R- ©R0- b5SS

(Phone Number) (Fax Number)

_evo-Roed u§\4~l @(sssllc- erw\
(Email Address)

Revised 04/01/2022
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STATE OF WEST VIRGINIA
Purchasing Division

PURCHASING AFFIDAVIT

CONSTRUCTION CONTRACTS: Under W. Va. Code § 5-22-1(i), the contracting public entity shall not award a
construction contract to any bidder that is known to be in default on any monetary obligation owed to the state or a
political subdivision of the state, including, but not limited to, obligations related to payroll taxes, property taxes, sales and
use taxes, fire service fees, or other fines or fees.

ALL CONTRACTS: Under W. Va. Code §5A-3-10a, no contract or renewal of any contract may be awarded by the state
or any of its political subdivisions to any vendor or prospective vendor when the vendor or prospective vendor or a related
party to the vendor or prospective vendor is a debtor and: (1) the debt owed is an amount greater than one thousand
dollars in the aggregate; or (2) the debtor is in employer default.

EXCEPTION: The prohibition listed above does not apply where a vendor has contested any tax administered pursuant to chapter
eleven of the W. Va. Code, workers' compensation premium, permit fee or environmental fee or assessment and the matter has
not become fina! or where the vendor has entered into a payment plan or agreement and the vendor is not in default of any of the
provisions of such plan or agreement.

DEFINITIONS:

“Debt” means any assessment, premium, penalty, fine, tax or other amount of money owed to the state or any of its political
subdivisions because of a judgment, fine, permit violation, license assessment, defaulted workers’ compensation premium, penalty
or other assessment presently delinquent or due and required to be paid to the state or any of its political subdivisions, including
any interest or additional penalties accrued thereon.

“Employer default” means having an outstanding balance or liability to the old fund or to the uninsured employers’ fund or being
in policy default, as defined in W. Va. Code § 23-2c-2, failure to maintain mandatory workers' compensation coverage, or failure to
fully meet its obligations as a workers' compensation self-insured employer. An employer is not in employer default if it has entered
into a repayment agreement with the Insurance Commissioner and remains in compliance with the obligations under the
repayment agreement.

“Related party” means a party, whether an individual, corporation, partnership, association, limited liability company or any other

;. form or business association or other entity whatsoever, related to any vendor by blood, marriage, ownership or contract through

v 1 .« which the party has a relationship of ownership or other interest with the vendor so that the party will actually or by effect receive or

control a portion of the benefit, profit or other consideration from performance of a vendor contract with the party receiving an
amount that meets or exceed five percent of the total contract amount.

AFFIRMATION: By signing this form, the vendor’s authorized signer affirms and acknowledges under penalty of
law for false swearing (W. Va. Code §61-5-3) that: (1) for construction contracts, the vendor is not in default on
any monetary obligation owed to the state or a political subdivision of the state, and (2) for all other contracts,
that neither vendor nor any related party owe a debt as defined above and that neither vendor nor any related
party are in employer default as defined above, unless the debt or employer default is permitted under the
exception above.

WITNESS THE FOLLOWING SIGNATURE:
Vendor's Name: Omart Shared Services, LLC

Authorized Signature: ar’-’\/-v%/—— Date: 5‘& - &O&&

State of \pJes® Virginid,

County of Kgnc.w‘v\c.\ , to-wit:
Taken, subscribed, and sworn to before me this i‘_ dday of mo,vé , 20 2
My Commission expires __{\aveln ) ,20_a7.
\
T NOTARY PUBL@«Q]\ NI ( ;\“Q/vwvx‘}\/
NOTARY PUBLIC
STATE OF WEST VIRGINIA
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: Porchasing Affidavit (Revised 01/19/2018)
)

)

16 Lennox Lane

{
{
Joyce Lee Lennox :
f

Procious, WV 25164
My Commission Expires March 1, 2027






