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July 23, 2020 

 

Bid Clerk 
Department of Administration 
State of West Virginia 
2019 Washington St. E.  
Charleston, WV 25305 

Re: Request for Proposal (RFQ) for Cloud Infrastructure 
 Solicitation No. CRFQ 0702 TAX00000017 

Navisite is pleased to submit the enclosed response to the State of West Virginia’s Cloud Infrastructure RFQ. Our response 
demonstrates Navisite’s ability to provide solutions that will enable the State of West Virginia to meet its technology needs.  

Navisite provides application, managed infrastructure, platform, cloud marketplace, data analytics, managed cloud, security 
and compliance, and professional services for mid-sized to enterprise organizations. Leveraging a proven set of 
technologies and extensive subject matter expertise, we deliver cost-effective, flexible solutions that provide responsive 
and predictable levels of service for our customers’ businesses.  

Navisite is a trusted advisor committed to ensuring the long-term success of our customers’ business applications and 
technology strategies. We have five state-of-the-art data centers and major office locations across the globe. Navisite's 
delivery strategy focuses on technologies, people, processes, and best practices that are in line with your desired need for 
Service Excellence for your customers.  

Navisite specializes in building customized solutions tailored to your exact requirements. We use best-of-breed monitoring, 
management, support tools, and systems designed for Enterprise Managed Hosting solutions.  

Here are just a few ways we differentiate ourselves from our competitors: 

 Industry-leading, high-performance, enterprise-class cloud platforms 
 A portfolio of elastic, scalable, and feature-rich “as-a-service” solutions 
 Superior customer service with the highest service level agreements 
 Unparalleled breadth and depth of managed services skills and experience 
 Flexible, dynamic, responsive, and entrepreneurial culture 

In evaluating and preparing this proposal, it is our intention to respond with as much information as possible to give you an 
accurate representation of our abilities. If selected for the next round of consideration we will ensure any and all remaining 
concerns are covered to your satisfaction. 

Sincerely, 

 

Jeff Lowke, Regional Sales Director 
Navisite LLC 
jlowke@navisite.com  
704-794-8372  
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1 Navisite Overview 
Navisite powers business innovation of the enterprise with its comprehensive portfolio of multi-cloud managed services, 
which spans infrastructure, applications, data, and security. For more than two decades, enterprise clients have relied on 
Navisite to unlock efficiencies and improve execution capabilities, leveraging a client-focused delivery model that couples 
deep technical expertise with state-of-the-art global platform and data centers. 

1.1 The Navisite Advantage 
 Deep technical expertise provided by 900+ engineers with 1500+ professional certifications  
 Global network of state-of-the-art data centers  
 Full spectrum of compliance attestations and support including SSAE SOC 1, SOC 2, ISO 27001, HIPAA, and GDPR 
 ITIL-aligned delivery platform with proven scale  
 Exceptional client service backed by reliable service levels 
 Custom solutions that enable mission-critical workloads 
 Strong industry partnerships with technology leaders 
 Proven track record of 20+ years 

1.2 Benefits 
Key benefits of Navisite’s solutions include: 

 Gain Agility 
Navisite becomes a seamless extension of your IT fabric by delivering a comprehensive solutions portfolio, client-
focused support services, and custom solutions that enable you to optimize execution, compress innovation cycles, 
and build new revenue streams. 

 Enhance Security 
Navisite’s enterprise-grade security model and capabilities provide a comprehensive view of security across 
identity management, real-time detection and response, vulnerability and risk management, all aimed at 
improving the clients’ risk posture.  

 Abstract Complexity 
Navisite’s innovative ‘as-a-service’ portfolio, coupled with professional services, is designed to deliver turnkey 
cloud-enabled solutions for enterprises, thereby accelerating cloud adoption, improving IT resiliency, and 
enhancing overall risk posture.  

 Access Expertise  
Navisite’s deep technical expertise, with 1500+ certifications across 1,000+ employees, coupled with a client-first 
culture, is designed to offer clients with the necessary skills and capabilities to successfully migrate, secure, and 
run IT using a cloud-enabled model. Strong partnerships further supplement this expertise with leading technology 
providers including Microsoft, VMware, Zerto, Alert Logic, Proofpoint, Mimecast, Cisco, and others. 

1.3 The Navisite Approach 
The cornerstone of Navisite’s success is its client-first culture, delivered by a team of highly experienced IT professionals 
who are passionate about your business and dedicated to your success. With a fierce commitment to operational 
excellence, state-of-the-art data centers, and access to multiple network providers, Navisite delivers a comprehensive suite 
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of managed services along with customized IT solutions that meet your current business needs and enable your future 
growth. 

1.4 Navisite Solutions Portfolio 
Navisite has extensive experience as a managed hosting and cloud service provider, and offers solutions to meet stringent 
enterprise requirements. Navisite’s solutions portfolio includes traditional managed services as well as cloud-based services 
leveraging enterprise cloud platforms and the Proximity management portal. 

Application Services 

 Application Managed Services 
 Database Services 
 Custom Application Development 

 Managed Infrastructure Services 

 Managed Hosting 
 Colocation 
 Disaster Recovery 

Managed Cloud Services 

 Public Cloud 
 Private Cloud 
 Hybrid Cloud 
 Productivity and Collaboration 
 Desktop as a Service 

 Professional Services 

 Cloud Migrations 
 Application Services for Cloud 
 Database Refactoring 
 Data Analytics 
 Custom Application Development 

Platform Services 

 SQL Server as a Service 
 Oracle as a Service 
 MySQL as a Service 
 PostgreSQL as a Service 

 Data Analytics 

 Business Intelligence 
 Data Integration Services 
 Data Warehousing Services 
 Design and Strategy 

Cloud Marketplaces 

 AWS Marketplace 
 Azure Marketplace 
 Heroku Marketplace 

 Security and Compliance 

 Compliance 
 Managed Detection and Response 
 PCI 
 HIPAA 
 GDPR 

1.5 World-Class Data Centers 
Navisite operates five SSAE 18-compliant data centers across the U.S. and the U.K. All Navisite data centers provide a 
resilient, secure, and high-performance environment for enterprise IT infrastructure, business applications, and mission-
critical data—enabling reductions in overall operating costs, downtime risk, and application deployments. 

Additionally, Navisite’s data centers offer: 

 Flexible Space Options 
Spread over more than 260,000 square feet of usable space, Navisite data centers provide a combination of slab-
on-grade (concrete) flooring for different cage configurations and raised floors for cabinets.  
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 Enhanced Security 
Our enterprise-class data centers have multiple levels of physical security, including biometric palm scanners at 
entrances, to control entry and card access at all interior and exterior doors. Building entrance requires mandatory 
visitor registration, visitor escorts, and employee badge access. Our strict security measures ensure a reliable, safe 
environment for customer IT operations. 

 Fire Protection 
Navisite data centers have early-warning fire suppression systems with both smoke and high temperature 
detectors and a dry pipe, with a double-interlock fire suppression system. The systems are monitored 24/7 onsite 
as well as at our international network operations centers.  

 Uninterrupted Power 
Navisite’s data centers are powered through highly-redundant and efficient power systems backed by generators 
that can keep the site fully operational at full load for 24 hours with hot refuel capability, without power from the 
electric grid. Parallel UPS systems and battery backup are redundantly supplied by diversely distributed utilities. 
The diverse power routes and redundant switching infrastructure help ensure connections are performance-
optimized. 

 Precision Environment 
Every data center is equipped with data-grade HVAC systems with N+1 redundancy for regulating the air 
temperature and humidity where customer equipment resides. The HVAC systems ensure longer life and 
continuous operations for customer equipment. 

 Network Connectivity 
Navisite’s network is well-supported with a directly-leased Internet connection to high-speed OC3—Internet 
Connection Services. Customers enjoy fast network connectivity (regardless of volume peaks) as well as 100 
percent uptime and excellent response times for hosted business applications and servers. Navisite has a 10 GigE 
Bone connection between Cloud nodes.  

1.6 Going Green 
Navisite is committed to using fewer natural resources and generating less waste in our business through initiatives that we 
call, collectively, "Go Green." Directed by an Executive Steering Committee and our Go Green Working Committee, our 
efforts are targeted through the development of policies, programs, and processes that focus on environmental 
sustainability. These groups are in the process of establishing a set of Go Green initiatives concentrated on enterprise 
sustainability and carbon management, energy management, waste management, supply chain, transportation, internal 
and external engagement and communications, and Go Green employee teams. 
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2 Proposed Services 
Navisite will provide the Oracle Enterprise Edition license requested in the RFP for the Oracle DR server. With the Navisite 
managed Disaster Recovery (DR) service, two servers will be provisioned and set up, one for Oracle DR Server and one for 
the requested Windows VM with the required specification of compute, storage, and operating system.  Navisite will 
configure the database replication with the on-premises production site, and will work with the State’s internal IT team to 
manage replication, backup/restore, and fail-over/fail-back to meet the RTO/RPO requirements of the supported 
application and data. In addition, Navisite will also manage network and security services for the cloud DR site, including 
VPNs, security policies, access management. 

In order to meet the FedRAMP High data requirements, we’re choosing a public Government cloud—Amazon Web Services 
(AWS)—as the hosting provider for the infrastructure, and we as a service provider will offer U.S. only personnel support to 
provide managed services. The specific tools and processes being deployed to access the managed environment are 
included in the service offering, and they can be further assessed once the compliance requirements are clarified in further 
detail. 

Critical to the Tax Division's success is the strength of the cloud environment itself. You need to know that your cloud 
provider can support your workloads, in the global regions you require, at a far less TCO than today. In addition, it must 
operate with the best possible security controls and greatest operational record available. 

 AWS has the most functionality and the most depth within each function of any cloud provider. This means AWS 
can provide the Tax Division with the right tool for the right job for nearly any application.  

 AWS has the most security features and compliance programs, enabling the Tax Division to comply with the most 
demanding security requirements. 

 AWS offers the largest global public cloud footprint in the market. No other cloud provider offers as many regions 
(22) with multiple Availability Zones (70) within 22 geographic regions around the world, and with announced 
plans for 16 more AZs and 5 more AWS Regions in Indonesia, Italy, Japan, South Africa, and Spain. 

 AWS has the largest and most dynamic partner community, with tens of thousands of partners globally, and 
millions of active customers. The AWS partner network includes thousands of systems integrators that specialize in 
AWS services and tens of thousands of independent software vendors (ISVs) that adapt their technology to work 
on AWS. 

 AWS delivers the fastest pace of innovation of all the leading cloud providers. AWS released over 2,300 new 
services and features in 2019 alone, innovating at an unmatched pace, especially in new areas such as Machine 
Learning and Artificial Intelligence, Internet of Things, and Serverless Computing. With AWS, the Tax Division can 
take advantage of the latest technologies to innovate, differentiate, and deliver solutions quickly. 

 AWS has unmatched experience, maturity, reliability, security, and performance. AWS has been delivering cloud 
services for 14 years and has the most operational experience, at greater scale, of any cloud provider. Years of 
operating with many times the usage of any other cloud provider, combined with listening and learning from our 
customers, and our commitment to constant iteration help us deliver superior operational performance that 
customers can depend on for their most important workloads. 

2.1 Database Management Services 
Navisite’s Managed Database Support Service provides the customer 24x7x365 support for all environments. All events 
initiated by Navisite monitoring environment will be handled by the team of Navisite database administrators (“DBA 
team”). The DBA team will have access to customer application support personnel, if needed, to support timely 
troubleshooting and resolution activities.  

When a critical event and/or a “down” environment occurs, Navisite hereby agrees to begin the support process 
immediately upon notification of such event, which is defined as an “acknowledgement” by a Navisite DBA through a ticket 
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update and/or “callback” either to occur within the SLA of any such event. Navisite will adhere to a 24x7 escalation and 
response plan SOP as defined by Customer and Navisite. 

Non-critical support requiring downtime must be scheduled and approved by the customer in writing. All support requests 
must come through Navisite ticket system, which can be facilitated via our web portal, email or phone call, and off-hours 
maintenance must be scheduled through Navisite standard ticketing process.  

2.2 Special Terms and Conditions 
The services described in this section are delivered via a fully managed model only. Hourly support services are described in 
a separate document. 

2.3 Database Services 
 Database performance monitoring 
 Database backup monitoring 
 Database critical event monitoring 
 Diagnostics installation, configuration, and maintenance. 
 Maintenance and troubleshooting 
 Self-Service dynamic database and systems reports 
 Event monitoring 
 Proactive DBA maintenance and troubleshooting 
 Database high availability support 
 Database disaster recovery support 

2.4 Monitoring 
Navisite will proactively monitor all critical services necessary to keep the database environments available for users and 
performing optimally. This is accomplished through the use of custom scripts tailored to the database environment. 
Navisite’s 24x7 Proactive Database Monitoring includes: 

 SOP for all monitored events 
 Database background processes 
 Error log events 
 Space allocation and management 

2.5 Database Maintenance 
Navisite will perform all tasks necessary to keep the database up and running for end users/application access and use. 
Navisite will perform all updates and changes to the database as per standard, agreed upon change control process. 
Navisite will create and follow SOPs for all routine tasks.  

Navisite’s database maintenance includes: 

 SOP for startup/shutdown of all databases 
 SOP for change management of database configuration 
 Management of all database initialization and configuration parameters 
 Troubleshooting of database issues 
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2.6 Database Tuning 
Navisite will work with the customer to identify critical databases and perform proactive tuning and performance 
recommendations. The tuning assessment may include aspects of: 

 Database memory management 
 File I/O statistics 
 Process wait statistics 
 Database initialization and configuration parameters 
 Identification of IO/CPU/Memory intensive SQL statements 
 Identification and recommendations for change of data file, transaction log files, server configuration changes and 

potential performance improvements 

2.7 Patching Management 
 Covers patches, service packs, point releases and hotfixes inclusive to the database systems presented in this 

agreement. 
 Navisite works with customers to cooperatively identify and apply service packs in accord with customer needs and 

requirements. 
 The Customer is responsible for all functional testing of their application. 

2.8 Refreshes 
Navisite will refresh Database instances upon Customer request. Clones may include any or all of the various components of 
an environment. Navisite refresh service includes an SOP for the refresh process. 

2.9 Space Management 
Navisite will work with Customer to manage utilization of storage resources within the database and at the file system level 
for all managed products. Navisite will be responsible for: 

 Determining and implementing optimal data file model  
 Setting database growth parameters 
 Determining ideal layout for data files on the file system 
 Monitoring free space  
 Managing objects including tables, indexes, and temporary database files 

2.10 Change Control/Code Migration 
Changes recommended by Navisite will be submitted to Customer, via Navisite ticket system, for Customer specific change 
control requirements and approvals. Approved changes will be scheduled at a mutual agreed upon time. All requests 
submitted by Customer users of Navisite ticket system is presumed to have completed Customer change control processes 
and have all the necessary approvals.  

Navisite will manage the migration of specified code into the Customer’s environment. Navisite will work with Customer to 
develop a code migration SOP and Navisite will deploy code as defined in the SOP. Customer is responsible for providing 
detailed installation documents/instructions for code deployment, validating the deployment, and for all changes to the 
code and data as a result of a code deployment request. 
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2.11 Database Schema Management 
Navisite will work with Customer to define and integrate the following database schema elements on an “as needed” basis: 

 Creation and maintenance of new schema objects (tables, indexes, stored procedures, etc.)  
 Creation and maintenance of linked servers, user privileges, roles, synonyms, grants, etc. 
 Object storage clause definition for space management 
 Database object reorganization 

2.12 Database Backup Management 
Navisite will work with Customer to define and implement a database backup strategy that meets the business 
requirements for recovery. Navisite will develop, test, deploy and maintain database backup scripts utilizing native toolsets 
or infrastructure backup solutions based on business requirements. Navisite’s backup management includes: 

 Creating, testing, deploying, and maintaining all database backup scripts 
 Monitoring database backup jobs to ensure successful completion 
 Testing database backups to ensure successful recovery with minimal data loss on a yearly basis. Infrastructure 

may be provided by Customer or Navisite depending on other services purchased. 
 Documenting the backup and recovery strategy and process in the Backup and Recovery SOP 

2.13 Database High Availability Support 
Navisite will work with Customer to implement and support the high availability features of the database environment 
when available. Navisite’s 24x7 High Availability support is dependent on specific platforms and will be scoped and 
designed during the sales engagement. 

2.14 Customer Obligations for SQL Administration Managed Services 
 Customer will provide logical access to systems containing databases 
 Customer will allow Navisite to post all necessary information to vendor support services for remediation of issues 
 Provide Navisite a list of users that need access and what level of access to the environment 
 Provide Navisite a list of any escalation contacts and procedures for the database environment 
 Customer to provide server(s) for monitoring tools when remotely managed and not hosted in a Navisite data 

center 
 Customer is responsible for all hardware, software, and administration related to any non-provided toolsets for 

backup, and/or replication when remotely managed and not hosted in a Navisite data center 

2.15 Navisite Partnership with Oracle 
Navisite’s Gold Partner Certification with Oracle demonstrates we have in-depth expertise and excellence in hosting 
services for Oracle applications and technology, including the Oracle E-Business Suite, Oracle's PeopleSoft Enterprise, 
Oracle's Hyperion performance management applications, Oracle's Siebel CRM, Oracle Business Intelligence Foundation, 
Oracle Fusion Middleware, Oracle Database and Oracle Enterprise Linux. 

2.16 Navisite Partnership with AWS 
Navisite is an Amazon Partner Network (APN) Advanced Consulting Partner, which gives us access to a wide range of 
resources and training to deploy, run, and manage applications in the AWS cloud. Our team of highly skilled, certified AWS 
experts will guide you through the entire cloud migration lifecycle—from developing your cloud strategies and initial 
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migration analysis to production cutovers and ongoing support. With expertise across all major relational and open source 
database products, we can manage a wide range of workloads on the AWS cloud, including Oracle, Microsoft, VMware, and 
SAP.  Our 24x7x365 management services are also supported by experts across all leading AWS IaaS and PaaS solutions, 
including Amazon EC2, Amazon RDS and Amazon Aurora. 
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3 Exceptions to the Terms and Conditions 
Navisite suggests the following changes to the terms and conditions provided with the RFQ.  

8. INSURANCE: The apparent successful Vendor shall furnish proof of the insurance identified by a checkmark below and 
must include the State as an additional insured on each policy prior to Contract award. The insurance coverages identified 
below must be maintained through the life of this contract. Thirty (30) days prior to the expiration of the insurance policies, 
Vendor shall provide the Agency with proof that the insurance mandated herein has been continued. Vendor must also 
provide Agency with immediate prompt notice of any changes in its insurance policies, including but not limited to, policy 
cancelation, policy reduction, or change in insurers. The apparent successful Vendor shall also furnish proof of any 
additional insurance requirements contained in the specifications prior to Contract award regardless of whether or not that 
insurance requirement is listed in this section.  

36. INDEMNIFICATION: The Vendor agrees to indemnify, defend, and hold harmless the State and the Agency, their officers, 
and employees from and against third-party claims: (1) Any claims or losses for services rendered by any subcontractor, 
person, or firm performing or supplying services, materials, or supplies in connection with the performance of the Contract; 
(2) Any claims or losses resulting to any person or entity injured or damaged by the Vendor, its officers, employees, or 
subcontractors by the publication, translation, reproduction, delivery, performance, use, or disposition of any data used 
under the Contract in a manner not authorized by the Contract, or by Federal or State statutes or regulations, and (3) Any 
failure of the Vendor, its officers, employees, or subcontractors to observe State and Federal laws including, but not limited 
to, labor and wage and hour laws.  
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5 RFQ Response and Addendum Acknowledgment 
Following this page is the completed Solicitation Form and signed Addendum I.  
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 Item Spec 

#
Part Number Item Description Service Term

Bid item Description and Product Number for Or 

Equal Product Submission
Service Metric/ Unit of Measure Est.Quantity

Unit Cost on 12 

month term

Extended Cost on 12 

month term
Monthly Fee Breakdown

One-time 

Setup Fee

3.1.1.7 Database Cloud Service - Enterprise Edition 12 Months
Eight (8) cores of fully licensed Oracle Database Server 

Enterprise 12c version 12.1; 
OCPU Per Hour 8 23,759.50 190,076.00 

$12,983.33 (perpetual license 

cost); $2,856.33 (monthly 

annual support)

3.1.1.7 Managed Oracle DR Server 12 Months

Qty of 1 Oracle DR Server (8 Core, 32 GB RAM) 

including OS, Database, Backup/Restore, Replication 

Services and Support

Per Server/Database Instance 1 13,588.32 13,588.32 

MRR: 850 (Managed OS/Oracle) 

+ 179.58 (VM) + 102.78 (AWS 

Support)

3.1.1.15 Compute - Virtual Machine Standard 12 Months
Qty of 1 Managed Windows VM (2 Core, 16 GB RAM) 

including OS Services and Support
OCPU Per Hour 2 2,279.64 4,559.28 

MRR: 129.94 (VM) + 250 

(Managed OS)

3.1.1.15.5  Compute - Windows OS 12 Months Included in Managed Windows VM OCPU Per Hour 2 0.00 0.00 0

3.1.1.8  Block Volume 12 Months
Storage Volumes for Oracle DR Server and Windows 

VM

Gigabyte Storage Capacity per 

Month
4096 1.44 5,898.24 $491.52

3.1.1.4  Outbound Data Transfer - First 10 terabytes per month 12 Months
Gigabyte Outbound Data Transfer 

Per Month
1024 1.86 1,902.80 $158.57

3.1.1.6.1 Outbound Data Transfer - Over 10 terabytes per month 12 Months
Gigabyte Outbound Data Transfer 

Per Month
1024 1.86 1,902.80 $158.57

3.1.1.3 Managed Network and Security Service 12 Months
Managed Service including VPN, Security Policy, Access 

Management etc.
Per Managed Environment 1 450.00 450.00 

MRR: $400 (per VPC) + $47.58 

(per S2S VPN)

3.1.1.9  Object Storage 12 Months
Gigabyte Storage Capacity Per 

Month
6144 0.47 2,875.39 $239.62

3.1.1.10 Object Storage Requests 12 Months 10,000 Requests Per Month 1,000 0.65 648.00 $54

3.1.1.17 Training
T&M based training activities based upon 

requirements
Lump Sum 1 150.00 150.00 

 Total Bid Amount 222,050.83 $18,504.24 $1,500.00

No future use of the Contract or any individual item is guaraanteed or implied.

Exhibit A - Pricing Page

Cloud Infrastructure 

The Pricing Page contain a list of the Contract Items and estimated purchase volume.  The estimated purchase volume for each item represents the approximate volume of anticipated purchases only.  


