NOTICE

Please note this bid from The St. Bernard Project, Inc. for the
solicitation DEV2100000002 was received at the Purchasing
Division office prior to the established bid-opening date and
time on September 23, 2020, but did not load properly at the
public bid opening. This response has since been loaded and is

now posted.

Samantha Knapp

Acting Assistant Purchasing Director



West Virginia

Purchasing Division

The following documentation is an electronically-
submitted vendor response to an advertised
solicitation from the West Virginia Purchasing
Bulletin within the Vendor Self-Service portal at
wWVOASIS.gov. As part of the State of West Virginia’s
procurement process, and to maintain the
transparency of the bid-opening process, this
documentation submitted online is publicly posted
by the West Virginia Purchasing Division at
WVPurchasing.gov with any other vendor responses
to this solicitation submitted to the Purchasing
Division in hard copy format.
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Line Comm Ln Desc Qty Unit Issue Unit Price Ln Total Or Contract Amount
1 INITIAL ANNUAL SUBSCRIPTION YEAR 1 1.00000 YR 96774.000000 96774.00

Comm Code Manufacturer Specification Model #

43233700

Commodity Line Comments: SBP will utilize Salesforce as the platform. There is a license fee for each user which includes the full subscription
to the system.

Extended Description:

INITIAL ANNUAL SUBSCRIPTION YEAR 1

Line Comm Ln Desc Qty Unit Issue Unit Price Ln Total Or Contract Amount
10 CUSTOMIZATION FOR DR BRIDGE CASE  1.00000 EA 0.000000 0.00
MANAGEMENT MODULES
Comm Code Manufacturer Specification Model #
43233700

Commodity Line Comments: Total cost for customization included in #8

Extended Description:

CUSTOMIZATION FOR DR BRIDGE CASE MANAGEMENT MODULES

Line Comm Ln Desc Qty Unit Issue Unit Price Ln Total Or Contract Amount
11 IMPLEMENTATION AND TRAINING ONSITE 12.00000 DAY 416.670000 5000.04

Comm Code Manufacturer Specification Model #

43233700

Commodity Line Comments: Includes all travel costs and training delivery.
Extended Description:

IMPLEMENTATION AND TRAINING ONSITE

Line Comm Ln Desc Qty Unit Issue Unit Price Ln Total Or Contract Amount
12 ONLINE TECHNICAL ASSISTANCE YEAR 1 12.00000 MO 338.830000 4065.96

Comm Code Manufacturer Specification Model #

43233700

Commodity Line Comments: SBP will provide ongoing technical assistance for 1 year to provide any support West Virginia needs with the
system and training.

Extended Description:

ONLINE TECHNICAL ASSISTANCE YEAR 1

Date Printed: ~ Sep 23, 2020 Page: 2 FORM ID: WV-PRC-SR-001 2020/05




Line Comm Ln Desc Qty Unit Issue Unit Price Ln Total Or Contract Amount
13 OPTIONAL ONLINE TECHNICAL 12.00000 MO 166.660000 1999.92
ASSISTANCE YEAR 2
Comm Code Manufacturer Specification Model #
43233700

Commodity Line Comments: $1999.92 per year for optional technical assistance.

Extended Description:

OPTIONAL ONLINE TECHNICAL ASSISTANCE YEAR 2

Line Comm Ln Desc Qty Unit Issue Unit Price Ln Total Or Contract Amount
14 OPTIONAL ONLINE TECHNICAL 12.00000 MO 166.660000 1999.92
ASSISTANCE YEAR 3
Comm Code Manufacturer Specification Model #
43233700

Commodity Line Comments: $1999.92 per year for optional technical assistance.

Extended Description:

OPTIONAL ONLINE TECHNICAL ASSISTANCE YEAR 3

Line Comm Ln Desc Qty Unit Issue Unit Price Ln Total Or Contract Amount
15 OPTIONAL ONLINE TECHNICAL 12.00000 MO 166.660000 1999.92
ASSISTANCE YEAR 4
Comm Code Manufacturer Specification Model #
43233700

Commodity Line Comments: $1999.92 per year for optional technical assistance.

Extended Description:

OPTIONAL ONLINE TECHNICAL ASSISTANCE YEAR 4

Line Comm Ln Desc Qty Unit Issue Unit Price Ln Total Or Contract Amount
2 ANNUAL SUBSCRIPTION YEAR 2 1.00000 VYR 58064.400000 58064.40

Comm Code Manufacturer Specification Model #

43233700

Commodity Line Comments: If West Virginia still desires 50 users then the price will be $96,774, as it is $1935.48 per license (or user) per

year. SBP estimates that West Virginia will not need 50 licenses in Year 2 and estimated it at 30 licenses instead.
Extended Description:

ANNUAL SUBSCRIPTION YEAR 2
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Line Comm Ln Desc Qty Unit Issue Unit Price Ln Total Or Contract Amount

3 ANNUAL SUBSCRIPTION YEAR 3 1.00000 YR 38709.600000 38709.60

Comm Code Manufacturer Specification Model #

43233700

Commodity Line Comments: SBP estimates West Virginia may only need 20 licenses in Year 3, price reflects 20.

Extended Description:

ANNUAL SUBSCRIPTION YEAR 3

Line Comm Ln Desc Qty Unit Issue Unit Price Ln Total Or Contract Amount
4 ANNUAL SUBSCRIPTION YEAR 4 1.00000 YR 19354.800000 19354.80

Comm Code Manufacturer Specification Model #

43233700

Commodity Line Comments: SBP estimates West Virginia may only need 10 licenses in the last year of the program, price reflects 10.

Extended Description:

ANNUAL SUBSCRIPTION YEAR 4

Line Comm Ln Desc Qty Unit Issue Unit Price Ln Total Or Contract Amount
5 LICENSING USER FEE 50.00000 EA 0.000000 0.00

Comm Code Manufacturer Specification Model #

43233700

Commodity Line Comments: Licensing User Fee is provided in #1 Initial Annual Subscription Year 1. License and subscription are the same
the same for Salesforce.

Extended Description:

LICENSING USER FEE

Line Comm Ln Desc Qty Unit Issue Unit Price Ln Total Or Contract Amount
6 DOCUMENT STORAGE, MAINTENANCE, 3000.000C EA 0.000000 0.00
AND BACKUP
Comm Code Manufacturer Specification Model #
43233700

Commodity Line Comments: Document Storage, Maintenance, and Backup is included in the cost of the subscription. The platform will be able

to match all requirements set forth by West Virginia.
Extended Description:

DOCUMENT STORAGE, MAINTENANCE, AND BACKUP
Date Printed:  Sep 23, 2020
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Line Comm Ln Desc Qty Unit Issue Unit Price Ln Total Or Contract Amount
7 SECURITY PROTECTION 3000.000C EA 0.000000 0.00

Comm Code Manufacturer Specification Model #

43233700

Commodity Line Comments: Security Protection is included in the cost of the subscription. The platform will be able to match all security
protection requirements set forth by West Virginia.

Extended Description:

SECURITY PROTECTION

Line Comm Ln Desc Qty Unit Issue Unit Price Ln Total Or Contract Amount
8 CUSTOMIZATION FOR DR HOUSING 2.00000 EA 7667.000000 15334.00
CASE MANAGEMENT MODULES
Comm Code Manufacturer Specification Model #
43233700

Commodity Line Comments: Customization cost of $15,334 covers the entire build out of the system including housing, bridges, and demolition.

Extended Description:

CUSTOMIZATION FOR DR HOUSING CASE MANAGEMENT MODULES

Line Comm Ln Desc Qty Unit Issue Unit Price Ln Total Or Contract Amount
9 CUSTOMIZATION FOR DR DEMOLITION ~ 1.00000 EA 0.000000 0.00
CASE MANAGEMENT MODULES
Comm Code Manufacturer Specification Model #
43233700

Commodity Line Comments: Total cost for customization included in #8

Extended Description:

CUSTOMIZATION FOR DR DEMOLITION CASE MANAGEMENT MODULES
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West Virginia Development Office
1900 Kanawha Blvd E
Charleston, WV 25305

a2

Dear West Virginia Development Office,

SBP has provided a quote for the development and implementation of a Disaster Case
Management System for the West Virginia Development Office.

SBP is a disaster recovery and resilience non-profit organization working to shrink the time
between disaster and recovery. Our team is committed to West Virginia’s success and the
efficient recovery of its clients across the state. SBP has been a part of West Virginia’s recovery
since July 2016 when we sent a response team to Richwood to provide recovery support and
subsequently launched our rebuilding efforts in Greenbrier County, providing homes and home
repairs for over 100 families.

SBP is prepared to deliver a Disaster Case Management Software System for the West Virginia
Development Office and meet all requirements set forth in the CRFQ. We will also work closely
with leadership to build any additional workflow processes as needed.

SBP has utilized our Salesforce system for over 10 years in managing hundreds of thousands of
volunteers, donors, and clients. Additionally, SBP worked in partnership with the Greater Houston
Community Foundation to create Harvey Home Connect, a Salesforce solution for housing
focused disaster case management after Hurricane Harvey. This system has served thousands of
clients and continues to expand to meet other unmet and emerging needs in southeastern Texas.
A similar model was replicated successfully in Grand Bahama following Hurricane Dorian with
consulting from SBP.

We understand the immediate need for an electronic system of record for West Virginia’s
CDBG-DR program and we will meet this timeframe so the West Virginia Development Office can
continue to serve eligible applicants across the state.

Our team’s commitment to West Virginia is enduring and personal. We will use every tool at our
disposal to help execute the program successfully. The products and services we describe will
exceed all program requirements and our pricing is very competitive. We look forward to an
opportunity to continue our service to the people of West Virginia.

If there are any questions about SBP’s proposed quote, please contact our Point Person, Reese
May.

Sincerely,

/2

Reese May, Chief Strategy & Innovation Officer
reese@sbpusa.org
601.310.6744

CRFQ 0307 DEV2100000002
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REQUEST FOR QUOTATION
Disaster Recovery Case Management System and Service

11. MISCELLANEOUS:

11.1. Contract Manager: During its performance of this Contract, Vendor must designate
and maintain a primary contract manager responsible for overseeing Vendor’s
responsibilities under this Contract. The Contract manager must be available during
normal business hours to address any customer service or other issues related to this
Contract. Vendor should list its Contract manager and his or her contact information
below.

Contract Manager: _Aly Briscoe
Telephone Number: 425.381.0079
Fax Number: 866-392-1158

Email Address: abriscoe@sbpusa.org

Revised 12/12/2017



DESIGNATED CONTACT: Vendor appoints the individual identified in this Section as the
Contract Administrator and the initial point of contact for matters relating to this Contract.

Chief Strategy & Innovation Officer

(Name, Title)

Reese May, Chief Strategy & Innovation Officer
(Printed Name and Title)

2645 Toulouse St. New Orleans. LA 70119
(Address)

601.310.6744

(Phone Number) / (Fax Number)

Reese@sbpusa.org
(email address)

CERTIFICATION AND SIGNATURE: By signing below, or submitting documentation
through wvOASIS, I certify that I have reviewed this Solicitation in its entirety; that I understand
the requirements, terms and conditions, and other information contained herein; that this bid, offer
or proposal constitutes an offer to the State that cannot be unilaterally withdrawn; that the product
or service proposed meets the mandatory requirements contained in the Solicitation for that
product or service, unless otherwise stated herein; that the Vendor accepts the terms and
conditions contained in the Solicitation, unless otherwise stated herein; that I am submitting this
bid, offer or proposal for review and consideration; that [ am authorized by the vendor to execute
and submit this bid, offer, or proposal, or any documents related thereto on vendor’s behalf; that

I am authorized to bind the vendor in a contractual relationship; and that to the best of my
knowledge, the vendor has properly registered with any State agency that may require
registration.

The St. Bernard Project, Inc., dba SBP, Inc.
(Company)

/@gﬂ' Reese May. Chief Strategy & Innovation Officer

(Authorized Signature) (Representative Name, Title)

Reese May, Chief Strategy & Innovation Officer
(Printed Name and Title of Authorized Representative)

9/23/2020
(Date)

601.310.6744 (cell) 866-392-1158 (fax)
(Phone Number) (Fax Number)

Revised 01/09/2020



ADDENDUM ACKNOWLEDGEMENT FORM
SOLICITATION NO.:

Instructions: Please acknowledge receipt of all addenda issued with this solicitation by
completing this addendum acknowledgment form. Check the box next to each addendum
received and sign below. Failure to acknowledge addenda may result in bid disqualification.

Acknowledgment: I hereby acknowledge receipt of the following addenda and have made the
necessary revisions to my proposal, plans and/or specification, etc.

Addendum Numbers Received:
(Check the box next to each addendum received)

Addendum No. 1 [] Addendum No. 6
Addendum No. 2 [] Addendum No. 7
[] Addendum No. 3 [J Addendum No. 8
[J Addendum No. 4 [J Addendum No. 9
[[J Addendum No. 5 [] Addendum No. 10

I understand that failure to confirm the receipt of addenda may be cause for rejection of this bid.
I further understand that any verbal representation made or assumed to be made during any oral
discussion held between Vendor’s representatives and any state personnel is not binding. Only
the information issued in writing and added to the specifications by an official addendum is
binding.

The St. Bernard Project, Inc., dba SBP, Inc.
Company

Authorized Signature

9/23/2020
Date

NOTE: This addendum acknowledgement should be submitted with the bid to expedite
document processing.

Revised 01/09/2020
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Software as a Service Addendum

1. Definitions:

Acceptable alternative data center location means a country that is identified as providing
equivalent or stronger data protection than the United States, in terms of both regulation
and enforcement. DLA Piper’s Privacy Heatmap shall be utilized for this analysis and may
be found at https://www.dlapiperdataprotection.com/index.html?t=world-
map&c=US&c2=IN.

Authorized Persons means the service provider's employees, contractors, subcontractors
or other agents who have responsibility in protecting or have access to the public
jurisdiction’s personal data and non-public data to enable the service provider to perform
the services required.

Data Breach means the unauthorized access and acquisition of unencrypted and
unredacted personal data that compromises the security or confidentiality of a public
jurisdiction’s personal information and that causes the service provider or public
jurisdiction to reasonably believe that the data breach has caused or will cause identity
theft or other fraud.

Individually Identifiable Health Information means information that is a subset of health
information, including demographic information collected from an individual, and (1) is
created or received by a health care provider, health plan, employer or health care
clearinghouse; and (2) relates to the past, present or future physical or mental health or
condition of an individual; the provision of health care to an individual; or the past, present
or future payment for the provision of health care to an individual; and (a) that identifies
the individual; or (b) with respect to which there is a reasonable basis to believe the
information can be used to identify the individual.

Non-Public Data means data, other than personal data, that is not subject to distribution
to the public as public information. It is deemed to be sensitive and confidential by the
public jurisdiction because it contains information that is exempt by statute, ordinance or
administrative rule from access by the general public as public information.

Personal Data means data that includes information relating to a person that identifies
the person by first name or first initial, and last name, and has any of the following
personally identifiable information (PIl): government-issued identification numbers (e.g.,
Social Security, driver’s license, state identification card); financial account information,
including account number, credit or debit card numbers; or protected health information
(PHI).

Protected Health Information (PHI) means individually identifiable health information
transmitted by electronic media, maintained in electronic media, or transmitted or
maintained in any other form or medium. PHI excludes education records covered by the
Family Educational Rights and Privacy Act (FERPA), as amended, 20 U.S.C. 1232g,
records described at 20 U.S.C. 1232g(a)(4)(B)(iv) and employment records held by a
covered entity in its role as employer.
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Public Jurisdiction means any government or government agency that uses these terms
and conditions. The term is a placeholder for the government or government agency.

Public Jurisdiction Data means all data created or in any way originating with the public
jurisdiction, and all data that is the output of computer processing or other electronic
manipulation of any data that was created by or in any way originated with the public
jurisdiction, whether such data or output is stored on the public jurisdiction’s hardware,
the service provider's hardware or exists in any system owned, maintained or otherwise
controlled by the public jurisdiction or by the service provider.

Public Jurisdiction Identified Contact means the person or persons designated in writing
by the public jurisdiction to receive security incident or breach notification.

Restricted data means personal data and non-public data.

Security Incident means the actual unauthorized access to personal data or non-public
data the service provider believes could reasonably result in the use, disclosure or theft
of a public jurisdiction’s unencrypted personal data or non-public data within the
possession or control of the service provider. A security incident may or may not turn into
a data breach.

Service Provider means the contractor and its employees, subcontractors, agents and
affiliates who are providing the services agreed to under the contract.

Software-as-a-Service (SaaS) means the capability provided to the consumer to use the
provider's applications running on a cloud infrastructure. The applications are accessible
from various client devices through a thin-client interface such as a Web browser (e.g.,
Web-based email) or a program interface. The consumer does not manage or control the
underlying cloud infrastructure including network, servers, operating systems, storage or
even individual application capabilities, with the possible exception of limited user-specific
application configuration settings.

2. Data Ownership: The public jurisdiction will own all right, title and interest in its data
that is related to the services provided by this contract. The service provider shall not
access public jurisdiction user accounts or public jurisdiction data, except (1) in the course
of data center operations, (2) in response to service or technical issues, (3) as required
by the express terms of this contract or (4) at the public jurisdiction’s written request.

3. Data Protection and Privacy: Protection of personal privacy and data shall be an
integral part of the business activities of the service provider to ensure there is no
inappropriate or unauthorized use of public jurisdiction information at any time. To this
end, the service provider shall safeguard the confidentiality, integrity and availability of
public jurisdiction information and comply with the following conditions:
a) The service provider shall implement and maintain appropriate administrative,
technical and physical security measures to safeguard against unauthorized
access, disclosure or theft of personal data and non-public data. In Appendix A,
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the public jurisdiction shall indicate whether restricted information will be
processed by the service provider. Such security measures shall be in accordance
with recognized industry practice and not less stringent than the measures the
service provider applies to its own personal data and non-public data of similar
kind. The service provider shall ensure that all such measures, including the
manner in which personal data and non-public data are collected, accessed, used,
stored, processed, disposed of and disclosed, comply with applicable data
protection and privacy laws, as well as the terms and conditions of this Addendum
and shall survive termination of the underlying contract.

The service provider represents and warrants that its collection, access, use,
storage, disposal and disclosure of personal data and non-public data do and will
comply with all applicable federal and state privacy and data protection laws, as
well as all other applicable regulations, policies and directives.

The service provider shall support third-party multi-factor authentication integration
with the public jurisdiction third-party identity provider to safeguard personal data
and non-public data.

If, in the course of its engagement by the public jurisdiction, the service provider
has access to or will collect, access, use, store, process, dispose of or disclose
credit, debit or other payment cardholder information, the service provider shall at
all times remain in compliance with the Payment Card Industry Data Security
Standard (“PClI DSS”) requirements, including remaining aware at all times of
changes to the PCI DSS and promptly implementing all procedures and practices
as may be necessary to remain in compliance with the PCI DSS, in each case, at
the service provider's sole cost and expense. All data obtained by the service
provider in the performance of this contract shall become and remain the property
of the public jurisdiction.

All personal data shall be encrypted at rest and in transit with controlled access.

Unless otherwise stipulated, the service provider is responsible for encryption of
the personal data.

Unless otherwise stipulated, the service provider shall encrypt all non-public data
at rest and in transit, in accordance with recognized industry practice. The public
jurisdiction shall identify data it deems as non-public data to the service provider.
At no time shall any data or process — that either belong to or are intended for the
use of a public jurisdiction or its officers, agents or employees — be copied,
disclosed or retained by the service provider or any party related to the service
provider for subsequent use in any transaction that does not include the public
jurisdiction.

The service provider shall not use or disclose any information collected in
connection with the service issued from this proposal for any purpose other than
fulfilling the service.

Data Location. For non-public data and personal data, the service provider shall
provide its data center services to the public jurisdiction and its end users solely
from data centers in the U.S. Storage of public jurisdiction data at rest shall be
located solely in data centers in the U.S. The service provider shall not allow its
personnel or contractors to store public jurisdiction data on portable devices,
including personal computers, except for devices that are used and kept only at its
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U.S. data centers. With agreement from the public jurisdiction, this term may be
met by the service provider providing its services from an acceptable alternative
data center location, which agreement shall be stated in Appendix A. The Service
Provider may also request permission to utilize an acceptable alternative data
center location during a procurement’s question and answer period by submitting
a question to that effect. The service provider shall permit its personnel and
contractors to access public jurisdiction data remotely only as required to provide
technical support.

4. Security Incident or Data Breach Notification: The service provider shall inform the
public jurisdiction of any confirmed security incident or data breach.

a)

Incident Response: The service provider may need to communicate with outside
parties regarding a security incident, which may include contacting law
enforcement, fielding media inquiries and seeking external expertise as defined by
law or contained in the contract. Discussing security incidents with the public
jurisdiction shall be handled on an urgent as-needed basis, as part of service
provider communication and mitigation processes defined by law or contained in
the contract.

Security Incident Reporting Requirements: The service provider shall report a
confirmed Security Incident as soon as practicable, but no later than twenty-four
(24) hours after the service provider becomes aware of it, to: (1) the department
privacy officer, by email, with a read receipt, identified in Appendix A; and, (2)
unless otherwise directed by the public jurisdiction in the underlying contract, the
WVOT Online Computer Security and Privacy Incident Reporting System at
https://apps.wv.gov/ot/ir/Default.aspx, and (3) the public jurisdiction point of
contact for general contract oversight/administration. The following information
shall be shared with the public jurisdiction: (1) incident phase (detection and
analysis; containment, eradication and recovery; or post-incident activity), (2)
projected business impact, and, (3) attack source information.

Breach Reporting Requirements: Upon the discovery of a data breach or
unauthorized access to non-public data, the service provider shall immediately
report to: (1) the department privacy officer, by email, with a read receipt, identified
in Appendix A; and, (2) unless otherwise directed by the public jurisdiction in the
underlying contract, the WVOT Online Computer Security and Privacy Incident
Reporting System at https://apps.wv.gov/ot/ir/Default.aspx, and the public
jurisdiction point of contact for general contract oversight/administration.

5. Breach Responsibilities: This section only applies when a data breach occurs with
respect to personal data within the possession or control of the service provider.

a)

Immediately after being awarded a contract, the service provider shall provide the
public jurisdiction with the name and contact information for an employee of service
provider who shall serve as the public jurisdiction’s primary security contact and
shall be available to assist the public jurisdiction twenty-four (24) hours per day,
seven (7) days per week as a contact in resolving obligations associated with a
data breach. The service provider may provide this information in Appendix A.
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b)

d)

Immediately following the service provider's notification to the public jurisdiction of
a data breach, the parties shall coordinate cooperate with each other to investigate
the data breach. The service provider agrees to fully cooperate with the public
jurisdiction in the public jurisdiction’s handling of the matter, including, without
limitation, at the public jurisdiction’s request, making available all relevant records,
logs, files, data reporting and other materials required to comply with applicable
law and regulation.

Within 72 hours of the discovery, the service provider shall notify the parties listed
in 4(c) above, to the extent known: (1) date of discovery; (2) list of data elements
and the number of individual records; (3) description of the unauthorized persons
known or reasonably believed to have improperly used or disclosed the personal
data; (4) description of where the personal data is believed to have been
improperly transmitted, sent, or utilized; and, (5) description of the probable
causes of the improper use or disclosure.

The service provider shall (1) cooperate with the public jurisdiction as reasonably
requested by the public jurisdiction to investigate and resolve the data breach, (2)
promptly implement necessary remedial measures, if necessary, and prevent any
further data breach at the service provider's expense in accordance with
applicable privacy rights, laws and regulations and (3) document responsive
actions taken related to the data breach, including any post-incident review of
events and actions taken to make changes in business practices in providing the
services, if necessary.

If a data breach is a direct result of the service provider’s breach of its contract
obligation to encrypt personal data or otherwise prevent its release, the service
provider shall bear the costs associated with (1) the investigation and resolution of
the data breach; (2) notifications to individuals, regulators or others required by
state or federal law; (3) a credit monitoring service (4) a website or a toll-free
number and call center for affected individuals required by state law — all not to
exceed the average per record per person cost calculated for data breaches in the
United States in the most recent Cost of Data Breach Study: Global Analysis
published by the Ponemon Institute at the time of the data breach (or other similar
publication if the named publication has not issued an updated average per record
per cost in the last 5 years at the time of the data breach); and (5) complete all
corrective actions as reasonably determined by service provider based on root
cause. The service provider agrees that it shall not inform any third party of any
data breach without first obtaining the public jurisdiction’s prior written consent,
other than to inform a complainant that the matter has been forwarded to the public
jurisdiction’s legal counsel and/or engage a third party with appropriate expertise
and confidentiality protections for any reason connected to the data breach. Except
with respect to where the service provider has an independent legal obligation to
report a data breach, the service provider agrees that the public jurisdiction shall
have the sole right to determine: (1) whether notice of the data breach is to be
provided to any individuals, regulators, law enforcement agencies, consumer
reporting agencies or others, as required by law or regulation, or otherwise in the
public jurisdiction’s discretion; and (2) the contents of such notice, whether any

5
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type of remediation may be offered to affected persons, and the nature and extent
of any such remediation. The service provider retains the right to report activity to
law enforcement.

6. Notification of Legal Requests: The service provider shall contact the public
jurisdiction upon receipt of any electronic discovery, litigation holds, discovery searches
and expert testimonies related to the public jurisdiction’s data under this contract, or which
in any way might reasonably require access to the data of the public jurisdiction. The
service provider shall not respond to subpoenas, service of process and other legal
requests related to the public jurisdiction without first notifying the public jurisdiction,
unless prohibited by law from providing such notice.

7. Termination and Suspension of Service:

a) In the event of a termination of the contract, the service provider shall implement
an orderly return of public jurisdiction data within the time period and format
specified in the contract (or in the absence of a specified time and format, a mutually
agreeable time and format) and after the data has been successfully returned,
securely and permanently dispose of public jurisdiction data.

b) During any period of service suspension, the service provider shall not take any
action to intentionally erase any public jurisdiction data.

c) In the event the contract does not specify a time or format for return of the public
jurisdiction’s data and an agreement has not been reached, in the event of
termination of any services or agreement in entirety, the service provider shall not
take any action to intentionally erase any public jurisdiction data for a period of:

e 10 days after the effective date of termination, if the termination is in
accordance with the contract period
e 30 days after the effective date of termination, if the termination is for
convenience
e 60 days after the effective date of termination, if the termination is for
cause
After such period, the service provider shall have no obligation to maintain or
provide any public jurisdiction data and shall thereafter, unless legally prohibited,
delete all public jurisdiction data in its systems or otherwise in its possession or
under its control.

d) The public jurisdiction shall be entitled to any post-termination assistance generally
made available with respect to the services, unless a unique data retrieval
arrangement has been established as part of the Contract.

e) The service provider shall securely dispose of all requested data in all of its forms,
such as disk, CD/ DVD, backup tape and paper, when requested by the public
jurisdiction. Data shall be permanently deleted and shall not be recoverable,
according to National Institute of Standards and Technology (NIST)-approved
methods. Certificates of destruction shall be provided to the public jurisdiction.

8. Background Checks: The service provider shall conduct criminal background checks
in compliance with W.Va. Code §15-2D-3 and not utilize any staff to fulfill the obligations
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of the contract, including subcontractors, who have been convicted of any crime of
dishonesty, including but not limited to criminal fraud, or otherwise convicted of any felony
or misdemeanor offense for which incarceration for up to 1 year is an authorized penalty.
The service provider shall promote and maintain an awareness of the importance of
securing the public jurisdiction’s information among the service provider's employees and
agents.

9. Oversight of Authorized Persons: During the term of each authorized person's
employment or engagement by service provider, service provider shall at all times cause
such persons to abide strictly by service provider's obligations under this Agreement and
service provider's standard policies and procedures. The service provider further agrees
that it shall maintain a disciplinary process to address any unauthorized access, use or
disclosure of personal data by any of service provider's officers, partners, principals,
employees, agents or contractors.

10. Access to Security Logs and Reports: The service provider shall provide reports
to the public jurisdiction in CSV format agreed to by both the service provider and the
public jurisdiction. Reports shall include user access (successful and failed attempts),
user access IP address, user access history and security logs for all public jurisdiction
files and accounts related to this contract.

11. Data Protection Self-Assessment: The service provider shall perform a Cloud
Security Alliance STAR Self-Assessment by completing and submitting the “Consensus
Assessments Initiative Questionnaire” to the Public Jurisdiction Identified Contact. The
service provider shall submit its self-assessment to the public jurisdiction prior to contract
award and, upon request, annually thereafter, on the anniversary of the date of contract
execution. Any deficiencies identified in the assessment will entitle the public jurisdiction
to disqualify the bid or terminate the contract for cause.

12. Data Center Audit: The service provider shall perform an audit of its data center(s)
at least annually at its expense and provide a redacted version of the audit report upon
request. The service provider may remove its proprietary information from the redacted
version. A Service Organization Control (SOC) 2 audit report or approved equivalent sets
the minimum level of a third-party audit. Any deficiencies identified in the report or
approved equivalent will entitle the public jurisdiction to disqualify the bid or terminate the
contract for cause.

13. Change Control and Advance Notice: The service provider shall give 30 days,
advance notice (to the public jurisdiction of any upgrades (e.g., major upgrades, minor
upgrades, system changes) that may impact service availability and performance. A
major upgrade is a replacement of hardware, software or firmware with a newer or better
version in order to bring the system up to date or to improve its characteristics.

14. Security:
a) At a minimum, the service provider's safeguards for the protection of data shall
include: (1) securing business facilities, data centers, paper files, servers, back-up
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systems and computing equipment, including, but not limited to, all mobile devices
and other equipment with information storage capability; (2) implementing network,
device application, database and platform security; 3) securing information
transmission, storage and disposal; (4) implementing authentication and access
controls within media, applications, operating systems and equipment, (5)
implementing appropriate personnel security and integrity procedures and
practices, including, but not limited to, conducting background checks consistent
with applicable law; and (6) providing appropriate privacy and information security
training to service provider's employees.

b) The service provider shall execute well-defined recurring action steps that identify
and monitor vulnerabilities and provide remediation or corrective measures. Where
the service provider's technology or the public jurisdiction’s required dependence
on a third-party application to interface with the technology creates a critical or high
risk, the service provider shall remediate the vulnerability as soon as possible. The
service provider must ensure that applications used to interface with the service
provider's technology remain operationally compatible with software updates.

c) Upon the public jurisdiction’s written request, the service provider shall provide a
high-level network diagram with respect to connectivity to the public jurisdiction’s
network that illustrates the service provider's information technology network
infrastructure.

15. Non-disclosure and Separation of Duties: The service provider shall enforce
separation of job duties, require commercially reasonable non-disclosure agreements,
and limit staff knowledge of public jurisdiction data to that which is absolutely necessary
to perform job duties.

16. Import and Export of Data: The public jurisdiction shall have the ability to securely
import, export or dispose of data in standard format in piecemeal or in entirety at its
discretion without interference from the service provider. This includes the ability for the
public jurisdiction to import or export data to/from other service providers identified in the
contract (or in the absence of an identified format, a mutually agreeable format).

17. Responsibilities: The service provider shall be responsible for the acquisition and
operation of all hardware, software and network support related to the cloud services
being provided. The technical and professional activities required for establishing,
managing and maintaining the environments are the responsibilities of the service
provider.

18. Subcontractor Compliance: The service provider shall ensure that any of its
subcontractors to whom it provides any of the personal data or non-public data it receives
hereunder, or to whom it provides any personal data or non-public data which the service
provider creates or receives on behalf of the public jurisdiction, agree to the restrictions,
terms and conditions which apply to the service provider hereunder.

19. Right to Remove Individuals: The public jurisdiction shall have the right at any time
to require that the service provider remove from interaction with public jurisdiction any
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service provider representative who the public jurisdiction believes is detrimental to its
working relationship with the service provider. The public jurisdiction shall provide the
service provider with notice of its determination, and the reasons it requests the removal.
If the public jurisdiction signifies that a potential security violation exists with respect to
the request, the service provider shall immediately remove such individual. The service
provider shall not assign the person to any aspect of the contract without the public
jurisdiction’s consent.

20. Business Continuity and Disaster Recovery: The service provider shall provide a
business continuity and disaster recovery plan executive summary upon request. Lack of
a plan will entitle the public jurisdiction to terminate this contract for cause.

21. Compliance with Accessibility Standards: The service provider shall comply with
and adhere to Accessibility Standards of Section 508 Amendment to the Rehabilitation
Act of 1973.

22. Web Services: The service provider shall use web services exclusively to interface
with the public jurisdiction’s data in near real time when possible.

23. Encryption of Data at Rest: The service provider shall ensure hard drive encryption
consistent with validated cryptography standards as referenced in FIPS 140-2, Security
Requirements for Cryptographic Modules for all personal data.

24. Subscription Terms: Service provider grants to a public jurisdiction a license to:
a. Access and use the service for its business purposes;
b. For Saa$S, use underlying software as embodied or used in the service; and
c. View, copy, upload, download (where applicable), and use service provider’s
documentation.

25. Equitable Relief: Service provider acknowledges that any breach of its covenants or
obligations set forth in Addendum may cause the public jurisdiction irreparable harm for
which monetary damages would not be adequate compensation and agrees that, in the
event of such breach or threatened breach, the public jurisdiction is entitled to seek
equitable relief, including a restraining order, injunctive relief, specific performance and
any other relief that may be available from any court, in addition to any other remedy to
which the public jurisdiction may be entitled at law or in equity. Such remedies shall not
be deemed to be exclusive but shall be in addition to all other remedies available at law
or in equity, subject to any express exclusions or limitations in this Addendum to the
contrary.

AGREED:

The St. Bernard Project, Inc.,
Name of Agency: Name of Vendor:._dba SBP, Inc.

Signature: Signature: @
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Title: Title: Chief Strategy & Innovation Officer

Date: Date: 9/23/2020
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