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Master Terms and Conditions USVN08122019

BY CLICKING A BOX INDICATING YOUR ACCEPTANCE OR BY SIGNING AN 
ORDER REFERENCING THESE MASTER TERMS AND CONDITIONS (INCLUDING 
ALL REFERENCED DOCUMENTS OR LINKS HEREIN, THE “MASTER TERMS AND 
CONDITIONS” AND ALONG WITH ALL ORDERS, THE “AGREEMENT”) ON BEHALF 
OF THE COMPANY SET FORTH IN SUCH ORDER THE SIGNER IS HEREBY 
ENTERING INTO THE MASTER TERMS AND CONDITIONS AND THE AGREEMENT 
ON BEHALF OF SUCH COMPANY (THE “CUSTOMER”) WITH THE WORKIVA 
ENTITY ALSO NAMED IN SUCH ORDER (“WORKIVA”). IN DOING SO THE SIGNER 
REPRESENTS THAT HE OR SHE HAS THE AUTHORITY TO BIND CUSTOMER AND 
ITS AFFILIATES TO THESE MASTER TERMS AND CONDITIONS AND THE 
AGREEMENT.

1.0          Services. Subscription Services and Professional Services (collectively 
referred to herein as, the “Services”) are each available for Customer as set forth in 
these Master Terms and Conditions and the applicable ordering document (in the case 
of Subscription Services, a “Subscription Order,” in the case of Professional Services, a 
“Services Order,” “Statement of Work,” or a “SOW,”  and for purposes of the Agreement, 
these ordering documents may be collectively referred to as, “Orders” or individually as, 
an “Order”) entered into by Workiva and Customer.

1.1          Professional Services. Workiva shall provide professional Services such as 
setups, trainings, and other professional services (“Professional Services”) as set forth 
in the applicable Services Order. Customer agrees to the Professional Services terms 
found here www.workiva.com/professionalserviceaddendum which will apply to 
Workiva’s provision of Professional Services.

1.2          Subscription Services.

(a)          Pursuant to the terms of the Agreement, Workiva shall provide Customer with 
subscription based access, exercisable through Customer’s Users (defined below), to 
the Software (the “Subscription Services”). The Subscription Services include Software 
related support as set forth in the Subscription Order (“Support”). “Software” means 
Workiva’s cloud based software programs which are made up of Workiva’s proprietary 
software and applicable Third Party Software (as the case may be), as more adequately 
described in the applicable Subscription Order, and the Documentation. 
“Documentation” means the manuals, specifications, and other materials describing the 
functionality, features, and operating characteristics of the Software, available at https://
success.wdesk.com/help, including any updates thereto. “Third Party Software” means 
software and services authored by a third party, including, the Google App Engine and 
Amazon Web Services.



(b)          During the Subscription Term, subject to the terms of the Agreement, Workiva 
grants to Customer and its Users, a non-exclusive, non-transferable, worldwide right 
and license to access, use, and display the Software in connection with the Subscription 
Services. “Users” means employees of Customer or Named Affiliates that are provided 
with (or that Workiva provides at Customer’s request) user identifications and 
passwords to Customer’s account.  Users may include consultants, contractors, agents, 
and third parties with which Customer transacts business. For the avoidance of doubt, 
Users must be human.  Users registered as, or by, “bots” or other automated methods, 
are not permitted.  Accordingly, Workiva reserves the right to suspend any such Users 
without notice to Customer.  Users will be determined on a named user basis rather 
than on a concurrent user or shared user basis; provided that Customer may reassign 
different individuals on a reasonable basis (e.g., an employee changes positions or 
leaves Customer’s employ). Customer is responsible for each of its Users’ acts and 
omissions and remains liable to Workiva for any User’s (including an authorized third 
party acting as a User on Customer’s behalf) breach of the Agreement.

(c)           Over the course of the Agreement Term Workiva may, in its sole discretion, 
update features, functionality, software, or user types that Customer accesses pursuant 
to an active Order; provided that such updates will be at no cost to Customer and will 
not materially degrade existing features and functionality. Accordingly, Workiva reserves 
the right to update Customer’s Software accordingly so that it remains current with the 
then current version of Software available to Workiva’s customers generally. In addition, 
Workiva may release new features, functionality, software, or user types that are only 
available under a different pricing model or on a version of Software other than the 
version Customer currently accesses. In the event Customer desires to purchase any 
new features Workiva reserves the right, in its sole discretion, to update Customer’s 
account, pricing model, or Software version to facilitate the provision of such new 
features.

1.3          Services to Customer Affiliates.

(a)          “Affiliate” means any corporation, partnership, joint venture, joint stock 
company, limited liability company, trust, estate, association, or other entity the 
existence of which is recognized by any governmental authority, (collectively an “Entity”) 
that directly or indirectly through one or more intermediaries, controls or is controlled by 
or is under common control with either Customer or Workiva or any Entity in which 
Customer or Workiva has any direct or indirect ownership interest, whether controlling 
or not, of at least 50%, at any time during the Agreement Term (defined in Section 4.1 
below). For purposes of this definition the term “controls”, “is controlled by” or “under 
common control with” means the possession, direct or indirect, of the power to direct or 
cause the direction of the management and policies of such entity, whether through the 
ownership of voting securities, by contract or otherwise.

(b)          Customer may only permit Affiliates named in an Order (“Named Affiliate”), and 
such Affiliates’ employees, to access the Software pursuant to Customer’s Agreement 



(in contrast to accessing the Software pursuant to such Affiliate’s own Agreement). 
Customer will be responsible for any Named Affiliate’s, or its Users’, compliance with the 
terms of the Agreement and, for purposes of the foregoing, all obligations of Customer 
shall apply equally to each such Named Affiliate that receives Services under a 
Customer Order.

2.0          Security; Customer Data.

2.1          Security. As a part of the Services Workiva shall maintain appropriate 
administrative, physical, and technical safeguards for the security, confidentiality and 
integrity of any data or information inputted, edited, authored, generated, managed, or 
otherwise submitted by Customer or its Users into Customer’s subscription account 
(“Customer Data”), as described in Workiva’s Security standards set forth here 
www.workiva.com/securityrequirements_3.0 (“Security Standards”). The Security 
Standards shall be deemed compliant with Workiva’s obligations to protect Customer 
Data as set forth in the Agreement. To the extent Customer Data includes personal data, 
Workiva represents and warrants to only process such data pursuant to Customer’s 
requests or as otherwise set forth in the Data Processing Agreement as set forth here 
www.workiva.com/dataprocessingagreement_1.0 (the “Data Processing Agreement” or 
“DPA”).

2.2          Customer Data; Other Responsibilities. Workiva shall not modify, disclose 
(except as compelled by law in accordance with Section 5.4, to perform Services or as 
expressly permitted in writing by Customer), or access (except to provide or improve the 
Software or Services and prevent or address service or technical problems, or at 
Customer’s request in connection with Support) Customer Data. Workiva and its service 
providers may not otherwise collect, use, disclose, or utilize Customer Data. Workiva 
shall provide the Services in accordance with applicable laws and government 
regulations. Except as otherwise agreed in writing and subject to Workiva’s warranties 
set forth herein, (a) Customer is responsible for the accuracy, truthfulness, consistency, 
completeness, and any output from the Software, and (b) Workiva will neither have the 
responsibility to review, nor any liability as to the accuracy of, any information or content 
posted by Customer or its Users. Customer is responsible for any consents necessary 
for the collection, use and disclosure of all Customer Data in accordance with the 
Agreement. Customer’s and its Users’ use of the Software will comply with applicable 
local, state, federal and international law, regulations and conventions, including without 
limitation those related to data privacy, international communications, and the 
exportation of technical or personal data. Customer represents and warrants to Workiva 
that Customer has sufficient rights in the Customer Data to authorize Workiva to collect, 
use, disclose, process, distribute and display the Customer Data as contemplated by 
the Agreement, and that the Customer Data and its use hereunder will not violate or 
infringe the rights of any third party. The security, deletion, correction, accuracy, quality, 
integrity, legality, reliability, appropriateness, intellectual property ownership in, or right to 
use any Customer Data transmitted, exported, or sent from the Software to any third 
party software environment or system, shall be solely subject to the terms of Customer’s 



agreement with such third party and Workiva will have no responsibility for Customer’s 
use of, or Customer Data stored or residing on, such third party software environment or 
system and the terms of this Agreement will not apply.

2.3          Web Analytics. In providing the Services, Workiva utilizes the services of 
Google and Amazon (“Cloud Hosting Providers”). Workiva and its Cloud Hosting 
Providers may record and collect aggregated and statistical data derived from the 
operation of the Services, including, without limitation, information related to Customer’s 
subscription account activity (e.g., typical web analytics, which includes latency, packet 
size, hops, and source destination) (the “Aggregated Statistical Information”). Without 
limiting the confidentiality rights and protections set forth in this Agreement, Workiva 
owns the Aggregated Statistical Information. Nothing herein shall be construed as 
prohibiting Workiva from utilizing the Aggregated Statistical Information for purposes of 
operating Workiva’s business, provided that Workiva’s use of Aggregated Statistical 
Information will not reveal the following to any third party, whether directly or indirectly: 
(a) the identity of Customer or its Users, and/or (b) any Customer Confidential 
Information of Customer.

3.0          Fees; Payment.

3.1          Invoicing. Fees for Services (“Fees”) will be set forth in each applicable Order 
and Customer shall pay such Fees in advance and/or in accordance with any billing 
frequency or terms stated in the applicable Order. Unless otherwise specified in the 
applicable Order Customer shall pay all undisputed Fees no later than thirty (30) days 
from receipt of invoice. If Customer has not paid all undisputed Fees in full within forty-
five (45) days from receipt of invoice, Workiva has the right to suspend provision of 
Services until full payment is paid by Customer. If Customer disputes any Fees invoiced, 
Customer may provide Workiva written notice of such dispute within fifteen (15) days 
from receipt of the applicable invoice; failure to do so will forfeit Customer’s right to 
withhold payment. Customer and Workiva will then work in good faith to attempt to 
resolve such contested amounts, provided, however, that Customer will remain 
responsible for the portion of Fees that are not disputed.

3.2          Subscription Fees. Fees for Subscription Services will be pursuant to the 
metric expressly agreed upon in a Subscription Order if applicable (e.g., number of 
users, annual revenue). To the extent Customer exceeds such metric, Workiva may 
charge Customer additional Fees which will be calculated based upon the pricing set 
forth in the applicable Subscription Order on a pro-rata basis based on first day of the 
calendar month in which such metric was exceeded. Upon Workiva’s request, Customer 
shall execute documentation memorializing the change to the scope of its fees whether 
based on number of Users or other metric. In the absence of a new Order, Customer will 
remain responsible for associated Fees for future Subscription Terms.

3.3          Taxes. Fees stated in the Orders do not include applicable taxes. Except for 
taxes based on Workiva’s net income or property, Customer shall be responsible for 



payment of all applicable taxes, impositions, fees, or other charges that arise in any 
jurisdiction as a result of the Services provided under the Agreement, including without 
limitation all sales, use, value added, consumption, gross receipts (other than in lieu of 
net income tax), excise, stamp or transfer taxes, however designated. Customer shall 
pay any such tax when due or reimburse Workiva as Workiva may request. If Customer 
is exempt from such taxes, Customer shall provide Workiva with a certificate or permit 
documenting this exemption. If Customer is required to withhold or deduct any portion of 
the Fees, then Workiva shall be entitled to receive from Customer such amounts as will 
ensure that the net receipt, after tax and duties, to Workiva in respect of the Fees is the 
same as it would have been were the payment not subject to the tax or duties. If 
Workiva is required to pay any taxes on behalf of Customer due to a change in facts, 
circumstances, or tax legislation, the full amount of such tax will be billed to Customer 
separately, whether or not during the Agreement Term and promptly paid by Customer 
as further limited by any applicable statute of limitations. Workiva and Customer agree 
to cooperate to reduce any tax liability related to this Agreement.

3.4          Purchase Orders; Payment Processors. To the extent Customer requires the 
use of a purchase order prior to making any payments under the Agreement, 
Customer’s failure to submit such purchase order to Workiva does not excuse Customer 
from payment of the Fees in the amounts, or in the manner, agreed upon herein or in 
the applicable Order. For the avoidance of doubt, invoices and/or the Fees therein may 
not be disputed for Customer’s failure to provide administrative information, including 
purchase order numbers, contract numbers or IDs, or any other administrative 
information of a similar or related nature. If Customer requires the use of a third party for 
invoice processing, Customer shall be the sole bearer of any cost and expense 
associated with such third party.

3.5          Fee Increases. Unless otherwise specified in an Order Workiva may increase 
Fees for the Subscription Services not more than once in each twelve (12) month period 
upon thirty (30) days prior written notice to Customer. Customer will only be responsible 
for increased Subscription Service Fees for those Subscription Terms subsequent to the 
Subscription Term in which Customer received such price increase notice. For the 
avoidance of doubt this Section 3.5 shall apply to recurring Fees for Professional 
Services set forth in an automatically renewing Order or that do not otherwise expire 
pursuant to the terms of an Order.  In addition, once the parties have entered into a 
Service Order, Workiva may not increase such underlying Fees (absent an agreed upon 
amendment or Change Order), provided that, after completion of the agreed upon 
Professional Services Workiva may increase the Fees associated with its general 
Professional Service offerings in its sole discretion.

4.0          Term; Termination.

4.1          Agreement Term. The Agreement begins on the Start Date of the first Order 
between the parties hereto, and shall continue until all Orders associated with the 



Agreement have expired or been terminated (the “Agreement Term”), subject to Section 
10.11.

4.2          Subscription Term. Unless otherwise specified in a Subscription Order, the 
Subscription Services will: (a) begin on the start date in the applicable Subscription 
Order and remain in effect for the period specified therein (the “Subscription Term”), and 
(b) automatically renew for the same period of time as the initial Subscription Term until 
either party notifies the other in writing that it will not renew at least thirty (30) days prior 
to the expiration of the then current Subscription Term. Regardless of Customer’s notice 
of non-renewal, Customer will remain responsible for the Fees associated with the then 
current Subscription Term.

4.3          Service Order Terms. The period of performance set forth in Orders for 
Professional Services will be as agreed upon by the parties and set forth in the 
applicable Order.

4.4          Termination for Convenience. Customer may terminate the Agreement or an 
Order without cause upon thirty (30) days written notice.  If Customer terminates without 
cause, Customer will not receive a refund for any prepaid Subscription Services Fees, 
but Workiva will refund any prepaid and unearned Fees for Professional Services 
outstanding as of the effective date of termination.  Any unpaid Fees due shall be 
payable by Customer on or prior to the effective date of such termination.  Workiva may 
terminate an Order without cause upon ninety (90) days written notice, provided that it 
shall refund all unearned Fees within thirty (30) days of the termination effective date.

4.5          Termination for Material Breach. Either party may terminate the Agreement, or 
any ¬individual Order, for a material breach by the other party that is not cured within 
thirty (30) days after written notice of such material breach. The non-breaching party 
may elect to terminate the applicable Order only or the Agreement as a whole (and thus, 
all Orders hereunder). In the event the Agreement is terminated due to Workiva’s 
uncured material breach, Workiva will refund all unearned Fees within thirty (30) days of 
the termination effective date.

4.6          Termination for Bankruptcy. Either party may terminate the Agreement or any 
Order, or suspend its performance hereunder or thereunder, if the other party becomes 
insolvent or bankrupt or ceases to do business.

4.7          Survival. Neither expiration nor termination of the Agreement will terminate 
those obligations and rights of the parties pursuant to provisions of the Agreement which 
by their express terms are intended to survive and such provisions will survive the 
expiration or termination of the Agreement. Without limiting the foregoing, the respective 
rights and obligations of the parties under Sections 4.7, 5, 6, 7, 9, and 10 of these 
Master Terms and Conditions will survive the expiration or termination of the Agreement 
regardless of when such termination becomes effective.



5.0          Confidentiality.

5.1          Confidential Information. In connection with the Agreement, each of the parties 
may disclose to the other party information that relates to the disclosing party’s or 
disclosing party’s customers’ business operations, financial condition, customers, 
products, services, or technical knowledge (“Confidential Information”). Except as 
otherwise specifically agreed in writing, each party agrees that: (a) all information 
communicated to it by the other in connection with the Agreement and identified as 
confidential, (b) any information exchanged between the parties in connection with 
Customer’s purchase of any additional Services, and (c) all information communicated 
to it that reasonably should have been understood by the receiving party, because of 
confidentiality, descriptions or similar legends, the circumstances of disclosure or the 
nature of the information itself, to be confidential to the disclosing party, will be 
Confidential Information and will be deemed to have been received in confidence and 
will be used only for purposes of the Agreement. "Confidential Information" includes the 
information exchanged between the parties related to future business relationships or 
Services not currently addressed under the Agreement, including but not limited to 
requests for proposals, bids, correspondence, negotiations, and discussions. Any non-
disclosure agreement entered into by the parties after the Effective Date shall be of no 
force or effect unless such non-disclosure agreement by its terms expressly 
supplements, modifies, or replaces this Section 5 of these Master Terms and 
Conditions. Workiva Confidential Information includes the Software, Services, Fees, the 
terms of the Agreement, development plans, and any security specifications, reports or 
assessments related to the Software, Workiva or its Cloud Hosting Providers. Customer 
Confidential Information includes Customer Data.

5.2          Standard of Care; Third Parties. Each party will use at least the same degree 
of care to safeguard and to prevent disclosing to third parties the Confidential 
Information of the other as it employs to avoid unauthorized disclosure or publication of 
its own information (or information of its customers) of a similar nature, and in any 
event, no less than reasonable care. Each party may disclose relevant aspects of the 
other party’s Confidential Information to its employees to the extent such disclosure is 
reasonably necessary for the performance of its obligations, or the enforcement of its 
rights, under the Agreement; provided, however, that such party will use reasonable 
efforts to ensure that all such persons comply with these confidentiality provisions. Each 
party may disclose the other party’s Confidential Information to third parties provided 
that such third parties are subject to (a) written confidentiality obligations at least as 
restrictive as those set forth in the Agreement, or (b) other professional or fiduciary 
obligations of confidentiality. These third parties are restricted to using the Confidential 
Information for the sole purpose of providing the contracted services to the party. Each 
party will be responsible for any improper disclosure of Confidential Information by such 
party’s employees, agents, or contractors.

5.3          Preclusions on Use. Neither party will (a) use, or make any copies of, the 
Confidential Information of the other party except to fulfill its rights and obligations under 



the Agreement, (b) acquire any right in or assert any lien against the Confidential 
Information of the other, or (c) sell, assign, lease, or otherwise commercially exploit the 
Confidential Information (or any derivative works thereof) of the other party. Neither 
party may withhold the Confidential Information of the other party or refuse for any 
reason (including due to the other party’s actual or alleged breach of the Agreement) to 
promptly return to the other party its Confidential Information (including copies thereof) if 
requested to do so. Upon expiration or termination of the Agreement and completion of 
a party’s obligations under the Agreement, each party will return or destroy, as the other 
party may direct, the other party’s Confidential Information, and retain no copies. 
Workiva may fulfill the obligation to return Customer Data by providing one (1) User with 
access to the Software for a period not to exceed thirty (30) days solely to allow such 
User to obtain Customer Data. Subject to the foregoing confidentiality obligations, either 
party may retain copies of the Confidential Information of the other party to the extent 
required to document its performance or for compliance with applicable laws or 
regulations.

5.4          Exclusions; Permitted Use. This Section 5 will not apply to any particular 
information that either party can demonstrate (a) was, at the time of disclosure to it, in 
the public domain, (b) after disclosure to it, is published or otherwise becomes part of 
the public domain through no fault of the receiving party, (c) was in the possession of 
the receiving party at the time of disclosure to it and was not the subject of a pre-
existing confidentiality obligation, (d) was received after disclosure to it from a third party 
who had a lawful right to disclose such information (without corresponding confidentiality 
obligations) to it, or (e) was independently developed by or for the receiving party 
without use of the Confidential Information of the disclosing party. In addition, a party will 
not be considered to have breached its obligations under this Section 5 for disclosing 
Confidential Information of the other party to the extent required to satisfy any legal 
requirement of a competent governmental or regulatory authority, provided that promptly 
upon receiving any such request, and to the extent it is legally permissible, such party 
advises the other party prior to making such disclosure and provides a reasonable 
opportunity to the other party to object to such disclosure, take action to ensure 
confidential treatment of the Confidential Information, or (subject to applicable law) take 
such other action as it considers appropriate to protect the Confidential Information.

5.5          Unauthorized Access. Each party will:  (a) notify the other party promptly of 
any material unauthorized possession, use, disclosure, or knowledge of the other 
party’s Confidential Information by any person that may become known to such party, 
(b) promptly furnish to the other party details of the unauthorized possession, use, 
disclosure, or knowledge, or attempt thereof, and use reasonable efforts to assist the 
other party in investigating or preventing the recurrence of any unauthorized 
possession, use, or knowledge, or attempt thereof, of Confidential Information, (c) use 
reasonable efforts to cooperate with the other party in any litigation and investigation 
against third parties deemed necessary by the other party to protect its proprietary 
rights, and (d) promptly use reasonable efforts to prevent a recurrence of any such 
unauthorized possession, use, or knowledge of Confidential Information.



5.6          Log-Ins and Passwords. In addition to the foregoing obligations, Customer 
agrees to hold the Software, Subscription Services and all associated log-ins and 
passwords in confidence, and to protect the confidential nature thereof, and shall not 
disclose any trade secrets contained, embodied, or utilized therein, to anyone other than 
a User having a need for such disclosure, and then only to allow use of the Software as 
authorized herein. Customer shall take all reasonable steps to ensure that the 
provisions of this Section 5.6 are not violated by any employee, User, or any other 
person under Customer’s control or in its service.

6.0          Ownership; Usage Restrictions.

6.1          Workiva Ownership. Workiva (or its licensors, as the case may be) retains all 
ownership of and title to, and all intellectual property rights in, the Software, Services, 
and all software, equipment, processes, facilities, and materials utilized by or on behalf 
of Workiva to provide the same, including all patents, trademarks, copyrights, trade 
secrets, and other property or intellectual property rights. Customer acknowledges and 
agrees that Workiva (or its licensors, as the case may be) shall own all right, title and 
interest in and to any modifications, derivative works, changes, expansions or 
improvements to the Software, and Services, without any other or subordinate right 
whatsoever being held by Customer. Customer shall acquire no rights therein other than 
those limited rights of use specifically conferred by the Agreement. Customer may not 
create derivative works based upon the Software, or Services in whole or in part, or 
develop or request third parties to develop or modify any software based on ideas, 
processes, or materials incorporated therein. Customer shall not delete, remove, modify, 
obscure, fail to reproduce, or in any way interfere with any proprietary, trade secret, or 
copyright notice appearing on or incorporated in the Software. All rights related to the 
Software, or Services that are not expressly granted to Customer under the Agreement 
are reserved by Workiva (or its licensors, as the case may be). In the event that 
Customer provides Workiva with any comments, suggestions, or other feedback with 
respect to the Software, or Services, Customer hereby grants Workiva a perpetual, 
irrevocable, royalty-free, fully paid-up, worldwide license to use any such feedback, and 
Workiva has the right, but not the obligation, to use such feedback in any way without 
restriction or obligation to Customer. Workiva will be the exclusive owner of, and will be 
free to use for any purpose, any ideas, concepts, know-how, or techniques that result 
from Customer or Users’ feedback, including, without limitation, any modifications or 
enhancements to the Software, or Services. Upon Workiva’s reasonable request, 
Customer agrees to execute such additional documents if necessary for perfecting or 
recording Workiva’s ownership interest, provided that preparation of such additional 
documents shall be at the expense of Workiva.

6.2          Customer Ownership. As between Workiva and Customer, Customer is, and 
will remain, the owner of all Customer Data. With the exception of a limited license 
granted to Workiva to use Customer Data solely for the purpose of performing the 
Services, Workiva acquires no right, title, or interest from Customer or its Users to 



Customer Data, including any intellectual property rights therein. Any reports or 
documents generated through Customer’s use of the Software in accordance to this 
Agreement will be owned by Customer. If such reports or documents include any pre-
existing intellectual property owned by Workiva, Workiva hereby grants to Customer a 
perpetual, nonexclusive, royalty-free license to copy, modify, create derivative works of 
and distribute, license and sublicense such pre-existing intellectual property to the 
extent made a part of Customer’s reports or documents.

6.3          Software Usage Restrictions. Customer and its Users may access and use the 
Software (a) for Customer’s business use only, (b) solely as set forth, and subject to any 
restrictions, in the Agreement, and (c) not for the benefit of, or to provide services to, 
any third party. Customer shall not grant rights of access to the Software to anyone 
other than Users without Workiva’s prior written consent. The rights granted to 
Customer under the Agreement may not be sold, resold, assigned (except as set forth in 
Sections 1 and 10), leased, rented, sublicensed, or otherwise transferred or made 
available for use by third parties, in whole or in part, by Customer without Workiva’s 
prior written consent. For the avoidance of doubt, Customer may allow an Affiliate to use 
the Software under Customer’s Order for such Affiliate’s benefit, subject to Section 1. 
Customer shall not employ any techniques or make use of any services, automated or 
otherwise, designed to represent Users of the Software, or to represent, or 
misrepresent, Customer’s Users’ activity, including without limitation by the use of bots, 
botnets, screen scrapers, scripts, apps, plugins, extensions or other automated means 
to register accounts, log in, add new Users, send messages, post comments, or 
otherwise to act on Customer’s behalf. Customer shall not gain or attempt to gain 
unauthorized access to any portion of the Software (including any application 
programming interfaces in the Software), or its related systems or networks, for use in a 
manner that would exceed the scope granted under the Agreement, or facilitate any 
such unauthorized access for any third party. If any unauthorized access occurs, 
Customer shall promptly notify Workiva of the incident and shall reasonably cooperate 
in resolving the issue. Customer shall not reverse engineer, decompile, or disassemble 
any Software or otherwise attempt to discover the source code thereof or permit any 
third party to do so. Customer shall not attempt to disable or circumvent any security 
measures in place. Customer may not knowingly reproduce or copy the Software, in 
whole or in part. Customer shall not modify, adapt, or create derivative works of the 
Software. Customer shall not use the Software to store or transmit libelous or otherwise 
unlawful or tortious material or any material in violation of third party privacy rights. 
Customer shall not knowingly interfere with or disrupt the integrity or performance of the 
Software or third party data contained therein.

7.0          Warranties; Disclaimers.

7.1          Mutual Representations and Warranties. Each party represents and warrants 
to the other party that: (a) it is duly organized, validly existing, and in good standing as a 
corporation or other entity under the laws of the jurisdiction of its incorporation or other 
organization, (b) it has, and throughout the Agreement Term, will retain, the full right, 



power, and authority to enter into the Agreement and perform its obligations hereunder, 
(c) the execution of any of the documents that comprise the Agreement by its 
representative has been duly authorized by all necessary corporate or organizational 
action of such party, and (d) when executed and delivered by both parties, an Order 
incorporating these Master Terms and Conditions will constitute the legal, valid, and 
binding obligation of such party, enforceable against such party in accordance with its 
terms.

7.2          Workiva Representations and Warranties. Workiva warrants (a) that the 
Software  will perform materially in accordance with the Documentation and the 
Agreement, (b) to use best efforts to correct material defects that are reported by 
Customer or its Users and otherwise provide the Subscriptions Services as further set 
forth in the Service Levels (if a malfunction is due to a problem with Customer hardware 
or software, Workiva will so inform Customer and it will be Customer’s responsibility to 
obtain and pay for any repairs or modifications required for such Customer hardware or 
software), (c) the Services will be performed in a timely, professional, and workmanlike 
manner with a level of care, skill, practice, and judgment consistent with commercially 
reasonable industry standards and practices for similar services, using personnel with 
the requisite skill, experience, and qualifications, and will devote adequate resources to 
meet Workiva’s obligations under the Agreement, (d) the Documentation will be 
reasonably updated so that it continues to describe the Software and Services in all 
material respects, and (e) to the best of its knowledge, the Software does not contain 
code whose purpose is to disrupt, damage, or interfere with Customer systems, 
software, or Customer Data.

7.3          Customer Acknowledgements. Customer accepts responsibility for selection of 
the Services to achieve Customer’s intended results. Customer is solely responsible for 
obtaining all necessary rights and consents to enter Customer Data into the Software 
and hereby warrants that providing Customer Data to Workiva under the Agreement will 
not violate or infringe the rights of any third party. Customer further acknowledges that 
neither Workiva nor the Software is a primary system of record of Customer Data, and 
Customer shall regularly backup any files for which it intends as such.

7.4          Disclaimers. EXCEPT AS SPECIFICALLY SET FORTH IN THE AGREEMENT, 
TO THE FULLEST EXTENT PERMITTED BY LAW, THE SOFTWARE AND SERVICES 
ARE PROVIDED “AS IS.”  WORKIVA, ITS LICENSORS, AND SERVICE PROVIDERS 
DO NOT MAKE ANY EXPRESS OR IMPLIED WARRANTIES, INCLUDING THE 
WARRANTIES OF DESIGN, MERCHANTABILITY, FITNESS FOR A PARTICULAR 
PURPOSE OR ARISING FROM A COURSE OF DEALING OR USAGE OF TRADE, 
AND WORKIVA EXPRESSLY DISCLAIMS ANY AND ALL SUCH WARRANTIES TO 
THE FULLEST EXTENT PERMITTED BY LAW. Workiva does not warrant that the 
Software or Subscription Services: (a) will be uninterrupted or error free or (b) will 
operate in combination with other hardware or software unless such hardware or 
software is Third Party Software or hardware or software expressly approved or 
recommended by Workiva. Customer acknowledges and agrees that Workiva and its 



licensors are not responsible for: (i) the accuracy or integrity of any Customer Data, (ii) 
the performance of Customer’s or its Users’ equipment, (iii) delivery of services or 
connectivity provided by third parties to Customer and its Users, or (iv) any loss or 
corruption of Customer Data that occurs as a result of transmitting or receiving 
Customer Data or viruses due to Customer’s, or its Users’, connection and access to 
the internet.

8.0          Infringement Indemnification.

8.1          Obligation to Defend. Workiva will (a) defend Customer from and against any 
claim by a third party alleging that the Software, when used as authorized under the 
Agreement, directly infringes such third party’s patents, copyrights, or trademarks, and 
(b) in relation to such claim, indemnify and hold harmless Customer from any damages 
and costs finally awarded or agreed to in settlement by Workiva (including reasonable 
attorneys’ fees).

8.2          Notice of Obligation. Workiva’s obligations under Section 8.1 are expressly 
conditioned on the following: Customer shall (a) promptly notify Workiva in writing of any 
such claim of which Customer has actual knowledge (provided that failure to do so will 
only release Workiva from this obligation to the extent that such failure led to material 
prejudice), (b) in writing, grant Workiva sole control of the defense of any such claim 
and of all negotiations for its settlement or compromise, provided that no such 
settlement or compromise may impose any monetary or other obligations on Customer, 
and (c) reasonably cooperate with Workiva to facilitate the settlement or defense of the 
claim.

8.3          Replacement Software. Should the Software become, or of in Workiva’s 
opinion is likely to become, the subject of a claim of infringement of a patent, trade 
secret, trademark, or copyright, Workiva may (a) procure for Customer, at no additional 
cost to Customer, the right to continue to use the Software, (b) replace or modify the 
Software, at no cost to Customer, to make it non-infringing, provided that the same 
function is performed by the replacement or modified Software, or (c) if in Workiva’s 
judgment the right to continue to use the Software cannot be reasonably procured or the 
Software cannot reasonably be replaced or modified, terminate the Agreement (or the 
applicable Order) and grant Customer a pro-rated refund of any advance Fees paid 
applicable to the remainder of the Subscription Term.

8.4          Limitation. This Section 8 states the entire liability of Workiva with respect to 
infringement arising from Workiva software, or any parts thereof, and Workiva shall 
have no additional liability with respect to any alleged or proven infringement.

9.0          Limitation of Liability.

9.1          SUBJECT TO SECTION 9.2 AND TO THE FULLEST EXTENT PERMITTED 
BY LAW, (A) IN NO EVENT WILL EITHER PARTY BE LIABLE TO THE OTHER FOR 



SPECIAL, INDIRECT, INCIDENTAL, CONSEQUENTIAL, PUNITIVE, OR EXEMPLARY 
DAMAGES IN CONNECTION WITH THE SOFTWARE, SOLUTION, SERVICES, OR 
THE PERFORMANCE OR NONPERFORMANCE OF SERVICES OR ANY ORDER, 
REGARDLESS OF THE THEORY OF LIABILITY, EVEN IF SUCH PARTY HAS BEEN 
ADVISED OF THE POSSIBILITY OF SUCH DAMAGES, (B)  IN NO EVENT WILL 
EITHER PARTY BE LIABLE TO THE OTHER PARTY FOR ANY LOSS OF REVENUES, 
LOSS OF PROFITS, LOSS OF BUSINESS, OR LOSS OF DATA, ARISING OUT OF 
CUSTOMER’S FAILURE TO USE THE SOFTWARE IN ACCORDANCE WITH THE 
DOCUMENTATION, AND (C) ¬ WORKIVA’S MAXIMUM LIABILITY UNDER THE 
AGREEMENT IS LIMITED TO THE FEES PAID BY CUSTOMER (EXCLUDING 
APPLICABLE TAXES) UNDER THE APPLICABLE ORDER TO WHICH THE CLAIM 
RELATES DURING THE TWELVE (12) MONTHS PRECEDING THE DATE ON WHICH 
THE CLAIM FIRST ACCRUED.

9.2          NOTWITHSTANDING THE ABOVE LIMITATIONS, THERE WILL BE NO LIMIT 
TO WORKIVA’S LIABILITY ARISING OUT OF (A) DEATH OR PERSONAL INJURY 
CAUSED BY WORKIVA’S NEGLIGENCE, (B) FRAUD OR FRAUDULENT 
MISREPRESENTATION, OR (C) ANY LIABILITY WHICH CANNOT LEGALLY BE 
EXCLUDED OR LIMITED.

10.0        Miscellaneous.

10.1        Public Announcements. Customer grants Workiva the right to use Customer’s 
name, logo, trademarks, quotes, and/or trade names in press releases, product 
brochures, sales presentations, financial reports, webinars, and on its websites 
indicating that Customer is a customer of Workiva. All other public statements or 
releases require the mutual consent of the parties.

10.2        Non-Solicitation. Each party recognizes that the other party’s employees 
constitute valuable assets. Accordingly, neither party will, during the Agreement Term 
and for a period of one (1) year thereafter, directly solicit any of the other’s employees 
for positions of employment or as consultants or independent contractors. 
Notwithstanding the foregoing, neither party is precluded from (a) hiring an employee of 
a party that independently approaches it, (b) indirectly soliciting the other party’s 
employees through the use of a staffing agency, provided that the party has not 
provided the staffing agency with names or other information to facilitate the solicitation 
of the other party’s employee or contractor, or (c) conducting general recruiting 
activities, such as participation in job fairs or publishing advertisement in publications or 
on websites for general circulation.

10.3        Relationship of the Parties. The parties agree they are independent parties. 
Neither party shall be considered to be a partner, joint venture, employer, or employee 
of the other under the Agreement. The Agreement creates no agency in either party, and 
neither party has any authority whatsoever to bind the other party in any transaction or 
make any representations on behalf of the other party.



10.4        Notice. Any notice or demand which is required to be given under the 
Agreement will be deemed to have been sufficiently given and received for all purposes 
when delivered by hand, confirmed electronic transmission, or nationally recognized 
overnight courier, or five (5) days after being sent by certified or registered mail, postage 
and charges prepaid, return receipt requested, to the address, facsimile number, or the 
e-mail address identified in the applicable Order, and to the attention of such other 
person(s) or officer(s) as either party may designate by written notice. 

10.5        Governing Law; Jurisdiction. Without regard to its conflicts of laws principles, 
the laws of Delaware govern all matters arising under or relating to the Agreement.  Any 
and all actions, suits, or judicial proceedings upon any claim arising from or relating to 
this Agreement shall be instituted and maintained in the State of Iowa. If it is judicially 
determined that either party may file an action, suit, or judicial proceeding in federal 
court, such action, suit, or judicial proceeding shall be in the Federal District Court for 
the Southern District of Iowa.

10.6        Assignment. Neither party may assign the Agreement, or any of its interest 
herein, without the prior written consent of the other party, which consent may not be 
unreasonably withheld or delayed; provided, however, that no such prior approval shall 
be required for an assignment in connection with (a) a sale of all or substantially all of a 
party’s business related to the subject matter of the Agreement, (b) any merger, sale of 
a controlling interest, or other change of control of such party, or (c) Workiva’s 
assignment of all or part of its obligations under this Agreement to an Affiliate. In the 
event of assignment as mentioned in the previous sentence, the assigning party shall 
provide written notice as soon as is reasonably practicable. The Agreement applies to 
and binds the permitted successors and assigns of the parties.

10.7        Force Majeure. Neither party will be in default or otherwise liable for any delay 
in or failure of its performance under the Agreement if such delay or failure arises by any 
reason beyond its reasonable control, including any act of God or the common enemy 
or earthquakes, floods, fires, epidemics, riots, or failures or delays in transportation or 
communications (each, a “Force Majeure Event”). The parties will promptly inform and 
consult with each other as to any of the above causes which in their judgment may or 
could be the cause of a delay in the performance of the Agreement.

10.8        Injunctive Relief. Each party acknowledges and agrees that a breach, 
including an anticipatory or threatened breach, by either party of any of its obligations 
under Sections 5 or 6 may cause immediate and irreparable harm to the non-breaching 
party for which monetary damages may not constitute an adequate remedy. Accordingly, 
the breaching party acknowledges and agrees that the non-breaching party shall be 
entitled to seek injunctive relief for the breaching party’s obligations herein, without the 
non-breaching party having to prove actual damages and without the posting of bond or 
other security. Such remedy shall not be deemed to be the exclusive remedy for the 



breaching party’s breach of the Agreement, but shall be in addition to all other remedies 
available to the non-breaching party at law or in equity.

10.9        Federal Government End Use Provisions.  Workiva provides the Services and 
Software, including related software and technology, for ultimate federal government 
end use solely in accordance with the following: Government technical data and 
software rights related to the Software include only those rights customarily provided to 
the public as defined in these Master Terms and Conditions.  This customary 
commercial license is provided in accordance with FAR 12.211 (Technical Data) and 
FAR 12.212 (Software) and, for Department of Defense transactions, DFAR 
252.227-7015 (Technical Data-Commercial Items) and DFAR 227.7202-03 (Rights in 
Commercial Computer Software or Computer Software Documentation).  If any portion 
of the Software is deemed “non-commercial,” the Services are licensed under the terms 
hereof and under the RESTRICTED RIGHTS set forth in the applicable FARs and 
DFARs (and the government’s use, duplication and disclosure rights are restricted as 
set forth therein).  If a government agency has a need for rights not conveyed under 
these terms, it must negotiate with Workiva to determine if there are acceptable terms 
for transferring such rights, and a mutually acceptable written addendum specifically 
conveying such rights must be included in any applicable contract or agreement.

10.10     Pre-Release Data. The Parties acknowledge that Customer Data may include 
Customer material non-public information (the “Pre-Release Data”) and that various 
laws may impose certain restrictions on trading securities of an issuer when in 
possession of Pre-Release Data and on communicating such information to any other 
person under circumstances in which it is reasonably foreseeable that such person is 
likely to trade in such securities based on such Pre-Release Data. Workiva confirms that 
its employees and service providers that have unencrypted access have been informed 
as to the confidential nature of Customer’s Pre-Release Data and the importance of 
preserving its confidentiality, including refraining from trading in Customer’s securities 
while in possession thereof.

10.11     Third Parties. Workiva Inc., its Affiliates and licensors, as well as Customer’s 
Affiliates that receive access as set forth in Section 1, may be third party beneficiaries of 
the Agreement. No other third party, including without limitation Customer’s addition of 
third party Users, is intended to be a beneficiary of the Agreement entitled to enforce its 
terms directly. As of the start date in Customer’s initial Subscription Order unless 
otherwise stated therein there are no terms and conditions for Third Party Software with 
which Customer must comply. If after Workiva commences its provision of Subscription 
Services any underlying Third Party Software becomes subject to additional terms and 
conditions, upon reasonable prior written notice to Customer such terms may be 
attached to the Agreement, or otherwise incorporated by reference. If Customer does 
not consent to such terms it must notify Workiva of its rejection within thirty (30) days of 
receipt of such notice and, notwithstanding anything to the contrary in Section 4.1 of 
these Master Terms and Conditions, the Agreement will continue under the terms and 
conditions previously in place until the completion of all then active Subscription Terms, 



at which time the Agreement and all Orders hereto will expire and be of no further force 
or effect. Workiva may subcontract provision of Services to its Affiliates and to third 
parties provided that it will remain responsible for breaches of the Agreement caused by 
such third parties.

10.12     Electronic Storage. The parties intend to allow for the electronic imaging and 
storage of the Agreement, and the admissibility into evidence of such an image in lieu of 
the original paper version of the Agreement. The parties stipulate that any computer 
printout of any such image of the Agreement shall be considered to be an "original" 
under the applicable court or arbitral rules of evidence when maintained in the normal 
course of business and shall be admissible as between the parties to the same extent 
and under the same conditions as other business records maintained in paper or hard 
copy form. The parties agree not to contest, in any proceeding involving the parties in 
any judicial or other forum, the admissibility, validity, or enforceability of any image of the 
Agreement because of the fact that such image was stored or handled in electronic 
form.

10.13     General. On the Effective Date, the Agreement supersedes all previous 
discussions, negotiations, understandings, and agreements between the parties with 
respect to its subject matter, including any non-disclosure agreements and/or 
obligations which will be expressly superseded in their entirety by Section 5 of these 
Master Terms and Conditions, and constitutes the entire Agreement between the 
parties. The parties shall reasonably cooperate with each other to provide such further 
assurances as may be reasonably required to better evidence and reflect, or to show 
the ability to carry out the intent, purposes, and obligations of the Agreement.  No oral 
statements or material not specifically incorporated herein will be of any force and 
effect. With the exception of (a) modifications to the Documentation (which may not be 
unilaterally modified by Workiva except to ensure compliance with Section 7.2), (b) 
other URLs referenced in these Master Terms and Conditions or an Order (which may 
not be unilaterally modified by Workiva in a manner that would be detrimental to 
Customer in Customer’s reasonable discretion), and (c) any terms or conditions 
associated with additional Services available for purchase via Workiva’s website that 
have been accepted or acknowledged (electronically or otherwise) by Customer or a 
User, no changes in or additions to these Master Terms and Conditions will be 
recognized unless incorporated herein by amendment and signed by duly authorized 
representatives of both parties. With the exception of the Documentation, in the event 
Workiva updates a URL in accordance with the foregoing, and Customer determines 
such modification is detrimental to Customer, it shall so inform Workiva and Workiva will 
remain bound by the URL(s) previously agreed upon.  For the avoidance of doubt, 
factual updates to the Documentation may not be voided by Customer in accordance 
with the foregoing.  The application of Customer’s general terms and conditions in any 
general vendor acknowledgement or Customer’s other general purchasing conditions 
are hereby expressly excluded and objected to by Workiva. These Master Terms and 
Conditions shall apply and supersede the pre-printed terms and conditions of any form 
submitted, in electronic format or otherwise, by either party. The Agreement will not be 



construed against either party as the purported drafter. The waiver by either party of a 
breach or violation of any provision of the Agreement shall be in writing, and (unless 
otherwise agreed in writing) will not operate as, or be construed to be, a waiver of any 
subsequent breach of the same or any other provision hereof. In the event any provision 
of the Agreement is held to be unenforceable for any reason, the unenforceability 
thereof will not affect the remainder of the Agreement, which will remain in full force and 
effect and enforceable in accordance with its terms. With respect to any unenforceable 
provision, the applicable arbitrator or court shall deem the provision modified to the 
extent necessary, in such adjudicator’s opinion, to render such term or provision 
enforceable, and the rights and obligations of the parties will be construed and enforced 
accordingly, preserving to the fullest permissible extent the intent and agreements of the 
parties set forth herein. Headings in these Master Terms and Conditions shall not be 
used to interpret or construe its provisions. The following order of precedence will be 
followed in resolving any inconsistencies between the terms of these Master Terms and 
Conditions and the terms of any Orders, exhibits, statements of work, or other 
documents: first, the Sections 1 - 10 of these Master Terms and Conditions, including 
any referenced URLs (which may give priority to Orders for certain purposes); second, 
terms contained in an Order; and third, the terms of any other documents referenced in 
any of the foregoing.

USVN08122019
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1 Cover Letter 
 
February 14, 2020 
 
Melissa Pettrey 
Senior Buyer 
2019 Washington Street, East 
Charleston, WV 25305 
 
Dear Melissa, 
 
Vertosoft, as the Authorized Government Reseller for Workiva, is pleased to respond to  West 
Virginia Department of Administration Finance Division’s request for quote for Financial Report 
Preparation Software/System. Herein you find a customized response detailing how our award-
winning, FedRAMP authorized software, and experienced staff meet and exceed the 
requirements sought by the State. 
  
Over 3,500 customers, including federal, state, city, county, special district, and corporate 
customers partner with Workiva as a low-risk solution to improve efficiencies within their 
organizations, modernize financial reporting, and streamline internal control management. 
Workiva understands the demands on government agencies and is committed to delivering 
solutions that support agencies’ missions and employees.  
 
Vertosoft recommends West Virginia Department of Administration Finance Division uses 
Workiva's connected financial reporting platform, called Wdesk, to produce the Comprehensive 
Annual Financial Report (CAFR). The Wdesk platform is a secure and integrated cloud-based 
tool that streamlines financial reporting. In addition, the Wdesk platform allows the State to 
achieve the following positive business outcomes: 
 

• Eliminate version control issues using one collaborative tool with granular permissions; 
• Ensure data accuracy and consistency using a single source of truth and linking 

capabilities; 
• Improve coordination and communication between team members and reviewers using 

direct commenting and tasking; 
• Provide complete accountability and transparency with a full audit trail. 

 
Vertosoft's proposal represents a commitment to deliver the recommended solutions according to 
State’s timeline, utilizing a Customer Success Manager and Solutions Architect. Should you 
have questions regarding the RFQ response, please contact me directly at 571.707.4137 or via 
email at chet@vertosoft.com. I look forward to discussing how the Wdesk platform supports the 
West Virginia Department of Administration Finance Division’s mission and goals.  
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Respectfully, 
 
 
Chet Hayes 
Vertosoft 
Chief Technology Officer 
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2 Company Description 
 
About Workiva 
Workiva (NYSE: WK) is the global leader in cloud-based connected reporting and compliance 
solutions. Founded in 2008 by software and business veterans, and incorporated December 10, 
2014, Workiva's mission is to build trust in the global economy with transparent data and 
connected reporting. Workiva partners with organizations to transform how teams collaborate to 
manage and report with accuracy and accountability.  
 
Workiva believes a collaborative, connected, consistent and continuous reporting and 
compliance platform addresses the lack of data assurance in today’s complex business 
environment. Workiva builds engaging and intuitive business solutions that allow teams to 
maintain data integrity across all reporting and compliance processes, ensuring trust and 
reducing risk.  
 
Today Workiva helps over 3,500 customers in 180 countries, including more than 75 percent of 
Fortune 500® companies, and over 200 government and higher education institutions, modernize 
their reporting and compliance processes with a connected platform. Our customers have created 
over 15 million reports, and linked over 5 billion data elements using the Wdesk platform.  
 
Location 
Workiva employs approximately 1,600 employees who are committed to understanding the 
customer’s needs and care about the customer’s success. Workiva's corporate headquarters is 
located at 2900 University Blvd, Ames, Iowa. 
 
Additional US branch offices are in Boulder, CO, Bozeman, MT, Charleston, SC, Chicago, IL, 
Columbus, OH,  Dallas, TX, Denver, CO,  Missoula, MT, New York, NY, Philadelphia, PA, 
Scottsdale, AZ and Seattle, WA.  Additional international branch offices are in Amsterdam, 
Frankfurt, Hong Kong, London, U.K., The Netherlands, Paris, Saskatoon, Sault Ste. Marie, 
Singapore and Sydney.  
 
Wdesk Platform 
The Wdesk platform connects people, processes and data in a single cloud-based tool. Wdesk 
supports controlled collaboration, version control, and data management for teams using 
business data from multiple sources and systems to achieve numerous goals. In addition, the 
platform includes a centralized repository of data that enables users to connect, access and 
analyze data from various sources called Wdata. 
 
The familiar and intuitive design of Wdesk simplifies training and accelerates implementation. In 
addition, the platform removes the burdens of traditional software solutions, like costly and 
disruptive upgrades, and delivers application enhancements and optimizations seamlessly 
throughout the year.  
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Data Consistency 
Wdesk incorporates information from other source systems or files creating a single source of 
truth. Live-linked data is consistent and current, and available for numerous reporting and 
compliance needs.  
 
Easy and Efficient 
The familiar design makes setup easy and user adoption quick. Users understand the platform in 
less than two hours and can work from anywhere. 
 
History and Audit Trail 
Wdesk ensures consistency and accuracy in all steps of the business process. Every change is 
recorded with a digital time stamp and user information. Reviewers and auditors utilize the 
powerful communication and audit history information within the application. 
 
Version Control 
Teams work on the same versions of documents and data in Wdesk, eliminating version control 
issues. Teams also streamline communication using commenting and tasking feature within the 
platform. 
 
Wdata  
Wdata transforms how teams gather and prepare massive datasets and connect that data to 
Wdesk. Wdata consolidates datasets using common functions and custom scripts. Users securely 
share prepared data for financial reporting, planning and analysis. Wdata supports automated and 
on-demand updates, refreshing linked data and maintaining a full audit trail within the Wdesk 
platform. The connected data warehouse leverages pre-built connectors, application 
programming interfaces (APIs), and tabular data to source large volumes of data from systems of 
record, operational systems and spreadsheets.  
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Government agencies regularly use the Wdesk platform for the Comprehensive Annual Financial 
Report (CAFR) and Budget Book to drive productivity and value for employees and constituents, 
however the platform’s financial reporting and compliance capabilities are more extensive. 
 

• Finance and Accounting, including: 
◦ SEC (including Section 16 and Forms 10-K, 10-Q, 8-K, N-4, N-6 and Form S-1 and 

related IPO readiness),  
◦ Canada's System for Electronic Document Analysis and Retrieval (SEDAR) 
◦ eXtensible Business Reporting Language (XBRL) 
◦ Inline XBRL 
◦ Investor Relations including earnings call scripts and press releases 
◦ Data collection for financial footnotes 
◦ Statutory reporting 
◦ AFR, CAFR, PAFR and budgeting for state and local governments 
◦ Congressional Budget Justification 
◦ Financial reporting and planning for universities 
◦ Global Reporting Initiative (GRI) 
◦ Investments Compliance 
◦ Integrated financial planning 
• Audit and Controls including: 
◦ Sarbanes-Oxley (SOX) compliance and Internal Controls over Financial Reporting 

(ICFR) 
◦ Controls management 
◦ Model Audit Rule (MAR) compliance 

▪ SOX certifications 
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▪ SOX risk assessments / RCSA (risk control self assessment)  
▪ SOX scoping and planning 
▪ Narratives and process flow chart creation / maintenance 
▪ Evidence / PBC management 
▪ Testing and electronic annotations 
▪ Issues management, tracking, and reporting 
▪ Dashboards 
▪ Management / Audit Committee Reports  

◦ OMB Circular A-123 
◦ Audit Liaison 
◦ Audit Planning and Management 

▪ Audit Risk Assessments 
▪ Audit Fieldwork  
▪ Audit Reports and Memos 

• Risk and Compliance Management, including: 
◦ Enterprise Risk Management 

▪ Enterprise risk assessments 
▪ Risk and control mapping -- documenting coverage by pillar or category 
▪ Risk memos and risk appetite documentation / tracking 
▪ Management dashboards, KRI reporting, and risk heat maps  

◦ Board reporting and a wide range of regulatory reporting such as  
▪ Own Risk Solvency Assessment (ORSA) 
▪ Solvency II 
▪ Resolution and Recovery Plans (RRP) 
▪ Comprehensive Capital Analysis and Review (CCAR) 
▪ Dodd-Frank Stress Testing (DFAST) 

• Operations, including: 
◦ Strategic business plans 
◦ Monthly management reports 
◦ Managing and tracking key performance indicators (KPIs) 
◦ Integrated planning 
◦ Environmental, Health and Safety (EHS) reporting 
◦ Data collection for domestic sales 
◦ Performance reporting 
◦ Employee benefit financial statements 

 
How It Works 
Wdesk users collect business data from a variety of sources, like spreadsheets and systems of 
record, then link the data to required documents, presentations and spreadsheets. The data linking 
and document changes are supported by a full audit trail providing transparency and 
accountability in a collaborative environment. Granular permissions allow the team lead to set 
appropriate document access and control for collaborators with varying responsibilities. 
Implementation is timely and does not require IT support, allowing a quick transition to an 
efficient and trusted tool.  
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Vision 
Workiva's vision is to simplify essential business and compliance reporting. The Wdesk platform 
removes the manual, cumbersome process of creating business, financial and managerial reports 
and delivers accurate data.  
 
Founding Principles 

• Provide the highest standard in cloud-based collaboration solutions for business reporting 
and compliance. 

• Be the leader in technology innovation with a focus on usability. 
• Operate with complete integrity and data security. 
• Strive for 100 percent customer satisfaction by understanding and solving our customer 

challenges. 
 
Security 
Securing electronic data is paramount to confidential financial and strategic business 
information. Workiva invests in technology, people, and process to ensure customer information 
is safe, secure and private. Our dedicated team of software and security professionals is 
responsible for building in security from the start, reviewing all design, software code, and 
completed products to ensure strict security and data privacy standards.  
 
Workiva selects security partners carefully and utilize Google and Amazon to deliver the 
scalability and reliability our customers require.  
 
To demonstrate our commitment to security, Workiva has successfully completed the rigorous 
Service Organization Controls (SOC) 1 Type II and  (SOC) 2 Type II with Health Insurance 
Privacy and Portability Act (HIPPA). For privacy, Workiva is TRUSTe certified, and adheres to 
all rules and best practices for HIPPA and General Data Protection Regulation (GDPR) 
compliance. These audits and certifications establish that Workiva utilities uniform and reliable 
safeguards and operational controls as a host and processor of our customers’ data.  
 
Workiva has achieved an Agency Authorization to Operate (ATO) under the FedRAMP 
Moderate Baseline program for Cloud Service Providers (CSP). FedRAMP, the Federal Risk and 
Authorization Management Program, is a comprehensive security program for cloud-service 
providers (CSPs) like Workiva. FedRAMP accelerates the adoption of cloud services by 
increasing confidence, consistency, and automation of security practices and continuous 
monitoring.  

 
World Class Customer Satisfaction 
Workiva is committed to our customers' success and supporting them throughout the reporting 
process, and our Customer Success teams thrive on delivering exceptional service. 
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Our culture is based on an innate caring and understanding of the customers’ needs. Our 
Customer Success Managers are embedded in the customers’ teams as they work together 
through all the processes and controls necessary for high-quality business data management, 
reporting and decision-making.  
 
Our customers love the personal attention to detail and how we respond to them around the 
clock. Our customer satisfaction scores are greater than 95 percent, and our revenue retention 
rates exceed 95 percent, confirming Workiva is a trusted partner.  
 
Our Customers 
Since 2010, Workiva has provided our solutions to more than 3,500 enterprise customers, 
including over 75% of the FORTUNE 500®. Our customers include many of the world's leading 
companies. Fortune 100s, high-tech innovators, manufacturers, banks, government agencies, 
airlines, energy companies—businesses from Home Depot to Skilled Healthcare Group and 
Hyatt Corporation to Kimball International trust Workiva for their reporting needs. Some of our 
public sector customers include General Service Administration, State of Arizona, City of El 
Paso, Middlesex County, and the State University System of Florida. 
 
Our Commitment 
Workiva is committed to improving and understanding our customers' compliance, data 
management, and financial reporting responsibilities. Workiva is proud to sponsor NASC 
(National Association of State Controllers), NASACT (National Association of State Auditors, 
Controllers, and Treasurers), GFOA (Government Finance Officer's Association), and to be a 
corporate member of AGA (Association of Government Accountants). These organizations 
provide government leaders with tools, education, and networking opportunities to learn and 
share best practices both nationally and regionally. 
 
Workiva's Leadership Team 
Our executive management team scaled software companies from start-ups to private and public 
global enterprises. 
 
Martin J. Vanderploeg, Ph.D.,  
Chief Executive Officer and President 
Former Founder, COO, Engineering Animation, Inc. 
 
Mitz Banarjee,  
Executive Vice President of Global Operations 
Former Director of Client Services at Yodle (acquired by Web.com in 2016) 
 
Troy M. Calkins,  
Executive Vice President, Chief Legal and Administrative Officer and Corporate Secretary 
Former Partner at Drinker Biddle & Reath LLP 
 
Julie Iskow, 
Executive Vice President and Chief Operating Officer 
Former Chief Technology Officer, Medidata Solutions 



Financial Reporting Preparation Software/System (CAFR) CRFQ-FAR20-02 
Vertosoft Response  02/14/2020 

Use or disclosure of data contained on this sheet is subject to the restriction on the title page of this proposal or quotation. 

 9 

J. Stuart Miller,  
Executive Vice President, Treasurer and Chief Financial Officer 
Former Founder and Managing Director, Colonnade Advisors 
Former Managing Director, JP Morgan & Co. 
 
Scott Ryan,  
Executive Vice President of Global Sales 
Former Vice President of North America Cyber Security Sales for IBM 
 
Jeffrey D. Trom, Ph.D.,  
Executive Vice President and Chief Technology Officer 
Former Founder, CTO, Engineering Animation, Inc. 
 
Jill E. Klindt,  
Senior Vice President, Chief Accounting Officer and Treasurer 
Former Manager of Financial Analysis at Financial Intelligence, LLC. 
 
Board of Directors 
David S. Mulcahy   
Workiva Chairman of the Board; director and chairman of the audit committee of American 
Equity Investment Life Holding Company (NYSE: AEL); director, American Equity Investment 
Life Insurance Company of New York; chairman, Monarch Materials Group, Inc., successor to 
Monarch Holdings, Inc.; former executive officer of Monarch Holdings, Inc.; president and 
chairman of the board of directors of MABSCO Capital, Inc. 
 
Michael M. Crow, Ph.D. 
President of Arizona State University and Professor of Science and Technology Policy at ASU; 
former director of Aquila, Inc. (NYSE: ILA); consultant for the Moscow School of Management; 
former consultant for the Malaysian Global Science and Innovation Advisory Council; former 
member of Workiva's advisory board; former advisor to the U.S. Departments of State, 
Commerce and Energy; fellow, National Academy of Public Administration; member, National 
Advisory Council on Innovation and Entrepreneurship and Council on Foreign Relations. 
 
Robert H. Herz 
Member of the board of directors of the Sustainability Accounting Standards Foundation; former 
member of the Workiva advisory board; former audit partner at PricewaterhouseCoopers; 
President of Robert H. Herz LLC; former Chairman of the Financial Accounting Standards 
Board; member of the board of directors of the Federal National Mortgage Association ("Fannie 
Mae") since 2011 and of Morgan Stanley (NYSE: MS) since 2012; executive-in-residence at the 
Columbia University Business School. 
 
Eugene S. Katz 
Retired partner and board member, PricewaterhouseCoopers; former member of the Workiva 
advisory board; director of audit committee of Asbury Automotive Group (NYSE:ABG) since 
2007; audit committee chair at ABG since 2009; member of ABG compensation committee since 
2011. 
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Suku Radia 
Retired Chief Executive Officer and director, Bankers Trust Company; former Chief Financial 
Officer of Meredith Corporation (NYSE: MDP); former mergers and acquisitions partner with 
KPMG LLP; director of Nationwide Insurance Company. 
 
Martin J. Vanderploeg, Ph.D. 
Founder, Chief Executive Officer and President, Workiva; former Chief Operating Officer and 
Managing Director of Workiva LLC; former founder, Executive Vice President and Chief 
Technology Officer of EAI; former tenured professor of mechanical engineering at Iowa State 
University; former founder and director of the Iowa State University Visualization Laboratory. 
 
Brigid A. Bonner 
Chief Experience Officer of CaringBridge; Previously, she was Senior Vice President of Strategy 
and Planning for OptumHealth. Before that, she was Senior Vice President and Chief 
Information Officer at UnitedHealth Technologies, a shared services architecture and 
infrastructure organization of UnitedHealth Group. She has also served in various technology 
and operational leadership roles with Simon Delivers, Target Corporation and IBM. 
 
Thought Leadership 
 
Robert Childree, Senior Advisor, Former State Comptroller of Alabama 
Mr. Childree has over forty years’ experience in financial management and governmental 
accounting systems.  He has specific expertise in the area of financial management systems for 
state governments including accounting, budgeting, procurement, payroll, personnel (HR), 
financial analysis and financial reporting.  Mr. Childree developed and wrote fiscal and 
accounting policy for the State of Alabama.  He has developed and taught financial management 
courses to the fiscal staff of the State of Alabama and has spoken frequently regarding 
governmental financial reporting to various organizations across the country. 
 
John Radford, Senior Advisor, Former State Controller of Oregon 
John has many years of governmental financial management experience starting his career for 
the city of Omaha, Nebraska before moving to Oregon in 1983 to begin work as chief budget 
officer in the Oregon Judicial Department. John was appointed State Controller in 1989 and has 
since served several leadership roles within the State. John is a lifetime member and past 
president of NASACT and NASC. He has also been very involved with other organizations such 
as GFOA, AGA, and IIA to name a few. 
 
Bob Attmore, Senior Advisor, Former GASB Chairman 
Bob is a highly regarded accountability executive with demonstrated leadership and management 
skills developed over four decades of progressively more responsible positions in professional 
service organizations.  He is experienced at building a shared vision for excellence and 
motivating a highly trained group of professionals, technical and clerical employees to achieve 
desired results.  Bob is focused on accomplishments with a positive attitude, strong work ethic 
and a reputation for integrity.  He has held top leadership positions in several professional 
associations, and has been a frequent speaker at professional conferences. 
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Hank Steininger, CEO, H.J. Steininger PLLC 
Mr. Steininger brings years of professional and government experience, and is the CEO of a 
public accounting and professional services firm based in Palm Beach, Florida. For Grant 
Thornton LLP, he held the positions of Managing Partner, Global Public Sector, U.S. Chief 
Operating Officer, and member of the Partnership Board. Clients served included technology, 
financial services, not-for-profit and government organizations. He is a former partner with Ernst 
& Young and senior executive with ICF International. He has served as Chairman of the 
Association of Government Accountants (AGA) Corporate Partners and the Technology 
Association of America. Hank is a CPA in Florida and Virginia, holds additional certifications, 
and is an active member of the AICPA and the Florida and Greater Washington Societies of 
CPA's. 
 
Workiva Employees 
Workiva's values and leadership principles are core to all company practices, including hiring 
and professional development. The Human Resource team actively recruits employees who care 
about delivering an exceptional customer experience, and who have multiple years of experience 
in accounting, finance and integrated risk. Workiva conducts background checks on all 
candidates offered a position to verify education, certifications and previous employment.  
 
Workiva believes our employees are the company’s greatest asset, and gives employees the 
resources needed to meet customers' goals. The company culture is collaborative. We encourage 
diverse thought and expect employees to hold themselves and each other accountable. 
Employees act with urgency, trust one another, embrace change, constantly communicate and 
create new solutions every day.  
 
It's not uncommon for Workiva staff to hold certifications in accounting, finance, information 
technology and project management, like Certified Public Accountant (CPA) or Project 
Management Professional (PMP). In addition, Workiva employees have typically worked for 
large accounting, banking, consulting, financial, information technology or software firms, and 
have experience with business intelligence technologies, databases and data management 
platforms as well as accounting and finance business applications like Oracle, SAP or Workday 
to name a few.  
 
Awards & Recognition 
Workiva’s goal is to develop, launch, and support technology for the specific and intricate world 
of business data that impacts all parts of a company or agency. We strive to exceed our 
customers' expectations and design our platform functionality around their direct feedback.  
 
We are honored to be recognized by Gartner for a third year in a row as Magic Quadrant Leader 
for Financial Close, by Chartis RiskTech100 for outstanding Customer Satisfaction and by other 
organizations for best overall SaaS solution, the best employer, the best place to work and 
sustainability practices.  
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3 Qualifications 
 
3.1 The proposed software solution must have been used for a minimum of 15 CAFRs that 
had successful submissions to the GFOA award program. 
 
Since 2015 Workiva has been under contract with over 15 state controller's offices who have 
successfully published GFOA award-winning CAFRs and other reports.  
 
3.2 Company must have experience with the implementation of at least five (5) state 
CAFRS. 
 
State of Alabama, Department of Finance 
2018 CAFR 
 
State of Florida - Department of Financial Services 
2018 CAFR 
 
State of Georgia 
2019 CAFR 
 
State of Utah 
2019 CAFR 
 
State of Washington, Office of Financial Management 
2019 CAFR 
 
  



Financial Reporting Preparation Software/System (CAFR) CRFQ-FAR20-02 
Vertosoft Response  02/14/2020 

Use or disclosure of data contained on this sheet is subject to the restriction on the title page of this proposal or quotation. 

 14 

4 Mandatory Requirements 
 
4.1.1 This RFQ is a request for software and implementation services to produce the state’s 
CAFR. The Finance Division requests qualified vendors to submit a bid for implementation 
and installation with maintenance, support, warranty and hosting of a cloud-based 
software-as-a-service. 
 
Workiva offers a 100% cloud-based software-as-a-service (SaaS) solution in a secure and 
centralized platform call Wdesk. Wdesk is owned, delivered and manage by Workiva to 
maximize flexibility and scalability for the customer. There are no additional costs for ongoing 
configuration, maintenance or upgrades/updates. Platform upgrades/updates are released weekly 
with no downtime or disruption to the customer. 
 
General Requirements 
 
4.1.1.01 Ability to produce GAAP/Uniform Guidance compliant financial statements and 
reports. 
 
The Wdesk platform produces GAAP/Uniform Guidance compliant financial statements and 
reports, like the CAFR. Refer to the Wdesk Platform section of the proposal to review the 
extensive list of GAAP compliant financial statements and reports Wdesk supports.  
 
4.1.1.02 Publish all components of the CAFR/Single Audit/SWCAP (cover/divider 
pages, organizational charts, graph, text files, spreadsheets, and pdfs) from a single 
software solution to a portable document format (pdf). Previously issues CAFR/Single 
Audit/SWCAPs can be found at www.finance.wv.gov/fars. 
 
The Wdesk platform is a single software solution that allows government agencies to publish all 
components of the CAFR, Single Audit and SWCAP in a portable document format (pdf). For 
example, an agency can create a pdf document of the entire CAFR or any combination of 
documents within the CAFR. In addition, the agency can create a Publish Ready PDF for 
traditional printing and apply features like: 
 

• Hyperlink formatting; 
• Table cell background shading; 
• Leader dots in cells; 
• Use CMYK colorspace; 
• Make ADA compliant. 

 
4.1.1.03 Produce all components (graphs, text files, and spreadsheets) of the CAFR/Single 
Audit/SWCAP using a single software solution. 
 
Wdesk is a multi-business reporting platform in a single software solution. Government agencies 
easily and efficiently produce all components of the CAFR, Single Audit and SWCAP within the 
platform because Wdesk: 
 



Financial Reporting Preparation Software/System (CAFR) CRFQ-FAR20-02 
Vertosoft Response  02/14/2020 

Use or disclosure of data contained on this sheet is subject to the restriction on the title page of this proposal or quotation. 

 15 

• Provides the flexibility for government employees to collaborate across multiple reports 
in a controlled environment; 

• Makes data, documents, presentations and spreadsheets created for the CAFR, Single 
Audit or SWCAP readily available and accessible for other reports; 

• Links information from a single source of truth ensuring data accuracy and consistency 
throughout all reports replying on the same information.  

 
4.1.1.04 Ability to save and review multiple versions including the final CAFR. 
 
The Wdesk platform makes saving and reviewing versions easy by: 
 

• Automatically saving all changes and edits every sixty (60) seconds; 
• Automatically creating and storing a new version every five (5) minutes during active 

use; 
• Creating blacklines. 

 
To compare versions, the user selects two (2) different versions of the document from the history 
panel, and clicks create a blackline. Then Wdesk automatically compares the two (2) versions 
and produces a PDF noting all changes.  
 
4.1.1.05 Provide designate support staff to address issues or technical problems and be 
based in the continental United States. 
 
Workiva’s solution-based licensing (SBL) includes Premium Support based in the continental 
United States, a dedicated Customer Success Manager (CSM), and access to a variety of training 
materials and resources at no additional cost. 
 
The dedicated CSM is a trained application expert who directs day-to-day support activity for the 
customer, and communicates with Software Support, Product Development and other Workiva 
teams to ensure timely responses to customer questions, requests and incidents. The CSM is 
Wdesk certified and has experience working with government agencies on a variety of solutions.  
 
Customer success is one of Workiva’s core values. Employees thrive on delivering exceptional 
service, and our customer satisfaction scores and revenue retention rates exceed 95 percent. 
 
Premium Support Includes: 
Guaranteed two (2) hour response time 
Basic support hours 
24x7x365 on-call support 
Dedicated Customer Success Manager (CSM) 
Dedicated Initial and Ongoing Training 
Online Help and Workiva User Community Access 
Product Updates 
Quality Success Reviews (QSR) with your Workiva team 
Emergency Filing Services 
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24/7 Hotline Support (staffed by Workiva experts)* 
 

*After basic account management support hours, customers will reach someone other than 
their dedicated Customer Success Manager for no additional fee. 

 
Basic support hours are from 9 am to 5 pm, Monday through Friday based on the time zone of 
the nearest Workiva support center. Support center locations are in Eastern (ET), Central (CT), 
Mountain (MT) and Pacific (PT) Time Zones. 
 
The 24x7x365 on-call customer success support includes a two (2)-hour maximum response 
time. The on-call customer success team includes members of the account management and 
technical teams who are responsible for smooth operation of the software and hosting 
infrastructure.  
 
4.1.1.06 Provide full first-year implementation for the project. 
 
Workiva provides full implementation services and works side-by-side with customers to rapidly 
adopt the solution. Customers are trained and working on reports within hours. Implementation 
varies based on size and scope of the project, but the typical implementation timeline is thirty 
(30) to forty-five (45) days. The familiar and intuitive design of Wdesk, and a dedicated CSM 
ensures a smooth implementation. Teams are comfortable with Wdesk's functionality as 
implementation concludes, and assured they can contact their CSM for assistance.  
 
Refer to section 5 Implementation for additional implementation information.  
 
4.1.1.07 Licensing must accommodate a minimum of 20 concurrent users. 
 
Workiva’s solution-based licensing (SBL) supports an unlimited number of users at no additional 
cost. The internal owner or account administrator sets up user access, grants temporary access 
and removes access as needed. The unlimited user feature allows teams to easily expand and 
scale as needed.  
 
Specific Requirements 
 
4.1.1.10 Software needs to have the ability to import and map data from the state’s 
financial accounting software and other databases into the financial reporting software 
solution. 
 
Wdesk makes is easy to connect and update data from users critical systems, including desktop 
spreadsheets and documents, general ledgers, ERP, CRM and other source systems into the 
platform. Wdesk offers direct import and export capabilities, application program interfaces 
(API) and pre-built connectors.  
 
Bidirectional data flows between connected systems, and linked data within Wdesk gives users 
confidence information is correct and consistent. Direct imports from source systems and 
automatic refreshing eliminates manual entry errors and ensures data is up-to-date. 
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Workiva delivers comprehensive standards-based web service APIs to support integration to and 
from the Wdesk platform. The connections are built and maintained by the customer’s IT team.  
 
4.1.1.11 Incorporate documents from Microsoft Office products including Excel, Word, 
PowerPoint, etc. 
 
The Wdesk platform is fully compatible with Microsoft Office. Users easily import Excel, Word 
and PowerPoint files into Wdesk as well as export documents, spreadsheets and presentations 
from Wdesk into Excel, Word, PowerPoint and PDF formats. 
 
4.1.1.12 Produce financial statements on an accrual basis of accounting through the 
importing of data and journal entries.  
 
The Wdesk platform allows government agencies to produce financial statements on an accrual 
basis of accounting.  
 
Refer to requirement 4.1.1.10 for additional information on importing data in Wdesk.  
 
4.1.1.13 Link financial statements, MD&A, footnotes, and schedules to supporting 
documents.  
 
Wdesk allows users to link supporting documents to financial statements, MD&A, footnotes and 
schedules using the Attachments feature. 
 
4.1.1.14 Link financial statements to MD&A, footnotes, and schedules that dynamically 
update changes throughout the document. 
 
Live-linking is a core feature of Wdesk to maintain data accuracy and integrity.  The familiar 
copy-paste function is used to create source and destination links. A single source value or single 
source text can link to several locations or destinations within Wdesk. When a source value or 
source text is updated so are all destination links throughout documents, presentations and 
spreadsheets. Each use of data can be formatted to different number types and decimal places 
without affecting the source data. Links can be rolled forward to new reporting periods. Link 
properties provide a view of all the uses of a linked value, and link history provides change 
details of who made the change with a corresponding date and time stamp.  
 
4.1.1.15 Capable of updating financial statements and notes for future GASBs.  
 
Wdesk is capable of updating financial statements and notes for future GASBs using the linking 
feature.  
 
Refer to requirements 4.1.1.13 and 4.1.1.14 for addition linking information.  
 
4.1.1.16 Create journal entries and track adjustments for the CAFR that dynamically 
update data across the statements via the journal feature. 
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The Wdesk platform supports two (2) journal entry preparation methods: Wdata; Wdesk 
spreadsheets. 
 
Wdata 
Wdata automates journal entry preparation using a feature called Chains and updates to linked 
financial statements accordingly. Chains allow a user to create and manage a linear sequence of 
tasks, like journal entry preparation and refresh linked data accordingly. Chains run on-demand 
and according to defined conditions like a specific interval, specific date range, or a trigger 
event.  
 
Wdesk Spreadsheets 
An adjustment template in Wdesk spreadsheets supports journal entry preparation and reconciles 
governmental fund statements and governmentwide statements. The template links data used for 
adjustments from the workpapers, then links the information to reconciliation pages and face 
statements, and dynamically updates data across linked statements. 
 
4.1.1.17 Provide real-time comments and notifications to users within the software solution. 
 
Direct commenting and tasking with automatic email notification is available within the 
collaborative Wdesk platform. Users easily add comments and assign tasks with due dates. All 
comments and tasks are tracked. 
 
Commenting 
Wdesk provides a robust commenting feature for teams that includes direct commenting and 
threaded discussion. The direct commenting feature allows a user to specifically address another 
user using a @username within the comment field. Once the comment is posted, an automatic 
email notification is delivered to the noted user. Then the noted user clicks the embedded link to 
directly review and address the comment. Comments are maintained in a threaded discussion 
format with dates and times, and can be filtered by user, status and date.  
 
Tasking 
Wdesk provides an integrated tasking solution for users to create, assign and complete tasks 
within documents, presentations or spreadsheets. To create and assign a task the user adds a task, 
detailing title, due date, description, assignee(s) and location (i.e., specific section of document 
or entire document). Once the task is created, the assignee receives an automatic email 
notification alerting him/her of the task. Reminder emails are automatically sent on the due date 
and the day after the due date, and the assigner can send reminders at any time. In addition, the 
assigner can edit, view activity and mark tasks as completed all within the collaborative 
platform.  
 
4.1.1.18 Allows the ability to sort comments by user, opened/closed, and time frame. 
 
Wdesk allows users to sort comments by user, open/closed status, time frame (i.e., today, before 
MM/DD/YYYY, between) and content.  
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4.1.1.19 Software must have automatic save function every sixty (60) seconds.  
 
Wdesk automatically saves content every sixty (60) seconds.  
 
4.1.1.20 Provide for multiple users to access the software solution simultaneously without 
overriding or conflicting versions. 
 
Controlled collaboration is a core feature of Wdesk. Multiple users work simultaneously on the 
same document with real-time updating, eliminating the need for numerous versions of 
documents, presentations and spreadsheets. 
 
In addition, Wdesk includes an essential feature called Share that restricts multiple users from 
editing the same section at the same time. When a user is working on a specific section of a 
document, presentation or spreadsheet, that section changes to draft mode. In draft mode other 
users are restricted from making changes to that section until the user shares his/her changes. 
Restricted users can see who is making changes. 
 
A new version of a document, presentation or spreadsheet is created each time a user shares 
changes. Historical versions of documents, presentations and spreadsheets are accessible to users 
via the History Panel with user, date and time information. Comparing historical versions is 
simple using blacklines.  
 
Refer to requirement 4.1.1.04 and 4.1.1.26 for additional information on comparing historical 
versions. 
 
4.1.1.21 Provide for only one user having access to change the documents at a time. 
 
The Wdesk platform includes a feature called Share the restricts multiple users from editing the 
same section at the same time. 
 
Refer to requirement 4.1.1.20 for additional information regarding the Share feature. 
 
4.1.1.22 System capable of supporting future inline XBRL requirements. 
 
Workiva is a world leader in XBRL technology and support services, and is capable of 
supporting inline XBRL requirements. Currently, more than 75% of Fortune 500® companies 
use the Wdesk platform to tag and summit to the SEC. In addition, two (2) dedicated full-time 
Workiva employees actively participate in the XBRL-US State and local working group. The 
working group successfully developed the first taxonomy for tagging CAFRs and submitting in 
electronic format. 
 
Workiva is committed to supporting all future government wide XBRL/iXBRL mandates. In 
fact, one of Workiva’s sales engineers, Cathlyn Coons, authored an article about the future of the 
modern CAFR and completed XBRL tagging for the states of Georgia and Utah as part of a pilot 
project. Access additional information at https://www.workiva.com/blog/leading-way-modern-
cafr. 
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Internal Control Requirements 
 
4.1.1.23 Provides a full audit trail of every change made to the report(s). 
 
Wdesk provides a complete audit trail solution, logging all activity, changes, deletions, edits and 
updates by user with date and time stamp. Wdesk automatically saves every sixty (60) seconds, 
backing up all changes and edits, and a new version is created every five (5) minutes during 
active use. Users easily review historical versions of reports by creating blacklines. 
 
Refer to requirement 4.1.1.04 for additional information on comparing historical versions. 
 
4.1.1.24 Creates a record of all changes made to a file (database) and maintains an audit 
trail or log of all operations, including the import of every audit test, carried out on the 
database. Entries are tagged with the user id from login.  
 
Wdesk creates a digital record of all changes to files and databases and makes the information 
available in the History Panel. The digital record includes user, date and time information. For 
example, changes are tracked at the cell level within a spreadsheet and a user can view who 
changed it, what changed and when it changed. The full audit trail makes it easier for teams to 
collaborate and provides accountability.  
 
4.1.1.25 Compares, joins, appends, and connects different files from different sources. 
 
The Wdesk platform allows users to compare, join, append and connect different files from 
different sources. For example, a team using multiple documents and spreadsheets to create the 
CAFR, can bring all those files into the collaborative and controlled Wdesk environment.  
 
4.1.1.26 Allows users to compare two (2) versions of the report to visually identify which 
elements of the report have changed. 
 
Wdesk supports version comparison by quickly creating blacklines in PDF format. The ability to 
only include pages with changes, and color-coded notations of additions in blue text and 
deletions in red strike-through text make it easy to review changes between revisions. 
 
Refer to requirement 4.1.1.04 for additional information on comparing historical versions. 
 
4.1.1.27 Provides user- and/or role-based security within a document or report.  
 
Wdesk supports user- and role-based security. The internal administrator or account 
administrator sets different levels of permissions for users and roles, controlling all users’ ability 
to modify and/or view content. Wdesk security permission are granular to achieve controlled 
collaboration and varied levels of control within a single document. 
 
Additional Advanced Permissions controls include: 
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• Distribute role-based document access and privileges for administrators, contributors and 
reviewers; 

• Set permissions at the cell, document or section level; 
• Owner, editor, viewer, and no access permission levels; 
• Approve and reject proposed changes permission levels. 

 
4.1.1.28 Supports the review cycle where multiple participants can review and comment on 
the draft(s) of the report(s).  
 
The Wdesk platform simplifies and streamlines the review process for multiple participants with 
controlled collaboration. Multiple participants review, make comments and assign tasks within 
the same document, presentation and spreadsheet eliminating version control issues. In addition, 
the collaborative environment allows teams and reviewers to communication within the 
application instead of communicating through individual or lengthy group emails. 
 
Refer to requirement 4.1.1.17 for additional commenting and tasking information.  
 
4.1.1.29 Provide Service Organization Controls (SOC) 1 and 2 Statements on Standards for 
Attestation Engagement No. 16 (SSAE 16). 
 
Workiva produces yearly SOC Type 1 and SOC Type 2 reports. The current SOC 1 Type II 
Report and SOC 2 Type II Report are included as part of the submission. These reports are also 
available on Workiva’s compliance portal for review: 
https://www.workiva.com/security/compliance-document-portal. 
 
In addition, Workiva is FedRAMP authorized at the moderate security impact level for a broad 
range of connected reporting and compliance solutions available to all federal agencies.  
FedRAMP Authority to Operate (ATO) Details 
Authorization Date: 10/9/2019 
Service Model: SasS 
Impact Level: Moderate 
Status: FedRAMP Authorized 

 
Authorization Type: Agency 
Independent Assessor: Coalfire System, Inc. 
The Federal Risk and Management Program Dashboard 
 
Formatting Requirements 
 
4.1.1.30 Must produce highly formatted report output. 
 
Wdesk combines word processing, linked workbooks, charts, graphs, tables and presentations in 
a single software solution that allows government agencies to create highly formatted report 
outputs. Adobe PDF, Microsoft Office and Indesign are report output options in Wdesk. 
 
4.1.1.31 Allows for advanced formatting features within the application. 
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Wdesk includes advanced formatting features similar to Microsoft Office and Adobe Acrobat as 
well as Style Guides. A Style Guide is recommended when a document owner wants/needs to 
repeatedly apply the same formatting. The document owner creates and edits the Style Guide and 
makes it available to other users to ensure consistent formatting. Applying a style is as simple as 
highlighting text and selecting the style from a drop-down menu. A user can apply a style to text, 
tables and presentations.  
 
4.1.1.32 Ensures that tables are formatted consistently regarding margins, table layout and 
size, column widths, and font and styles.  
 
Style Guides ensure consistent formatting for tables. 
 
Refer to requirement 4.1.1.31 for more information regarding Style Guides.  
 
Technical Requirements 
 
4.1.1.33 The agency is seeking a solution that is browser based and is compatible with 
Microsoft Windows 10.  
 
Wdesk is a web-based SaaS application that is browser based and compatible with Microsoft 
Windows 10. Workiva’s recommends the latest versions of the following browsers: Google 
Chrome and Microsoft Edge Chromium. 
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5 Implementation 
 
Workiva works closely with agencies to rapidly adapt the Wdesk platform to their existing 
process or new standard, and recommends a dedicated Customer Success Manager (CSM) and 
Solutions Architect (SA) to execute the scope of work. Upon receipt of an executed contract, 
your assigned CSM schedules the initial kickoff call between the agency and SA. A typical 
CAFR implementation takes thirty (30) to forty-five (45) days, and detailed below are the four 
(4) phases of implementation.  
 
Implementation Team 
 
Customer Success Manager (CSM) 
The CSM is a trained application expert who directs day-to-day support activity for the 
customer, and communicates with Software Support, Product Development and other Workiva 
teams to ensure timely responses to customer questions, requests and incidents. The CSM is 
Wdesk certified and has experience working with government agencies on CAFR and budget 
solutions.  
 
Solution Architect (SA) 
The SA is a trained application expert responsible for executing the scope of work defined in the 
contract. The SA works closely with the CSM to ensure timely delivery of the project, and has 
extensive knowledge and experience implementing financial reporting and accounting solutions.  
 
Connected Financial Reporting: Standard Setup Option 
 
Standard Setup includes Document Setup and Onsite Hands-On Workshop. 
 
Standard Document Setup: Workiva’s Customer Success Team imports the agency’s 
previously published CAFR to Wdesk, creates workbooks and documents, and links a sample set 
of data using best practices. Standard Document Setup allows the agency to work on their 
financial report immediately with continued support from the dedicated CSM.  
 
Onsite Hands-On Workshop: Workiva’s SA Team conducts a two-day onsite visit to 
understand how the agency’s data source files integrate into the final report and to ensure the 
existing process or new standard is appropriately mapped in Wdesk. The SA provides process 
and data flow recommendations, best practices, and training as needed. In addition, the SA 
samples the linking feature to equip the agency to continue linking out the rest of the report.  
 
Implementation Outline 
 
Phase 1: Kickoff and Discovery 

• Meet CSM and SA 
• Review current reporting process, including current systems used for reporting and 

associated data 
• Establish future state of reporting process using the Wdesk platform 
• Finalize specific goals and expectations 
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• Determine detailed plan of action, including deliverables and timeline 
 
Phase 2: Wdesk Data Setup and Configuration 

• Review CAFR-related data files and other essential source data files provided by the 
customer 

• Identify restructure needs for optimal setup 
• Document setup and linking 

 
Phase 3: Wdesk Training 

◦ Training developed by Workiva 
◦ Account administrator receives welcome email with access information  
◦ Review new reporting process in configured environment 
◦ Review spreadsheets, linking and best practices 
◦ Finalize a go-live strategy including cut-over date for new reporting process 

 
Phase 4: Continued Support 

• Direct access training and support from CSM 
• Quarterly Success Reviews (QSR) with CSM 
• 24x7x365 customer support 

 
The familiar and intuitive design of Wdesk, and a dedicated CSM ensures a smooth 
implementation. Agencies are comfortable with Wdesk's functionality as implementation 
concludes, and assured they can contact their CSM for assistance. Implementation timelines vary 
depending on the agency and scope of work. Workiva works closely with the agency to finalize 
an acceptable timeline.  
 
Connected Financial Reporting: Wdata Setup Option 
 
Workiva’s RFQ submission meets and exceeds the defined requirements and would look forward 
to entering into a partnership with the State. Over the past year, Workiva expanded setup options 
to include Wdata Setup. The option includes a scoping analysis with the agency, more extensive 
data management capabilities, and remote advisory hours, in addition to Standard Document 
Setup and Onsite Hand-On Training. Workiva is happy to discuss the Wdata Setup option in 
more detail, and why agencies choose Wdata Setup to support a variety of reporting and 
compliance needs. 
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6 Pricing Page 
 

6.1 EXHIBIT A - Pricing Page 

Option 1: Connected Financial Reporting (does not include Wdata) with Standard Setup 

 

CONTRACT ITEM 

 

Item # Item Vendor Description 
Unit of 
Measure 

Quantity Unit Price 
Extended 
Cost 

1 Implementation and Installation 

Implementation Fee for 

Connected Financial 

Reporting - Standard Setup 

Lump Sum 1 $10,000.00 $10,000.00 

1 
First Year Maintenance and 

Support/Warranty/Hosting 

Connected Financial 

Reporting 
Year 1 $55,000.00 $55,000.00 

 

CONTRACT SERVICES 

 

Item # Item Vendor Description 
Unit of 
Measure 

Quantity Unit Price 
Extended 
Cost 

2 
Second Year Maintenance and 

Support/Warranty/Hosting 

Connected Financial 

Reporting 
Year 1 $57,750.00 $57,750.00 

3 
Third Year Maintenance and 

Support/Warranty/Hosting 

Connected Financial 

Reporting 
Year 1 $60,638.00 $60,638.00 

4 
Fourth Year Maintenance and 

Support/Warranty/Hosting 

Connected Financial 

Reporting 
Year 1 $63,670.00 $63,670.00 

5 Licenses-Estimated Quantity 
Connected Financial 

Reporting 
Per License Unlimited* $0.00 $0.00 

 

*Workiva’s solution-based licensing (SBL) supports an unlimited number of users at no additional cost.  
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7 Contract Manager 
 
11.a Contract Manager: During its performance of this Contract, Vendor must designate 
and maintain a primary contract manager responsible for overseeing Vendor's 
responsibilities under this Contract. The Contract manager must be available during 
normal business hours to address any customer service or other issues related to this 
Contract. Vendor should list its Contract manager and his or her contact information 
below. 
 
Contract Manager: Chet Hayes 
Telephone Number: 571.707.4137 
E-mail Address: chet@vertosoft.com 
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8 Attachments 
 
2019 Workiva SOC 1_ISAE3402 Report_Final.pdf 
2019 Workiva SOC 2_ISAE3000_HIPPA (TSP 100) Report FINAL Updated.pdf 
Workiva Master Service Level Agreement (Master Terms and Conditions.pdf) 
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