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Extended Description:
Direct Award

The vendor, Multi Health, Inc., agrees to enter with the agency, The WV Division of Administrative Services, Justice and Community Services (JCS), licenses for the
Level of Service/Case Management Inventory (LS/CMI) and Youth Level of Service/Case Management Inventory (YLS/CMI) 2.0 from Multi Health Systems, Inc.
(MHS) for 3 years with no renewals. The licenses will provide access to an online fully digital platform for conducting the risk and needs assessments on offenders in
the WV justice system, as well as provide secure storage of the resulting data, per the attached documents.

Line Commodity Code Manufacturer Model No Unit Unit Price

1 43232600 EA 49840.000000
Service From Service To Service Contract Amount
2025-07-16 2026-07-15 0.00

Commodity Line Description: LS/CMI Assessment License - Year 1

Extended Description:

Year 1

Line Commaodity Code Manufacturer Model No Unit Unit Price

2 43232600 EA 52298.000000
Service From Service To Service Contract Amount
2026-07-16 2027-07-15 0.00

Commodity Line Description:  LS/CMI Assessment License - Year 2

Extended Description:

Year 2

Line Commodity Code Manufacturer Model No Unit Unit Price

3 43232600 EA 54710.000000
Service From Service To Service Contract Amount
2027-07-16 2028-07-15 0.00

Commodity Line Description: LS/CMI Assessment License - Year 3

Extended Description:

Year 3

Line Commodity Code Manufacturer Model No Unit Unit Price

4 43232600 EA 5.500000
Service From Service To Service Contract Amount
2025-07-16 2026-07-15 0.00

Commodity Line Description: Per Assessment fee over 9,000 - Year 1

Extended Description:
Assessments consumed after the 9,000 per year limit will be bill at a rate of $5.50 per year in Year 1

Line Commodity Code Manufacturer Model No Unit Unit Price

5 43232600 EA 6.150000
Service From Service To Service Contract Amount
2026-07-16 2027-07-15 0.00

Commodity Line Description: Per Assessment fee over 9,000 - Year 2

Extended Description:
Assessments consumed after the 8,000 per year limit will be bill at a rate of $6.15 per year in Year 2
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Line Commodity Code Manufacturer Model No Unit Unit Price
6 43232600 EA 6.800000
Service From Service To Service Contract Amount
2027-07-16 2028-07-15 0.00
Commodity Line Description: Per Assessment fee over 9,000 - Year 3

Extended Description:
Assessments consumed after the 9,000 per year limit will be bill at a rate of $6.80 per year in Year 3

Date Printed:  Sep 11,2025 Order Number: CMA 0623 9921 JCS2600000001 1 Page: 3 FORM ID: WV-PRC-CMA-002 2020/01



ORDER OF PRECEDENCE AND MODIFICATION AGREEMENT
CSSD # JCS260000001

THIS ORDER OF PRECEDENCE AND MODIFICATION AGREEMENT (hereinafter "Tenns
Agreement") by and between Multi-Health, Inc., (hereinafter "MHS') and the State of West Virginia,
Division of Homeland Security - Justice and Community Services, (hereinafter seState"), (both
referred to as "Parties"), is intended to identify the various documents that comprise the contract
resulting from the Direct Award identified as CSSD JSC260000001 C'Contract"”), to establish an
order ofprecedence for the various documents, and to modify documents as necessary.

NOWTHEREFORE, the Parties hereto hereby agree as follows:

1. Order of Precedence; The Contract is comprised of the documents listed in this section. The
terms and conditions contained in the various documents shall be interpreted according to
the priority given to the document in this section. In that way, any terms and conditions
contained in the first priority document shall prevail over conflicting terms In the second

priority document. and so on.

Terms Agreement Documents:

Order of Precedence and Modification Agreement (this document) - First Priority

WV-96 (Attached as Exhibit A)- Second Priority

Software As A Service Addendum-(Attached as Exhibit B) - Third Priority

Notice of State of West Virginia Confidentiality Policies and Information

Security Accountability Requirements - (Attached as Exhibit C) -Fourth Priority

Business Associate Addendum -(Attached as Exhibit D)-Fifth Priority

West Virginia General Terms and Conditions - (Attached as Exhibit E) - Sixth

Priority

g. Federal Funds Amendment 2 C.F.R. §§ 200.317-200.327 (Attached as Exhibit
F) Seventh Priority

h. Vendor's Documents (including clickthrough terms and conditions)-(Attached

as Exhibit G) - Eighth Priority

BRe o

™o

2, Modifications:

a, State ofWest Virginia General Terms and Conditions: The State of West Virginia's
General Terms and Conditions are modified as follows:

i. Term 11 entitled "Liquidated Damages" is modified by removing it in its entirety.
ii. Term 13 entitled "Pricing" is modified by removing it in its entirety.

IN WITNESS WHEREOF, the Parties have entered into this Terms Agreement as of the date
ofthe last signature below.
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WV-96
17172019

STATE OF WEST VIRGINIA
ADDENDUM TO VENDOR’S STANDARD CONTRACTUAL FORMS

State Agency, Board, or Commission (the “State): WV Division of Administrative Services, Justice and Community Services

Vendor: MULTI HEALTH SYSTEMS INC

Contract/Lease Nurber (“Contract™): ¢SSD JCS2600000001

Commodity/Service: LS/CMI Assessment License

The State and the Vendor are entering into the Contract identified above. The Vendor desires to incorporats one or more forms it created
into the Contract. Vendor’s form(s), however, include(s) one or more contractual terms and conditions that the State cannot or will not
aceept. In consideration for the State’s incorporating Vendor's form(s) into the Contract, the Vendor enters into this Addendum which
specificelly eliminates or alters the legal enforceability of certain terms and conditions contained in Vendor's form(s). Therefore, on
the date shown below each signature line, the parties agree to the following contractual terms and conditions in this Addendum sre
dominate over any competing terms made a part of the Contrect:

L

9.

10.

1f.

ORDER OF PRECEDENCE: This Addendum modifies and supersedes anything contained on Vendor®s form(s) whether or not
they are submitted before orafter the signing of this Addendum. IN THE EVENT OF ANY CONFLICT BETWEEN VENDOR'S

FORM(S) AND THIS ADDENDUM, THIS ADDENDUM SHALL CONTROL.

PAYMENT - Payments for goods/services will be made in arrears only upon receipt of a proper invoice, detailing the
goods/services provided or receipt of the goods/services, whichever is later. Notwithstanding the foregoing, payments for software
licenses, subsariptions, or maintenance may be paid annually in advance.

Any language iinposing any interest or charges due to late payment is deleted.

FISCAL YEAR FUNDING - Performance of this Contract is contingent upon funds being appropriated by the WV Legislature
or otherwise being available for this Contract. In the event funds are not appropriated os otherwise available, the Contract becores
of no effect and is null and void afier June 3@ of the cwrent fiscal year, If that occurs, the State may notify the Vendor that an
alternative source of funding has been obtained and thereby avoid the automatic termination. Non-appropriation or non-funding
shall not be considered an event of default,

RIGHT TO TERMINATE — The State reserves the right to tenminate this Contract upon thirty (30) days written notice to the
Vendor. Ifthis right is exercised, the State agrees to pay the Vendor only for all undispirted services rendered or goods received
before the termination’s effective date, All provisions are deleted that seek to require the State to (1) compensate Vendor, in whole
or in part, for lost profit, (2) pey a termination fee, or (3) pay liquidated damages if the Contract is terminated early.

Any language seeking to accelerate payments in the event of Contract termination, default, or non-funding is hereby deleted.
DISPUTES — Any language binding the State to any arbitration or to the decision of any arbitration board, commission, penel or
other entity is deleted; as is any requiresmen to waive a jury trial,

Any languege requiring or permitting disputes under this Contract to be resolved in the courts of any state other than the Stat of
West Virginia is deleted. Al legal actions for damages brought by Vendor against the State shall be brought in the West Virginia
Claims Commission. Other causes of action must be brought in the West Virginia court authorized by statite to exercise jurisdiction

over it,

Any language requiring the State to agree to, or be subject 10, any form of equitable reliefnot authorized by the Constitution or laws
of State of West Virginia is deleted.

FEES OR COSTS: Any language obligating the State to pay costs of collection, court costs, or attomey’s fees, unless ordered by
a court of competent jurisdiction is deleted

GOVERNING LAW — Any language requiring the application of the law of any state other than the State of West Virginia in
interpreting or enforcing the Contract is deleted. The Contract shall be governed by the laws of the State of West Virginia.

RISK SHIFTING — Any provision requiring the State to bear the costs of all or a msjority of business/legal risks assaciated with
this Contrect, to indemnify the Vendor, or hold the Vendor or a third party harmless for any act or omission is hereby deleted.

LIMITING LIABILITY - Any language limiting the Vendor’s liability for direct damages to person or properiy is deleted,

TAXES - Any provisions requiring the State to pay Federal, State or local taxes or file tax returns or reports on behalf of Vendor
are deleted. The State will, upon request, provide a tax exempt certificate to confirm its tax exempt status.

NO WAIVER — Any provision requiring the State to waive any rigbts, claims or defenses is hereby deleted.
i1jpage
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12.

13,

14.

15.
16.

{7.

18.

19

20.

STATUTE OF LIMITATIONS — Any clauses limiting the time in which the State may bring suit against the Vendor or any other
third perty are deleted. .

ASSIGNMENT - The Vendor agrees not 0 assign the Contract to any person or entity without the State’s prior wrilten consent,
which will not be uareasonably detayed or denied. The Stete reserves the right to assign this Contract to another Stase agency,
board or commission upon thirty (30) days written notice to the Vendor. These restrictions do not apply to the payments made by
the State. Any assignment will not become effective and binding upon the State until the State is notified of the assignment, and
the State and Vendor execute a change order to the Contract.

RENEWAL -~ Any language that secls to automatically renew, modify, or extend the Contract beyond the initiel term or
avtomatically continye the Contract period from term ¢o temmn is deleted, The Contract may be renewed or continued only upon
maurtual written agreement of the Parties.

INSURANCE ~ Any provision requiring the State to maintein any type of insurance for either it or the Vendor’s benefit is deleted.

RIGHT TO REPOSSESSION NOTICE — Any provision for repossession of equipmment without notice is hereby deleted.
However, the State does recognize a right of repossession with notice.

DELIVERY - All deliveries under the Contract will be FOB destination unless the Stste expressly and knowingly agrees otherwise,
Any contrary delivery terms are hereby deleted.

CONFIDENTIALITY ~ Any provisions regarding confidential treatrment or non-disclosure of the terms and conditions of the
Contrast are hereby deleted. State contracts are public recards under the West Virginia Freedom of Information Act (“FOIA™) (W.
Va. Code §29B-¢-1, et seq.) and public procuremsnt laws. This Contract and other public vecards may be disclosed without notice
to the vendor at the State’s sole discretion.

Any provisions regarding confidentiality or non-disclosure related to contract performance are only effective to the extent they are
consistent with FOIA and incorporated into the Contract through a separately approved and signed non-disclosure agreement.

THIRD-PARTY SOFTWARE — If this Contract contemplates or requires the use of third-party software, the vendor represents
that none of the mandatory click-through, unsigned, or web-linked terms and conditions presented or required before using such
third-party software conflict with any term of this Addendum or that is bas the authority to modify such third-party software’s terms
and conditions to be subordinste to this Addendum, The Vendor shall indemnify and defend the State egainst all claims resulting
from an assardon that such third-party terms and conditions are not in accord with, or subordinste to, this Addendusy.

AMENDMENTS - The parties agree that all amendments, modifications, alterations or changes to the Contrect shall be by ottual
agreement, in writing, and signed by both parties. Any language to the comtrary is deleted.
Notwithstanding the foregoing, this Addendum can only be anended by (1) identifying the alterations to this form by using lalics

to identify language being added and atrikethrough for lmguage being deleted (do not use track-changes) and (2) keving the Office
of the West Visginia Attorney General’s authorized representative oxpressly agree to and knowingly approve those alterations.

State: WES‘(‘ Vl e ),u CL Vendor: Mulli-Health Systems Inc. (MHS}
‘ﬂ /\": r 17 B ﬂ” By: E Signed by:

PmtedNnme' ( 1. M kba-V n ﬁ-/ ( Printed Name: Pesazaansessandohn Clarke

Title: ASS [\.5! Mt D [Z4 ij r Title: _Chief Executive Officer

Date: K= 27202 5 Dat: AUg 22, 2026 | 2:05 PM EDT
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Software as a Service Addendum

1. Definitions:

Acceptable alternative data center location means a country that is identified as providing
equivalent or stronger data protection than the United States, in terms of both regulation
and enforcement. DLA Piper's Privacy Heatmap shall be utilized for this analysis and may
be found at https://www.dlapiperdataprotection.com/index.htmi?t=world-

map&c=US&c2=IN.

Authorized Persons means the service provider's employees, contractors, subcontractors
or other agents who have responsibility in protecting or have access to the public
jurisdiction’s personal data and non-public data to enable the service provider to perform

the services required.

Data_Breach means the unauthorized access and acquisition of unencrypted and
unredacted personal data that compromises the security or confidentiality of a public
jurisdiction’s personal information and that causes the service provider or public
jurisdiction to reasonably believe that the data breach has caused or will cause identity

theft or other fraud.

Individually Identifiable Health Information means information that is a subset of health
information, including demographic information collected from an individual, and (1) is
created or received by a health care provider, health plan, employer or health care
clearinghouse; and (2) relates to the past, present or future physical or mental health or
condition of an individual; the provision of health care to an individual; or the past, present
or future payment for the provision of health care to an individual; and (a) that identifies
the individual; or (b) with respect to which there is a reasonable basis to believe the
information can be used to identify the individual.

Non-Public Data means data, other than personal data, that is not subject to distribution
to the public as public information. It is deemed to be sensitive and confidentiai by the
public jurisdiction because it contains information that is exempt by statute, ordinance or
administrative rule from access by the general public as public information.

Personal Data means data that includes information relating to a person that identifies
the person by first name or first initial, and last name, and has any of the following
personally identifiable information (Pll): government-issued identification numbers (e.g.,
Social Security, driver’s license, state identification card); financial account information,
including account number, credit or debit card numbers; or protected health information

(PHI).

Protected Health Information (PHI) means individually identifiable health information
transmitted by electronic media, maintained in electronic media, or transmitted or

maintained in any other form or medium. PHI excludes education records covered by the
Family Educational Rights and Privacy Act (FERPA), as amended, 20 U.S.C. 1232g,
records described at 20 U.S.C. 1232g(a){4)(B)(iv) and employment records held by a
covered entity in its role as employer.
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Public Jurisdiction means any government or government agency that uses these terms
and conditions. The term is a placeholder for the government or government agency.

Public Jurisdiction Data means all data created or in any way originating with the public
jurisdiction, and all data that is the output of computer processing or other electronic
manipulation of any data that was created by or in any way originated with the public
jurisdiction, whether such data or output is stored on the public jurisdiction’s hardware,
the service provider's hardware or exists in any system owned, maintained or otherwise
controlled by the public jurisdiction or by the service provider.

Public Jurisdiction identified Contact means the person or persons designated in writing
by the public jurisdiction to receive security incident or breach notification.

Restricted data means personal data and non-public data.

Security Incident means the actual unauthorized access to personal data or non-public
data the service provider believes could reasonably result in the use, disclosure or theft
of a public jurisdiction's unencrypted personal data or non-public data within the
possession or control of the service provider. A security incident may or may not tum into

a data breach.

Service Provider means the contractor and its employees, subcontractors, agents and
affiliates who are providing the services agreed to under the contract.

Software-as-a-Service (SaaS) means the capability provided to the consumer to use the
. provider's applications running on a cloud infrastructure. The applications are accessible
from various client devices through a thin-client interface such as a Web browser {e.g.,
Web-based email) or a program interface. The consumer does not manage or control the
underlying cloud infrastructure including network, servers, operating systems, storage or
even individual application capabilities, with the possible exception of limited user-specific
application configuration settings.

2. Data Ownership: The public jurisdiction will own all right, titie and interest in its data
that is related to the services provided by this contract. The service provider shall not
access public jurisdiction user accounts or public jurisdiction data, except (1) in the course
of data center operations, (2) in response to service or technical issues, (3) as required
by the express terms of this contract or (4) at the public jurisdiction’s written request.

3. Data Protection and Privacy: Protection of personal privacy and data shall be an
integral part of the business activities of the service provider to ensure there is no
inappropriate or unauthorized use of public jurisdiction information at any time. To this
end, the service provider shall safeguard the confidentiality, integrity and availability of
public jurisdiction information and comply with the following conditions:
a) The service provider shall implement and maintain appropriate administrative,
technical and physical security measures to safeguard against unauthorized
access, disclosure or theft of personal data and non-public data. In Appendix A,
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b)

d)

f)

9)

h)

the public jurisdiction shall indicate whether restricted information will be
processed by the service provider. Such security measures shall be in accordance
with recognized industry practice and not less stringent than the measures the
service provider applies to its own personal data and non-public data of similar
kind, The service provider shall ensure that all such measures, including the
manner in which personal data and non-public data are collected, accessed, used,
stored, processed, disposed of and disclosed, comply with applicable data
protection and privacy laws, as well as the terms and conditions of this Addendum
and shall survive termination of the underlying contract.

The service provider represents and warrants that its collection, access, use,
storage, disposal and disclosure of personal data and non-public data do and wiill
comply with all applicable federal and state privacy and data protection taws, as
well as all other applicable regulations, policies and directives.

The service provider shall support third-party muiti-factor authentication integration
with the public jurisdiction third-party identity provider to safeguard personal data
and non-public data.

If, in the course of its engagement by the public jurisdiction, the service provider
has access to or will collect, access, use, store, process, dispose of or disclose
credit, debit or other payment cardholder information, the service provider shall at
all times remain in compliance with the Payment Card Industry Data Security
Standard (“PCl DSS") requirements, including remaining aware at all times of
changes to the PCI DSS and promptly implementing all procedures and practices
as may be necessary to remain in compliance with the PCI DSS, in each case, at
the service provider's sole cost and expense. All data obtained by the service
provider in the performance of this contract shall become and remain the property
of the public jurisdiction.

All personal data shall be encrypted at rest and in transit with controlled access.
Unless otherwise stipulated, the service provider is responsible for encryption of
the personal data.

Unless otherwise stipulated, the service provider shall encrypt all non-public data
at rest and in transit, in accordance with recognized industry practice. The public
jurisdiction shall identify data it deems as non-public data to the service provider.
At no time shall any data or process - that either belong to or are intended for the
use of a public jurisdiction or its officers, agents or employees — be copied,
disclosed or retained by the service provider or any party related to the service
provider for subsequent use in any transaction that does not include the public
jurisdiction.

The service provider shall not use or disclose any information collected in
connection with the service issued from this proposal for any purpose other than
fulfilling the service.

Data Location. For non-public data and personal data, the service provider shall
provide its data center services to the public jurisdiction and its end users solely
from data centers in the U.S. Storage of public jurisdiction data at rest shall be
located solely in data centers in the U.S. The service provider shall not allow its
personnel or contractors to sfore public jurisdiction data on portable devices,
including personal computers, except for devices that are used and kept only at its
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U.S. data centers. With agreement from the public jurisdiction, this term may be
met by the service provider providing its services from an acceptable aiternative
data center location, which agreement shall be stated in Appendix A. The Service
Provider may also request permission to utilize an acceptable alternative data
center location during a procurement’s question and answer period by submitting
a question to that effect. The service provider shall permit its personnel and
contractors to access public jurisdiction data remotely only as required to provide
technical support.

4. Security Incident or Data Breach Notification: The service provider shall inform the
public jurisdiction of any confirmed security incident or data breach.

a)

b)

Incident Response: The service provider may need to communicate with outside
parties regarding a security incident, which may include contacting law
enforcement, fielding media inquiries and seeking external expertise as defined by
law or contained in the contract. Discussing security incidents with the public
jurisdiction shall be handled on an urgent as-needed basis, as part of service
provider communication and mitigation processes defined by law or contained in
the contract.

Security Incident Reporting Requirements: The service provider shall report a
confirmed Security Incident as soon as practicable, but no later than twenty-four
(24) hours after the service provider becomes aware of it, to: (1) the depariment
privacy officer, by email, with a read receipt, identified in Appendix A; and, (2)
unless otherwise directed by the public jurisdiction in the underlying contract, the
WVOT Online Computer Security and Privacy Incident Reporting System at
https://apps.wv.goviot/ir/Default.aspx, and (3) the public jurisdiction point of
contact for general contract oversight/administration. The following information
shall be shared with the public jurisdiction: (1) incident phase (detection and
analysis; containment, eradication and recovery; or post-incident activity), (2)
projected business impact, and, (3) attack source information.

Breach Reporting Requirements: Upon the discovery of a data breach or
unauthorized access to non-public data, the service provider shall immediately
report to: (1) the department privacy officer, by email, with a read receipt, identified
in Appendix A; and, (2) unless otherwise directed by the public jurisdiction in the
underlying contract, the WVOT Online Computer Security and Privacy Incident

Reporting System at hitps://apps.wv.gov/ot/ir/Default.aspx, and the public
jurisdiction point of contact for general contract oversight/administration.

5. Breach Responsibilities: This section only applies when a data breach occurs with
respect to personal data within the possession or control of the service provider.
a) Immediately after being awarded a contract, the service provider shall provide the

public jurisdiction with the name and contact information for an employee of service
provider who shall serve as the public jurisdiction’s primary security contact and
shall be available to assist the public jurisdiction twenty-four (24) hours per day,
seven (7) days per week as a contact in resolving obligations associated with a
data breach. The service provider may provide this information in Appendix A.
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b)

d)

e)

Immediately following the service provider's notification to the public jurisdiction of
a data breach, the parties shall coordinate cooperate with each other to investigate
the data breach. The service provider agrees to fully cooperate with the public
jurisdiction in the public jurisdiction’s handling of the matter, including, without
limitation, at the public jurisdiction’s request, making available all relevant records,
logs, files, data reporting and other materials required to comply with applicable
law and regulation.

Within 72 hours of the discovery, the service provider shall notify the parties listed
in 4(c) above, to the extent known: (1) date of discovery; (2) list of data elements
and the number of individual records; (3) description of the unauthorized persons
known or reasonably believed to have improperly used or disclosed the personal
data; (4) description of where the personal data is believed to have been
improperly transmitted, sent, or utilized; and, (5) description of the probable
causes of the improper use or disclosure.

The service provider shall (1) cooperate with the public jurisdiction as reasonably
requested by the public jurisdiction to investigate and resolve the data breach, (2)
promptly implement necessary remedial measures, if necessary, and prevent any
further data breach at the service provider's expense in accordance with
applicable privacy rights, laws and regulations and (3) document responsive
actions taken related to the data breach, including any post-incident review of
events and actions taken to make changes in business practices in providing the
services, if necessary.

If a data breach is a direct result of the service provider's breach of its contract
obligation to encrypt personal data or otherwise prevent its release, the service
provider shall bear the costs associated with (1) the investigation and resolution of
the data breach; (2) notifications to individuals, regulators or others required by
state or federal law; (3) a credit monitoring service (4) a website or a toll-free
number and call center for affected individuals required by state law — all not to
exceed the average per record per person cost calculated for data breaches in the
United States in the most recent Cost of Data Breach Study: Global Analysis
published by the Ponemon Institute at the time of the data breach (or other similar
publication if the named publication has not issued an updated average per record
per cost in the last 5 years at the time of the data breach); and (5) complete all
corrective actions as reasonably determined by service provider based on root
cause. The service provider agrees that it shall not inform any third party of any
data breach without first obtaining the public jurisdiction’s prior written consent,
other than to inform a complainant that the matter has been forwarded to the public
jurisdiction's legal counsel andfor engage a third party with appropriate expertise
and confidentiality protections forany reason connected to the data breach. Except
with respect to where the service provider has an independent legal obligation to
report a data breach, the service provider agrees that the public jurisdiction shall
have the sole right to determine: (1) whether notice of the data breach is to be
provided to any individuals, regulators, law enforcement agencies, consumer
reporting agencies or others, as required by law or regulation, or otherwise in the
public jurisdiction’s discretion; and (2) the contents of such notice, whether any

5
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type of remediation may be offered to affected persons, and the nature and extent
of any such remediation. The service provider retains the right to report activity to
law enforcement.

6. Notification of Legal Requests: The service provider shall contact the public
jurisdiction upon receipt of any electronic discovery, litigation holds, discovery searches
and expert testimonies related to the public jurisdiction’s data under this contract, or which
in any way might reasonably require access to the data of the public jurisdiction. The
service provider shall not respond to subpoenas, service of process and other legal
requests related to the public jurisdiction without first notifying the public jurisdiction,
uniess prohibited by law from providing such notice.

7. Termination and Suspension of Service:

a)

b)

d)

In the event of a termination of the contract, the service provider shall implement
an orderly return of public jurisdiction data within the time period and format
specified in the contract (or in the absence of a specified time and format, a mutually
agreeable time and format) and after the data has been successfully returned,
securely and permanently dispose of public jurisdiction data.
During any period of service suspension, the service provider shall not take any
action to intentionally erase any public jurisdiction data.
In the event the contract does not specify a time or format for return of the public
jurisdiction’s data and an agreement has not been reached, in the event of
termination of any services or agreement in entirety, the service provider shall not
take any action to intentionally erase any public jurisdiction data for a period of:
e 10 days after the effective date of termination, if the termination is in
accordance with the contract period
o 30 days after the effective date of termination, if the termination is for
convenience
e 60 days after the effective date of termination, if the termination is for
cause
After such period, the service provider shall have no obligation to maintain or
provide any public jurisdiction data and shall thereafter, unless legally prohibited,
delete all public jurisdiction data in its systems or otherwise in its possession or
under its control.
The public jurisdiction shall be entitled to any post-termination assistance generally
made available with respect to the services, unless a unique data retrieval
arrangement has been established as part of the Contract.
The service provider shall securely dispose of all requested data in all of its forms,
such as disk, CD/ DVD, backup tape and paper, when requested by the public
jurisdiction. Data shall be permanently deleted and shall not be recoverable,
according to National Institute of Standards and Technology (NIST)-approved
methods. Certificates of destruction shall be provided 1o the public jurisdiction.

8. Background Checks: The service provider shall conduct criminal background checks
in compliance with W.Va. Code §15-2D-3 and not utilize any staff to fulfill the obligations

6
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of the contract, including subcontractors, who have been convicted of any crime of
dishonesty, including but not limited to criminal fraud, or otherwise convicted of any felony
or misdemeanor offense for which incarceration for up to 1 year is an authorized penaity.
The service provider shall promote and maintain an awareness of the importance of
securing the public jurisdiction’s information among the service provider's employees and

agents.

9. Oversight of Authorized Persons: During the term of each authorized person’s
employment or engagement by service provider, service provider shall at all times cause
such persons to abide strictly by service provider's obligations under this Agreement and
service provider’s standard policies and procedures. The service provider further agrees
that it shall maintain a disciplinary process to address any unauthorized access, use or
disclosure of personal data by any of service provider's officers, partners, principals,
employees, agents or contractors.

10. Access to Security Logs and Reports: The service provider shall provide reports
to the public jurisdiction in CSV format agreed to by both the service provider and the
public jurisdiction, Reports shall include user access (successful and failed attempts),
user access |P address, user access history and security logs for all public jurisdiction
files and accounts related to this contract.

11, Data Protection Self-Assessment: The service provider shail perform a Cloud
Security Alliance STAR Self-Assessment by completing and submitting the “Consensus
Assessments Initiative Questionnaire” to the Public Jurisdiction ldentified Contact. The
service provider shall submit its self-assessment to the public jurisdiction prior to contract
award and, upon request, annually thereafter, on the anniversary of the date of contract
execution. Any deficiencies identified in the assessment will entitle the public jurisdiction
to disqualify the bid or terminate the contract for cause.

12. Data Center Audit: The service provider shall perform an audit of its data center(s)
at least annually at its expense and provide a redacted version of the audit report upon
request. The service provider may remove its proprietary information from the redacted
version. A Service Organization Control (SOC) 2 audit report or approved equivalent sets
the minimum level of a third-party audit. Any deficiencies identified in the report or
approved equivalent will entitle the public jurisdiction to disqualify the bid or terminate the
contract for cause.

13. Change Control and Advance Notice: The service provider shall give 30 days,
advance notice (to the public jurisdiction of any upgrades (e.g., major upgrades, minor
upgrades, system changes) that may impact service availability and performance. A
major upgrade is a replacement of hardware, software or firmware with a newer or better
version in order to bring the system up to date or to improve its characteristics.

14. Security:
a) At a minimum, the service provider's safeguards for the protection of data shall

include: (1) securing business facilities, data centers, paper files, servers, back-up
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systems and computing equipment, including, but not limited to, all mobile devices
and other equipment with information storage capability; (2) implementing network,
device application, database and platform security, 3) securing information
transmission, storage and disposal; (4) implementing authentication and access
controls within media, applications, operating systems and equipment; (5)
implementing appropriate personnel security and integrity procedures and
practices, including, but not limited to, conducting background checks consistent
with applicable law; and (6) providing appropriate privacy and information security
training to service provider's employees.

b) The service provider shall execute well-defined recurring action steps that identify
and monitor vulnerabilities and provide remediation or corrective measures. Where
the service provider’s technology or the public jurisdiction’s required dependence
on a third-party application to interface with the technology creates a critical or high
risk, the service provider shall remediate the vulnerability as soon as possible. The
service provider must ensure that applications used tfo interface with the service
provider's technology remain operationally compatible with software updates.

c) Upon the public jurisdiction’s written request, the service provider shall provide a
high-level network diagram with respect to connectivity to the public jurisdiction’s
network that illustrates the service provider's information technology network

infrastructure.

15. Non-disclosure and Separation of Duties: The service provider shall enforce
separation of job duties, require commercially reasonable non-disclosure agreements,
and limit staff knowledge of public jurisdiction data to that which is absolutely necessary
to perform job duties.

16. Import and Export of Data: The public jurisdiction shall have the ability to securely
import, export or dispose of data in standard format in piecemeal or in entirety at its
discretion without interference from the service provider. This includes the ability for the
public jurisdiction to import or export data to/from other service providers identified in the
contract (or in the absence of an identified format, a mutually agreeable format).

17. Responsibilities: The service provider shall be responsible for the acquisition and
operation of all hardware, software and network support related to the cloud services
being provided. The technical and professional activities required for establishing,
managing and maintaining the environments are the responsibilities of the service

provider.

18. Subcontractor Compliance: The service provider shall ensure that any of its
subcontractors to whom it provides any of the personal data or non-public data it receives
hereunder, or to whom it provides any personal data or non-public data which the service
provider creates or receives on behalf of the public jurisdiction, agree to the restrictions,
terms and conditions which apply to the service provider hereunder.

19. Right to Remove Individuals: The public jurisdiction shall have the right at any time
to require that the service provider remove from interaction with public jurisdiction any
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service provider representative who the public jurisdiction believes is detrimental to its
working relationship with the service provider. The public jurisdiction shall provide the
service provider with notice of its determination, and the reasons it requests the removal.
If the public jurisdiction signifies that a potential security violation exists with respect to
the request, the service provider shall immediately remove such individual. The service
provider shall not assign the person to any aspect of the contract without the public

jurisdiction's consent.

20. Business Continuity and Disaster Recovery: The service provider shall provide a
business continuity and disaster recovery plan executive summary upon request. Lack of
a plan will entitle the public jurisdiction to terminate this contract for cause.

21. Compliance with Accessibility Standards: The service provider shall comply with
and adhere to Accessibility Standards of Section 508 Amendment to the Rehabilitation

Act of 1973.

22. Web Services: The service provider shall use web services exclusively to interface
with the public jurisdiction’s data in near real time when possible.

23. Encryption of Data at Rest: The service provider shall ensure hard drive encryption
consistent with validated cryptography standards as referenced in FIPS 140-2, Security
Requirements for Cryptographic Modules for all personal data.

24. Subscription Terms: Service provider grants to a public jurisdiction a license to:
a. Access and use the service for its business purposes;
b. For SaaS, use underlying software as embodied or used in the service; and
c. View, copy, upload, download (where applicable), and use service provider's
documentation.

25. Equitable Relief: Service provider acknowledges that any breach of its covenants or
obligations set forth in Addendum may cause the public jurisdiction irreparable harm for
which monetary damages would not be adequate compensation and agrees that, in the
event of such breach or threatened breach, the public jurisdiction is entitled to seek
equitable relief, including a restraining order, injunctive relief, specific performance and
any other relief that may be available from any court, in addition to any other remedy to
which the public jurisdiction may be entitled at law or in equity. Such remedies shall not
be deemed to be exclusive but shall be in addition to all other remedies available at law
or in equity, subject to any express exclusions or limitations in this Addendum to the

contrary.
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AGREED:

Name of Agency: WV D'Wﬁﬂn of Q-&W..-. "‘ﬁ ame of Vendor: Multi-Health Systems inc. (MHS)

T Sigred by:

Signature:; -—19 Signature: Mﬂﬂaaﬂu,m Fiein Clarics

Title: D (e ""b f Title:  Chief Executive Officer

Date: ‘i! e 4 ‘3&9 S Date: Aug 12,2025 | 6:26 PM EDT
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Appendix A

(To be completed by the Agency's Procurement Officer prior o the execution of the Addendum,
and shall be made a pari of the Addendum. Required information not identified prior to execution
of the Addendum may only be added by amending Appendix A and the Addendum, via Change
Order.)

Name of Service Provider/Vendor: Multi-health-Systemetng, Multi-Health Systems inc. (MHS)

Name of Agency:Division of Administrative Services, Justice and Community Services

Agency/public jurisdiction's required information:

1.

Will restricted information be processed by the service provider?
Yes

No

If yes to #1, does the restricted information include personal data?

Yes [/]
No [

if yes to #1, does the restricted information include non-public data?
Yes I/
No L[|

If yes to #1, may the service provider store public jurisdiction data in a data center in an
acceptable altemative data center location, which is a country that is not the U.S.?

Yes
No
Provide name and email address for the Depariment privacy officer:

Name: Christian Baumgarner

Email address:christian.t.baumgarner@wv.gov

Vendor/Service Provider's required information:

6.

Provide name and contact information for vendor’s employee who shall serve as the public
jurisdiction’s primary security contact:

Name: Privacy Officer

Email address: privacyofficer@mhs.com

Phone Number: +1-800-456-3003

11
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Notice of State of West Virginia

Confidentiality Policies and Information Security Accountability Requirements

1.0

2.0

3.0

INTRODUCTION

The Executive Branch has adopted privacy and information security policies to
protect confidential and personally identifiable information (hereinafter all referred to
as Confidential Information). This Notice sets forth the vendor's responsibilities for
safeguarding this information.

DEFINITIONS

2.1 Breach shall mean the acquisition, access, use or disclosure of Confidential
Information which compromises the security or privacy of such information.

2.2 Confidential Information, shall include, but is not limited to, trade secrets,
personally identifiable information, protected health information, financial
information, financial account number, credit card numbers, debit ‘card
numbers, driver's license numbers, State ID numbers, social security
numbers, employee home addresses, employee marital status, employee
maiden name, etc.

2.3  Security Incident means any known successful or unsuccessful attempt by
an authorized or unauthorized Individual to inappropriately use, disclose,
modify, access, or destroy any information.

BACKGROUND

Agencies maintain Confidential Information, including, but not limited to, trade
secrets, personally identifiable information, protected health information, financial
information, financial account numbers, credit card numbers, debit card numbers,
driver's license numbers, State ID numbers, social security numbers, employee
home addresses, etc. Federal laws, including, but not limited to, the Health
Insurance Portability and Accountability Act, the Privacy Act of 1974, Fair Credit
Reporting Act and State laws require that certain information be safeguarded.
In some situations, Agencies delegate, through contract provisions, functions to
vendors that involve the vendor's collection, use and/or disclosure of
Confidential Information. WV State government must take appropriate steps to
ensure its compliance with those laws and desires to protect its citizens' and
employees’ privacy, and therefore, must require that its vendors also obey those

laws.

Utilization of safeguards can greatly minimize potential exposure to
sensitive information, and vendors are expected to adhere to industry standard
best practices in the management of data collected by, or on behalf of, the State,
and in the vendor's possession for a business purpose. Even when sound
practices and safeguards are in use, exposures can occur as the resuit of a
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theft, loss, or compromise of data, or systems containing data. At these times,
vendors must be accountable for the loss of data in their possession by
immediately reporting the incident surrounding the loss, and by absorbing any
cost associated with the appropriate response actions deemed by the State to be
reasonable and necessary. Additional vendor funding may be needed for
required activities, such as: rapid notification to affected persons, and provision of
a call center to handle inquiries. Nofification and call handling will use a State-
specified method, format, language, and personnel staffing level.

POLICY

4.1

4.2

4.3

4.3.1

4.3.2

4.3.3

All vendors for the Executive Branch of West Virginia State government
shall sign both the RFP or RFQ, as applicable, and the Purchase Order
which contain the confidentiality statement, incident response
accountability acknowledgement, and adopt this policy by reference.

Vendors must contact the Privacy Officer of the Agency with which
they are confracting to obtain Agency-specific privacy policles, procedures and
rules, when applicable.

For vendors' information, Agencies generally require at least the
following minimum standards of care in the handling of their Confidential

Information:

Confidential Information shall only be used or disclosed for the purposes
designated in the underlying contract and at no time shall it be disclosed or
used for a personal, non-work or non-contract related reason, unless
specifically authorized in writing by the Agency.

In all circumstances, vendors shall have no ownership rights or
interests in any data or information, including Confidential Information. All
data collected by the vendor on behalf of the Agency, or received by the
vendor from the Agency, is owned by the Agency. There are no exceptions
to this provision.

In no circumstance shall a vendor use Confidential Infonmation, or data, in
any way detrimental to the Agency or to any individual whose records
reside in the vendor’'s control. This prohibition shall not be consfrued to
curtail a vendor’s whistleblower rights under Federal and State law. If, in the
process of making a good faith report under the provisions of W. Va. Code
§ 6C-1-1 et seq. or the Health insurance Portability and Accountability Act of
1986 (“HIPAA"), (Pub. L. No. 104-181) as amended by the American
Recovery and Reinvestment Act of 2009 (Pub. L. No. 111-5) (the “HITECH
Act"), any associated regulations and the Federal regulations published at
45 CFR parts 160 and 164 (sometimes coliectively referred to as “HIPAA")
or any other relevant whistleblower law, a vendor finds it necessary to
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4.3.4

4.3.5

4.3.6

44

4.4.1

4.4.2

disclose Confidential Infonnation to an appropriate authority in accordance
with those statutes, the disclosure will not be treated as a Breach of the
Agency's security, privacy or confidentiality policies, as long as the
confidential nature of the information is explicitly conveyed to the authorized
recipient.

The State may periodically monitor and/or audit use of the information
systems and other record-keeping systems at a vendor location or a State
location in an effort to ensure compliance with this policy. In addition, the
State may audit, and require sfrengthening of, vendor policies and/or
practices as they impact security of State data within the vendor's
possession.

Any collection, use or disclosure of information that is determined by the
Agency to be contrary to the confidentiality statement, law or Agency policy
may result in termination of the underlying contract.

The confidentiality and incident response accountability statement
contained within the RFP or RFQ, as applicable, and the Purchase
Order shall survive termination of the underlying contract.

If there is an incident that involves theft, loss, or compromise of State
Confidential Information, the following reporting and/or actions must be
taken by the vendor, on its own behalf, or on behalf of its subcontractor:

If the event involves a theft, or is incidental to another crime, appropriate
law enforcement officials shall be notified and a police report generated to
document the circumsfances of the crime, with a goal to establish whether
the crime involved a motive to obtain the sensitive data. A copy of the police
report will be forwarded in accordance with 4.4.2.3.

Notification of Breach.

44.21 Upon the discovery of Breach of security of Confidential
Information, if the Confidential Information was, or is reasonably
believed to have been, acquired by an unauthorized person, the
vendor shall notify the individuals identified in 4.4.2.3 immediately
by telephone call plus e-mail, web form or fax; or,

44.2.2 Within 24 hours by e-mail or fax of any suspected Security
Incident, intrusion or unauthorized use or disclosure of Confidential
Information, in violation of the underlying contract and this Notice, of
potential loss of confidential data affecting the underlying contract.

4.4.2.3 Notification required by the above two sections shall be provided to:
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4.5

4.6

4.7

(1) the Agency contract manager whose contact information may be

found at www.state.wv.us/admin/purchase/vrc/agencyli.htm and,

(2) unless otherwise directed by the Agency in writing, the Office of
Technology at incident@wv.gov.

4.4.2.4 The vendor shall inmediately investigate such actual or suspected
Security Incident, Breach, or unauthorized use or disclosure of
Confidential information. Within 72 hours of the discovery, if an
actual Breach has occurred, the vendor shail notify the individuals
identified in 4.4.2.3 of the following: (a) What data elements were
involved and the extent of the data involved in the Breach (e.g.
number of records or affected individual's data); (b) The identity of
the unauthorized persons known or reasonably believed to have
improperly used or disclosed PHI or Confidential Information; (c) A
description of where the Confidential Information is believed to have
been improperly transmitted, sent, or utilized; (d) A description of
the probable causes of the improper use or disclosure; and (e)
Whether any Federal or State laws requiring individual notifications
of Breaches are triggered.

4.4.25 Agency will coordinate with the vendor to defermine additional
specific actions that will be required of the vendor for mitigation of
the Breach, which may include notification to the individual or other
authorities.

4.4.2.6 All associated costs shall be borne by the vendor. This may
include, but not be limited to costs associated with notifying affected
individuals. .

The State may require that a vendor provide evidence of adequate
background checks, including a nationwide record search, for individuals who
are entrusted by the vendor to work with State information.

The State requires that any vendor taking possession of State data have
comprehensive policies and practices to adequately safeguard that
information, and further that the sensitivity of the information is clearly
identified and documented in wriling, with signed acknowledgement by the
vendor that the sensitivity is understood, before it is conveyed to the
vendor. Vendor policy should arliculate all safeguards in place for the State
information, including provisions for destruction of all data, including backup
copies of the data, at the end of the vendor's legitimate need to possess the
data. All State-owned media containing State information will be returned to
the State when no longer legitimately needed by the vendor.

All vendor owned devices that contain or transport any State Confidential
Information must be encrypted using the AES algorithm, and an industry
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standard methodology. This includes desktop and laptop computers (whole
drive encryption — not file encryption), personal digital assistants (PDA), smart
phones, thumb or flash-type drives, CDs, diskettes, backup tapes, etc.

Page S of 8
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WV STATE GOVERNMENT

HIPAA BUSINESS ASSOCIATE ADDENDUM

This Health Insurance Portability and Accountability Act of 1996 (hereafter, HIPAA)
Business Associate Addendum (“Addendum®) is made a part of the Agreement ("Agreement”)
by and between the State of West Virginia (“Agency”), and Business Associate (“Associate”),
and is effective as of the date of execution of the Addendum.

The Associate performs certain services on behalf of or for the Agency pursuant to the
underlying Agreement that requires the exchange of information including protected health
information protected by the Health Insurance Portability and Accountability Act of 1996
("HIPAA"), as amended by the American Recovery and Reinvestment Act of 2009 (Pub. L. No.
111-5) (the "HITECH Act"), any associated regulations and the federal regulations published at
45 CFR parts 160 and 164 (sometimes collectively referred to as "HIPAA"). The Agency is a
"Covered Entity" as that term Is defined in HIPAA, and the parties to the underlying Agreement
are entering into this Addendum to estabiish the responsibilities of both parties regarding
HIPAA-covered information and to bring the underlying Agreement into compliance with HIPAA.

Whereas it is desirable, in order to further the continued efficient operations of Agency to
disclose to its Associate certain information which may contain confidential individually
identifiable health information (hereafter, Protected Health Information or PHI); and

Whereas, it is the desire of both parties that the confidentiality of the PH! disclosed
hereunder be maintained and treated in accordance with all applicable laws relating to
confidentiality, including the Privacy and Security Rules, the HITECH Act and its associated
regulations, and the parties do agree to at all times treat the PHI and interpret this Addendum

consistent with that desire.

NOW THEREFORE: the parties agree that in consideration of the mutual promises
herein, in the Agreement, and of the exchange of PHI hereunder that:

1. Definitions. Terms used, but not otherwise defined, in this Addendum shall have the same
meaning as those terms in the Privacy, Security, Breach Notification, and Enforcement

Rules at 45 CFR Part 160 and Part 164.

a. Agency Procurement Officer shall mean the appropriate Agency individual
listed at: http://www.state.wv.usfadmin/purchase/vre/agencyli. html,

b. Agent shall mean those person(s) who are agent(s) of the Business Associate,
in accordance with the Federal common law of agency, as referenced in 45 CFR

§ 160.402(c).

c. Breach shall mean the acquisition, access, use or disclosure of protected health
information which compromises the security or privacy of such information,
except as excluded in the definition of Breach in 45 CFR § 164.402.

d. Business Associate shall have the meaning given to such term in 45 CFR §
160.103.
e. HITECH Act shall mean the Health Informatlon Technology for Economic and

Clinical Health Act. Public Law No. 111-05. 111" Congress (2009).
1
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Privacy Rule means the Standards for Privacy of Individually Identifiable Health
Information found at 45 CFR Parts 160 and 164.

Protected Heaith Information or PHI shall have the meaning given to such term
in 45 CFR § 160.103, limited to the informatlon created or received by Associate

from or on behalf of Agency.

Security Incident means any known successful or unsuccessful attempt by an
authorized or unauthorized individual to inappropriately use, disclose, modify,
access, or destroy any information or interference with system operations in an

information system.

Security Rule means the Security Standards for the Protection of Electronic
Protected Health Information found at 45 CFR Parts 160 and 164.

Subcontractor means a person to whom a business associate delegates a
function, activity, or service, other than in the capacity of a member of the
workforce of such business associate.

2. Permitted Uses and Disclosures.

a,

c.

PHI Described. This means PH! created, received, maintained or transmitted on
behalf of the Agency by the Associate. This PHI is governed by this Addendum
and is fimited to the minimum necessary, to complete the tasks or to provide the
services associated with the terms of the original Agreement, and is described in

Appendix A.

Purposes. Except as otherwise limited in this Addendum, Associate may use or
disclose the PH! on behalf of, or to provide services to, Agency for the purposes
necessary to complete the tasks, or provide the services, associated with, and
required by the terms of the original Agreement, or as required by law, if such
use or disclosure of the PHI would not violate the Privacy or Security Rules or
applicable state law if done by Agency or Associate, or violate the minimum
necessary and related Privacy and Security policies and procedures of the
Agency. The Associate is directly liable under HIPAA for impermissible uses and
disclosures of the PH! it handles on behalf of Agency.

Further Uses and Disclosures. Except as otherwise limited in this Addendum,
the Associate may disclose PHI to third parties for the purpose of its own proper
management and administration, or as required by law, provided that (i) the
disclosure is required by law, or (ii) the Associate has obtained from the third
party reasonable assurances that the PHI will be held confidentially and used or
further disclosed only as required by law or for the purpose for which it was
disclosed to the third party by the Associate; and, (ii) an agreement to notify the
Associate and Agency of any instances of which it (the third party) is aware in
which the confidentiality of the information has been breached. To the extent
practical, the information should be in a limited data set or the minimum
necessary information pursuant to 45 CFR § 164.502, or take other measures as
necessary to satisfy the Agency's obligations under 45 CFR § 164.502.
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3. Obligations of Assoclate.

Stated Purposes Only. The PHI may not be used by the Associate for any
purpose other than as stated in this Addendum or as required or permitted by
law.

Limited Disclosure. The PHI is confident¥ial and will not be disclosed by the
Associate other than as stated in this Addendum or as required or permitted by
law. Associate is prohibited from directly or indirectly receiving any remuneration
in exchange for an individual's PHI unless Agency gives written approval and the
individual provides a valid authorization. Associate will fefrain from marketing
activities that would violate HIPAA, including specifically Section 13406 of the
HITECH Act. Associate will report to Agency any use or disclosure of the PHI,
including any Security Incident not provided for by this Agreement of which it
becomes aware.

Safeguards. The Associate will use appropriate safeguards, and comply with
Subpart C of 45 CFR Part 164 with respect to electronic protected health
information, to prevent use or disclosure of the PHI, except as provided for in this
Addendum. This shall include, but not be limited to:

I Limitation of the groups of its workforce and agents, to whom the PH! is
disclosed to those reasonably required to accomplish the purposes
stated in this Addendum, and the use and disclosure of the minimum
PHI necessary or a Limited Data Set;

iil. ’ Appropriate notification and training of its workforce and agents in order
to protect the PHI from unauthorized use and disclosure;

Iil. Maintenance of a comprehensive, reasonable and appropriate written
PHI privacy and security program that includes administrative, technical
and physical safeguards appropriate to the size, nature, scope and
complexity of the Associate's operations, in compliance with the Security
Rule;

iv. In accordance with 45 CFR §§ 164.502(e)(1Xii) and 164.308(b)(2), i
applicable, ensure that any subcontractors that create, receive,
maintain, or transmit protected health information on behalf of the
business associate agree to the same restrictions, conditions, and
requirements that apply to the business associate with respect to such
information.

Compliance With Law. The Associate will not use or disclose the PHI in a
manner in violation of existing law and specifically not in violation of laws relating
to confidentiality of PHI, including but not limited to, the Privacy and Security
Rules.

Mitigation. Associate agrees to mitigate, to the extent practicable, any harmful
effect that is known to Associate of a use or disclosure of the PHI by Associate in
violation of the requirements of this Addendum, and report its mitigation activity
back to the Agency.
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f.

Support of individual Rights.

v.

Access to PHI. Associate shall make the PHI maintained by Associate
or its agents or subcontractors in Designated Record Sets available to
Agency for inspection and copying, and in electronic format, if
requested, within ten (10) days of a request by Agency to enable
Agency to fulfill its obligations under the Privacy Rule, including, but not
limited to, 45 CFR § 164.524 and consistent with Section 13405 of the
HITECH Act.

Amendment of PHI, Within ten (10) days of receipt of a request from
Agency for an amendment of the PHI or a record about an individual
contained in a Designated Record Sei, Associate or its agents or
subcontractors shall make such PHI available to Agency for amendment
and incorporate any such amendment to enabie Agency to fulfill its
obligations under the Privacy Rule, including, but not limited to, 45 CFR
§ 164.526.

Accounting Rights. Within ten (10) days of notice of a request for an
accounting of disclosures of the PHI, Associale and its agents or
subcontractors shall make available to Agency the documentation
required to provide an accounting of disclosures to enable Agency to
fulfill its obfigations under the Privacy Rule, including, but not limited to,
45 CFR §164.528 and consistent with Section 13405 of the HITECH
Act. Associate agrees to document disclosures of the PHI and
information related to such disclosures as would be required for Agency
to respond to a request by an individual for an accounting of disclosures
of PHI in accordance with 45 CFR § 164.528, This should include a
process that allows for an accounting to be collected and maintained by
Associate and its agents or subcontractors for at least six (6) years from
the date of disclosure, or longer if required by state law. At a minimum,
such documentation shall include:

° the dale of disclosure;

. the name of the entity or person who received the PHI, and
if known, the address of the entity or person;

. a brief description of the PHI disclosed; and

a brief statement of purposes of the disclosure that
reasonably informs the individual of the basis for the
disclosure, or a copy of the individual's authorization, or a
copy of the written request for disclosure.

Request for Restriction. Under the direction of the Agency, abide by
any individual's request to restrict the disclosure of PHI, consistent with
the requirements of Section 13405 of the HITECH Act and 45 CFR §
164.522, when the Agency determines to do so (except as required by
law) and if the disclosure is to a health plan for payment or heaith care
operations and it pertains to a health care item or service for which the
health care provider was paid in full “out-of-pocket.”

tmmediate Discontinuance of Use or Disclosure. The Associate will
immediately discontinue use or disclosure of Agency PHI pertaining to
any individual when so requested by Agency. This includes, but is not
limited to, cases in which an individual has withdrawn or modified an
authorization to use or disclose PHI.

4
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Jo

Retention of PHI, Notwithstanding section 4.a. of this Addendum, Associate and
its subcontractors or agents shall retain all PHi pursuant to state and federal law
and shall continue to maintain the PHI required under Section 3.f. of this
Addendum for a period of six (6) years after termination of the Agreement, or
longer if required under state law.

Agent's, Subcontractor’s Compliance. The Associate shall notify the Agency
of all subcontracts and agreements relating to the Agreement, where the
subcontractor or agent receives PHI as described in section 2.a. of this
Addendum. Such notification shall occur within 30 {thirty) calendar days of the
execution of the subcontract and shall be delivered to the Agency Procurement
Officer. The Associate will ensure that any of its subcontractors, to whom it
provides any of the PHj} it receives hereunder, or to whom it provides any PHI
which the Associate creates or receives on behalf of the Agency, agree to the
restrictions and conditions which apply to the Associate hereunder, The Agency
may request coples of downstream subcontracts and agreements to determine
whether all restrictions, terms and conditions have been flowed down. Failure to
ensure that downstream contracts, subcontracts and agreements contain the
required restrictions, terms and conditions may resuit in termination of the

Agreement.

Federal and Agency Access. The Associate shall make its intemnal practices,
books, and records relating to the use and disclosure of PHI, as well as the PHI,
received from, or created or received by the Associate on behalf of the Agency
available to the U.S. Secretary of Health and Human Services consistent with 45
CFR § 164.504. The Associate shall also make these records available to
Agency, or Agency's contractor, for periodic audit of Associate's compliance with
the Privacy and Security Rules. Upon Agency's request, the Associate shall
provide proof of compliance with HIPAA and HITECH data privacy/protection
guidelines, certification of a secure network and other assurance relative to
compliance with the Privacy and Security Rules. This section shall also apply to
Assoclate's subcontractors, if any.

Security. The Associate shall take all steps necessary to ensure the continuous
security of all PHI and data systems containing PHI. In addition, compliance with
74 FR 19006 Guidance Specifying the Technologies and Methodologies That
Render PHI Unusable, Unreadable, or Indecipherable to Unauthorized
Individuals for Purposes of the Breach Notification Requirements under Section
13402 of Title Xiil is required, to the extent practicable. If Associate chooses not
to adopt such methodologies as defined in 74 FR 18006 to secure the PHI
govemned by this Addendum, it must submit such written rationale, inciuding its
Security Risk Analysis, to the Agency Procurement Officer for review prior to the
execution of the Addendum. This review may take up to ten (10) days.

Notification of Breach. During the term of this Addendum, the Associate shall
notify the Agency and, unless otheftwise directed by the Agency in writing, the
WV Office of Technology immediately by e-mail or web form upon the discovery
of any Breach of unsecured PHI; or within 24 hours by e-mail or web form of any
suspected Security Incident, intrusfon or unauthorized use or disclosure of PH! in
violation of this Agreement and this Addendum, or potential loss of confidential
data affecting this Agreement. Notification shall be provided to the Agency
Procurement Officer at www.state.wv.usfadmin/purchasefvre/agencyli.htm and,
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unless otherwise directed by the Agency in writing, the Office of Technology at

incident@wv.gov or hitps://apps wv.gov/ot/ir/Default. aspx.

The Associate shall immediately investigate such Security Incident, Breach, or
unauthorized use or disctosure of PHI or confidential data. Within 72 hours of the
discovery, the Associate shall notify the Agency Procurement Officer, and, unless
otherwise directed by the Agency in writing, the Office of Technology of: (a) Date
of discovery; (b) What data elements were involved and the extent of the data
involved in the Breach; (¢) A description of the unauthorized persons known or
reasonably believed to have improperly used or disclosed PHI or confidential
data; (d) A description of where the PH! or confidential data is believed to have
been improperly transmitted, sent, or utilized; (e) A description of the probable
causes of the improper use or disclosure; and (f) Whether any federal or state
laws requiring individual notifications of Breaches are triggered.

Agency will coordinate with Associate fo determine additional specific actions
that will be required of the Associate for mitigation of the Breach, which may
include notification to the individual or other authorities.

All associated costs shall be bome by the Associate. This may include, but not
be limited to costs assoclated with notifying affected individuals.

If the Associate enters into a subcontract relating to the Agreement where the
subcontractor or agent receives PHI as described in section 2.a. of this
Addendum, all such subcontracts or downstream agreements shall contain the
same incident notification requirements as contained herein, with reporting
directly to the Agency Procurement Officer. Failure fo include such requirement
in any subcontract or agreement may fesult in the Agency’s termination of the

Agreement.

Asslstance In Litigation or Administrative Proceedings. The Associate shail
make itself and any subcontractors, workforce or agents assisting Associate in
the performance of its obligations under this Agreement, avallable to the Agency
at no cost to the Agency to testify as witnesses, or otherwise, in the event of
litigation or administrative proceedings being commenced against the Agency, its
officers or employees based upon claimed violations of HIPAA, the HIPAA
regulations or other laws relating to security and privacy, which involves inaction
or actions by the Associate, except where Assoclate or its subcontractor,

workforce or agent is a named as an adverse party.

4. Addendum Administration.

Term. This Addendum shall terminate on termination of the underlying
Agreement or on the date the Agency terminates for cause as authorized in
paragraph (¢) of this Section, whichever is sooner.

Duties at Termination. Upon any termination of the underlying Agreement, the
Associate shall return or destroy, at the Agency's option, all PHI received from, or
created or received by the Associate on behalf of the Agency that the Associate
still maintains in any form and retain no copies of such PHi or, if such return or
destruction is not feasible, the Associate shall extend the protections of this
Addendum to the PHI and limit further uses and disclosures to the purposes that
make the return or destruction of the PHI infeasible. This shall also apply to ali
agents and subcontractors of Associate. The duty of the Associate and its agents
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and subcontractors to assist the Agency with any HIPAA required accounting of
disclosures survives the termination of the underlying Agreement.

Termination for Cause. Associate authorizes termination of this Agreement by
Agency, if Agency determines Associate has violated a material term of the
Agreement.  Agency may, at its sole discretion, allow Associate a reasonable
period of time to cure the material breach before termination.

Judicial or Administrative Proceedings. The Agency may terminate this
Agreement if the Associate is found guilty of a criminal violation of HIPAA. The
Agency may terminate this Agreement if a finding or stipulation that the Associate
has violated any standard or requirement of HIPAA/HITECH, or other security or
privacy laws is made in any administrative or civil proceeding in which the
Associate is a party or has been joined. Associate shall be subject to prosecution
by the Department of Justice for violations of HIPAA/HITECH and shall be
responsible for any and all costs associated with prosecution.

Survival. The respective rights and obligations of Associate under this
Addendum shall survive the termination of the underlying Agreement.

6. General Provisions/Ownership of PHI.

c.

e.

h.

Retention of Ownership. Ownership of the PHI resides with the Agency and is
to be returned on demand or destroyed at the Agency's option, at any time, and
subject to the restrictions found within section 4.b. above.

Secondary PHI. Any data or PHI generated from the PHI disclosed hereunder
which would permit identification of an individual must be held confidential and is
also the property of Agency.

Electronic Transmission. Except as permitted by law or this Addendum, the
PH! or any data generated from the PHI which would permit identification of an
individual must not be transmitted to another party by electronic or other means
for additional uses or disclosures not authorized by this Addendum or to another
contractor, or allled agency, or affiliate without prior written approval of Agency.

No Sales. Reports or data containing the PHI may not be sold without Agency's
or the affected individual's written consent.

No Third-Party Beneficiaries. Nothing express or implied in this Addendum is
intended to confer, nor shail anything herein confer, upon any person other than
Agency, Associate and their respective successors or assigns, any rights,
remedies, obligations or liabilittes whatsoever.

Interpretation. The provisions of this Addendum shall prevail over any
provisions in the Agreement that may conflict or appear inconsistent with any
provisions in this Addendum. The Iinterpretation of this Addendum shall be made

under the laws of the state of West Virginia.

Amendment. The parties agree that to the extent necessary to comply with
applicable law they will agree to further amend this Addendum.

Additlonal Terms and Conditions. Additional discretionary terms may be
included In the release order or change order process.
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AGREED:

NV D\;n$oaf\ .,F

Name of Agency:_Mansadetivk Senned  Name of Assoclate;_Multi-Health Systems inc. (MHS)

Gighad by:
Signature: {— g‘ Signature:m
Title: D‘ recher Title: Chief Executive Officer
Date: 9 ’ 32035 Date: A0 12. 2025 | 6:26 PM EDT
Form - WVBAA-012004
Amended 08.26.2013

APPROVED AS TO FORM misZJfB?
DAY Of 20 |
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Appendix A

(To be completed by the Agency's Procurement Officer prior to the execution of the Addendum,
and shall be made a part of the Addendum. PHI not identified prior to execution of the
Addendum may only be added by amending Appendix A and the Addendum, via Change

Order.)

Name of Associate: Multitieaith-Systems-(hit-iS:inc) Mutlti-Health Systems Inc. (MHS)

Name of Agency:WV Division of Adminitrative Services , Justice and Comuunity Services

Describe the PHI (do not include any actual PHi). If not applicable, please indicate the same.

First name/ Last name

Date of birth

Gender

Race/ Ethnicity

Offender ID (as assigned by DCR)

Education information

Employement infomation

Criminal history information (self reported by the client/offender or from other secondary data
sources not included in the system

Health information (non-HIPPA covered) (self-reported by the client/offender or from secondary

data sources no included in the system)
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GENERAL TERMS AND CONDITIONS:

1. CONTRACTUAL AGREEMENT: Issuance of an Award Document signed by the
Purchasing Division Director, or his designee, and approved as to form by the Attorney
General’s office constitutes acceptance by the State of this Contract made by and between the
State of West Virginia and the Vendor. Vendor’s signature on its bid, or on the Contract if the
Contract is not the result of a bid solicitation, signifies Vendor’s agreement to be bound by and
accept the terms and conditions contained in this Contract.

2. DEFINITIONS: As used in this Solicitation/Contract, the following terms shall have the
meanings attributed to them below. Additional definitions may be found in the specifications
included with this Solicitation/Contract.

2.1. “Agency” or “Agencies” means the agency, board, commission, or other entity of the State
of West Virginia that is identified on the first page of the Solicitation or any other public entity
seeking to procure goods or services under this Contract.

2.2. “Bid” or “Proposal” means the vendors submitted response to this solicitation.

2.3. “Contract” means the binding agreement that is entered into between the State and the
Vendor to provide the goods or services requested in the Solicitation.

2.4. “Director” means the Director of the West Virginia Department of Administration,
Purchasing Division.

2.5. “Purchasing Division” means the West Virginia Department of Administration, Purchasing
Division.

2.6. “Award Document” means the document signed by the Agency and the Purchasing
Division, and approved as to form by the Attorney General, that identifies the Vendor as the

contract holder.

2.7. “Solicitation” means the official notice of an opportunity to supply the State with goods or
services that is published by the Purchasing Division.

2.8. “State” means the State of West Virginia and/or any of its agencies, commissions, boards,
etc. as context requires.

2.9. “Vendor” or “Vendors” means any entity submitting a bid in response to the
Solicitation, the entity that has been selected as the lowest responsible bidder, or the entity that
has been awarded the Contract as context requires.
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3. CONTRACT TERM; RENEWAL; EXTENSION: The term of this Contract shall be
determined in accordance with the category that has been identified as applicable to this
Contract below:

Term Contract

Initial Contract Term: The Initial Contract Term will be for a period of !hree (3) years

. . The Initial Contract Term becomes effective on the effective start
date listed on the first page of this Contract, identified as the State of West Virginia contract cover
page containing the signatures of the Purchasing Division, Attorney General, and Encumbrance
clerk (or another page identified as ), and the Initial
Contract Term ends on the effective end date also shown on the first page of this Contract.

Renewal Term: This Contract may be renewed upon the mutual written consent of the Agency,
and the Vendor, with approval of the Purchasing Division and the Attorney General’s office
(Attorney General approval is as to form only). Any request for renewal should be delivered to the
Agency and then submitted to the Purchasing Division thirty (30) days prior to the expiration date
of the initial contract term or appropriate renewal terin. A Contract renewal shall be in accordance
with the terms and conditions of the original contract. Unless otherwise specified below, renewal
of this Contract is limited to zere (0) o successive one (1) year periods or multiple
renewal periods of less than one year, provided that the multiple renewal periods do not exceed
the total number of months available in all renewal years combined. Automatic renewal of this
Contract is prohibited. Renewals must be approved by the Vendor, Agency, Purchasing Division
and Attorney General’s office (Attorney General approval is as to form only)

[] Alternate Renewal Term — This contract may be renewed for
successive  year periods or shorter periods provided that they do not t exceed
the total number of months contained in all available renewals. Automatic renewal of this
Contract is prohibited. Renewals must be approved by the Vendor, Agency, Purchasing
Division and Attorney General’s office (Attorney General approval is as to form only)

Delivery Order Limitations: In the event that this contract permits delivery orders, a delivery
order may only be issued during the time this Contract is in effect. Any delivery order issued
within one year of the expiration of this Contract shall be effective for one year from the date the
delivery order is issued. No delivery order may be extended beyond one year after this Contract
has expired.

[] Fixed Period Contract: This Contract becomes effective upon Vendor’s receipt of the notice
to proceed and must be completed within - = days.
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[ Fixed Period Contract with Renewals: This Contract becomes effective upon Vendor’s
receipt of the notice to proceed and part of the Contract more fully described in the attached
specifications must be completed within days. Upon completion of the
work covered by the preceding sentence, the vendor agrees that:

[] the contract will continue for __ -
[]the contract may be renewed for successive year
periods or shorter periods provided that they do not exceed the total number of months
contained in all available renewals. Automatic renewal of this Contract is prohibited.
Renewals must be approved by the Vendor, Agency, Purchasing Division and Attorney
General’s Office (Attorney General approval is as to form only).

[[] One-Time Purchase: The term of this Contract shall run from the issuance of the Award
Document until all of the goods contracted for have been delivered, but in no event will this
Contract extend for more than one fiscal year.

[] Construction/Project Oversight: This Contract becomes effective on the effective start
date listed on the first page of this Contract, identified as the State of West Virginia contract
cover page containing the signatures of the Purchasing Division, Attormey General, and
Encumbrance clerk (or another page identified as Y,
and continues until the project for which the vendor is prov1d1ng over31ght is complete.

[] Other: Contract Term specified in

4. AUTHORITY TO PROCEED: Vendor is authorized to begin performance of this contract on
the date of encumbrance listed on the front page of the Award Document unless either the box for
“Fixed Period Contract” or “Fixed Period Contract with Renewals™ has been checked in Section 3
above. Ifeither “Fixed Period Contract” or “Fixed Period Contract with Renewals™ has been checked,
Vendor must not begin work until it receives a separate notice to proceed from the State. The notice to
proceed will then be incorporated into the Contract via change order to memorialize the official date
that work commenced.

5. QUANTITIES: The quantities required under this Contract shall be determined in accordance
with the category that has been identified as applicable to this Contract below.

V' Open End Contract: Quantities listed in this Solicitation/Award Document are

approximations only, based on estimates supplied by the Agency. It is understood and agreed
that the Contract shall cover the quantities actually ordered for delivery during the term of the
Contract, whether more or less than the quantities shown.

Service: The scope of the service to be provided will be more clearly defined in the
specifications included herewith.

V' Combined Service and Goods: The scope of the service and deliverable goods to be
provided will be more clearly defined in the specifications included herewith.

Revised 8/24/2023
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[ One-Time Purchase: This Contract is for the purchase of a set quantity of goods that are
identified in the specifications included herewith. Once those items have been delivered, no
additional goods may be procured under this Contract without an appropriate change order
approved by the Vendor, Agency, Purchasing Division, and Attorney General’s office.

[ ] Construction: This Contract is for construction activity more fully defined in the
specifications.

6. EMERGENCY PURCHASES: The Purchasing Division Director may authorize the Agency
to purchase goods or services in the open market that Vendor would otherwise provide under this
Contract if those goods or services are for immediate or expedited delivery in an emergency.
Emergencies shall include, but are not limited to, delays in transportation or an unanticipated
increase in the volume of work. An emergency purchase in the open market, approved by the
Purchasing Division Director, shall not constitute of breach of this Contract and shall not entitle
the Vendor to any form of compensation or damages. This provision does not excuse the State
from fulfilling its obligations under a One-Time Purchase contract.

7. REQUIRED DOCUMENTS: All of the items checked in this section must be provided to the
Purchasing Division by the Vendor as specified:

[[JLICENSE(S) / CERTIFICATIONS / PERMITS: In addition to anything required under the
Section of the General Terms and Conditions entitled Licensing, the apparent successful Vendor
shall furnish proof of the following licenses, certifications, and/or permits upon request and in a
form acceptable to the State. The request may be prior to or after contract award at the State’s

sole discretion.

O]

a

The apparent successful Vendor shall also furnish proof of any additional licenses or
certifications contained in the specifications regardless of whether or not that requirement is listed

above.
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8. INSURANCE: The apparent successful Vendor shall furnish proof of the insurance identified
by a checkmark below prior to Contract award. The insurance coverages identified below must
be maintained throughout the life of this contract. Thirty (30) days prior to the expiration of the
insurance policies, Vendor shall provide the Agency with proof that the insurance mandated
herein has been continued. Vendor must also provide Agency with immediate notice of any
changes in its insurance policies, including but not limited to, policy cancelation, policy
reduction, or change in insurers. The apparent successful Vendor shall also furnish proof of any
additional insurance requirements contained in the specifications prior to Contract award
regardless of whether that insurance requirement is listed in this section.

Vendor must maintain:

Commercial General Liability Insurance in at least an amount of: $1 '000’000_ per
occurrence.
[[] Automobile Liability Insurance in at least an amount of: per occurrence.

[JProfessional/Malpractice/Errors and Omission Insurance in at least an amount of:
per occurrence. Notwithstanding the forgoing, Vendor’s are not required to

list the State as an additional insured for this type of policy.

[[] Commercial Crime and Third Party Fidelity Insurance in an amount of:

per occurrence.

|:] Cyber Liability Insurance in an amount of: - per occurrence.

(] Builders Risk Insurance in an amount equal to 100% of the amount of the Contract.

[[]Pollution Insurance in an amount of: __ per occurrence.

[ ] Aircraft Liability in an amount of: ) per occurrence.

O
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9. WORKERS’ COMPENSATION INSURANCE: Vendor shall comply with laws
relating to workers compensation, shall maintain workers’ compensation insurance when
required, and shall furnish proof of workers’ compensation insurance upon request.

10. VENUE: All legal actions for damages brought by Vendor against the State shall be brought
in the West Virginia Claims Commission. Other causes of action must be brought in the West
Virginia court authorized by statute to exercise jurisdiction over it.

11. LIQUIDATED DAMAGES: This clause shall in no way be considered exclusive and shall
not limit the State or Agency’s right to pursue any other available remedy. Vendor shall pay
liquidated damages in the amount specified below or as described in the specifications:

. - for B

[[] Liquidated Damages Contained in the Specifications.

Liquidated Damages Are Not Included in this Contract.

12. ACCEPTANCE: Vendor’s signature on its bid, or on the certification and signature page,
constitutes an offer to the State that cannot be unilaterally withdrawn, signifies that the product or
service proposed by vendor meets the mandatory requirements contained in the Solicitation for
that product or service, unless otherwise indicated, and signifies acceptance of the terms and
conditions contained in the Solicitation unless otherwise indicated.

13. PRICING: The pricing set forth herein is firm for the life of the Contract, unless specified
elsewhere within this Solicitation/Contract by the State. A Vendor’s inclusion of price
adjustment provisions in its bid, without an express authorization from the State in the
Solicitation to do so, may result in bid disqualification. Notwithstanding the foregoing, Vendor
must extend any publicly advertised sale price to the State and invoice at the lower of the
contract price or the publicly advertised sale price.

14. PAYMENT IN ARREARS: Payments for goods/services will be made in arrears only
upon receipt of a proper invoice, detailing the goods/services provided or receipt of the
goods/services, whichever is later. Notwithstanding the foregoing, payments for software
maintenance, licenses, or subscriptions may be paid annually in advance.

15. PAYMENT METHODS: Vendor must accept payment by electronic funds transfer and P-
Card. (The State of West Virginia’s Purchasing Card program, administered under contract by
a banking institution, processes payment for goods and services through state designated
credit cards.)

16. TAXES: The Vendor shall pay any applicable sales, use, personal property or any other
taxes arising out of this Contract and the transactions contemplated thereby. The State of
West Virginia is exempt from federal and state taxes and will not pay or reimburse such taxes.
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17. ADDITIONAL FEES: Vendor is not permitted to charge additional fees or assess
additional charges that were not either expressly provided for in the solicitation published by the
State of West Virginia, included in the Contract, or included in the unit price or lump sum bid
amount that Vendor is required by the solicitation to provide. Including such fees or charges as
notes to the solicitation may result in rejection of vendor’s bid. Requesting such fees or charges
be paid after the contract has been awarded may result in cancellation of the contract.

18. FUNDING: This Contract shall continue for the term stated herein, contingent upon funds
being appropriated by the Legislature or otherwise being made available. In the event funds are
not appropriated or otherwise made available, this Contract becomes void and of no effect
beginning on July 1 of the fiscal year for which funding has not been appropriated or otherwise
made available. If that occurs, the State may notify the Vendor that an altemative source of
funding has been obtained and thereby avoid the automatic termination. Non-appropriation or
non-funding shall not be considered an event of default.

19. CANCELLATION: The Purchasing Division Director reserves the right to cancel this
Contract immediately upon written notice to the vendor if the materials or workmanship supplied
do not conform to the specifications contained in the Contract. The Purchasing Division Director
may also cancel any purchase or Contract upon 30 days written notice to the Vendor in
accordance with West Virginia Code of State Rules § 148-1-5.2.b.

20. TIME: Time is of the essence regarding all matters of time and performance in this
Contract.

21. APPLICABLE LAW: This Contract is governed by and interpreted under West Virginia
law without giving effect to its choice of law principles. Any information provided in
specification manuals, or any other source, verbal or written, which contradicts or violates the
West Virginia Constitution, West Virginia Code, or West Virginia Code of State Rules is void
and of no effect.

22. COMPLIANCE WITH LAWS: Vendor shall comply with all applicable federal, state, and
local laws, regulations and ordinances. By submitting a bid, Vendor acknowledges that it has
reviewed, understands, and will comply with all applicable laws, regulations, and ordinances.

SUBCONTRACTOR COMPLIANCE: Vendor shall notify all subcontractors providing
commodities or services related to this Contract that as subcontractors, they too are
required to comply with all applicable laws, regulations, and ordinances. Notification
under this provision must occur prior to the performance of any work under the contract by

the subcontractor.

23. ARBITRATION: Any references made to arbitration contained in this Contract, Vendor’s
bid, or in any American Institute of Architects documents pertaining to this Contract are hereby
deleted, void, and of no effect.
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24. MODIFICATIONS: This writing is the parties’ final expression of intent. Notwithstanding
anything contained in this Contract to the contrary no modification of this Contract shall be
binding without mutual written consent of the Agency, and the Vendor, with approval of the
Purchasing Division and the Attorney General’s office (Attorney General approval is as to form
only). Any change to existing contracts that adds work or changes contract cost, and were not
included in the original contract, must be approved by the Purchasing Division and the Attorney
General’s Office (as to form) prior to the implementation of the change or commencement of
work affected by the change.

25. WAIVER: The failure of either party to insist upon a strict performance of any of the terms
or provision of this Contract, or to exercise any option, right, or remedy herein contained, shall
not be construed as a waiver or a relinquishment for the future of such term, provision, option,
right, or remedy, but the same shall continue in full force and effect. Any waiver must be
expressly stated in writing and signed by the waiving party.

26. SUBSEQUENT FORMS: The terms and conditions contained in this Contract shall
supersede any and all subsequent terms and conditions which may appear on any form documents
submitted by Vendor to the Agency or Purchasing Division such as price lists, order forms,
invoices, sales agreements, or maintenance agreements, and includes internet websites or other
electronic documents. Acceptance or use of Vendor’s forms does not constitute acceptance of the
terms and conditions contained thereon.

27. ASSIGNMENT: Neither this Contract nor any monies due, or to become due hereunder,
may be assigned by the Vendor without the express written consent of the Agency, the
Purchasing Division, the Attorney General’s office (as to form only), and any other government
agency or office that may be required to approve such assignments.

28. WARRANTY: The Vendor expressly warrants that the goods and/or services covered by
this Contract will: (a) conform to the specifications, drawings, samples, or other description
fumnished or specified by the Agency; (b) be merchantable and fit for the purpose intended; and
(c) be free from defect in material and workmanship.

29. STATE EMPLOYEES: State employees are not permitted to utilize this Contract for
personal use and the Vendor is prohibited from permitting or facilitating the same.

30. PRIVACY, SECURITY, AND CONFIDENTIALITY: The Vendor agrees that it wil) not
disclose to anyone, directly or indirectly, any such personally identifiable information or other
confidential information gained from the Agency, unless the individual who is the subject of the
information consents to the disclosure in writing or the disclosure is made pursuant to the
Agency’s policies, procedures, and rules. Vendor further agrees to comply with the
Confidentiality Policies and Information Security Accountability Requirements, set forth in
www,state.wv.us/admin/purchase/privacy.
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31. YOUR SUBMISSION IS A PUBLIC DOCUMENT: Vendor’s entire response to the
Solicitation and the resulting Contract are public documents. As public documents, they will be
disclosed to the public following the bid/proposal opening or award of the contract, as required
by the competitive bidding laws of West Virginia Code §§ SA-3-1 et seq., 5-22-1 et seq., and
5G-1-1 et seq. and the Freedom of Information Act West Virginia Code §§ 29B-1-1 et seq.

DO NOT SUBMIT MATERIAL YOU CONSIDER TO BE CONFIDENTIAL, A TRADE
SECRET, OR OTHERWISE NOT SUBJECT TO PUBLIC DISCLOSURE.

Submission of any bid, proposal, or other document to the Purchasing Division constitutes your
explicit consent to the subsequent public disclosure of the bid, proposal, or document. The
Purchasing Division will disclose any document labeled “confidential,” “proprietary,” “trade
secret,” “private,” or labeled with any other claim against public disclosure of the documents, to
include any “trade secrets” as defined by West Virginia Code § 47-22-1 et seq. All submissions
are subject to public disclosure without notice.

32. LICENSING: In accordance with West Virginia Code of State Rules § 148-1-6.1.e, Vendor
must be licensed and in good standing in accordance with any and all state and local laws and
requirements by any state or local agency of West Virginia, including, but not limited to, the
West Virginia Secretary of State’s Office, the West Virginia Tax Department, West Virginia
Insurance Commission, or any other state agency or political subdivision. Obligations related to
political subdivisions may include, but are not limited to, business licensing, business and
occupation taxes, inspection compliance, permitting, etc. Upon request, the Vendor must
provide all necessary releases to obtain information to enable the Purchasing Division Director
or the Agency to verify that the Vendor is licensed and in good standing with the above entities.

SUBCONTRACTOR COMPLIANCE: Vendor shall notify all subcontractors providing
commodities or services related to this Contract that as subcontractors, they too are
required to be licensed, in good standing, and up-to-date on all state and local obligations
as described in this section. Obligations related to political subdivisions may include, but
are not limited to, business licensing, business and occupation taxes, inspection
compliance, permitting, etc. Notification under this provision must occur prior to the
performance of any work under the contract by the subcontractor.

33. ANTITRUST: In submitting a bid to, signing a contract with, or accepting a Award
Document from any agency of the State of West Virginia, the Vendor agrees to convey, sell,
assign, or transfer to the State of West Virginia all rights, title, and interest in and to all causes of
action it may now or hereafter acquire under the antitrust laws of the United States and the State
of West Virginia for price fixing and/or unreasonable restraints of trade relating to the particular
commuodities or services purchased or acquired by the State of West Virginia. Such assignment
shall be made and become effective at the time the purchasing agency tenders the initial payment
to Vendor.

34. VENDOR NON-CONFLICT: Neither Vendor nor its representatives are permitted to have
any interest, nor shall they acquire any interest, direct or indirect, which would compromise the
performance of its services hereunder. Any such interests shall be promptly presented in detail to

the Agency.
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35. VENDOR RELATIONSHIP: The relationship of the Vendor to the State shall be that of an
independent contractor and no principal-agent relationship or employer-employee relationship is
contemplated or created by this Contract. The Vendor as an independent contractor 1s solely liable
for the acts and omissions of its employees and agents. Vendor shall be responsible for selecting,
supervising, and compensating any and all individuals employed pursuant to the terms of this
Solicitation and resulting contract. Neither the Vendor, nor any employees or subcontractors of
the Vendor, shall be deemed to be employees of the State for any purpose whatsoever. Vendor
shall be exclusively responsible for payment of employees and contractors for all wages and
salaries, taxes, withholding payments, penalties, fees, fringe benefits, professional liability
insurance premiums, contributions to insurance and pension, or other deferred compensation
plans, including but not limited to, Workers’ Compensation and Social Security obligations,
licensing fees, etc. and the filing of all necessary documents, forms, and returns pertinent to all of

the foregoing.

Vendor shall hold harmless the State, and shall provide the State and Agency with a defense
against any and all claims including, but not limited to, the foregoing payments, withholdings,
contributions, taxes, Social Security taxes, and employer income tax returns.

36. INDEMNIFICATION: The Vendor agrees to indemnify, defend, and hold harmless the
State and the Agency, their officers, and employees from and against: (1) Any claims or losses
for services rendered by any subcontractor, person, or firm performing or supplying services,
materials, or supplies in connection with the performance of the Contract; (2) Any claims or
losses resulting to any person or entity injured or damaged by the Vendor, its officers,
employees, or subcontractors by the publication, translation, reproduction, delivery, performance,
use, or disposition of any data used under the Contract in a manner not authorized by the
Contract, or by Federal or State statutes or regulations; and (3) Any failure of the Vendor, its
officers, employees, or subcontractors to observe State and Federal laws including, but not
limited to, labor and wage and hour laws.

37. NO DEBT CERTIFICATION: In accordance with West Virginia Code §§ SA-3-10a and
5-22-1(1), the State is prohibited from awarding a contract to any bidder that owes a debt to the
State or a political subdivision of the State. By submitting a bid, or entering into a contract with
the State, Vendor is affirming that (1) for construction contracts, the Vendor is not in default on
any monetary obligation owed to the state or a political subdivision of the state, and (2) for all
other contracts, neither the Vendor nor any related party owe a debt as defined above, and
neither the Vendor nor any related party are in employer default as defined in the statute cited
above unless the debt or employer default is permitted under the statute.

38. CONFLICT OF INTEREST: Vendor, its officers or members or employees, shall not
presently have or acquire an interest, direct or indirect, which would conflict with or compromise
the performance of its obligations hereunder. Vendor shall periodically inquire of its officers,
members and employees to ensure that a conflict of interest does not arise. Any conflict of interest
discovered shall be promptly presented in detail to the Agency
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39. REPORTS: Vendor shall provide the Agency and/or the Purchasing Division with the
following reports identified by a checked box below:

[[] Such reports as the Agency and/or the Purchasing Division may request. Requested reports
may include, but are not limited to, quantities purchased, agencies utilizing the contract, total

contractexpenditures by agency, etc.

[] Quarterly reports detailing the total quantity of purchases in units and dollars, along with a
listing of purchases by agency. Quarterly reports should be delivered to the Purchasing Division
via email at purchasing.division(@wv.gov.

40. BACKGROUND CHECK: In accordance with W. Va. Code § 15-2D-3, the State reserves
the right to prohibit a service provider’s employees from accessing sensitive or critical
information or to be present at the Capitol complex based upon results addressed from a criminal
background check. Service providers should contact the West Virginia Division of Protective
Services by phone at (304) 558-9911 for more information.

41. PREFERENCE FOR USE OF DOMESTIC STEEL PRODUCTS: Except when
authorized by the Director of the Purchasing Division pursuant to W. Va. Code § 5A-3-56, no
contractor may use or supply steel products for a State Contract Project other than those steel
products made in the United States. A contractor who uses steel products in violation of this
section may be subject to civil penalties pursuant to W. Va. Code § 5A-3-56. As used in this

section:

a. “State Contract Project” means any erection or construction of, or any addition to, alteration
of or other improvement to any building or structure, including, but not limited to, roads or
highways, or the installation of any heating or cooling or ventilating plants or other
equipment, or the supply of and materials for such projects, pursuant to a contract with the
State of West Virginia for which bids were solicited on or after June 6, 2001.

b. “Steel Products” means products rolled, formed, shaped, drawn, extruded, forged, cast,
fabricated or otherwise similarly processed, or processed by a combination of two or
more or such operations, from steel made by the open heath, basic oxygen, electric
furnace, Bessemer or other steel making process.

c. The Purchasing Division Director may, in writing, authorize the use of foreign steel
products if:

1. The cost for each contract item used does not exceed one tenth of one percent
(.1%) of the total contract cost or two thousand five hundred dollars (52,500.00),
whichever is greater. For the purposes of this section, the cost is the value of the
steel product as delivered to the project; or

2. The Director of the Purchasing Division determines that specified steel materials are

not produced in the United States in sufficient quantity or otherwise are not
reasonably available to meet contract requirements.
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42. PREFERENCE FOR USE OF DOMESTIC ALUMINUM, GLASS, AND STEEL: In
Accordance with W. Va. Code § 5-19-1 et seq., and W. Va. CSR § 148-10-1 et seq., for every
contract or subcontract, subject to the limitations contained herein, for the construction,
reconstruction, alteration, repair, improvement or maintenance of public works or for the
purchase of any item of machinery or equipment to be used at sites of public works, only
domestic aluminum, glass or steel products shall be supplied unless the spending officer
determines, in writing, after the receipt of offers or bids, (1) that the cost of domestic aluminum,
glass or steel products is unreasonable or inconsistent with the public interest of the State of
West Virginia, (2) that domestic aluminum, glass or steel products are not produced in sufficient
quantities to meet the contract requirements, or (3) the available domestic aluminum, glass, or
steel do not meet the contract specifications. This provision only applies to public works
contracts awarded in an amount more than fifty thousand dollars ($50,000) or public works
contracts that require more than ten thousand pounds of steel products.

The cost of domestic aluminum, glass, or steel products may be unreasonable if the cost is more
than twenty percent (20%) of the bid or offered price for foreign made aluminum, glass, or steel
products. If the domestic aluminum, glass or steel products to be supplied or produced in a
“substantial labor surplus area”, as defined by the United States Department of Labor, the cost of
domestic aluminum, glass, or steel products may be unreasonable if the cost is more than thirty
percent (30%) of the bid or offered price for foreign made aluminum, glass, or steel products.
This preference shall be applied to an item of machinery or equipment, as indicated above, when
the item is a single unit of equipment or machinery manufactured primarily of aluminum, glass
or steel, is part of a public works contract and has the sole purpose or of being a permanent part
of a single public works project. This provision does not apply to equipment or machinery
purchased by a spending unit for use by that spending unit and not as part of a single public
works project.

All bids and offers including domestic aluminum, glass or steel products that exceed bid or offer
prices including foreign aluminum, glass or steel products after application of the preferences
provided in this provision may be reduced to a price equal to or lower than the lowest bid or
offer price for foreign aluminum, glass or steel products plus the applicable preference. If the
reduced bid or offer prices are made in writing and supersede the prior bid or offer prices, all
bids or offers, including the reduced bid or offer prices, will be reevaluated in accordance with

this rule.

43. INTERESTED PARTY SUPPLEMENTAL DISCLOSURE: W. Va. Code § 6D-1-2
requires that for contracts with an actual or estimated value of at least $1 million, the Vendor
must submit to the Agency a disclosure of interested parties prior to beginning work under
this Contract. Additionally, the Vendor must submit a supplemental disclosure of interested
parties reflecting any new or differing interested parties to the contract, which were not
included in the original pre-work interested party disclosure, within 30 days following the
completion or termination of the contract. A copy of that form is included with this
solicitation or can be obtained from the WV Ethics Commission. This requirement does not
apply to publicly traded companies listed on a national or international stock exchange. A
more detailed definition of interested parties can be obtained from the form referenced above.
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44. PROHIBITION AGAINST USED OR REFURBISHED: Unless expressly permitted
in the solicitation published by the State, Vendor must provide new, unused commodities, and
is prohibited from supplying used or refurbished commodities, in fulfilling its responsibilities

under this Contract.

45. VOID CONTRACT CLAUSES: This Contract is subject to the provisions of West
Virginia Code § 5A-3-62, which automatically voids certain contract clauses that violate State

law.

46. ISRAEL BOYCOTT: Bidder understands and agrees that, pursuant to W, Va. Code §
5A-3-63, itis prohibited from engaging in a boycott of Israel during the term of this contract.
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Docusign Envelope 1D: SFEBEDY9-DO07-47A6-842C-378200861614

DESIGNATED CONTACT: Vendor appoints the individual identified in this Section as the
Contract Administrator and the initial point of contact for matters relating to this Contract.

. i Claudia Roy - Director, Contracts & Legal Operations
(Printed Name and Title) J o

( Address) 3770 Victoria Park Avenue, Toronto, ON, Canada, M2H 3M6

(Phone Number) / (Fax Number) T : +18-00-456 -3003 F: + 88 8 -54 0844

(email address) contracts@mhs.com

CERTIFICATION AND SIGNATURE: By signing below, or submitting documentation
through wvOASIS, I certify that: 1 have reviewed this Solicitation/Contract in its entirety; that I
understand the requirements, terms and conditions, and other information contained herein; that
this bid, offer or proposal constitutes an offer to the State that cannot be unilaterally withdrawn;
that the product or service proposed meets the mandatory requirements contained in the
Solicitation/Contract for that product or service, unless otherwise stated herein; that the Vendor
accepts the terms and conditions containedin the Solicitation, unless otherwise stated herein; that
I am submitting this bid, offer or proposal for review and consideration; that this bid or offer was
made without prior understanding, agreement, or connection with any entity submitting a bid or
offer for the same material, supplies, equipment or services; that this bid or offer is in all respects
fair and without collusion or fraud; that this Contract is accepted or entered into without any prior
understanding, agreement, or connection to any other entity that could be considered a violation of
Jaw; that ] am authorized by the Vendor to execute and submit this bid, offer, or proposal, or any
documents related thereto on Vendor’s behalf; that I amn authorized to bind the vendor in a
contractua) relationship; and that to the best of my knowledge, the vendor has properly registered
with any State agency that may require registration.

By signing below, I further certify that I understand this Contract is subject o the
provisions of West Vireinia Code § SA-3-62, which automatically voids certain contract

clauses that violate State law; and that pursuant to W. Va. Code 54-3-63, the entity .

entering into this contract is prohibited from engaging in iC ai

Multi-Health Systems Inc. (MHS)
~——8Rhned by

(Company) L‘M'M' Mb

(Signature of Authorized Representatlve)
John Clarke Chief Execulive Officer

(Pnnted Name and Title of Authorized Representative) (Date)
+1-800-456-3003 x 6108

(Phone Number) (Fax Number)
+1-888-540-4484

(Email Address)
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FEDERAL FUNDS ADDENDUM
2CF.R. §§ 200317 -200.327

Purpose: This addendum is intended to modify the solicitation in an attempt to make the contract compliant
with the requirements of 2 C.F.R. §§ 200.3 17 through 200.327 relating to the expenditure of certain federal
funds. This solicitation will allow the State to obtain one or more contracts that satisfy standard state
procurement, state federal funds procurement, and county/local federal funds procurement requirements.

Instyuctions: Vendors who are willing to extend their contract to procurements with federal funds and the
requirements that go along with doing so, should sign the attached document identified as: “REQUIRED
CONTRACT PROVISIONS FOR NON-FEDERAL ENTITY CONTRACTS UNDER FEDERAL
AWARDS (2 CF.R. § 200.317)”

Should the awarded vendor be unwilling to extend the contract to federal funds procurement, the State
reserves the right to award additional contracts to vendors that can and are willing to meet federal funds

procurement requirements,

Changes to Specifications: Vendors should consider this solicitation as containing two separate
solicitations, one for state level procurement and one for county/local procurement.

State Level: In the first solicitation, bid responses will be evaluated with applicable preferences
identified in sections 15, 15A, and 16 of the “Instructions to Vendors Submitting Bids™ to establish a
contract for both standard state procurements and state federal funds procurements.

County Level: In the second solicitation, bid responses will be evaluated with applicable preferences
identified in Sections 15, 15A, and 16 of the “Instructions to Vendors Submitting Bids> omitted to
establish a contract for County/Local federal funds procurement.

Award: If the two evaluations result in the same vendor being identified as the winning bidder, the two
solicitations will be combined into a single contract award. If the evaluations result in a different bidder
being identified as the winning bidder, multiple contracts may be awarded. The State reserves the right to
award to multiple different entities should it be required to satisfy standard state procurement, state federal
funds procurement, and county/local federal funds procurement requirements.

State Government Use Caution: State agencies planning to utilize this contract for procurements subject
to the above identified federal regulations should first consult with the federal agency providing the
applicable funding to ensure the contract is complaint.

County/Local Government Use Caution: County and Local government entities planning to utilize this
contract for procurements subject to the above identified federal regulation should first consult with the
federal agency providing the applicable funding to ensure the contract is complaint. For purposes of
County/Local government use, the solicitation resulting in this contract was conducted in accordance with
the procurement laws, rules, and procedures goveming the West Virginia Department of Administration,
Purchasing Division, except that vendor preference has been omitted for County/Local use purposes and
the contract terms contained in the document entitled “REQUIRED CONTRACT PROVISIONS FOR
NON-FEDERAL ENTITY CONTRACTS UNDER FEDERAL AWARDS (2 C.F.R. § 200.317)" have
been added.
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FEDERAL FUNDS ADDENDUM

REQUIRED CONTRACT PROVISIONS FOR NON-FEDERAL ENTITY
CONTRACTS UNDER FEDERAL AWARDS (2 C.F.R. § 200.317):

The State of West Virginia Department of Administration, Purchasing Division, and the Vendor
awarded this Contract intend that this Contract be compliant with the requirements of the
Procurement Standards contained in the Uniform Adminijstrative Requirements, Cost Principles,
and Audit Requirements found in 2 C.F.R. § 200.317, et seq. for procurements conducted by a
Non-Federal Entity. Accordingly, the Parties agree that the following provisions are included in
the Contract.

1. MINORITY BUSINESSES, WOMEN'S BUSINESS ENTERPRISES, AND LABOR
SURPLUS AREA FIRMS:
(2 CF.R. §200.321)

a. The State confirms that it has taken all necessary affirmative steps to assure that
minority businesses, women's business enterprises, and labor surplus area firms are
used when possible. Those affirmative steps include:

(1) Placing qualified small and minority businesses and woren's business
enterprises on solicitation lists;

(2) Assuring that small and minority businesses, and women's business enterprises
are solicited whenever they are potential sources;

(3) Dividing total requirements, when economically feasible, into smaller tasks or
quantities to permit maximum participation by small and minority businesses, and
women's business enterprises;

(4) Establishing delivery schedules, where the requirement permits, which
encourage participation by small and minority businesses, and women's business
enterprises;

(5) Using the services and assistance, as appropriate, of such organizations as the
Small Business Administration and the Minority Business Development Agency
of the Department of Commerce; and

(6) Requiring the prime contractor, if subcontracts are to be let, to take the
affinnative steps listed in paragraphs (1) through (5) above.

b. Vendor confirms that if it utilizes subcontractors, it will take the same affirmative
steps to assure that minority businesses, women's business enterprises, and labor
surplus area firms are used when possible.

2. DOMESTIC PREFERENCES:
(2 C.F.R. § 200.322)

a. The State confirms that as appropriate and to the extent consistent with law, it has, to

the greatest extent practicable under a Federal award, provided a preference for the
purchase, acquisition, or use of goods, products, or materials produced in the United
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States (including but not limited to iron, aluminum, steel, cement, and other
manufactured products).

b. Vendor confirms that will include the requirements of this Section 2. Domestic
Preference in all subawards including all contracts and purchase orders for work or
products under this award.

c. Definitions: For purposes of this section:

(1) “Produced in the United States” means, for iron and steel products, that all
manufacturing processes, from the initial melting stage through the application of
coatings, occurred in the United States.

(2) “Manufactured products” means items and construction materials composed in
whole or in part of non-ferrous metals such as aluminum; plastics and polymer-based
products such as polyvinyl chloride pipe; aggregates such as concrete; glass,
including optical fiber; and lumber.

3. BREACH OF CONTRACT REMEDIES AND PENALTIES:
(2 C.F.R. § 200.327 and Appendix IT)

(2) The provisions of West Virginia Code of State Rules § 148-1-5 provide for breach of
contract remedies, and penalties. A copy of that rule is attached hereto as Exhibit A
and expressly incorporated herein by reference.

4. TERMINATION FOR CAUSE AND CONVENIENCE:
(2 CFR. § 200.327 and Appendix II)

(@) The provisions of West Virginia Code of State Rules § 148-1-5 govemn Contract
termination. A copy of that rule is attached hereto as Exhibit A and expressly
incorporated herein by reference.

5. EQUAL EMPLOYMENT OPPORTUNITY:
(2 CF.R. § 200.327 and Appendix II)

Except as otherwise provided under 41 CFR Part 60, and if this contract meets the definition
of “federally assisted construction contract” in 41 CFR Part 60-1.3, this contract includes the
equal opportunity clause provided under 41 CFR 60-1.4(b), in accordance with Executive
Order 11246, “Equal Employment Opportunity” (30 FR 12319, 12935, 3 CFR Part, 1964-
1965 Comp., p. 339), as amended by Executive Order 11375, “Amending Executive Order
11246 Relating to Equal Employment Opportunity,” and implementing regulations at 41
CFR part 60, “Office of Federal Contract Compliance Programs, Equal Employment
Opportunity, Department of Labor.”
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6. DAVIS-BACON WAGE RATES:
(2 C.F.R. § 200.327 and Appendix II)

Vendor agrees that if this Contract includes construction, all construction work in excess of
$2,000 will be completed and paid for in compliance with the Davis—Bacon Act (40 U.S.C.
3141-3144, and 3146-3148) as supplemented by Department of Labor regulations (29 CFR
Part 5, “Labor Standards Provisions Applicable to Contracts Covering Federally Financed
and Assisted Construction™). In accordance with the statute, contractors must;

(a) pay wages to laborers and mechanics at a rate not less than the prevailing wages
specified in a wage determination made by the Secretary of Labor.
(b) pay wages not less than once a week.

A copy of the current prevailing wage determination issued by the Department of Labor is
attached hereto as Exhibit B. The decision to award a contract or subcontract is conditioned
upon the acceptance of the wage determination. The State will report all suspected or
reported violations to the Federal awarding agency.

7. ANTI-KICKBACK ACT:
(2 CFR. § 200.327 and Appendix II)

Vendor agrees that it will comply with the Copeland Anti-KickBack Act (40 U.S.C. 3145), as
supplemented by Department of Labor regulations (29 CFR Part 3, “Contractors and
Subcontractors on Public Building or Public Work Financed in Whole or in Part by Loans or
Grants from the United States”). Accordingly, Vendor, Subcontractors, and anyone
performing under this contract are prohibited from inducing, by any means, any person
employed in the construction, completion, or repair of public work, to give up any part of the
compensation to which he or she is otherwise entitled. The State must report all suspected or
reported violations to the Federal awarding agency.

8. CONTRACT WORK HOURS AND SAFETY STANDARDS ACT
(2 C.F.R. §200.327 and Appendix II)

Where applicable, and only for contracts awarded by the State in excess of $100,000 that
involve the employment of mechanics or laborers, Vendor agrees to comply with 40 U.S.C.
3702 and 3704, as supplemented by Department of Labor regulations (29 CFR Part 5). Under
40 U.S.C. 3702 of the Act, Vendor is required to compute the wages of every mechanic and
laborer on the basis of a standard work week of 40 hours. Work in excess of the standard
work week is permissible provided that the worker is compensated at a rate of not less than
one and a half times the basic rate of pay for all hours worked in excess of 40 hours in the
work week. The requirements of 40 U.S.C. 3704 are applicable to construction work and
provide that no laborer or mechanic must be required to work in surroundings or under
working conditions which are unsanitary, hazardous or dangerous. These requirements do not
apply to the purchases of supplies or materials or articles ordinarily available on the open
market, or contracts for transportation or transmission of intelligence.
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9‘

10.

11.

12.

RIGHTS TO INVENTIONS MADE UNDER A CONTRACT OR AGREEMENT.
(2 CFR. §200.327 and Appendix II)

Ifthe Federal award meets the definition of “funding agreement” under 37 CFR § 401 .2 (a)
and the recipient or subrecipient wishes to enter into a contract with a small business firm or
nonprofit organization regarding the substitution of parties, assignment or performance of
experimental, developmental, or research work under that “funding agreement,” the recipient
or subrecipient must comply with the requirements of 37 CFR Part 401, “Rights to
Inventions Made by Nonprofit Organizations and Small Business Firms Under Government
Grants, Contracts and Cooperative Agreements,” and any implementing regulations issued by
the awarding agency.

CLEAN AIR ACT
(2 C.F.R. § 200.327 and Appendix II)

Vendor agrees that if this contract exceeds $150,000, Vendor is to comply with all applicable
standards, orders or regulations issued pursuant to the Clean Air Act (42 U.S.C. 7401~-7671q)
and the Federal Water Pollution Control Act as amended (33 U.S.C. 1251-1387). Violations
must be reported to the Federal awarding agency and the Regional Office of the

Environmental Protection Agency (EPA).

DEBARMENT AND SUSPENSION
(2 CFR. §200.327 and Appendix 1I)

The State will not award to any vendor that is listed on the governmentwide exclusions in the
System for Award Management (SAM), in accordance with the OMB guidelines at 2 CFR
180 that implement Executive Orders 12549 (3 CFR part 1986 Comp., p. 189) and 12689 (3
CFR part 1989 Comp., p. 235), “Debarment and Suspension.” SAM Exclusions contains the
names of parties debarred, suspended, or otherwise excluded by agencies, as well as parties
declared ineligible under statutory or regulatory authority other than Executive Order 12549.

BYRD ANTI-LOBBYING AMENDMENT
(2 CF.R. § 200.327 and Appendix II)

Vendors that apply or bid for an award exceeding $100,000 must file the required
certification. Each tier certifies to the tier above that it will not and has not used Federal
appropriated funds to pay any person or organization for influencing or attempting to
influence an officer or employee of any agency, a member of Congress, officer or employee
of Congress, or an employee of a member of Congress in connection with obtaining any
Federal contract, grant or any other award covered by 31 U.S.C. 1352, Each tier must also
disclose any lobbying with non—Federal funds that takes place in connection with obtaining
any Federal award. Such disclosures are forwarded from tier to tier up to the non—Federal

award.
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13. PROCUREMENT OF RECOVERED MATERIALS
(2 CFR. § 200.327 and Appendix II; 2 C.F.R. § 200.323)

Vendor agrees that it and the State must comply with section 6002 of the Solid Waste
Disposal Act, as amended by the Resource Conservation and Recovery Act. The
requirements of Section 6002 include procuring only items designated in guidelines of the
Environmental Protection Agency (EPA) at 40 CFR part 247 that contain the highest
percentage of recovered materials practicable, consistent with maintaining a satisfactory level
of competition, where the purchase price of the item exceeds $10,000 or the value of the
quantity acquired during the preceding fiscal year exceeded $10,000; procuring solid waste
management services in a manner that maximizes energy and resource recovery; and
establishing an affirmative procurement program for procurement of recovered materials
identified in the EPA guidelines. ‘

14. PROHIBITION ON CERTAIN TELECOMMUNICATIONS AND VIDEO
SURVEILLANCE SERVICES OR EQUIPMENT.
(2 C.ER. § 200.327 and Appendix IT; 2 CFR § 200.216)

Vendor and State agree that both are prohibited from obligating or expending funds under
this Contract to:

(1) Procure or obtain;

(2) Extend or renew a contract to procure or obtain; or

(3) Enter into a contract (or extend or renew a contract) to procure or obtain equipment,
services, or systems that uses covered telecommunications equipment or services as a
substantial or essential component of any system, or as critical technology as part of
any system. As described in Public Law 115-232, section 889, covered
telecommunications equipment is telecommunications equipment produced by
Huawei Technologies Company or ZTE Corporation (or any subsidiary or affiliate of

such entities).

Rev. 4/5/2022

(i) For the purpose of public safety, security of government facilities, physical
security surveillance of critical infrastructure, and other national security
purposes, video surveillance and telecommunications equipment produced by
Hytera Communications Corporation, Hangzhou Hikvision Digital
Technology Company, or Dahua Technology Company (or any subsidiary or
affiliate of such entities).

(ii) Telecommunications or video surveillance services provided by such entities
or using such equipment.

(iii) Telecommunications or video surveillance equipment or services produced or
provided by an entity that the Secretary of Defense, in consultation with the
Director of the National Intelligence or the Director of the Federal Bureau of
Investigation, reasonably believes to be an entity owned or controlled by, or
otherwise connected to, the government of a covered foreign country.
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In implementing the prohibition under Public Law 115-232, section 889, subsection (f},
paragraph (1), heads of executive agencies administering loan, grant, or subsidy programs
shall prioritize available funding and technical support to assist affected businesses,
institutions and organizations as is reasonably necessary for those affected entities to
transition from covered communications equipment and services, to procure replacement
equipment and services, and to ensure that communications service to users and customers is

sustained.

State of West Virginia

Purchasing DiviS/Q
By: \—
O
Printed Name:  \ «ae \LJ2S0VaMm d

Title: b‘(‘tzc‘ﬂbr

Date: q I pa LBOBS'

Rev. 4/5/2022

Vendor Name: Multi-Health Systems, Inc. (MHS)

Y (L

By: F85B24AABBO04DD. .

Printed Name: '_Jihn Clarke

Title: Chief Executive Officer

Date: Aug 12, 2025 | 6:26 PM EDT
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EXHIBIT A To:
REQUIRED CONTRACT PROVISIONS FOR NON-FEDERAL ENTITY
CONTRACTS UNDER FEDERAL AWARDS (2 C.F.R. § 200.317):

W. Va. CSR § 148-1-5

Rev. 4/5/2022
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[West Virginia Code of State Rules
[Title 148. Department of Administration

ILngslaﬁve Ruie (Ser. 1)
Series 1. Purchasing

W. Va. Code St. R. § 148-1-5
§ 148-1-5. Remedies.

Currentoess

5.1. The Director may require that the spending unit attempt to resolve any issues that it may have
with the vendor prior to pursuing a remedy contained herein. The spending unit must document
any resolution efforts and provide copies of those documents to the Purchasing Division.

5.2. Contract Cancellation.

5.2.1. Cancellation. The Director may cancel a purchase or contract immediately under any one of
the following conditions including, but not limited to:

5.2.1.a. The vendor agrees to the canceliation;

5.2.1.b. The vendor has obtained the contract by fraud, collusion, conspiracy, or is in conflict
with any statutory or constitutional provision of the State of West Virginia;

5.2.1.c. Failure to honor any contractual terin or condition or to honor standard commercial
practices;

5.2.1.d. The existence of an organizational conflict of interest is identified;

5.2.1.e. Funds are not appropriated or an appropriation is discontinued by the legislature for
the acquisition;

5.2.1.f. Violation of any federal, state, or local law, regulation, or ordinance, and
5.2.1.g. The contract was awarded in error.
5.2.2. The Director may cancel a purchase or contract for any reason or no reason, upon providing

Rev. 4/5/2022
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the vendor with 30 days’ notice of the cancellation.

5.2.3. Opportunity to Cure. In the event that a vendor fails to honor any contractual term or
condition, or violates any provision of federal, state, or local law, regulation, or ordinance, the
Director may request that the vendor remedy the contract breach or legal violation within a time
frame the Director determines to be appropriate. If the vendor fails to remedy the contract breach
or legal violation or the Director determines, at his or her sole discretion, that such a request is
unlikely to yield a satisfactory result, then he or she may cancel immediately withont providing

the vendor an opportunity to perform a remedy.

5.2.4. Re-Award. The Director may award the cancelled contract to the next lowest responsible
bidder (or next highest scoring bidder if best value procurement) without a subsequent solicitation
if the following conditions are met:

5.2.4.a. The next lowest responsible bidder (or next highest scoring bidder if best value
procurement) is able to perform at the price contained in its original bid submission, and

5.2.4.b. The coniracl is an open-end contract, a one-time purchase contract, or a contract for
work which has not yet commenced.

Award to the nex! lowest responsible bidder (or next highest scoring bidder if best value
procurement) will not be an option if the vendor’s failure has in any way increased or significantly
changed the scope of the original contract. The vendor failing to honor contractual and legal
obligations is responsible for any increase in cost the state incurs as a result of the re-award.

5.3. Non-Responsible. If the Director believes that a vendor may be non-responsible, the Director
may request that a vendor or spending unit provide evidence that the vendor either does or does
not have the capability to fully perform the contract requirements, and the integrity and reliability
necessary to assure good faith performance. If the Director determines that the vendor is non-
responsible, the Director shall reject that vendor’s bid and shall not award the contract to that
vendor. A determination of non-responsibility must be evaluated on a case-by-case basis and can
only be made afier the vendor in question has submitted a bid. A determination of non-
responsibility will only extend to the contract for which the vendor has submitted a bid and does
not operate as a bar against submitting future bids.

5.4. Suspension.

5.4.1. The Director may suspend, for a period not to exceed 1 year, the right of a vendor to bid on

Rev. 4/5/2022
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procurements issued by the Purchasing Division or any state spending unit under its authority if:

5.4.1.a. The vendor has submitted a bid and then requested that its bid be withdrawn after bids
bave been publicly opened.

5.4.1.b. The vendor has exhibited poor performance in fulfilling his or her contractual
obligations to the State. Poor performance includes, but is not limited to any of the following:
violations of law, regulation, or ordinance; failure to deliver timely; failure to deliver quantities
ordered; poor performance reports; or failure to deliver commodities, services, or printing at

the quality level required by the contract.

5.4.1.c. The vendor has breached a contract issued by the Purchasing Division or any state
spending unit under its authority and refuses to remedy that breach.

5.4.1.d. The vendor’s actions have given rise to one or more of the grounds for debarment
listed in W. Va. Code § 5A-3-33d.

5.4.2. Vendor suspension for the reasons listed in section 5.4 above shall occur as follows:

5.4.2.a. Upon a determination by the Director that a suspension is warranted, the Director will
serve a notice of suspension to the vendor.

5.4.2.b. A notice of suspension must inform the vendor:
5.4.2.b.1. Of the grounds for the suspension;
5.4.2.b.2. Of the duration of the suspension;
5.4.2.b.3. Of the right to request a hearing contesting the suspension;

5.4.2.b.4. That a request for a hearing must be served on the Director no later than 5
working days of the vendor’s receipt of the notice of suspension;

5.4.2.b.5. That the vendor’s failure to request a hearing no later than 5 working days of

Rev. 4/5/2022
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the receipt of the notice of suspenston will be deemed a waiver of the right to a hearing
and result in the automatic enforcement of the suspension without further notice or an

opportunity to respond; and

5.4.2.b.6. That a request for a hearing must include an explanation of why the vendor
believes the Director’s asserted grounds for suspension do not apply and why the vendor
should not be suspended.

5.4.2.c. A vendor’s failure to serve a request for hearing on the Director no later than 5 working
days of the vendor’s receipt of the notice of suspension will be deemed a waiver of the right
to a hearing and may result in the automatic enforcement of the suspension without further

notice or an opportunity to respond.

5.4.2.d. A vendor who files a timely request for hearing but nevertheless fails to provide an
explanation of why the asserted grounds for suspension are inapplicable or should not result
in a suspension, may result in a denial of the vendor’s hearing request.

5.4.2.e. Within 5§ working days of receiving the vendor’s request for a hearing, the Director
will serve on the vendor a notice of hearing that includes the date, time and place of the

hearing.

5.4.2.f. The hearing will be recorded and an official record prepared. Within 10 working days
of the conclusion of the hearing, the Director will issue and serve on the vendor, a written
decision either confirming or reversing the suspension.

5.4.3. A vendor may appeal a decision of the Director to the Secretary of the Department of
Administration. The appeal must be in writing and served on the Secretary no later than 5 working
days of receipt of the Director’s decision.

5.4.4. The Secretary, or his or her designee, will schedule an appeal hearing and serve on the
vendor, a notice of hearing that includes the date, time and place of the hearing. The appeal hearing
will be recorded and an official record prepared. Within 10 working days of the conclusion of the
appeal hearing, the Secretary will issue and serve on the vendor a written decision either

confirming or reversing the suspension.

5.4.5. Any notice or service related to suspension acons or proceedings must be provided by
certified mail, retum receipt requested.

Rev. 4/5/2022
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5.5. Vendor Debarment. The Director may debar a vendor on the basis of one or more of the
grounds for debarment contained in W. Va. Code § 5A-3-33d or if the vendor bas been declared
ineligible to participate in procurement related activities under federal laws and regulation.

5.5.1. Debarment proceedings shall be conducted in accordance with W. Va. Code § SA-3-33¢ and
these rules. A vendor that has received notice of the proposed debarment by certified mail, return
receipt requested, must respond to the proposed debarment within 30 working days after receipt
of notice or the debarment will be instituted without further notice. A vendor is deemed to have
received notice, notwithstanding the vendor’s failure to accept the certified mail, if the letter is
addressed to the vendor at its last known address. After considering the matter and reaching a
decision, the Director shall notify the vendor of his or her decision by certified mail, return receipt

requested.

5.5.2. Any vendor, other than a vendor prohibited from participating in federal procurement,
undergoing debarment proceedings is permitted to continue participating in the state’s
procurement process unti] a final debarment decision has been reached. Any contract that a
debarred vendor obtains prior to a final debarment decision shall remain in effect for the current
term, but may not be extended or renewed. Notwithstanding the foregoing, the Director may cancel
a contract held by a debarred vendor if the Director determines, in his or her sole discretion, that
doing so is in the best interest of the State. A vendor prohibited from participating in federal
procurement will not be permitted to participate in the state’s procurement process during
debarment proceedings.

5.5.3. If the Director’s final debarment decision is that debarment is warranted and notice of the
final debarment decision is mailed, the Purchasing Division shall reject any bid submitted by the
debarred vendor, including any bid submitted prior to the final debarment decision if that bid has
not yet been accepted and a contract consummated.

5.5.4. Pursuantto W.Va. Code § 5A-3-33¢(e), the length of the debarment period will be specified
in the debarment decision and will be for a period of time that the Director finds necessary and
proper to protect the public from an irresponsible vendor.

5.5.5. List of Debarred Vendors. The Director shall maintain and publicly post a list of debarred
vendors on the Purchasing Division’s website.

5.5.6. Related Party Debarment. The Director may pursue debarment of a related party at the same
time that debarment of the original vendor is proceeding or at any time thereafter that the Director
determines a related party debarment is warranted. Any entity that fails to provide the Director
with full, complete, and accurate information requested by the Director to determine related party
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status will be presumed to be a related party subject to debarment.

5.6. Damages.

5.6.1. A vendor who fails to perform as required under a contract shall be liable for actual damages
and costs incurred by the state.

5.6.2. If any commodities delivered under a contract have been used or consumed by a spending
unit and on testing the commodities are found not to comply with specifications, no payment may
be approved by the Spending Unit for the merchandise until the amount of actual damages incurred

has been determined.

5.6.3. The Spending Unit shall seek to collect damages by following the procedures established by
the Office of the Attorney General for the collection of delinquent obligations.

Credits
History: Filed 4-1-19, eff. 4-1.19; Filed 4-16-21, eff. 5-1-21.

Current through register dated May 7, 2021. Some sections may be more current. See credits for

details.
W. Va. C.S.R. § 148-1-5, WV ADC § 148-1-5 Y

End of Document © 2021 Thomson Reuters. No claim to original U.S.
Government Works.
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EXRIBIT B To:
REQUIRED CONTRACT PROVISIONS FOR NON-FEDERAL ENTITY
CONTRACTS UNDER FEDERAL AWARDS (2 C.F.R. § 200.317).
Prevailing Wage Determination
— Not Applicable Because Contract Not for Construction

[] — Federal Prevailing Wage Determination on Next Page

Rev. 4/5/2022



.
.
.
.
[N
T
R
LN
'
Y
P




WYV Edit 6.19.25

TERMS OF SERVICE

This Terms of Service Agreement ("Agreement") is made by and between Bode Cellmark Forensics, Inc. {"Bode”) and the user
(“Client"), Bode and Client may be alternately referred to herein as “party," individually, and "parties," collectively.

By requiring Products or Services ("Services") from Bode, Client agrees to be bound by the following Agreement unless
otherwise specified in a separate Contract or Agreement with the Client. In the event there Is a preceding Contract or
Agreement, that must be noted in any request for Service. These Terms of Service apply to all users of the Services.

Please read these Terms of Service carefully before requesting Services. By requesting Services, Client agrees to be bound by
these Terms of Service. If you do not agree to all the terms and conditions of this agreement, then you may not access to
Services. If these Terms of Service are considered an offer, acceptance is expressly limited to these Terms of Service.

Bode offers this website, including all information, tools and services to Client conditioned upon acceptance of all terms,
conditions, policies and notices stated herein. By visiting Bode's site, Client shall engage Bode's Services and agrees to be bound
by the following Agreement, including those additional terms and conditions and policies referenced herein. By accessing or
using any part of the site, Client agrees to be bound by this Agreement. Bode reserves the right to update this Agreement at any
time and it is Client's responsibility to check this page for changes prior to requesting Services.

ARTICLE | - PURPOSE:

Client desires to engage Bode to render certain professional Services and Deliverables, as those terms are hereafter defined;
and Bode desires to render such Services and Deliverables under the terms and conditions of this Agreement. The term
“Services" means those forensic DNA Services, and other related Services that Client may request, and Bode may agree to
provide from time to time. The term "Deliverables” means any Case Report, Product or other material that Client may request
and Bode may agree to provide from time to time. The parties have determined that the Services required by Client will vary in
scope, Deliverables, requested personnel (including subcontractors) and performance period, and that such Services may occur
from time to time, at Client's request, throughout the term of this Agreement. To accommodate each request for Services,
Client will issue to Bode a completed "Quote" that will identify in detail each expected service request and the associated
requirements. Client agrees not to reproduce, duplicate, copy, sell, resell or exploit any portion of the Service, useof the
Service, or access to the Service or any contact on the website through which the service is provided, without express written

permission from Bode.
ARTICLE Il - PAYMENT AND OTHER EXPENSES:

21 Prices are defined in a Quote or pre-existing Contract and are valid for the term as specified. if client is submitting a
case requiring a Case Submission Form, it must reference the corresponding quotation number or contract number in order to
receive the quoted price. Client agrees to pay Bode the total amount specified for the performance of the Services described in
a Case Submission Form. Unless otherwise indicated, prices do not include travel nor shipping.

2.2 Unless otherwise specified, Client will pay Bode within thirty (30) days of the date of Bode's invoice..

23 Bode reserves the right to assess a late fee equal to one and one-half percent (1.5%) per month or, if lower, the
maximum amount permitted by applicable law, on all amounts not paid when due, calculated on a daily basis beginning with
the first day following the invoice due date. Any check or remittance received from or for the account of Client may be
accepted and applied by Bode against any indebtedness owingby Client, without prejudice to, or the discharge of, the
remainder of any such indebtedness regardless of any condition, provision, statement, legend or notation appearing on,
referring to or accompanying any check or remittance.
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2.4 if Client desires to change or modify the Services, Client will so advise Bode, in writing. If such a change or modification
appears to substantially change the Services as recited in a Case Submission Form, Bode and Client will negotiate in good faith
an addendum; provided that, the terms and conditions of the addendum are mutually agreeable and expressed as a writing
signed by both parties hereto.

2.5 Client will be liable for any and all fees {including any sales, customs, import or the like taxes) levied by any local,
state, country orinternationaltaxing government authority as applicable to the receipt of Services or Deliverables hereunder, and
Bode will be entitled to invoice for suchfees as such fees occurduringor following the Term, as defined in Article Ill herein. Client
willinclude such taxes with the payment or provide Bode with the appropriate information or documentation to support
exemption from such taxes. Client will have no other or further liability to Bode with respect to any tax, duty, levyorlike
imposition for which Bode may be liable as a result of the supply of the Services or Deliverables.

2.6 Unless otherwise provided in this Agreement, Client will not be liable for any other expenses, costs or fees incurred
by Bode in the performance of Services other than those specifically identified therein.

ARTICLE Il -TERM:

31 These Terms of Service are effective unless and until temlinated by Bode or Client. Client may terminate these
Terms of Service at any time by notifying Bode that Client no longer desires its Service,. This Agreement may be
terminated if in Bode's sole judgement suspects that Client has failed to comply with any term or provision of these
Terms of Service and Client shat! remaln liable for all amounts due up to and including the date of termination.

3.2 It is understood by the parties that a Quote may be terminated independently of this Agreement, and that a
termination of one or more Quotes does not result in termination of this Agreement, uniess this Agreement is terminated as

specified in
Article VIiI.

ARTICLE IV - SHIPMENT AND DELIVERY:

4.1 Except as otherwise specified, Client will bear all shipping and transport expenses.

4.2 Deliverable dates are estimated as accurately as possible at the time orders are placed, unless Bode has given an
expressly binding commitment. Deliverables are sent to the contact listed on the Case Submission Form or Purchase Order.

ARTICLE V - BODE'S REPORTING, DELIVERABLES, AND ENGAGEMENT OF SUBCONTRACTORS:

5.1 Bode will report to Client's Point of Contract, which will be identified in writing to Bode via the Case Submission
Form, If Products are ordered, Bode will deliver to the Point of Contact listed on a Purchase Order supplied by the Client

5.2 Bode will provide to Client the Deliverables based on a schedule as specified in each Case Submission Form or Purchase
Order If Client requires any other items, material, devices, software, documents, studies, data, analysis or reports which will
be considered additional Deliverables, the creation and provision of such additional Deliverables will be the subject of a
subsequent order.

5.3 Client acknowledges that Bode will be entitled to engage subcontractors to perform certain Services described in a Case
Submission Form, which subcontractor will be under terms and conditions commensurate with this Agreement.



Version 1.0

ARTICLE VI - CONFIDENTIAL AND/OR PROPRIETARY INFORMATION:

6.1 All non-public, confidential, or proprietary information of the parties ("Confidential Information"}, including but not
limited to specifications, samples, designs, plans, drawings, documents, data, business operations, customer lists, pricing,
manuals, discounts or rebates, that the disclosing party discloses to the receiving party, whether disclosed orally or disclosed or
accessed in written, electronic or other form or media, and regardless of whether marked, designated, or otherwise identified
as "confidential," in connection with the Agreement is confidential, solely for the use of performing the Agreement, the
Deliverables, or the Services, and may not be disclosed or copied unless authorized in advance by the disclosing party in writing.
Upon the disclosing party's request, the receiving party will promptly return all documents and other materials received from
the disclosing party. The disclosing party will be entitled to injunctive relief for any violation of this Article VI, without having
to post bond or establish the insufficiency of a remedy at law.

ARTICLE VI - INTHE EVENT THE RECEIVING PARTY OR ANYONE TO WHOM THE RECEIVING PARTY SUPPLIES THE CONFIDENTIAL
INFORMATION RECEIVES A REQUEST UNDER THE TERMS OF A SUBPOENA OR ORDER ISSUED BY, OR IN CONJUNCTION WITH -
LITIGATION PENDING IN. A COURT OF COMPETENT JURISDICTION OR A GOVERNMENTAL BODY, TO DISCLOSE ALL OR ANY PART
OF THE CONFIDENTIAL INFORMATION. THE RECEIVING PARTY AGREES. TO THE EXTENT LAWFUL, TO (1} PROMPTLY NOTIFY THE
DISCLOSING PARTY OF THE EXISTENCE. TERMS, AND CIRCUMSTANCES SURROUNDING THE REQUEST: (Il) COOPERATE AND.
CONSULT WITH THE DISCLOSING PARTY ON THE ADVISABILITY OF TAKING LEGAL STEPS TO RESIST. NARROW THE SCOPE OF. OR
LIMIT THE DISCLOSURE OF SUCH CONFIDENTIAL INFORMATION: (1ll) IF DISCLOSURE OF SUCH CONFIDENTIAL INFORMATION IS
REQUIRED. FURNISH ONLY THAT PORTION OF THE CONFIDENTIAL INFORMATION THAT. IN THE OPINION OF ITS COUNSEL. THE
RECEIVING PARTY ISREQUIRED TO DISCLOSE: AND (IV) USE ITS BEST EFFORTS TO ENABLE THE DISCLOSING PARTY.AT ITS OWN
EXPENSE, TO OBTAIN A PROTECTIVE ORDER OR OTHER RELIABLE ASSURANCE THAT CONFIDENTIAL TREATMENT WILL BE
ACCORDED TO THE DISCLOSED CONFIDENTIAL INFORMATION THAT THE DISCLOSING PARTY SO IDENTIFIES.

ARTICLE Vil - THIS ARTICLE VI DOES NOT APPLY TO INFORMATION THAT IS: (1} IN THE PUBLIC DOMAIN; (II} KNOWN TO THE
RECEIVING PARTY AT THE THME OF DISCLOSURE: OR (ilf) RIGHTFULLY OBTAINED BY THE RECEIVING PARTY ON A NON-
CONFIDENTIAL BASIS FROM A THIRD PARTY.

ARTICLE IX - INTELLECTUAL PROPERTY/ ACKNOWLEDGMENTS:

9.1 Intellectual Property is defined as any of Bode's Confidential Information as well as ideas, concepts, know-how,
techniques, methods, processes, research, developments, software, in whatever form, documents, apparatus, devices, work
products or expressions, having either patent, copyright, trade secret, maskwork or any other proprietary right, whether
statutory or common law, associated therewith, which are developed, created or generated by Bode, either solely or jointly,
during the Tenn of this Agreement and/or in the performance of Services under each Quote, and/or which arise under or
relate to Bode's Confidential Information.

9.2 In the event that Intellectual Property is created, isgenerated, arose under, is related to or resulted from, as described
above In Paragraph 6.1, Client acknowledges that the Intellectual Property, therein or associated therewith, will be held by,
vested in and owned entirely by Bode. Client will execute, without additional consideration, all documents reasonably required
to confirm Bede's ownership of such intellectual Property and to secure protection thereon for Bode. Client acknowledges that
this Agreement and the Services rendered under any Quote will not be construed as a“work for hire" or, in the alternative, as
applicable, the generation and/or development of a work product will not be solely for the benefit and ownership of Client.
Further, all associated and underlying intellectual Property in any and all work products will solely vest in and be for the benefit
and ownership of Bode; and as a result Client hereby assigns, transfers and conveys all rights, title and interests therein from
Client to Bode, and this document will be considered to confirm such assignment, transfer and conveyance. In the event Client
is unavailable or uncooperative after exercising reasonable efforts to obtain Client’s signature to execute such additional
required documents to confirm assignment, transfer and conveyance of the foregoing Intellectual Property, Client appoints
Bode as its agent for the purpose of effectuating such confirmation of ownership and transfer of right, title and interest
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described herein, and to execute documents on behalf of Client to confirm such assignment, transfer and conveyance.
9.3 The Deliverables as described in the Quote will be delivered to Client subject to Article XV, and Client will not in any
way or manner, either by the inclusion of a corporate name, logo, copyright, marking, trademark or the like, in combination
or otherwise, indicate that Client is the source, creator, generator or originator of any such Confidential information related
to the Confidential Information, Deliverables or holder or owner of associated Intellectual Property.

924 It is understood by Bode that Client will retain all rights, title and interests in any proprietary technology, including but
not limited to, existing software or applications in Client’s. possession prior to the Effective Date hereof, and utilized by Bode in
performing the Services under any Quote. This Paragraph 9.4 will survive termination of this Agreement.

9.5 The parties acknowledge that in the event the Deliverables contemplate significant and material development work,
the parties will describe in more detail the obligations assodated therewith under a contract.

ARTICLE X - USE OF NAMES/NON-SOLICITATION:

10.1 During the Tem1 and following the termination of this Agreement, neither party will use the name of the other party,
or the name of any of its subsidiaries or affiliated entities, in any advertising, literature or other publication material or as a
reference unless the party seeking to do so seeks written permission from the other party, except that Bode may list Client on
its customer list in any marketing materials, and collaterals and in any advertising medium. In addition, neither party will refer
to any employee of the other without written permission todo so from the other party. This Paragraph 10.1 will survive
termination of this Agreement.

ARTICLE XI - WARRANTIES/ACCEPTANCE:

11,1 Bode represents and warrants to Client that it is:an independent contractor that makes its services available to the
general public, that it has its own regular place of business and that it maintains its own set of books and records, which reflect
all items of income and expense of its business and trade. Bode will operate as an independent contractor and will not
represent itself to be the agent, employee, partner or joint venturer of Client, nor will Client represent itself to be the agent,
employee, partner or joint venturer of Bode. Neither party will obligate the other party in any manner, nor cause the other
party to be liable under any contract or under any other type of commitment.

11.2 Bode represents and warrants that the Services performed in connection with each Quote issued hereunder
will be of a professional quality.

113 Bode represents and warrants that the Deliverables developed, created and provided under a Quote will be original
works, and that any third party material that is included in any such Deliverables will be provided to Client with the same rights
as provided under such third party obligations, and Bode will not grant any greater rights than provided by such third party.

114 EXCEPT WHERE OTHERWISE STATED, THE DELIVERABLES ARE PROVIDED "AS IS." BODE MAKES NO OTHER
WARRANTIES, EXPRESS OR IMPLIED, IN FACT OR IN LAW, INCLUDING, BUT NOT LIMITED TO, ANY IMPLIED WARRANTIES OF
MERCHANTABILITY OR FITNESS FOR A PARTICULAR PURPOSE. BODE MAKES NO WARRANTY THAT THE DELIVERABLES WILL
MEET CLIENT'S REQUIREMENTS, RESULT IN ANY CONTEMPLATED BUSINESS OR FINANCIAL RESULT, BE SECURE FROM ANY
DATA BREACHES OR OPERATE UNDER CLIENT'S SPECIFIC CONDITIONS OF USE. BODE MAKES NO WARRANTY THAT OPERATION



OF THE DELIVERABLE WILL BE SECURE, FREE OF MALICIOUS CODE, VIRUSES, ERROR FREE, BUG FREE OR FREE FROM
INTERRUPTION. CLIENT MUST DETERMINE WHETHER THE DELIVERABLE SUFFICIENTLY MEETS CLIENT'S REQUIREMENTS FOR
SECURITY AND UNINTERRUPTABILITY. CLIENT WILLBEARSOLE RESPONSIBILITY AND ALL LIABILITY FOR ANY LOSS INCURRED
DUE TO FAILURE OF THE DELIVERABLE TO MEET CLIENT'S REQUIREMENTS. BODE WILL NOT, UNDER ANY CIRCUMSTANCES, BE
RESPONSIBLE OR LIABLE FOR THE LOSS OF DATA ON ANY COMPUTER OR INFORMATION STORAGE DEVICE THAT UTILIZES OR
ACCESSES THE DELIVERABLES.

11,5 If applicable, and as more particularly recited in or as addressed under a Quote, Bode will provide the Deliverables,
identified under each Quote, for acceptance by Client. Except where otherwise recited in a Quote, such acceptance must occur
within ten (10) days following the date of delivery of the Deliverables under the relevant Quote, During such ten (10) days, if
Client identifies any problems or non-conformance, Client will notify, in writing, Bode of such problem or non-conformance, and
Bode will be permitted thirty (30) days to correct and remedy the problem or non-conformance. Thereafter, Bode will provide a
new or corrected Deliverable and the acceptance procedure will start again as provided herein. If Client fails to provide
acceptance within such ten (10} days, the Deliverable will be deemed accepted under the acceptance criteria provided herein. If
Client substantially modifies, without Bode's authorization, the Deliverable prior to acceptance, then acceptance will likewise be
deemed to have occurred.

116 Client agrees that Bode's sole liability, and Client's sole and exclusive remedy for breach of the limited warranty
contained in this Article XI, pursuant to any claim of any kind against Bode will be, at Boele's option, (a) reperformance of any
non-conforming Services or (b) a refund of the price allocable to the non-conforming Deliverables or Services.

ARTICLE XII - LIMITATION OF LIABILITY AND REMEDY:

12.1 Bode represents and warrants that the Services performed in connection with each Quote issued hereunder will be
of a professional quality.

122  INNO EVENT WILL BODE'S AGGREGATE LIABILITY UNDER OR AS A RESULT OF THIS AGREEMENT AND/OR CLIENT'S USE
OR INABILITY TO USE THE DELIVERABLES OR SERVICES, WHETHER UNDER CONTRACT, NEGLIGENCE, TORT, INDEMNITY,
WARRANTY, STRICT LIABILITY OR ANY OTHER BASIS EXCEED THE LESSER OF (I) THE COST OF CORRECTING ANY NON-
CONFORMITIES IN THE DELIVERABLES OR SERVICES OR (i) THE COST OF REPLACING THE DELIVERABLES OR REPERFORMING
THE SERVICES. IN NO EVENT {INCLUDING UNENFORCEABILITY OF THE ABOVE LIMITATIONS AND INDEPENDENT OF ANY
FAILURE OF ESSENTIAL PURPOSE OF THE LIMITED WARRANTY AND REMEDIES PROVIDED HEREUNDER} WILL BODE'S
AGGREGATE LIABILITY FOR DAMAGES UNDER THIS AGREEMENT EXCEED THE PURCHASE PRICE PREVIOUSLY PAID BY CLIENT FOR
THE NON-CONFORMING DELIVERABLES OR SERVICES.

12.3  With regard to proprietary and/or Confidential Information and rights and interests, Bode will be entitled to pursue
any legal and/or equitable action, including injunctive relief and damages, against Client with regard to any misuse,
misappropriation or breach of any term or condition recited herein with regard to Bode's confidential and/or proprietary
claims, including Conflidential Information and intellectual Property or third party proprietary interests. IN NO EVENT,
HOWEVER, WILL EITHER PARTY BE LIABLE FOR ANY INCIDENTAL, CONSEQUENTIAL, INDIRECT OR SPECIAL DAMAGES ARISING
FROM THE PERFORMANCE OF THE SERVICES UNDER ANY QUOTE, OR THE OBLIGATIONS RECITED IN THIS AGREEMENT OR ANY
QUOTE, EXCEPT WITH RESPECT TO DAMAGES INCURRED WITH REGARD TO CLAIMS OF MISUSE OR MISAPPROPRIATION OF
BODE'S PROPRIETARY AND/OR CONFIDENTIAL INFORMATION, INCLUDING CONFIDENTIAL INFORMATION AND INTELLECTUAL
PROPERTY OR THIRD PARTY PROPRIETARY INTERESTS.

124  The parties acknowledge that the limitations set forth in this Article IX are integral to the prices charged under this
Agreement and that, were Bode to assume any further liability other than as set forth herein, such prices would of necessity be
set substantially higher. Bode's entire liability hereunder for the breach of this Agreement or any individual Quote will be
limited only to actual and provable damages up to the amounts of monies payable hereunder or thereunder to Bode. Client
expressly agrees that this limitation of damages and remedies will constitute the exclusive remedies and measure of damages
available to Client and all other remedies and measures of damages which might otherwise be available under the law of any
jurisdiction are hereby waived by Client.



128 Without limitation to the generality of the foregoing, Bode will not be liable for any damage or loss caused by
the improper or unapproved use of the Deliverables provided hereunder.

ARTICLE XNl - INDEMNIFICATION:

13. Client will defend, indemnify, and hold harmless Bode and its respective subsidiaries, affiliates, successors, and assigns
and their respective directors, officers, shareholders, and employees from and against any loss, injury, death, damage, liability,
claim, deficiency, action, judgment, interest, award, penalty, fine, cost, fees {including import and export customs fees), or
expense {including reasonable attorney and professional fees and costs, and the cost of enforcing any right to indemnification
hereunder and the cost of pursuing any insurance providers) {"Claims") arising out of or occurring in connection with the
negligence or willful misconduct of Client or its employees or agents, including but not limited to: (i) any misuse or modification
of the Deliverables or Services by Client or its employees or agents, (ii} any act {or failure to act) by Client or its employees or
agents in contravention of any safety procedures or instructions that Bode provides to Client or its employees or agents or {iii)
the failure to store, install, operate, or maintain the products in accordance with the instructions of Bode.

13.2 Client will defend, indemnify and hold Bode harmless from any Claims by a third party of liability, loss or damage
resulting from claims of tort, contract, negligence or any other cause of action from a third party as a result of Bode's
activities with respect to the provision of Services hereunder or the breach of any representations, warranties, covenants,
agreements or other obligations hereunder, or the use of third party products or Services as provided by Client, or Services or
violation of local laws and regulations in connection with its business operations or any with applicable local laws and
regulations in connection with its business operations or any non-compiiance with local, federal or international laws.

ARTICLE XIV - NO LICENSE:

14.1 Unless otherwise set forth in this Agreement, the sale of any Deliverables or rendering of Services will not confer upon
Client any license, express or implied, under any patents, trademarks, trade name or other proprietary rights owned or
controlled by Bode; it being specifically understood and agreed that all such rights are reserved to Bode.

ARTICLE XV- OTHER:

15.1 The parties will comply with all applicable laws, rules, and regulations.

15.2 Neither party will be deemed to have breached this Agreement by reason of delay or failure in performance resulting
from causes beyond the control, and without the fault or negligence, of the party. Such causes include, but may not be limited
to, an act of God, an act of war, riot, epidemic, fire, flood or other disaster. This Agreement will terminate, if such delay or
failure persists for thirty (30) consecutive days and there is no foreseeable remedy or cure available.

15.3 With regard to the subject matter recited herein, this Agreement, any exhibits, any agreements referenced herein, and
any addenda or amendments added hereto, comprise the entire 'understanding of the parties hereto and as such supersedes any
oral or written agreement. In the event of a conflict between this Agreement and any other written agreement between the
parties specifically covering the same Services or Deliverables, the terms and conditions of such agreement will prevail to the
extent of such conflict. Notwithstanding the above, this Agreement will prevail over any differing or additional terms and
conditions proposed by Client, including, without limitation, those containedin any invoice.

154 If any of the provisions of this Agreement are declared to be invalid, such provisions will be severed from this
Agreement and the other provisions hereof will remain in full force and effect.

15.5 Neither party will transfer, assign or hypothecate, in whole or in part, this Agreement or any rights or obligations
hereunder, provided that Bode may hire or engage one or more subcontractors to perform certain Services pursuant to
Paragraph

5.3 herein. In the event of any permitted assignment or transfer of this Agreement or the obligations under this Agreement,
the parties agree that such obligatlons wilf be binding upon the assigning or transferring party's executors, administrators and
legal representatives, and the rights of assignor or transferor will inure to the benefit of assignee or transferee.

15.6 Client warrants that all access to and users of the Deliverables are authorized users of Client.



15.7 The Agreement may be executed in one or more counterparts, each of which will be deemed to be a duplicate
original, but all of which, taken together, will be deemed to constitute a single instrument.

15.8 In connection with a U.S. Government Licensee, the Deliverable and any associated documentation qualify as
“commercial items" as that term is defined at Federal Acquisition Regulation{"FAR") 48 CFR 2.101, consisting of "commercial
computer software” "and “commercial computer documentation” as such items are used in FAR 12.212, Consistent with FAR
12,212 and Department of Defense FAR (OFAR) Supp. 227,7202-( through 227.7202-4, and notwithstanding any other FAR or
other contractual clause to the contrary in any agreement into which this Agreement may be incorporated. U.S. Government
Licensee will acquire the Deliverables and associated documentation with only those rights set forth in this Agreement. Further,
any U.S. Government download, access and use of the Deliverables and associated documentation constitutes the U.S.
Government's acknowledgement that the Deliverables and associated documentation are "commercial computer software” and
"commercial computer software documentation." As applicable and so marked with respect to the Deliverables and associated
documentation, the U.S. Government will acquire the Deliverables and related documentation with at least applicable Limited
Rights and Restricted Rights asdefined under the relevant and applicable FARs and DFARs.

15.9 This Agreement is governed by and construed and interpreted in accordance with the laws of the Commonwealth of
Virginia without regard to choice of Jawrules. Any claim or dispute associated with or arising out of this Agreement will be
resolved exclusively by a state court located in Fairfax County, Virginia, or by the United States District Court for the Eastern
District of Virginia - Alexandria Division where federal jurisdiction exists. The parties agree to submit to the personal
jurisdiction of the aforementioned courts for the purpose of litigating all such disputes. The parties waive any objection to the
laying of venue for any suit, action, or proceeding in such courts. The substantially prevailing party in any action will be entitled
to recover its costs and attorneys' fees.

15.10 In addition to other prohibitions as set forth in this Terms of Service, Client is prohibited from using the site or its
content: (a) for any unlawful purpose; {b) to solicit others to perform or participate in any unlawful acts; (c) to violate any
international, federal, provincial or state regulations, rules, laws or local ordinances; (d) to infringe upon or violate our
intellectual property rights or the intellectual property rights of others; (e) to harass, abuse, insult, harm, defame, slander,
disparage, intimidate, or discriminate based on gender, sexual orientation, religion, ethnicity, race, age, national origin, or
disability; (f) to submit false or misleading information; (g) to upload or transmit viruses or any other type of malicious code that
will or may be used in any way that will affect the functionality or operation of the Service or of any related website, other
websites, or the Internet; (h) to collect or track the personal information of others; (i) to spam, phish, pharm, pretext, spider,
crawl, or scrape; G) for any obscene or immoral purpose; or (k) to interfere with or circumvent the security features of the
Service or any related website, other websites, or the Internet. Bode reserves the right to terminate your use of the Service or
anyrelated website for violating any of the prohibited uses.

15.11 Questions about the Terms of Service should be directed to contracts@bodetech.com.




Terms and Conditions of Sate and Use - MHS Assessments

TERMS AND CONDITIONS OF SALE AND USE

These Terms and Conditions of Sale and Use (the “Terms”) govern the purchases of
MHS assessments, products, materials, software and/or setvices, including without
limitation any Webinars, Online leaming, Simulations and other services, (the
“Products”) and constitute an agreement between a purchaser (the “Purchaser” or
“you") and MHS. The collection, use, storage and disclosure of your personal
information is subject to the MHS Privacy Policy, the terms of which are hereby
incorporated by reference. The purchase of any Productunder these Terms between
the Purchaser and MHS is also conditional upon the Purchaser meeting the
qualification requirements located at hitps://mhs.com/who-can-order/, which are hereby
incorporated by reference. These Terms, the qualification requirements, the Privacy
Policy and, as the case may be, constitute the entire agreement between the
Purchaser and MHS conceming this subject matter, and supersede all discussions,
proposals, bids, invitations, orders, and other communications, oral or written, on this
subject.

IMPORTANT —~ READ CAREFULLY: BY PLACING AN ORDER FOR PRODUCTS OR
BY PART OR TOTAL PAYMENT OF AN MHS INVOICE FOR PRODUCTS, YOU
ACKNOWLEDGE THAT YOU HAVE READ, UNDERSTOOD, AND AGREE TO BE
BOUND BY THESE TERMS. BY COMPLETING THE PURCHASE PROCESS YOU
ALSO AGREE TO THE COLLECTION, USE, STORAGE AND DISCLOSURE OF
PERSONAL INFORMATION IN ACCORDANCE WITH MHS’ PRIVACY POLICY
LOCATED AT HTTPS://mhs.com/PRIVACY-POLICY/ AND TO THE QUALIFICATION

LEVELS LOCATED AT HITPS://mhs.com/WHO-CAN-ORDER/,

Price

All prices for Products are in US and Canadian Dollars as indicated and are subject to
change without notice. Prices are exclusive of duties and taxes. MHS accepts pre-
payment for all orders made by credit card (VISA, MasterCard, American Express) or
institutional purchase orders to fulfill your order. If prices on an order are incorrect,
MHS' Client Services will contact the Purchaser to correct the order.

Use of Product

It is the Purchaser’s responsibility to use any Products purchased from MHS in
accordance with MHS Attestation of Qualification requirements available

at https://mhs.com/who-can-order/, and applicable professional guidelines including the
American Psychological Association or Canadian Psychological Association guidelines,
the software license (if applicable) and all federal, state/province, and local laws and
regulations. Upon the purchase of any MHS Products, Purchaser shall be granted a
limited, revocable, non-transferable, non-exclusive license to access and use the
Products at quantities speclfied in the corresponding order. You understand and agree
that the Products are meant to be used as tools to supplement the overall assessment
process and are not intended or designed to be used alone or to replace professional
judgment.

MHS Group Insights Platform (MGI)For Products purchased on the MHS Group Insights
Platform (MGI), Purchaser shall be granted access for a specific period of time, namely



July 1 through June 30 on an annual basis after which all rights to access and use the
Products shall cease. Access shall be limited to the Products specified in the
corresponding order. There shall be no credit, rollover, or offset for any over estimation
of usage and all MGI Product orders shall be exempt from the Returns Policy.

Confidentiality and Intellectual Property

The Purchaser acknowledges that MHS has expended considerable efforts and
financial and other resources in developing the contents of the Products, which include
confidential and proprietary material, information, procedures and trade secrets and
accordingly agrees not to, in any way, use, distribute, disclose or reveal any information
on the Products to any other parly except to the extent specifically provided in these
Terms. The Purchaser shall take all necessary security measures of a technological or
administrative nature, to restrict access to and use of the content of the Products to
authorized employees of its organization that require it for the purposes of their
professional duties in furtherance of this these Terms, and only provided it has obtained
confidentiality undertakings from such persons at least equivalent to those set out
hereunder. The Purchaser agrees not to use the Products, or any part of the Products,
in any way except as permitted under these Terms or their intended use. The
Purchaser agrees to maintain the content of the Products in strict confidence and not to
use any portion of the Confidential Information for any purposes other than as set out
under these Terms.

The Products are subject to legal protection including by various intellectual property
{aws relating to trade secrets, the protection of confidential information, copyright and
trademarks, as well as international treaty provisions. The Purchaser acknowledges that
the Products, including tests and all their elements, have commercial value and are
proprietary to MHS. Printing or reproducing copyright-protected materials or content,
including adaptation and reproduction of protected test items, scales, scoring
algorithms, scoring directions, or other protected content, is protected by law and by
these terms. Any pages or screen displays that contain or reproduce any MHS Product,
materials or content, in whole or in pari, shall bear the appropriate copyright notice and
a notice that the information is confidential and may not be accessed by persons
without authorization. The Purchaser shall not use the Products, material or content,
including test items, scales, scoring algorithms or scoring directions, in whole or in part,
as a basis for the development of another psychometric or competing instrument or
reverse engineer the MHS Product or any part of the MHS Product. The Purchaser shall
not use any Products, material or content in any way to create (or to assist any person
in creating) any work, product, program or other material similar (whether in its
expression, its purpose or otherwise) to the Products, material or content or any
element thereof.

The Purchaser acknowledges that any violation of the terms of these Terms woutd
result in damages to MHS which could not be adequately compensated by monetary
award alone. In the event of any violation by the Purchaser of the terms of these Terms,
including, without limitation, of MHS's proprietary rights and ownership, and
confidentiality provisions, and in addition to all other remedies available at law and at
equity, MHS shall be entitled as a matter of right to apply to a court of competent
equitable jurisdiction for relief, waiver, restraining order, injunction, decree or other
remedy as may be appropriate to ensure compliance of the Purchaser with the terms of

these Terms.



Warranty

Some |urisdictions restrict certain limitation of warranties or liability, so some or all of the
following limitations may not apply to you. MHS makes no warranties or conditions,
expressed, legal or implied, including warranties of merchantability, quality, durability or
fitness for a particular purpose, in relation to the Products. Replacement of the relevant
Product, or refund of all or a portion of the purchase price, at MHS' sole option and in
accordance with the Retum Policy constitutes the Purchaser's sole and exclusive
remedy, in lieu of all other recourses or remedies. To the full extent permitted by
applicable law, MHS shall not be liable for any actual, consequential, special, incidental,
or other damages in connection with any Product and any use or misuse thereof.
Without limiting the generality of the foregoing, MHS will not, under any circumstances,
be liable for the Purchaser's expenses for delays, for costs of substitute materials, or for
possible lost income, grants, profits, or any other special or consequential damages that
may result from using a Product.

Limitation of Liability

To the full extent permitted by law, in no event will MHS’ liability for any damages in
relation to any claim arising or relating to this agreement, or otherwise arising from any
order(s) contemplated under this agreement exceed, in the aggregate, the amount
actually paid by the Purchaser for the Product(s) which directly caused the damage.

Indemnification

Except to the extent prohibited by applicable federal, state or provincial law, the
Purchaser shall indemnify, defend, and hold harmless MHS, its directors, officers,
employees, and agents from any and all claims, suits, damages, liability, losses, fees,
and expenses (including reasonable attorneys’ fees) resulting from or arising out of any
breach, act or omission of the Purchaser under these Terms.

Force Majeure

MHS will not be liable for failure or delay in the performance of any of its obligations
under these Terms for the time and to the extent such failure or defay is caused by
earthquake, riot, civil commotion, plague, epidemic, pandemic, war, terrorism (including
cyber terrorism), strike, flood, transportation interruption or governmental acts or
restriction, or other cause that is beyond the reasonable control of MHS (“Event of
Force Maijeure”™). MHS will exercise reasonable efforts to provide the Purchaser with
information of any Event of Force Majeure as soon as it becomes aware of the same
(including its best estimate of the likely extent and duration of the intetference with its
activities) and will use commercially reasonable efforts to overcome the difficulties
created thereby and to resume performance of its obligations as soon as practicable,

Waiver and Governing Law

These Terms may not be waived, amended, or modified, except by prior written
agreement by MHS. If any one or more provisions of these Terms are found to be illegal
or unenforceable, the remaining provisions will be enforced to the maximum extent
possible. To the extent any purchase order conflicts with or amends these Terms in any
way, these Terms, as unmodified, will prevail. To the full extent permitted by applicable



law, this agreement will be governed by, construed, and interpreted in accordance with
the law of the Province of Ontario, without reference to conflict of laws principles, and
the federal laws of Canada applicable therein,
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PURCHASE ORDER AGREEMENT

for LEVEL OF SERVICE/ CASE MANAGEMENT
INVENTORY™ (LS/CMI) AND YOUTH LEVEL
OF SERVICES/ CASE MANAGEMENT
INVENTORY ™ (YLS/CMI 2.0) USES

THISAGREEMENT made as of the
1%t day of July, 2025 (the “Effective Date”)

between

MULTI-HEALTH SYSTEMS INC,,
a corporation duly organized and existing under the lows of the
Pravince of Ontarlo, Canada; addressed at
3770 Victoria Park Avenue, Toronto, ON, M2H 3M6
(hereinafter referred to as “MHS")

and

WEST VIRGINIA DIVISION OF JUSTICE AND COMMUNITY

SERVICES
a corporation duly orgonized and existing under the laws of the United
Stotes of Americo; addressed at
1324 Smith St., Suite 3100, Charleston WV, 25301-1323, U.S.A
(hereinafter referred to as the “User”)

For good and valuable consideration, the sufficiency of which
is acknowledged;

Intending to be legally bound, the parties agree to the
following terms and conditions:

1. PERMITTED ACCESS

1.1  As a User, you have been authorized and provided a
Username and password to gain access to the GIFR
Electronic Assessment and reporting System (G.EARS.)
(the "Site”) for the purpose of access to, the use of, and
administration of MHS assessments to User clients. A
“User” is defined as a qualified individual who has been
issued an access Username and password by MHS and has
commenced administering at least one MHS assessment.

2. USER’S RESPONSIBILITIES

2.1  Except as provided herein, the User agrees not to
provide, to any other person, their Username and/or access
password.

Contract No. MHS-POA-WV-02052025

2.2 The User agrees to use and access the MHS website in
a manner that will not disrupt, corrupt, or otherwise damage
the website and complies with MHS’s Website Terms and
Conditions of Use located at https://mhs.com/website-terms-
conditions-of-use/. Accordingly, this website shall not be used
in a manner that is prohibited by law. Use of this website is
subject to compliance with all applicable laws and regulations
in your location.

3.  INFORMATION PRIVACY AND SECURITY

3.1 The User understands and agrees that the information
entered as part of the administration process (including any
personal information such as responses to items, scores, and
other similar data), will be provided to MHS for the purpose
of scoring an assessment’s results and generating reports.
The User acknowledges that MHS has no control or influence
over the use of any results, client’s information, or the
reports generated after clients complete an assessment.

3.2 The User acknowledges that the internet is not an
absolutely secure medium, and the privacy of the
information, communications, and visits to this website
cannot be guaranteed.

3.3 MHS reserves the right to store de-personalized and
aggregated data in its database indefinitely for research and
statistical purposes by MHS, its affiliates, subsidiaries,
licensees, successors, assigns, suppliers, and advertisers.
However, the User acknowledges that MHS cannot manage,
update, or delete any data stored and controlled by the User.
Use of the site is subject to MHS’ Privacy and Security Policy

located at www. Gifrinc.com..

4, PAYMENT AND RETURN POLICY

4.1  Any assessments that the User has purchased will not
expire as long as the User's account is active. All
assessments purchased should be used within the year from
date of purchase. Please refer to the MHS Return Policy
located at https://mhs.com/return-policy/ for the applicable
policy corresponding to your purchase(s).

4.2 Should there be no account activity for one (1) year,
MHS shall notify the User via email that the account will be
declared ‘dormant’. If the User does not reply to the email
with alternate instructions and there is still no activity within
the account, MHS will declare the account as being dormant.
Upon this dormancy, the assessments will be reclaimed by
MHS.

Pape 1 of 4
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4.3 MHS reserves the sole right to discontinue and
terminate the offering of any assessment.

4.4 MHS will honor the purchase of all assessments
through various payment methods and payment shall be
made by User as detailed in Schedule B, in United States

currency.
4.5  MHS reserves the sole right to make adjustments or
changes to the prices of any MHS assessment and/or
service. Please refer to www.gifrinc.com for current price
lists of assessments and services available.

5. GOVERNING LAW
5.1  This Agreement shall be governed by the laws of the
Province of Ontario.

6. SCHEDULES

6.1 The following are the schedules to this Agreement
and are deemed to be a part of it for all purposes.

Schedule A — QUOTE
Schedule B - PAYMENT DETAILS

IN WITNESS WHEREOF, the parties have entered into this
Purchase Order Agreement as of the date of full execution.

Page 2 of 4

Contract No. MHS-POA-WV-02052025

MULTI-HEALTH SYSTEMS INC.:
Signed by

Sl (larte

F85824AA68804DD...

John Clarke
Chief Executive Officer.

2, 2025 | 6:26
Date: Aug 12,2025 | 6:26 PM EDT

WEST VIRGINIA DIVISION OF SUSTICE AND
COMMUNITY SERVICES :

— O

S‘:" —\lsnmu.c!

l.¢

Date: 1 ‘3' !303-3'
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Schedule “A” - QUOTE

Contract No. MHS-POA-WV-02052025

MHS and User agree to and accept these three (3) Quotes and annual pricing totals in Schedule A attached herein, as pertains

to this Agreement.

WV DCJS GEARS

Year 1 Quote; Annua' total - 549’840Platform Year 1 QUO-

WV DCJS GEARS

Year 2 Quote: Annual total - $52,29gP/atform Year 2 QUO-

WV DCJS GEARS

Year 3 Quote: Annual total - $54’710Platform Year 3 QUO-

Page 3 of 4

MULTI-HEALTH

WEST VIRGINIA JUSTICE
AND COMMUNITY

T .
SYSTEMS INC. SERVICES
Cﬂl
John Clarke %J\a e S
CEo ( Diecokor
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Contract No. MHS-POA-WV-02052025

Schedule “8”

PAYMENT DETAILS = in US Dollars
A. Payment Terms

Upon invoice by MHS, User agrees to the following payment terms:

1. The payment shall be made in United States dollars; and

2. Invoice shall be due and payable within thirty {30} days upon receipt.

MULTI-HEALTH
SYSTEMS INC.

WEST VIRGINIA JUSTICE
AND COMMUNITY
SERVICES

@

John Clarke
CEO

Page 4 of 4
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Head Office

AMHS

%

DR I TR PR S X

QUOTE

Quote Date
2025-05-21

Quote Numbar
QUO-549308-27)5P9

Multi-Health Systems Inc.
3770 Victoria Park Ave
Toronto, ON, Canada M2H 3M6

P.0.80x% 950
North Tonawanda, NY 14120-0950

Account ID
A0000055865

Contact (D
Tina Desmond

Blll To Ship To
West Virginia Division of Administrative Services Austin Luke Ayers, Purchasing Manager
Justice B Community Services Waest Virginia DAS/Justice and Community Services

1124 Smith St Second Floor 1124 Smith St Second Floor
Charleston, WV 25301-1323 Charleston, WV 25301-1323
us us
ftem Unit of UnitPrice  Line Amount
Number DEscription Quantity Measure excl. Tax excl. Tax
LSCFEE Level of Service/Case Management Inventory 23,595 EACH US$1.00  US$23,595.00
(LS/CMI) License Fee
MAIFEE Maintenance Fee For License Agreements 1,325 EACH Us$1.00 Us51,325.00
MAIFEE Maintenance Fee For License Agreements 1.325 EACH usst.oo US$1,325.00
YL2FEE Youth Level of Service/Case Management inventory 23,595 EACH US$1.00  US$23,595.00
(YLS/CMI) 2.0 License Fee
Sub Total USD$49,840.00
Discount UsD$0.00
Shipping usD$0.00
Desrription:

GEARS cloud platform annual licenses to LS/CME and YLS/CMI 2.0 assessments with flat assessment usage. The term of the contract
is for three years.

Year 1of 3

*Estimated volume of 9,000 total assessments per year (¢/- 5%).

*Assessments consumed abave 9,000/year will be billed at $5.50 each in Year 1.
*One shared account with access to LS/CMI and YLS/CMI 2.0

*User access/permission rights managed by WV Admins.

#DigitaIDistn'bution:Bradley.RBailey@w_v.gov



Sales Tax UsD$0.00
Total USD$ USD$49,840.00

This Quote expires in 60 Days or on December 30, 2025

Paying by credit card Just got easler. You can now add your own reference number at checkout that wiil appear on your receipt.

Thank you for your business. If you have any questions or corcerns, please contact us at:
US: 1.800.456.3003

CAN: 1.800.268.6011

INTL: +1.416:492.2627

Email customerservice@mhs.com

Click here to review our Terms and Conditions of Sale and Use.

Join our email list to get expert insights, information, and resources from MHS.

Visit us at https://mhs com/emaildivision/ to subscribe,



Head Office
m M H S Multi-Health Systems Inc.

81 i e dovngreie £ 3770 Victoria Park Ave P.O. Box 950
Teronto, ON, Canada M2H 3M6 North Tonawanda, NY 14120-0950

Quote Date Account ID

2025-05-21 A0000055865

Quote Number Contact ID

QUO-549345-23W7M1 Tina Desmond

8ill To Ship To

Justice and Community Services Austin Luke Ayers, Purchasing Manager

West Virginla Division of Administrative Services West Virginia Division of Justice & Community Services

1124 Smith St Second Floor 1124 Smith St Second Floor

Charleston, WV 25301-1323 Charleston, WV 25301-1323

us us

ltem . . Unit of Unit Price  line Amount

Number Description Quantity Measure excl, Tax excl. Tax

LSCFEE Level of Service/Case Management Inventory 24,750 EACH US$1.00  US$24,750.00

(LS/CMI) License Fee

MAIFEE Maintenance Fee For License Agreements 1,399 EACH Us$1.00 U5$1,399.00

MAIFEE Maintenance Fee For Lisense Agreements 1399 EACH Us$1.00 US$1,399.00

YL2FEE Youth Level of Service/Case Management Inventory 24,750 EACH US$1.00  US$24,750.00

{YLS/CMI) 2.0 License Fee

Sub Total USD$52,298.00
Discount USD$0.00
Shipping UsD$0,00

Description:

GEARS cloud platferm annuat licenses to LS/CMI and YLS/CMI 2.0 assessments with flat assessment usage. The term of the contract
Is for three years.

Year2 of 3

*Estimated volume of 9,000 total assessments per year (+/+ 5%).

*Assessments consumed above 8,000/year will be billed at $6.15 each in Year 2,
“One shared account with access to LS/CMI and YLS/CMI 2.0
*Useraccess/permissionrights managed by WV Admins,

#DigitalDistribution:Bradley.R Bailey@wv.gov



Sales Tax Usp$0.00
Total USD$ USD$52,298.00

This Quote expires in 60 Days or on December 30, 2025

Paying by credit card just got easier. You can now add your own reference number at checkout that will appear on your receipt.

Thank you for your business. if you have any questions or concerns, please contact us at;
US:1.800.456.3003

CAN:1.800.268.6011

INTL: +1.416492.2627

Email: customerservice®mhs.com

Click here to review our Terms and Conditions of Sale and Use.

Join our email list to get expert insights, information, and resources from MHS.

Visit us at hitps://mhs com/emaildivision/ to subscribe.



Head Office

QUOTE

Quote Date
2025-05-21

Quote Number

Multi-Health Systems Inc.
3770 Victoria Park Ave
Toronto, ON, Canada M2H 3M6

P.O. Box 950
North Tonawanda, NY 14120-0950

Actount ID
A0000055865

Contact D

QUO-549346-B8Y4LS Tina Desmond

Bili Te Ship To
Justice and Community Services Austin Luke Ayers, Purchasing Manager
West Virginia Division of Administrative Services West Virginia DAS/Justice 8 Community Services

1124 Smith St Second Floor 1124 Smith St Second Floor
Charleston, WV 25301-1323 Charleston, WV 25301-1323
us us
tem Unit of Unit Price  Line Amount
Number Description Quantity Measure excl, Tax exd. Tax
LSCFEE Level of Service/Case Management Inventory 25,875 EACH US$1.00  US$25.875.00
{LS/CMI) License Fee
MAIFEE Maintenance Fee For License Agreements 1,480 EACH Us4$1.00 US$1.480.00
MAIFEE Maintenance Fee For License Agreements 1480 EACH Us$1.00 Us$1,480.00
YL2FEE Youth Level of Service/Case Management inventory 25,875 EACH US$1.00  US$25,875.00
(YLS/CMI) 2.0 License Fee
Sub Total UsSD$54,710.00
Discount UsD$0.00
Shipping UsD30.00
Deseription:

GEARS cloud platform annual licenses to LS/CMI and YLS/CMI 2.0 assessments with flat assessment usage. The term of the contract
is for three years.

Year 3 of 3

“Estimated votume of 8,000 total assessmen's per year (+/- 5%).

*Assessments consumed abave 9,000/year will be billed &t $6.80 each in Year 3,
*One shared account with access to LS/CMI and YLS/CMI 2.0

*User access/permission rights managed by Wv Admins.

#DigitalDistribution:Bradley.R Bailey@wv.gov



Sates Tax UsDi0.00
Total USD$ USD$54,710.00

This Quote expires in 60 Days or on December 30, 2025

Paying by credit card just got easier. You can now add your own reference number at checkout that will appear on your receipt.

Thank you for your business. If you have any questions or concerns, please centact us at:

US: 1.800.456.3003
CAN: 1.800.268.6011
INTL: +1.416.492.2627

Email: customerservice®mhs,com

Click here to review our Tenms and Conditions of Sale and Use.

Jein our email list to get expert insights, information, and resources from MHS.

Visit us at hitps://mbs com/emaildivision/ to subscribe.



