West Virginia

Purchasing Division

The following documentation is an electronically-
submitted vendor response to an advertised
solicitation from the West Virginia Purchasing
Bulletin within the Vendor Self-Service portal at
wWVOASIS.gov. As part of the State of West Virginia’s
procurement process, and to maintain the
transparency of the bid-opening process, this
documentation submitted online is publicly posted
by the West Virginia Purchasing Division at
WVPurchasing.gov with any other vendor responses
to this solicitation submitted to the Purchasing
Division in hard copy format.
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Department of Administration State of West Virginia

Purchasing Division P
2019 Washington Street East Solicitation Response
Post Office Box 50130

Charleston, WV 25305-0130

Proc Folder: 1440403
Solicitation Description: Addendum No 2 Networking Equip Refresh for Bldg 4 & Logan

Proc Type: Central Purchase Order
Solicitation Closes Solicitation Response Version
2024-06-21 13:30 SR 0210 ESR06212400000007919 1
VENDOR
VS0000020783

PRESIDIO NETWORKED SOLUTIONS LLC

Solicitation Number: CRFQ 0210 ISC2400000015
Total Bid: 160406.6400000000139698386192 Response Date:  2024-06-21
Comments:

Response Time:

09:48:47

FOR INFORMATION CONTACT THE BUYER
Toby L Welch

(304) 558-8802

toby.l.welch@wv.gov

Vendor
Signature X FEIN#

DATE

All offers subject to all terms and conditions contained in this solicitation

Date Printed:  Jun 24, 2024 Page: 1

FORM ID: WV-PRC-SR-001 2020/05




Line Comm Ln Desc Qty Unit Issue Unit Price Ln Total Or Contract Amount
1 3.1.1 Extreme Networks 48-Port Network 36.00000 EA 4303.200000 154915.20
Switch, or equal
Comm Code Manufacturer Specification Model #
43222612

Commodity Line Comments: Presidio is unable to give specific ETA due to lead times can change based upon the manufacturer. We are able
to provide delivery between 0-90 days. All Power Cords are included in the pricing.
Extended Description:

3.1.1 Extreme Networks 48-Port Network Switch, or equal

Line Comm Ln Desc Qty Unit Issue Unit Price Ln Total Or Contract Amount
2 3.1.2 Extreme Networks 1M SFP+ Twinaxial 36.00000 EA 63.470000 2284.92
Cable, or equal
Comm Code Manufacturer Specification Model #
43222612

Commodity Line Comments: Presidio is unable to give specific ETA due to lead times can change based upon the manufacturer. We are able
to provide delivery between 0-90 days. All Power Cords are included in the pricing.
Extended Description:

3.1.2 Extreme Networks 1M SFP+ Twinaxial Cable, or equal

Line Comm Ln Desc Qty Unit Issue Unit Price Ln Total Or Contract Amount
3 3.1.3 Extreme Networks 10000BSX SFP 36.00000 EA 38.910000 1400.76
Module, or equal
Comm Code Manufacturer Specification Model #
43222612

Commodity Line Comments: Presidio is unable to give specific ETA due to lead times can change based upon the manufacturer. We are able
to provide delivery between 0-90 days. All Power Cords are included in the pricing.
Extended Description:

3.1.3 Extreme Networks 10000BSX SFP Module, or equal

Line Comm Ln Desc Qty Unit Issue Unit Price Ln Total Or Contract Amount
4 3.1.4 Extreme Networks 1000BSX SFP 36.00000 EA 50.160000 1805.76
Module, or equal
Comm Code Manufacturer Specification Model #
43222612
Commodity Line Comments:

Presidio is unable to give specific ETA due to lead times can change based upon the manufacturer. We are able
to provide delivery between 0-90 days. All Power Cords are included in the pricing.
Extended Description:

3.1.4 Extreme Networks 1000BSX SFP Module, or equal

Line Comm Ln Desc

Qty Unit Issue Unit Price
5

Ln Total Or Contract Amount
3.1.5 Extreme Networks Power Cord, or equal 36.00000 EA

0.000000 0.00

Comm Code Manufacturer Specification Model #
43222612

Date Printed:  Jun 24, 2024 Page: 2 FORM ID: WV-PRC-SR-001 2020/05




Commodity Line Comments: Presidio is unable to give specific ETA due to lead times can change based upon the manufacturer. We are able
to provide delivery between 0-90 days. All Power Cords are included in the pricing.

Extended Description:
3.1.5 Extreme Networks Power Cord, or equal

Date Printed:  Jun 24, 2024 Page: 3 FORM ID: WV-PRC-SR-001 2020/05



Department of Administration
\ |Purchasing Division
i 2019 Washington Street East
£/”} |Post Office Box 50130
7 |Charleston, WV 25305-0130

State of West Virginia
Centralized Request for Quote
Info Technology

1440403
Doc Description: Addendum No 2 Networking Equip Refresh for Bidg 4 & Logan

Proc Folder:

Reason for Modification:

Addendum No 2 is issued to
publish a copy of the vendor
questions and answers and
correction of error

Proc Type: Central Purchase Order
Date Issued Solicitation Closes Solicitation No Version
2024-06-12 2024-06-21 13:30 CRFQ 0210 [SC2400000015 3

BID RECEIVING LOCATION =~

BID CLERK
DEPARTMENT OF ADMINISTRATION

PURCHASING DIVISION

2019 WASHINGTON ST E

CHARLESTON WV 25305

us

VENDOR -

Vendor Customer Code: 228954
Vendor Name : Presidio Networked Solutions LLC
Address : |

Penn Center West Drive, Suite 210
Street :

City :
State :

Pittsburgh

PA USA

Country :

Daniel Viermeier

412.720.5196

Principal Contact :

Vendor Contact Phone: Extension:

Zip:

15276

FOR INFORMATION CONTACT THE BUYER
Toby L Welch

(304) 558-8802
toby.l.welch@wv.gov

Vendor
Signature X

58-1667655

% /4/ FEIN#

6/20/2024
DATE

All offers subject to all terms and conditions contained in this solicitation

Date Printed:  Jun 12, 2024 Page: 1

FORM ID: WV-PRC-CRFQ-002 2020/05




ADDITIONAL INFORMATION .. =~ .. . . =%

Addendum No 2 is issued for the following reasons:

2) To correct an error

--no other changes—.

1) To publish a copy of the vendor's questions with Agency response.

DEPARTMENT OF DEPARTMENT OF
ADMINISTRATION ADMINISTRATION
OFFICE OF TECHNOLOGY OFFICE OF TECHNOLOGY
1900 KANAWHA BLVD E, 908 BULLITT ST
BLDG 5 10TH FLOOR
CHARLESTON wv CHARLESTON wv
us Us
Line Comm Ln Desc Qty Unit Issue Unit Price Total Price
1 3.1.1 Extreme Networks 48-Port Network 36.00000 EA
Switch, or equal
Comm Code Manufacturer Specification Model #
43222612
Extended Description:
3.1.1 Extreme Networks 48-Port Network Switch, or equal
INVOICETo -~~~ SHIPTO
DEPARTMENT OF DEPARTMENT OF
ADMINISTRATION ADMINISTRATION
OFFICE OF TECHNOLOGY OFFICE OF TECHNOLOGY
1900 KANAWHA BLVD E, 908 BULLITT ST
BLDG § 10TH FLOOR
CHARLESTON wv CHARLESTON wv
Us Us
Line Comm Ln Desc Qty Unit Issue Unit Price Total Price
2 3.1.2 Extreme Networks 1M SFP+ Twinaxial 36.00000 EA
Cable, or equal
Comm Code Manufacturer Specification Model #
43222612

Extended Description:

3.1.2 Extreme Networks 1M SFP+ Twinaxial Cable, or equal

Date Printed:  Jun 12, 2024

Page: 2

FORM ID: WV-PRC-CRFQ-002 2020/05




INVOICE TO' |sHPTO e - T
DEPARTMENT OF DEPARTMENT OF
ADMINISTRATION ADMINISTRATION
OFFICE OF TECHNOLOGY OFFICE OF TECHNOLOGY
1800 KANAWHA BLVD E, 908 BULLITT ST
BLDG 5 10TH FLOOR
CHARLESTON wv CHARLESTON wv
uUs uUs
Line Comm Ln Desc Qty Unit Issue Unit Price Total Price
3 3.1.3 Extreme Networks 10000BSX SFP 36.00000 EA

Module, or equal
Comm Code Manufacturer Specification Model #
43222612

Extended Description:
3.1.3 Extreme Networks 10000BSX SFP Module, or equal

INVOICETO E HIPTO
DEPARTMENT OF DEPARTMENT OF
ADMINISTRATION ADMINISTRATION
OFFICE OF TECHNOLOGY OFFICE OF TECHNOLOGY
1900 KANAWHA BLVD E, 908 BULLITT ST
BLDG 5 10TH FLOOR
CHARLESTON wv CHARLESTON wv
us uUs
Line Comm Ln Desc Qty Unit Issue Unit Price Total Price
4 3.1.4 Extreme Networks 1000BSX SFP 36.00000 EA
Module, or equal
Comm Code Manufacturer Specification Model #
43222612

Extended Description:
3.1.4 Extreme Networks 1000BSX SFP Module, or equal

Date Printed:  Jun 12, 2024 Page: 3

FORM ID: WV-PRC-CRFQ-002 2020/05




INVOICE TO

SHIP TO

DEPARTMENT OF
ADMINISTRATION

OFFICE OF TECHNOLOGY

1900 KANAWHA BLVD E,
BLDG 5 10TH FLOOR

DEPARTMENT OF
ADMINISTRATION

OFFICE OF TECHNOLOGY
908 BULLITT ST

CHARLESTON WV CHARLESTON WV

us us

Line Comm Ln Desc Qty Unit Issue Unit Price Total Price
5 3.1.5 Extreme Networks Power Cord, or equal  36.00000 EA

Comm Code Manufacturer Specification Model #

43222612

Extended Description:
3.1.5 Extreme Networks Power Cord, or equal

SCHEDULE OF EVENTS

Line Event
1 Questions are due by 3:00 p.m,
Date Printed:  Jun 12, 2024

Page: 4

Event Date
2024-06-11

FORM ID: WV-PRC-CRFQ-002 2020/05




SOLICITATION NUMBER : CRFQ 1SC2400000015
Addendum Number: 2

The purpose of this addendum is to modify the solicitation identified as
(“Solicitation”) to reflect the change(s) identified and described below.

Applicable Addendum Category:
[ ] Modify bid opening date and time
[ | Modify specifications of product or service being sought
[¢'] Attachment of vendor questions and responses
[ ] Attachment of pre-bid sign-in sheet
[¢/] Correction of error

[ | Other

Description of Modification to Solicitation:

Addendum No 2 is issued for the following reasons:
1) To publish vendor's questions with their responses.
2) To Correct an error

--no other changes--

Additional Documentation: Documentation related to this Addendum (if any) has been
included herewith as Attachment A and is specifically incorporated herein by reference.

Terms and Conditions:

1. All provisions of the Solicitation and other addenda not modified herein shall remain in
full force and effect.

2. Vendor should acknowledge receipt of all addenda issued for this Solicitation by
completing an Addendum Acknowledgment, a copy of which is included herewith.
Failure to acknowledge addenda may result in bid disqualification. The addendum
acknowledgement should be submitted with the bid to expedite document processing.

Revised 6/8/2012



ATTACHMENT A

Revised 6/8/2012



CRFQ 1SC2400000015 (0T24148)
EXTREME NETWORKS 1Q SOFTWARE, OR EQUAL
Vendor Questions

Q.1 What is term of support, 1, 3 or 5 year or just use
manufacture warranty?

A.1 Manufacturer warranty

Q.2 Do you require any network management?

A.2 No



ADDENDUM ACKNOWLEDGEMENT FORM
SOLICITATION NO.; CRFQ 1SC24*015

Instructions: Please acknowledge receipt of all addenda issued with this solicitation by completing this
addendum acknowledgment form. Check the box next to each addendum received and sign below.
Failure to acknowledge addenda may result in bid disqualification.

Acknowledgment: I hereby acknowledge receipt of the following addenda and have made the
necessary revisions to my proposal, plans and/or specification, etc.

Addendum Numbers Received:
(Check the box next to each addendum received)

[ x] Addendum No. 1 [ 1 Addendum No. 6
[x] Addendum No. 2 [ ] Addendum No.7
[ ] Addendum No.3 [ 1 Addendum No. 8
[ 1 Addendum No. 4 [ ] Addendum No.9
[ ] Addendum No.5 [ 1 Addendum No. 10

I understand that failure to confirm the receipt of addenda may be cause for rejection of this bid. 1
further understand that any verbal representation made or assumed to be made during any oral
discussion held between Vendor’s representatives and any state personnel is not binding. Only the
information issued in writing and added to the specifications by an official addendum is binding.

Presidio Networked Solutions LLC

Company

ol

Authorized Signature

6/20/2024

Date

NOTE: This addendum acknowledgement should be submitted with the bid to expedite document processing.
Revised 6/8/2012



P R E S | D | O QUOTE:  2001724055293-01

PAGE: 10f3
TO: State of West Virginia FROM: Presidio Networked Solutions LLC
John Estep Michelle Weisel
2019 Washington ST E 2000 Georgetown Drive
Charlestown, WV 25305 Suite 202

Sewickley, PA 15143
john.w.estep@wv.gov

(p) 304-558-2566 mweisel@presidio.com
(f) (304) 558-7075 (p) +1.407.641.0505
Customer#: STATE166 Contract Vehicle:  *Open Market

Account Manager: Daniel Vietmeier

Inside Sales Rep:  Michelle Weisel

Title: State of West Virginia - Fortinet
Description Unit Price Ext Price
1 FS-648F-FPOE Stacking capable switch with 32x2.5G + 16x5G RJ45 ports which support $4,303.20 36 $154,915.20
802.3bt + 8x25G SFP28 ports and support MACSec. Max 1800W POE output
limit
2  FN-TRAN-SFP+SR 10GE SFP+ TRANSCEIVER MODULE, SHORT RANG $63.47 36 $2,284.92
3 FN-TRAN-SX 1GE SFP SX TRANSCEIVER MODULE $38.91 36 $1,400.76
4  FN-CABLE-SFP+1 10 GE SFP+ PASSIVE DIRECT ATTACH CABLE, 1M $50.16 36 $1,805.76
Sub Total: $160,406.64
Grand Total: $160,406.64




PRESIDIO.  awre movaussammay

PAGE: 20f3

Quote valid for 30 days. Payment of invoices are due within 30 days from date of invoice unless other terms are issued. Late payments are subject to interest charges of the lesser of 1%:%
per month or the maximum amount allowed by law. All prices subject to change without notice. Supply subject to availability. This Quote is subject to Presidio’s Standard Terms and
Conditions below. Any changes to the following Terms and Conditions must be accepted in writing by Presidio, otherwise, CLIENT agrees to be bound by the following Terms and
Conditions and pricing contained herein:

Pricing

« Quoted prices exclude applicable taxes. Invoicing will include applicable taxes unless a valid tax exempt certificate is provided. If you are entitled to a tax exemption please upload your
tax exemption certificate(s) to https://app.certexpress.com/?c=32682b7046535333686f332f4362453d

« The price included herein reflects a 3% discount for payment by cash, check or wire transfer. This discount will not apply in the event that CLIENT pays using a credit card or debit card.

« Prices exclude freight, handling or insurance (unless itemized in the quote).

« Pricing for Professional Services are best-effort estimates only. Actual pricing will be finalized as part of a mutually-agreeable Statement of Work.

Invoicing

« CLIENT is invoiced for hardware (“goods”) upon shipment from the manufacturer and shall accept and pay for partial shipments. Software is invoiced upon shipment of media or when
download capability is provided. OEM services are billed per the OEM SOW. Presidio services are billed per the Presidio SOW.

» Usage-Based Services Terms and Conditions. For Usage-Based Services purchased by CLIENT, Presidio shall invoice CLIENT once a month. Notwithstanding the amounts included on
the applicable purchase order, the invoice for Usage-Based Services will vary from month to month based upon CLIENT’s usage and CLIENT shall be obligated to pay all charges for the
Usage-Based Services used by CLIENT in the previous month. If CLIENT is delinquent in its payment obligations for the Usage-Based Services, then, upon reasonable, prior notice,
Presidio reserves the right to suspend or discontinue such services at its sole discretion. CLIENT acknowledges and agrees that such discontinuation or suspension by PRESIDIO will not
constitute a breach of PRESIDIO’S obligations to CLIENT. CLIENT agrees to indemnify and hold harmless PRESIDIO for any resulting damages due to the suspension or discontinuation
of the Usage-Based Services due to CLIENT’s delinquent or non-payment.

« Enterprise Software, Licensing and Subscription Services (“Enterprise Agreement”). For Third-Party-provided, enterprise-based software licensing and services, Presidio shall invoice
CLIENT according to the terms of the Enterprise Agreement between CLIENT and the Third Party. If CLIENT is delinquent in its payment obligations hereunder, then, upon reasonable,
prior notice, Presidio reserves the right to suspend or discontinue such services at its sole discretion. CLIENT acknowledges and agrees that such discontinuation or suspension by
PRESIDIO will not constitute a breach of PRESIDIO’S obligations to CLIENT. CLIENT agrees to indemnify and hold harmless PRESIDIO for any resulting damages due to the suspension
or discontinuation of the services due to CLIENT’s delinquent or non-payment.

Freight, Handling, Shipping

« CLIENT will be billed for Presidio’s and/or the manufacturer’s freight charges for shipment of goods.

« Title/Risk of loss passes to CLIENT Freight on Board (FOB) origin unless otherwise agreed to in writing by Presidio. Orders shipped from a manufacturer to Presidio at CLIENT request for
warehousing, configuration, storage or otherwise, shall be deemed to have been shipped to CLIENT.

« Presidio accepts no responsibility / liability in connection with the shipment.

» Goods held in a Presidio warehouse either a) at the CLIENT’s request or b) in the event CLIENT refuses to accept delivery, may be subject to warehousing fees. Client may be asked to
execute a Presidio “Warehousing Agreement”. CLIENT must provide primary insurance coverage for CLIENT equipment held in a Presidio warehouse.

« International delivery services include (i) Consolidated billing in USD for all international deliveries (ii) Consolidated contracting with one entity, namely Presidio (iii) Single point of contact (
iv) Freight forwarding including exportation permits, application of tariff headings, customs clearance (including import permits, licenses, certificates) (v) Asset Management, Tracking &
Reporting.

Warranty and Limitation of Liability

« Product is warranted by the Manufacturer, not by Presidio. Please consult Manufacturer for warranty terms. IN NO EVENT SHALL PRESIDIO BE LIABLE TO CLIENT FOR ANY
INDIRECT, INCIDENTAL, SPECIAL, CONSEQUENTIAL, EXEMPLARY, OR PUNITIVE DAMAGES OF ANY KIND WHATSOEVER, ARISING IN CONTRACT, TORT OR OTHERWISE,
EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGES. PRESIDIO’S ENTIRE LIABILITY AND CLIENT'S EXCLUSIVE REMEDY FOR DAMAGES FROM ANY CAUSE
WHATSOEVER, INCLUDING, BUT NOT LIMITED TO, NONPERFORMANCE OR MISREPRESENTATION, AND REGARDLESS OF THE FORM OF ACTIONS, SHALL BE LIMITED TO
THE AMOUNT WHICH HAS BEEN ACTUALLY PAID TO PRESIDIO BY CLIENT FOR PRODUCTS HEREUNDER.

Return Policy

« CLIENTS return rights are subject to the return policies (& fees including restocking) of the applicable manufacturer

« A Presidio-issued Return Material Authorization (RMA) is required & needs to accompany returned items before any credit is issued to a CLIENT. Presidio reserves the right to deny RMA
requests in the event the Manufacturer will not provide for an authorized return. If integration of product is performed at a Presidio facility, transfer of ownership occurs as of inception of
integration regardless of shipment terms as manufacturers will not accept return of open product.

« CLIENTS have 15 calendar days from original ship date to request a RMA (unless shorter period is required by manufacturer)

« ltems returned must be in original shipping cartons, unopened, unused, undamaged and unaltered failing which Presidio is entitled to reject acceptance of items or charge further fees

« The CLIENT is responsible for shipping fees to the destination highlighted in the RMA

« Opened software cannot be returned

Cancellation Policy
« CLIENT’s cancellation of purchase order rights are subject to the cancellation policies (& fees) of the applicable manufacturer

Leases
« In the event Presidio does not receive payment for leased goods purchased on the CLIENT’s behalf from the applicable third-party financing entity, CLIENT is obligated to pay Presidio for
all such goods as indicated in the applicable Presidio invoice.

Software terms

« Software is subject to the license terms that accompany it.

« License terms are established between the CLIENT & owner of the software

« Unless Presidio is the owner or licensor, Presidio makes no representations and/or warranties relating to its operation, ownership or use.

« Delivery of software licenses are agreed to be accepted in electronic form from the third party software company. Otherwise, you agree to self-accrue any applicable sales tax at the rate
in effect for the jurisdiction.

Term and Termination of Orders: Usage-Based Services, Enterprise Agreements and Multi-Year Orders

« The terms of use for Usage-Based Services (i.e. Cisco-provided WebEx or Software as a Service (Saas)) are established by the applicable third-party provider of such services either at
the applicable third-party provider website or via the separate agreement between CLIENT and third-party provider.

« The “Initial Term” of an order for Usage-Based Services and/or and Enterprise Agreement (“Order”) starts on the date the Usage-Based Services and/or Enterprise Agreement are
available for use by CLIENT and lasts for the time period stated in the Order. After the Initial Term, unless prohibited by applicable law, there will be an automatic “Renewal Term” of the
same length of time unless CLIENT notifies Presidio in writing that CLIENT does not want to renew at least sixty (60) days before the end of the then current Initial Term or Renewal Term.
If the fees will change for the Renewal Term, Presidio will notify CLIENT reasonably in advance of the Renewal and in time for CLIENT to accept or reject renewing the Usage-Based
Services and/or Enterprise Agreement. If CLIENT agrees with the fee changes, CLIENT may do nothing and the new fees will apply for the upcoming Renewal Term.

« Either party may terminate an Order by providing the other party written notice of termination at least sixty (60) days before the end of such Initial or Renewal Term. The termination will be
effective on the last day of the Initial or Renewal Term and CLIENT will pay for the Usage-Based Services and/or Enterprise Agreement until the end of the current Initial or Renewal Term
regardless of when CLIENT provided notice. Notwithstanding the foregoing, Usage-Based Services and Enterprise Agreements ordered are strictly non-cancelable during the Initial Term or
Renewal Term except as otherwise provided in the applicable Service Terms and/or otherwise agreed upon in writing by Presidio. CLIENT will not be entitled to any refund for terminated
Usage-Based Services or Enterprise Agreements during the Initial Term or Renewal Term except as agreed upon in writing by Provider and/or Presidio

Multi-Year Agreements

« For multi-year agreements, CLIENT expressly agrees to enter into a binding, non-cancelable agreement per the billing schedule set forth in the quote. THE CLIENT ACKNOWLEDGES
AND AGREES THAT THE CLIENT'S AGREEMENT AND PAYMENTS FOR A MULTI-YEAR TRANSACTION ARE ESSENTIAL ELEMENTS OF THE BASIS OF THE BARGAIN BETWEEN
THE PARTIES FOR MULTI-YEAR AGREEMENTS, SUCH THAT PRESIDIO WOULD NOT HAVE ENTERED INTO A MULTI-YEAR TRANSACTION WITHOUT SUCH AGREEMENT.




P R E S | D | O QUOTE:  2001724055293-01

PAGE: 30f3

SmartNet (Third party Maintenance)
« CLIENTS rights are subject to the terms provided by the applicable manufacturer. (per website address)
« Delivery of software maintenance, including upgrades and updates are agreed to be accepted electronically. Otherwise, you agree to self-accrue applicable sales tax.

Confidential Information.

« CLIENT agrees that this quote is Presidio Confidential Information. CLIENT shall not disclose this quote to any third party for any purpose. CLIENT agrees to protect this Quote to the
same extent that it protects its own Confidential Information, but with no less than a reasonable degree of care.

Export Law Compliance.

« CLIENT has been advised that any hardware or software provided to CLIENT via this Quote and/or subsequent purchase order may be subject to the U.S. Export Administration
Regulations. CLIENT agrees to comply with all applicable United States export control laws, and regulations, as from time to time amended, including without limitation, the laws and
regulations administered by the United States Department of Commerce and the United States Department of State.

Miscellaneous Terms

« Preprinted terms appearing on CLIENT Purchase Orders must be accepted in writing by Presidio to be applicable. Presidio’s performance of such purchase order shall not constitute
Presidio’s acceptance of new or different terms, including pre-printed terms on such order. In absence of a purchase order, CLIENT agrees that its signature below grants Presidio the right
to invoice CLIENT and authorizes payment to Presidio for the amounts owed.

Customer hereby authorizes and agrees to make timely payment for products delivered and services
rendered, including payments for partial shipments

Customer Signature Date
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Data Sheet

FortiSwitch™ Secure Campus

Highlights

e Standalone or Integrated
FortiLink deployment
option

¢ On premise and cloud-
based management
options

e Zero-touch deployment

* Entry level network
access control at no cost

¢ Role and device-based
access control and
policy enforcement

* Dynamic segmentation
and Micro Segmentation

* Secure access service
edge (SASE) support

e Up to 48 access ports
in a compact 1 RU form
factor

» Stacking up to 300
switches per FortiGate

* Wire-speed switching
with up to 40GE uplinks

Security, Performance, and Manageability

The FortiSwitch™ campus family offers an unparalleled
combination of security, performance, and manageability,
making it the ideal choice for the enterprise campus that
prioritize safeguarding against threats.

As campus network design continues to adapt to emerging
technologies and evolving business requirements, the
FortiSwitch enterprise campus switching architecture
empowers network administrators with enhanced visibility,
control, and manageability. The platform’s scalability, agility,
and ease of management contribute to a highly secure
environment, providing a robust foundation for any sized
campus.



FortiSwitch™ Secure Campus Data Sheet

Available in

Appliance

Secure Networking through FortiLink

FortiLink is an innovative proprietary management protocol that enables seamless integration
and management between a FortiGate Next-Generation Firewall and the FortiSwitch Ethernet
switching platform. By using FortiLink, the FortiSwitch becomes a logical extension of the
FortiGate, allowing for centralized management of both network security and access layer
functions through a single interface.

Native Entry-Level Network Access Control at No Cost

FortiLink integration enables basic Network Access Control (NAC) functionality to profile

and securely onboard devices as they connect. FortiLink NAC offers visibility, automated
segmentation, and microsegmentation of 10T devices, quarantine if compromised, and virtual
patching to help protect against threats.

Dynamic Segmentation and Policy Enforcement

Implementing dynamic port-level security in a large campus Ethernet switching environment
traditionally requires hands-on effort and ongoing maintenance. FortiSwitch campus
switching architecture automates dynamic segmentation through FortiLink, empowering IT
administrators to control traffic within segments, limiting the scope of threats. The automation
of segmentation makes making policy enforcement easier and more efficient, while NGFW-
level policies ensure granular control and zero-trust access for users and devices.

X [ DX | x B | 5¢ mmmm O |
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Role and Device-based Access Control and Policy Enforcement

Whether leveraging Fortinet Identity Access Management (IAM) or third-party identity
providers, FortiLink automation can leverage identity to make granular role-based policy
decisions.

Secure Access Service Edge (SASE)

This FortiSwitch enterprise architecture offers a built-in foundation for zero-trust network
access (ZTNA) and secure access service edge (SASE), allowing you the flexibility to easily
deploy the type and level of security you need at the edge of your network.



FortiSwitch™ Secure Campus Data Sheet

Operational Simplicity

Deploying, managing, and optimizing an Ethernet switching infrastructure has traditionally
been challenging and time-consuming.

FortiSwitch switching architecture can be securely deployed and managed in minutes through
zero-touch deployment. Whether FortiSwitch is deployed in standalone mode or FortiLink
mode, automation and orchestration offer intuitive workflows and unified views to provision,
manage, and optimize your campus. This is available through both FortiCloud and on-premises
management.

Centralized management delivers a unified, single view of both the LAN and security.

This provides a consistent user experience for optimal operational efficiency, simplifying
management, optimization, and troubleshooting. The result is a shorter mean time to repair
both network and security issues.

FortiLink Standalone

FortiOS FortiLAN Cloud

Scalable Flexible Campus

FortiSwitch campus architecture scales to meet the need of today’s next-generation campus
without sacrificing security. Supporting up to 48 ports in a compact 1 RU form factor,
FortiSwitch can deliver the performance and scale you require.

Eliminate Bottlenecks

Dedicated uplinks capable of speeds up to 25GE through SFP+ and SFP28 slots can support
your choice of media utilizing through a wide variety of transceivers.

Next Generation Power over Ethernet Support

With PoE+ support in all models and next-generation 90W 802.3bt PoE support in specific
models, FortiSwitch delivers and manages power where needed for devices such as cameras,
sensors, and wireless access points



FortiSwitch™ Secure Campus Data Sheet

Product Offerings

Model Numbers

400 Series: FS-424E-FIBER, FS-M426E-FPOE, FS-424E, FS-424E-POE, FS-424E-FPOE, FS-448E, FS-448E-POE, FS-448E-FPOE
500 Series: FS-524-D, FS-524D-FPOE, FS-548D, FS-548D-FPOE

600 Series: FS-624F, FS-624F-FPOE, FS-648F, FS-648F-FPOE

Features

Refer to the FortiSwitch Feature Matrix for details about the features supported by each FortiSwitch model.

FORTISWITCH FORTILINK MODE (WITH FORTIGATE) FORTISWITCH FORTILINK MODE (WITH FORTIGATE)

Management and Configuration Security and Visibility

Auto Discovery of Multiple Switches 802.1X Authentication (Port-based, MAC-based, MAB)
8 to 300 Managed Switches depending on FortiGate model Syslog Collection

FortiLink Stacking (Auto Inter-Switch Links) DHCP Snooping

FortiLink Secure Fabric Device Detection

Software Upgrade of Switches MAC Black/While Listing (FortiGate)

Centralized VLAN Configuration Policy Control of Users and Devices (FortiGate)
Switch POE Control Block Intra-VLAN Traffic

Link Aggregation Configuration Network Device Detection

Spanning Tree

Host Quarantine on Switch Port

LLDP/MED Integrated FortiGate Network Access Control (NAC) function
IGMP Snooping ) . e
FortiGuard loT identification
L3 Routing and Services (FortiGate)
FortiSwitch recommendations in Security Rating
Policy-Based Routing (FortiGate)
) ) : Switch Controller traffic collector
Virtual Domain (FortiGate)
h . Port Statistics
Automated detection and recommendations

. ) o Clients Monitoring
Dynamic Port Profiles for FortiSwitch ports

R N UTM Features
Provision firmware upon authorization

Firewall (FortiGate)
Health Monitoring
IPC, AV, Application Control, Botnet (FortiGate)
High Availability
Support FortiLink FortiGate in HA Cluster
LAG support for FortiLink Connection

Active-Active Split LAG from FortiGate to FortiSwitches for Advanced Redundancy

amn
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Data Sheet

Features

Refer to the FortiSwitch Feature Matrix for details about the features supported by each FortiSwitch model.

FORTISWITCH

Layer 2

Jumbo Frames

Auto-negotiation for Port Speed and Duplex
MDI/MDIX Auto-crossover

IEEE 802.1D MAC Bridging/STP

IEEE 802.1w Rapid Spanning Tree Protocol (RSTP)
IEEE 802.1s Multiple Spanning Tree Protocol (MSTP)
STP Root Guard

STP BPDU Guard

Edge Port / Port Fast

IEEE 802.1Q VLAN Tagging

Private VLAN

|EEE 802.3ad Link Aggregation with LACP

Unicast/Multicast traffic balance over trunking port
(dst-ip, dst-mac, src-dst-ip, src-dst-mac, src-ip, src-mac)

IEEE 802.1AX Link Aggregation

Spanning Tree Instances (MSTP/CST)

IEEE 802.3x Flow Control and Back-pressure
IEEE 802.3 10Base-T

IEEE 802.3u 100Base-TX

IEEE 802.3z 1000Base-SX/LX

|IEEE 802.3ab 1000Base-T

IEEE 802.3ae 10 Gigabit Ethernet

|IEEE 802.3az Energy Efficient Ethernet

|EEE 802.3bz Multi Gigabit Ethernet

IEEE 802.3 CSMA/CD Access Method and Physical Layer Specifications
Storm Control

MAC, IP, Ethertype-based VLANs
Virtual-Wire

Split Port (QSFP+ breakout to 4x10G SFP+ or 4x1G SFP)
Time-Domain Reflectcometry (TDR) Support
LAG min/max bundle

Rapid PVST interoperation

Ingress Pause Metering

Loop Guard

Per-port storm control

Priority-based Flow Control (802.1Qbb)

IEEE 802.1ad QinQ

VLAN Mapping

|IEEE 802.3ba, 802.3bj, and 802.3bm 40 and 100 Gigabit Ethernet
Auto topology

Dynamically shared packet buffers

Services

IGMP proxy / querier

MLD Snooping

MLD proxy / querier

IGMP Snooping

FORTISWITCH

Layer 3

Static Routing (Hardware-based)

Dynamic Routing Protocols: OSPFv2, RIPv2, VRRP, BGP, ISIS *
Multicast Protocols: PIM-SSM *

ECMP

Bidirectional Forwarding Detection (BFD)
DHCP Relay

IP conflict detection and notification

DHCP server

Unicast Reverse Path Forwarding - uRPF
IPVv6 route filtering

Filtering routemaps based on routing protocol
Security and Visibility

Port Mirroring

Admin Authentication Via RFC 2865 RADIUS
|IEEE 802.1X Authentication Port-based

IEEE 802.1X Authentication MAC-based
IEEE 802.1X Guest and Fallback VLAN

IEEE 802.1X MAC Access Bypass (MAB)
IEEE 802.1X Dynamic VLAN Assignment
Radius CoA (Change of Authority)

Radius Accounting

MAC-IP Binding

sFlow

ACL

IEEE 802.1ab Link Layer Discovery Protocol (LLDP)
IEEE 802.1ab LLDP-MED

IEEE 802.1ae MAC Security (MAC Sec)
DHCP-Snooping

Dynamic ARP Inspection

Sticky MAC and MAC Limit

IEEE 802.1X open auth

IEEE 802.1X EAP pass-through

Flow Export (NetFlow and IPFIX)

ACL Multistage

ACL Multiple Ingress

ACL Schedule

IP source guard

IPv6 RA Guard

LLDP-MED ELIN support

Per-port and per-VLAN MAC learning limit
Assign VLANs via Radius attributes (RFC 4675)
Wake on LAN

*Requires ‘Advanced Features’ License.
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Features

Refer to the FortiSwitch Feature Matrix for details about the features supported by each FortiSwitch model.

FORTISWITCH FORTISWITCH

High Availability Management

Multi-Chassis Link Aggregation (MCLAG) IPv4 and IPv6 Management

Quality of Service Telnet / SSH

IEEE 802.1p Based Priority Queuing HTTP / HTTPS

IP TOS/DSCP Based Priority Queuing SNMP v1/v2c/v3

IEEE 1588 PTP (Transparent Clock) SNTP

Explicit Congestion Notification Standard CLI and Web GUI Interface
Egress priority tagging Software download/upload: TFTP/FTP/GUI
Percentage Rate Control Managed from FortiGate

Support for HTTP REST APIs for Configuration and Monitoring
Dual Firmware Support

RMON Group 1

Packet Capture

SPAN, RSPAN, and ERSPAN

Link Monitor

POE Control Modes

System Temperature and Alert

Syslog UDP/TCP

Provide warning if L2 table is getting full

Display Average Bandwidth and Allow Sorting on Physical Port / Interface Traffic
System alias command

SNMP v3 traps

Automation Stitches

T 6
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Features

ALL FORTISWITCH MODELS ALL FORTISWITCH MODELS

RFC and MIB Support*
BFD
RFC 5880: Bidirectional Forwarding Detection (BFD)
RFC 5881: Bidirectional Forwarding Detection (BFD) for IPv4 and IPv6 (Single Hop)
RFC 5882: Generic Application of Bidirectional Forwarding Detection (BFD)
BGP
RFC 1771: A Border Gateway Protocol 4 (BGP-4)
RFC 1965: Autonomous System Confederations for BGP
RFC 1997: BGP Communities Attribute
RFC 2545: Use of BGP-4 Multiprotocol Extensions for IPv6 Inter-Domain Routing
RFC 2796: BGP Route Reflection - An Alternative to Full Mesh IBGP
RFC 2842: Capabilities Advertisement with BGP-4
RFC 2858: Multiprotocol Extensions for BGP-4
RFC 4271: BGP-4
RFC 6286: Autonomous-System-Wide Unique BGP Identifier for BGP-4
RFC 6608: Subcodes for BGP Finite State Machine Error
RFC 6793: BGP Support for Four-Octet Autonomous System (AS) Number Space
RFC 7606: Revised Error Handling for BGP UPDATE Messages
RFC 7607: Codification of AS 0 Processing

RFC 7705: Autonomous System Migration Mechanisms and Their Effects on the BGP
AS_PATH Attribute

RFC 8212: Default External BGP (EBGP) Route Propagation Behavior without Policies
RFC 8654: Extended Message Support for BGP
DHCP
RFC 2131: Dynamic Host Configuration Protocol
RFC 3046: DHCP Relay Agent Information Option
RFC 7513: Source Address Validation Improvement (SAVI) Solution for DHCP
IP/IPv4
RFC 2697: A Single Rate Three Color Marker
RFC 3168: The Addition of Explicit Congestion Notification (ECN) to IP
RFC 5227: IPv4 Address Conflict Detection
RFC 5517: Cisco Systems' Private VLANSs: Scalable Security in a Multi-Client Environment
RFC 7039: Source Address Validation Improvement (SAVI) Framework
IP Multicast

RFC 2362: Protocol Independent Multicast-Sparse Mode (PIM-SM): Protocol
Specification

RFC 2710: Multicast Listener Discovery (MLD) for IPv6 (MLDv1)

RFC 4541: Considerations for Internet Group Management Protocol (IGMP) and Multicast
Listener Discovery (MLD) Snooping Switches

RFC 4605: Internet Group Management Protocol (IGMP)/Multicast Listener Discovery
(MLD)-Based Multicast Forwarding (“IGMP/MLD Proxying”)

RFC 4607: Source-Specific Multicast for IP

RFC and MIB Support*
IPv6

RFC 2464: Transmission of IPv6 Packets over Ethernet Networks: Transmission of IPv6
Packets over Ethernet Networks

RFC 2474: Definition of the Differentiated Services Field (DS Field) in the and IPv6
Headers (DSCP)

RFC 2893: Transition Mechanisms for IPv6 Hosts and Routers
RFC 4213: Basic Transition Mechanisms for IPv6 Hosts and Router
RFC 4291: IP Version 6 Addressing Architecture

RFC 4443: Internet Control Message Protocol (ICMPv6) for the Internet Protocol Version
6 (IPv6) Specification

RFC 4861: Neighbor Discovery for IP version 6 (IPv6)
RFC 4862: IPv6 Stateless Address Auto configuration
RFC 5095: Deprecation of Type 0 Routing Headers in IPv6
RFC 6724: Default Address Selection for Internet Protocol version 6 (IPv6)
RFC 7113: IPv6 RA Guard
RFC 8200: Internet Protocol, Version 6 (IPv6) Specification
RFC 8201: Path MTU Discovery for IP version 6
IS-Is
RFC 1195: Use of OSI IS-IS for Routing in TCP/IP and Dual Environments
RFC 5308: Routing IPv6 with IS-IS
MIB
RFC 1213: MIB Il parts that apply to FortiSwitch 100 units
RFC 1354: IP Forwarding Table MIB
RFC 1493: Bridge MIB
RFC 1573: SNMP MIB Il
RFC 1643: Ethernet-like Interface MIB
RFC 1724: RIPv2-MIB
RFC 1850: OSPF Version 2 Management Information Base
RFC 2233: The Interfaces Group MIB using SMiv2
RFC 2618: Radius-Auth-Client-MIB
RFC 2620: Radius-Acc-Client-MIB
RFC 2665: Definitions of Managed Objects for the Ethernet-like Interface Types

RFC 2674: Definitions of Managed Objects for Bridges with Traffic Classes, Multicast
Filtering and Virtual LAN extensions

RFC 2787: Definitions of Managed Objects for the Virtual Router Redundancy Protocol
RFC 2819: Remote Network Monitoring Management Information Base

RFC 2863: The Interfaces Group MIB

RFC 2932: IPv4 Multicast Routing MIB

RFC 2934: Protocol Independent Multicast MIB for IPv4

RFC 3289: Management Information Base for the Differentiated Services Architecture
RFC 3433: Entity Sensor Management Information Base

RFC 3621: Power Ethernet MIB

RFC 6933: Entity MIB (Version 4)

* RFC and MIB supported by FortiSwitch Operating System. Check FortiSwitch Feature Matrix for model specific support.
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Features
RFC and MIB Support* RFC and MIB Support*
OSPF RADIUS
RFC 1583: OSPF version 2 RFC 2865: Admin Authentication Using RADIUS
RFC 1765: OSPF Database Overflow RFC 2866: RADIUS Accounting
RFC 2328: OSPF version 2 RFC 4675: RADIUS Attributes for Virtual LAN and Priority Support
RFC 2370: The OSPF Opaqgue LSA Option RFC 5176: Dynamic Authorization Extensions to Remote Authentication Dial In User
RFC 2740: OSPF for IPv6 Service (RADIUS)
RFC 3101: The OSPF Not-So-Stubby Area (NSSA) Option RIP
RFC 3137: OSPF Stub Router Advertisement RFC 1058: Routing Information Protocol
RFC 3623: OSPF Graceful Restart RFC 2080: RIPng for IPv6
RFC 5340: OSPF for IPv6 (OSPFv3) RFC 2082: RIP-2 MD5 Authentication
RFC 5709: OSPFv2 HMAC-SHA Cryptographic Authentication RFC 2453: RIPv2
RFC 6549: OSPFv2 Multi-Instance Extensions RFC 4822: RIPv2 Cryptographic Authentication
RFC 6845: OSPF Hybrid Broadcast and Point-to-Multipoint Interface Type SNMP
RFC 6860: Hiding Transit-Only Networks in OSPF RFC 1157: SNMPv1/v2e
RFC 7474: Security Extension for OSPFv2 When Using Manual Key Management RFC 2571: Architecture for Describing SNMP
RFC 7503: OSPF for IPv6 RFC 2572: SNMP Message Processing and Dispatching
RFC 8042: CCITT Draft Recommendation T.4 RFC 2573: SNMP Applications
RFC 8362: OSPFv3 Link State Advertisement (LSA) Extensibility RFC 2576: Coexistence between SNMP versions
OTHER

RFC 2030: SNTP

RFC 3176: InMon Corporation's sFlow: A Method for Monitoring Traffic in Switched and
Routed Networks

RFC 3768: VRRP
RFC 3954: Cisco Systems NetFlow Services Export Version 9

RFC 5101: Specification of the IP Flow Information Export (IPFIX) Protocol for the
Exchange of Flow Information

RFC 5798: VRRPV3 (IPv4 and IPv6)

* RFC and MIB supported by FortiSwitch Operating System. Check FortiSwitch Feature Matrix for model specific support.
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Specifications

Hardware Specifications

Total Network Interfaces 24x GE SFP and 4x 10GE SFP+ ports 16x GE RJ45, 8x 2.5 GE RJ45 ports, 2x 5 GE RJ45, and 4x 10
Note: SFP+ ports are compatible GE SFP+ ports Note: SFP+ ports are compatible
with 1 GE SFP with 1 GE SFP
Dedicated Management 10/100 Port 1 1
RJ-45 Serial Console Port 1 1
Form Factor 1 RU Rack Mount 1RU Rack Mount
Power over Ethernet (PoE) Ports N/A 24 [16x 802.3af/at, 8x 802.3af/at/UPOE (60W)]
PoE Power Budget N/A 420 W
Mean Time Between Failures > 10 years > 10 years

System Specifications

Switching Capacity (Duplex) 128 Gbps 172 Gbps

Packets Per Second (Duplex) 204 Mpps 255 Mpps

MAC Address Storage 32K 16K

Network Latency <lus <Tus

VLANS Supported 4 K 4K

Link Aggregation Group Size 8 8

Total Link Aggregation Groups Up to number of ports Up to number of ports
Packet Buffers 4 MB 2MB

Memory 1GB DDR4 1GB DDR4

Flash 256 MB 256 MB

ACL 1.5k 1k

Spanning Tree Instances 16 16

Route Entries (IPv4) 16k 1000

Host Entries 16k 5k
Dimensions

Height x Depth x Width (inches) 175 x 787 x17.3 173 x16.14 x 17.3
Height x Depth x Width (mm) 44 x 200 x 440 44 x 410 x 440
Weight 5.62 Ibs (2.55kg) 13.00 Ibs (5.9 kg)
Environment

Power Required 100-240V AC, 50/60 Hz 100-240V AC, 50/60 Hz
Power Supply AC built in AC builtin
Redundant Power Redundant AC Redundant AC
Power Consumption* (Average / Maximum) 36 W/38W 441W [ 442 W

Heat Dissipation 132.5BTU/h 132.734 BTU/h
Operating Temperature 32°F to 122°F (0°C to 50°C) 32°F to 122°F (0°C to 50°C)
Storage Temperature -4°F to 158°F (-20°C to 70°C) -4°F t0 158°F (-20°C to 70°C)
Humidity 5% to 95% non-condensing 5% to 95% non-condensing
Air-Flow Direction side-to-back side-to-back

Noise Level 32.8 dBA 35 dBA

Certification and Compliance
FCC, CE, RCM, VCCI, BSMI, UL, CB, RoHS2
Warranty

Fortinet Warranty Limited lifetime** warranty on all models

* POE models power consumption is similar to non-POE model if POE is not in use

** Fortinet Warranty Policy: http://www.fortinet.com/doc/legal/EULA.pdf

FortiSwitch 424E-Fiber FortiSwitch M426E-FPOE
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Specifications

Hardware Specifications

Total Network Interfaces

Dedicated Management 10/100 Port
RJ-45 Serial Console Port

Form Factor

Power over Ethernet (PoE) Ports
PoE Power Budget

Mean Time Between Failures
System Specifications
Switching Capacity (Duplex)
Packets Per Second (Duplex)
MAC Address Storage

Network Latency

VLANS Supported

Link Aggregation Group Size
Total Link Aggregation Groups
Packet Buffers

Memory

Flash

ACL

Spanning Tree Instances

Route Entries (IPv4)

Host Entries

Dimensions

Height x Depth x Width (inches)
Height x Depth x Width (mm)
Weight

Environment

Power Required

Power Supply

Redundant Power

Power Consumption* (Average / Maximum)
Heat Dissipation

Operating Temperature

Storage Temperature

Humidity

Air-Flow Direction

Noise Level

Certification and Compliance

Warranty

Fortinet Warranty

FORTISWITCH 424E

24x GE RJ45 and 4x10 GE SFP+ ports

FORTISWITCH 424E-POE

24x GE RJ45 and 4x10 GE SFP+ ports

FORTISWITCH 424E-FPOE

24x GE RJ45 and 4x10 GE SFP+ ports

Note: SFP+ ports are compatlble with 1 GE SFP Note: SFP+ ports are compatlble with 1 GE SFP Note: SFP+ ports are compatlble with 1 GE SFP

1
1
1 RU Rack Mount
N/A

> 10 years

128 Gbps

204 Mpps
16 K
<1ps
4K

8
Up to number of ports

2 MB

1GB DDR4

256 MB

175 x 10.23 x 17.3
44 x 260 x 440
6.83 Ibs (3.1 kg)

100-240V AC, 50/60 Hz
AC built in
Redundant AC
22.3W/236W
76.04 BTU/h
32°F to 122°F (0°C to 50°C)
-40°F t0 158°F (-40°C to 70°C)
5% to 95% non-condensing
side-to-back
32.3 dBA

* POE models power consumption is similar to non-POE model if POE is not in use

** Fortinet Warranty Policy: http://www.fortinet.com/doc/legal/EULA.pdf

/ —=—=r—=ET AT R e

1
1
1 RU Rack Mount
24 (802.3af/at)
250 W

> 10 years

128 Gbps
204 Mpps
16 K
< 1Ius
4K
8
Up to number of ports
2 MB
1GB DDR4
256 MB
1k
16
1000
5k

175 x 1614 x 17.3
44 x 410 x 440
1157 Ibs (5.25 kg)

100-240V AC, 50/60 Hz
AC built in
Redundant AC
281.3W /2835 W
102.64 BTU/h
32°F to 122°F (0°C to 50°C)
-4°F t0 158°F (-40°C to 70°C)
5% to 95% non-condensing
side-to-back
31.8 dBA

FCC, CE, RCM, VCCI, BSMI, UL, CB, RoHS2

Limited lifetime** warranty on all models

— e a—aE AT R

1
1
1 RU Rack Mount
24 (802.3af/at)
421 W

> 10 years

128 Gbps
204 Mpps
16 K
<1us
4K
8
Up to number of ports
2 MB
1 GB DDR4
256 MB
1K
16
1000
5k

175 x 1614 x 17.3
44 x 410 x 440
12.72 lbs (5.77 kg)

100-240V AC, 50/60 Hz
AC built in
Redundant AC
4312 W /4337 W
117.2 BTU/h
32°F to 122°F (0°C to 50°C)
-40°F to 158°F (-40°C to 70°C)
5% to 95% non-condensing
side-to-back
30.9 dBA

— e r—aw AR w e

FortiSwitch 424E

FortiSwitch 424E-POE

FortiSwitch 424E-FPOE
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Specifications

FORTISWITCH 448E FORTISWITCH 448E-POE FORTISWITCH 448E-FPOE

Hardware Specifications

Total Network Interfaces 48x GE RJ45 and 4x 10GE SFP+ ports 48x GE RJ45 and 4x 10GE SFP+ ports 48x GE RJ45 and 4x 10GE SFP+ ports

Note: SFP+ ports are compatible with 1 GE SFP Note: SFP+ ports are compatible with 1 GE SFP Note: SFP+ ports are compatible with 1 GE SFP
Dedicated Management 10/100 Port 1 1 1

RJ-45 Serial Console Port
Form Factor

Power over Ethernet (PoE) Ports
PoE Power Budget

Mean Time Between Failures
System Specifications
Switching Capacity (Duplex)
Packets Per Second (Duplex)
MAC Address Storage
Network Latency

VLANS Supported

Link Aggregation Group Size
Total Link Aggregation Groups
Packet Buffers

Memory

Flash

ACL

Spanning Tree Instances
Route Entries (IPv4)

Host Entries

Dimensions

Height x Depth x Width (inches)
Height x Depth x Width (mm)
Weight

Environment

Power Required

Power Supply

Redundant Power

Power Consumption*
(Average / Maximum)

Heat Dissipation
Operating Temperature
Storage Temperature
Humidity

Air-Flow Direction
Noise Level

Certification and Compliance

1
1RU Rack Mount

> 10 years

176 Gbps
262 Mpps
32K
<Tus
4K
8
Up to number of ports
4 MB
1GB DDR4
256 MB
1.5k
16
16k
16k

175 x12.2 x 173
44 x 310 x 440
917 Ibs (416 kg)

100-240V AC, 50/60 Hz
AC built in
Redundant AC
46.5W /4781TW

163.032 BTU/h
32°F to 122°F (0°C to 50°C)
-4°F to 158°F (-20°C to 70°C)
10% to 90% non condensing
side-to-back
35.5 dBA

1
1 RU Rack Mount
48 (802.3af/at)
421 W

> 10 years

176 Gbps
262 Mpps
32K
<lus
4K
8
Up to number of ports
4 MB
1GB DDR4
256 MB
1.5k
16
16k
16k

173 x 161 x 173
44 x 410 x 440
13.8 Ibs (6.26 kg)

100-240V AC, 50/60 Hz
AC built in
Redundant AC
44012 W/ 442.234 W

163.066 BTU/h
32°F to 122°F (0°C to 50°C)
-4°F to 158°F (-20°C to 70°C)
10% to 90% non condensing
side-to-back
38.3 dBA

1
1 RU Rack Mount
48 (802.3af/at)
772 W

> 10 years

176 Gbps
262 Mpps
32K
<Tus
4K
8
Up to number of ports
4 MB
1GB DDR4
256 MB
1.5k
16
16k
16k

173 x 161 %173
44 x 410 x 440
14.04 lbs (6.37 kg)

100-240V AC, 50/60 Hz
AC built in
Redundant AC
921.4 W /9236 W

1631 BTU/h
32°F to 122°F (0°C to 50°C)
-4°F to 158°F (-20°C to 70°C)
10% to 90% non condensing
side-to-back
50.7 dBA

FCC, CE, RCM, VCCI, BSMI, UL, CB, RoHS2
Warranty

Fortinet Warranty

Limited lifetime** warranty on all models

* POE models power consumption is similar to non-POE model if POE is not in use

** Fortinet Warranty Policy: http://www.fortinet.com/doc/legal/EULA.pdf

— e w—w mEm—

FortiSwitch 448E

FortiSwitch 448E-POE FortiSwitch 448E-FPOE
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Specifications

Hardware Specifications

Total Network Interfaces 24 GE/RJ45 ports, 4x 10 GE SFP+ ports and 2x 40 GE QSFP+ 24 GE/RJ45 ports, 4% 10 GE SFP+ ports and 2x 40 GE QSFP+
Note: SFP+ ports are compatible with 1G SFP Note: SFP+ ports are compatible with 1G SFP

Dedicated Management 10/100/1000 Ports 1 1

RJ-45 Serial Console Port 1 1

Form Factor 1 RU Rack Mount 1RU Rack Mount

Power over Ethernet (PoE) Ports N/A 24 (802.3af/at)

PoE Power Budget (single/dual PSU) N/A 400 W /720 W

Mean Time Between Failures >10 years > 10 years

System Specifications

Switching Capacity (Duplex) 288 Gbps 288 Gbps

Packets Per Second (Duplex) 428 Mpps 428 Mpps

MAC Address Storage 36 K 36 K

Network Latency < 2us < 2us

VLANS Supported 4K 4K

Link Aggregation Group Size 24 24

Total Link Aggregation Groups Up to number of ports Up to number of ports
Packet Buffers 4 MB 4 MB

Memory 2 GB DDR3 2 GB DDR3

Flash 128 MB 128 MB

ACL 1k 1K

Spanning Tree Instances 32 32

Route Entries (IPv4) 16k 16k

Multicast Route Entries 8k 8k

Host Entries 16k 16k

Dimensions

Height x Depth x Width (inches) 175 x13.8 x 17.3 175 x13.8 x 17.3
Height x Depth x Width (mm) 44 x 350 x 439 44 x 350 x 439
Weight 13.6 Ibs (6.2 kg) 15.74 lbs (714 kg)
Environment

Power Required 100-240V AC, 50/60 Hz 100-240V AC, 50/60 Hz
Power Supply 150 W AC PSU* 600 W AC PSU*
Redundant Power Optional FS-PSU-150* Optional FS-PSU-600*
Power Consumption** (Average / Maximum) 73W/[75W 570 W/ 579 W (full PoE load for single power supply)
Heat Dissipation 247 BTU/h 296 BTU/h (full PoE load for single power supply)
Operating Temperature 32°F to 113°F (0°C to 45°C) 32°F to 113°F (0°C to 45°C)
Storage Temperature -40°F to 158°F (-40°C to 70°C) -40°F to 158°F (-40°C to 70°C)
Humidity 5% to 95% non-condensing 5% to 95% non-condensing
Air-Flow Direction front-to-back front-to-back

Noise Level 57.3 dBA 57.3 dBA

Certification and Compliance
FCC, CE, RCM, VCCI, BSMI, UL, CB, RoHS2 FCC, CE, RCM, VCCI, BSMI, UL, CB, RoHS2
Warranty
Fortinet Warranty Limited lifetime*** warranty on all models Limited lifetime*** warranty on all models
*FS-524D, FS-524D-FPOE, FS-548D, FS-548D-FPOE Power Supply Units are Hot-Swappable.
** POE models power consumption is similar to non-POE model if POE is not in use

*** Fortinet Warranty Policy: http://www.fortinet.com/doc/legal/EULA.pdf

—ecera AT — — e

FortiSwitch 524D FortiSwitch 524D-FPOE
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Specifications

FORTISWITCH 548D FORTISWITCH 548D-FPOE

Hardware Specifications

Total Network Interfaces

Dedicated Management 10/100/1000 Ports
RJ-45 Serial Console Port

Form Factor

Power over Ethernet (PoE) Ports
PoE Power Budget (single/dual PSU)
Mean Time Between Failures
System Specifications
Switching Capacity (Duplex)
Packets Per Second (Duplex)
MAC Address Storage

Network Latency

VLANS Supported

Link Aggregation Group Size
Total Link Aggregation Groups
Packet Buffers

Memory

Flash

ACL

Spanning Tree Instances

Route Entries (IPv4)

Multicast Route Entries

Host Entries

Dimensions

Height x Depth x Width (inches)
Height x Depth x Width (mm)
Weight

Environment

Power Required

Power Supply

Redundant Power

Power Consumption** (Average / Maximum)
Heat Dissipation

Operating Temperature

Storage Temperature

Humidity

Air-Flow Direction

Noise Level

Certification and Compliance

Warranty

Fortinet Warranty

Note: SFP+ ports are compatible with 1G SFP
1
1
1 RU Rack Mount
N/A
N/A

>10 years

336 Gbps
512 Mpps
36K
< 2us
4K
48
Up to number of ports
4 MB
2 GB DDR3
128 MB
1k
32
16k
8k
16k

175 x 13.8 x 17.3
44 x 350 x 439
141 1bs (6.4 kg)

100-240V AC, 50/60 Hz
150 W AC PSU*
Optional FS-PSU-150*
7AW |77 W
252 BTU/h
32°F to 113°F (0°C to 45°C)
-40°F to 158°F (-40°C to 70°C)
5% to 95% non-condensing
front-to-back

57.3 dBA

FCC, CE, RCM, VCCI, BSMI, UL, CB, RoHS2

Limited lifetime*** warranty on all models

*FS-524D, FS-524D-FPOE, FS-548D, FS-548D-FPOE Power Supply Units are Hot-Swappable.

** POE models power consumption is similar to non-POE model if POE is not in use

*** Fortinet Warranty Policy: http://www.fortinet.com/doc/legal/EULA.pdf

FortiSwitch 548D

Note: SFP+ ports are compatible with 1G SFP
1
1
1RU Rack Mount
48 (802.3af/at)
750 W /1440 W

> 10 years

336 Gbps
512 Mpps
36K
< 2us
4K
48
Up to number of ports
4 MB
2 GB DDR3
128 MB
1K
32
16k
8k
16k

175 x13.8 x 17.3
44 x 350 x 439
15.74 1bs (714 kg)

100-240V AC, 50/60 Hz
920 W AC PSU*
Optional FS-PSU-920*

925 W /961 W (full PoE load for single power supply)
318 BTU/h (full PoE load for single power supply)

32°F to 113°F (0°C to 45°C)
-40°F to 158°F (-40°C to 70°C)
5% to 95% non-condensing
front-to-back

57.3 dBA

FCC, CE, RCM, VCCI, BSMI, UL, CB, RoHS2

Limited lifetime*** warranty on all models

FortiSwitch 548D-FPOE

48x GE/RJ45 ports, 4x 10 GE SFP+ ports and 2x 40 GE QSFP+ 48x GE/RJ45 ports, 4x 10 GE SFP+ ports and 2x 40 GE QSFP+
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FortiSwitch™ Secure Campus Data Sheet

Specifications

Hardware Specifications

Total Network Interfaces 24x 1GE/2.5GE/5GE RJ45 ports and 24x 1GE/2.5GE/5GE RJ45 ports and
4x 10GE/25GE SFP+/SFP28 ports 4x 10GE/25GE SFP+/SFP28 ports

Dedicated Management 10/100/1000 Ports 1 1

RJ-45 Serial Console Port 1 1

Form Factor 1 RU Rack Mount 1RU Rack Mount

Power over Ethernet (PoE) Ports — 24 (802.3 af/at/bt type 4)

PoE Power Budget — 1440 W

Mean Time Between Failures >10 years > 10 years

System Specifications

Switching Capacity (Duplex) 440 Gbps 440 Gbps
Packets Per Second (Duplex) 654 Mpps 654 Mpps

MAC Address Storage 64 k 64 k

Network Latency <lus <lus

VLANS Supported 4k 4k

Link Aggregation Group Size 28 28

Total Link Aggregation Groups Up to number of ports Up to number of ports
Packet Buffers 8 MB 8 MB

Memory 4GB DDR4 4GB DDR4

Flash 32 MB 32 MB

Drive 32G SSD 32G SSD

ACL 36k 36k

Spanning Tree Instances 32 32

Route Entries (IPv4) 16 k 16 k

Host Entries (IPv4) 192 k 192 k
Multicast route entries 12k 12k
Dimensions

Height x Depth x Width (inches) 175 x17.4 x17.3 175 x17.4 x17.3
Height x Depth x Width (mm) 44 x 442 x 440 44 x 442 x 440
Weight (kg) 6.925 7.407
Environment

Power Required 100-240V AC, 50/60 Hz 100-240V AC, 50/60 Hz
Power Consumption (Maximum) 240W 1680W

Power Supply 2x 350W 2% 1200W
Redundant Power Dual hot swappable AC Dual hot swappable AC
Heat Dissipation 423 BTU/h 969 BTU/h
Operating Temperature 32°F to 113°F (0°C to 45°C) 32°F to 113°F (0°C to 45°C)
Storage Temperature -40°F to 158°F (-40°C to 70°C) -40°F to 158°F (-40°C to 70°C)
Humidity 5% to 95% RH non-condensing 5% to 95% RH non-condensing
Air-Flow Direction front-to-back front-to-back
Noise Level 54.88 dBA 54.88 dBA

Certification and Compliance
FCC, CE, RCM, VCCI, BSMI, UL, CB, RoHS2 FCC, CE, RCM, VCCI, BSMI, UL, CB, RoHS2
Warranty

Fortinet Warranty Limited lifetime** warranty on all models

** Fortinet Warranty Policy http://www.fortinet.com/doc/legal/EULA.pdf
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FortiSwitch™ Secure Campus Data Sheet

Specifications

Hardware Specifications

Total Network Interfaces 32x 1GE/2.5GE, 16x 1GE/2.5GE/5GE RJ45 ports and 32x 1GE/2.5CE, 16x 1GE/2.5GE/5GE RJ45 ports and
8x 10GE/25GE SFP+/SFP28 ports 8x 10GE/25GE SFP+/SFP28 ports

Dedicated Management 10/100/1000 Ports 1 1

RJ-45 Serial Console Port 1 1

Form Factor 1 RU Rack Mount 1RU Rack Mount

Power over Ethernet (PoE) Ports — 48 (802.3 af/at/bt type 4)

PoE Power Budget — 1800 W

Mean Time Between Failures >10 years > 10 years

System Specifications

Switching Capacity (Duplex) 720 Gbps 720 Gbps
Packets Per Second (Duplex) 1071 Mpps 1071 Mpps

MAC Address Storage 64 k 64 k

Network Latency <lus <lus

VLANS Supported 4k 4k

Link Aggregation Group Size 56 56

Total Link Aggregation Groups Up to number of ports Up to number of ports
Packet Buffers 8 MB 8 MB

Memory 4GB DDR4 4GB DDR4

Flash 32 MB 32 MB

Drive 32G SSD 32G SSD

ACL 36k 36k

Spanning Tree Instances 32 32

Route Entries (IPv4) 16 k 16 k

Host Entries (IPv4) 192 k 192 k
Multicast route entries 12k 12 k
Dimensions

Height x Depth x Width (inches) 1.75x17.4 x17.3 175 x17.4 x17.3
Height x Depth x Width (mm) 44 x 442 x 440 44 x 442 x 440
Weight (kg) 7149 7834
Environment

Power Required 100-240V AC, 50/60 Hz 100-240V AC, 50/60 Hz
Power Consumption (Maximum) 300W 2100W

Power Supply 2x 350W 2% 1200W
Redundant Power Dual hot swappable AC Dual hot swappable AC
Heat Dissipation 590 BTU/h 1272 BTU/h
Operating Temperature 32°F to 113°F (0°C to 45°C) 32°F to 113°F (0°C to 45°C)
Storage Temperature -40°F to 158°F (-40°C to 70°C) -40°F to 158°F (-40°C to 70°C)
Humidity 5% to 95% RH non-condensing 5% to 95% RH non-condensing
Air-Flow Direction front-to-back front-to-back
Noise Level 57.97 dBA 57.97 dBA

Certification and Compliance
FCC, CE, RCM, VCCI, BSMI, UL, CB, RoHS2 FCC, CE, RCM, VCCI, BSMI, UL, CB, RoHS2
Warranty

Fortinet Warranty Limited lifetime** warranty on all models

** Fortinet Warranty Policy http://www.fortinet.com/doc/legal/EULA.pdf
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FortiSwitch™ Secure Campus Data Sheet

Ordering Information

Product

FortiSwitch Models
FortiSwitch 424E-Fiber
FortiSwitch M426E-FPOE

FortiSwitch 424E

FortiSwitch 424E-POE

FortiSwitch 424E-FPOE

FortiSwitch 448E

FortiSwitch 448E-POE

FortiSwitch 448E-FPOE

FortiSwitch 524D

FortiSwitch 524D-FPOE

FortiSwitch 548D

FortiSwitch 548D-FPOE

FortiSwitch 624F
FortiSwitch 624F-FPOE

FortiSwitch 648F

FortiSwitch 648F-FPOE

Licenses

FortiLAN Cloud Management License*

FortiSwitch Manager Subscription License

FortiSwitch Advanced Features License

Accessories

Redundant AC Power Supply

FortiSwitch AC Power Supply

SKU Description

FS-424E-Fiber Layer 2/3 FortiGate switch controller compatible switch with 24x GE SFP and 4x 10 GE SFP+ Uplinks

Layer 2/3 FortiGate switch controller compatible switch with 16x GE RJ45 PoE 802.3af/at, 8x 2.5 RJ45 PoE
802.3af/at/UPOE (60W), 2x 5 GE RJ45 and 4x 10 GE SFP+, with maximum 420 W PoE limit.

FS-M426E-FPOE

FS-424E Layer 2/3 FortiGate switch controller compatible switch with 24 GE RJ45, 4x 10 GE SFP + ports.

FS-424E-POE Layer 2/3 FortiGate switch controller compatible switch with 24 GE RJ45, 4x 10 GE SFP + ports, 24 port PoE+

with maximum 283.5 W limit.

FS-424E-FPOE Layer 2/3 FortiGate switch controller compatible switch with 24 GE RJ45, 4x 10 GE SFP + ports, 24 port PoE+

with maximum 433.7 W limit.

FS-448E Layer 2/3 FortiGate switch controller compatible switch with 48 GE RJ45, 4x 10 GE SFP + ports.

FS-448E-POE Layer 2/3 FortiGate switch controller compatible switch with 48 GE RJ45, 4x 10 GE SFP + ports, 48 port PoE+

with maximum 421 W limit.

FS-448E-FPOE Layer 2/3 FortiGate switch controller compatible switch with 48 GE RJ45, 4x 10 GE SFP + ports, 48 port PoE+

with maximum 772 W limit.

FS-524D Layer 2/3 FortiGate switch controller compatible switch with 24 GE RJ45, 4x 10 GE SFP+ and 2x 40 GE QSFP+

ports.

Layer 2/3 FortiGate switch controller compatible PoE+ switch with 24 GE RJ45, 4x 10 GE SFP+, 2x 40 GE
QSFP+ ports, 24 port PoE with maximum 400 W limit.

Layer 2/3 FortiGate switch controller compatible switch with 48 GE RJ45, 4x 10 GE SFP+ and 2x 40 GE QSFP+
ports.

Layer 2/3 FortiGate switch controller compatible PoE+ switch with 48 GE RJ45, 4% 10 GE SFP+ and 2x 40 GE
QSFP+ ports, 48 port PoE with maximum 750 W limit.

FS-524D-FPOE

FS-548D

FS-548D-FPOE

FS-624F
FS-624F-FPOE

Layer 2/3 FortiGate switch controller compatible switch with 24x 5G RJ45 ports, 4x 25G SFP28 and MACSec

Layer 2/3 FortiGate switch controller compatible PoE 802.3bt switch with 24x 5G RJ45 ports, 4x 25G SFP28
and MACSec. Max 1400W POE output limit

Layer 2/3 FortiGate switch controller compatible switch with 32x 2.5G RJ45 + 16x 5G RJ45 ports, 8x 25G
SFP28 and MACSec

FS-648F

FS-648F-FPOE Layer 2/3 FortiGate switch controller compatible PoE 802.3bt switch with 32x 2.5G RJ45 + 16x 5G RJ45

ports, 8x 25G SFP28 and MACSec. Max 1800W POE output limit

FC-10-FSW10-628-02-DD FortiSwitch 200-400 Series (incl all FSW Rugged Models) FortiLAN Cloud Management SKU Including Forticare

24x7. (Note, FortiCare only applicable when used with FortiLAN Cloud)
FC-10-FSW20-628-02-DD FortiSwitch 500-900 Series FortiLAN Cloud Management SKU Including Forticare 24x7. (Note, FortiCare only
applicable when used with FortiLAN Cloud)
FC1-10-SWMVM-258-01-DD Subscription license for 10 FortiSwitch Units managed by FortiSwitchManager VM.
24x7 FortiCare support (for FSWM VM) included.
FC2-10-SWMVM-258-01-DD  Subscription license for 100 FortiSwitch Units managed by FortiSwitchManager VM.
24x7 FortiCare support (for FSWM VM) included.
FC3-10-SWMVM-258-01-DD  Subscription license for 1000 FortiSwitch Units managed by FortiSwitchManager VM.
24x7 FortiCare support (for FSWM VM) included.

FS-SW-LIC-400 SW License for FS-400 Series Switches to activate Advanced Features.
FS-SW-LIC-500 SW License for FS-500 Series Switches to activate Advanced Features.
FS-SW-LIC-600 SW License for FS-600 Series Switches to activate Advanced Features.
FS-PSU-150 AC power supply for FS-548D and FS-524D.

FS-PSU-600 AC power supply for FS-524D-FPOE.**

FS-PSU-920 AC power supply for FS-548D-FPOE.**

FS-600-PSU-1200 Spare AC power supply for FS-624F-FPOE and FS-648F-FPOE (power cord not included).

FS-600-PSU-350 Spare AC power supply for FS-624F and FS-648F (power cord not included).

* When managing a FortiSwitch with a FortiGate via FortiGate Cloud, no additional license is necessary.

** Provides additional PoE capacity.

For details of Transceiver modules, see the Fortinet Transceivers datasheet.

Note that all PoE FortiSwitches are Alternative-A.
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